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1 Reason for Change

This contribution proposes a restructured GM RD, based on the decision in Chicago to change the scope of GM to cover only “URI Lists” for GM Release 1.0.
The RD is structured around requirements that apply generically to any “XML document” managed by GM, and requirements that apply specifically to “URI Lists”.  In this way, additional document types can be easily added in the future.

The terminology “XML document” and “URI List” is temporary.  Yellow highlighted text was MOVED, not DELETED.

Note that this contribution is based on the 20040727 version of the GM RD, which did NOT include contributions approved during the Chicago meeting.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

None.

5 Recommendation

Approve for inclusion in the latest version of the GM RD.
6 Detailed Change Proposal

6
Requirements (Normative)
 Editor’s Note:The terminology “XML document” and “URI List” is temporary, until agreement is reached on a suitable vocabulary to describe documents managed by GM.

6.1
High-Level Functional Requirements
This section describes the functional requirements that are generic to all XML documents managed by the GM enabler, as well as the functional requirements that apply only to the specific types of XML documents supported.
In Release 1.0, URI Lists are the only XML document type supported.
6.1.1 General

It MUST be possible to use the same XML documents for multiple services (e.g. PoC, IM Services).
6.1.1.1 XML Document Properties
This section provides general requirements for an XML document:.

6.1.1.1.1 
1. Every XML document SHALL be identified by a globally unique identifier, i.e., a URI according to RFC 2396.

2. 
3. 
4. 
5. 
6. 
7. 
8. The user SHALL be able to request the GMS to store his XML documents.
9. An end user who creates an XML document SHALL have appropriate permissions for that XML document.


4. It SHALL be possible for a subscriber with the appropriate permissions to change the properties of the XML document. 

5. 
6. 
7. An XML document MUST have certain properties:
· Owner: this property identifies who has permission to manipulate (modify, delete) XML document information.

· Identity: this property contains the address of the XML document.

· 
· Timestamp: this property identifies the last time when any property of the XML document was changed.







· 
· 
6.1.1.2
URI List Specific Properties

This section provides additional requirements for an XML document that is a URI List:
1. An end user MAY store the URI list identifier in a personal address book or contact list using a user-friendly name.

2. A URI list MUST have the following properties, in addition to Owner, Identity, and Timestamp specified above:

· Display name: a human-readable name.

6.1.1.2.1
URI List members
This section provides requirements for a URI List member:
1. Every URI List member SHALL be identified by a globally unique identifier, i.e., a URI as defined in IETF RFC 2396.

2. The URI List member identifier SHALL be used to address a principal, i.e., it must be a network addressable end point.

3. A URI List member MAY have a human readable display name.

4. It SHOULD be possible to determine, subject to appropriate authorization, if a principal is a member of a URI List using the principal’s identifier.

6.1.1.3
Access to XML Documents
· It MAY be possible for an end user to access and manage XML documents from more than one device at the same time.

· It MAY be possible for multiple authorized principals to access and manage XML documents at the same time.

· The principal with appropriate permissions SHOULD be able to access and manage XML documents using mobile or fixed devices.
6.1.2
Delegation

The GM Service SHALL allow GM Service users to authorize other users to invoke selected operations on their behalf.  For the XML document management capabilities identified in 6.1.3, there SHALL be a permission which allows principals to delegate those capabilities to other principals.

Having the permission to perform a function SHALL be separate to the right to delegate the granting of  permissions 

Some principals MAY be assigned permissions to perform the XML document management capabilities identified in section 6.1.3 by the service provider

Permissions MAY be assigned at any time during the lifetime of the XML document.
6.1.3
XML document Management


The administration and viewing of XML documents SHALL be controlled by permissions which determine the capabilities available to a principal wishing to perform XML document management functions. The sub-sections below identify the set of functions required by XML document management.

It SHALL be possible to define “roles” that represent a given set of permissions.  Assignment of those roles to particular principals is equivalent to assigning the corresponding set of permissions.

Service Providers SHALL be able to suspend and delete XML documents, e.g. in case of non-payment for services
Principals who try to execute their administrative rights MUST first be authenticated

The GM enabler SHALL support the ability to notify principals with administrative rights of all transactions performed. These transactions MAY also be logged.

The privacy and integrity of XML document management transactions SHALL be maintained.
6.1.3.1
Create

GM SHALL provide the capability to create XML documents. 

Each XML document SHALL be identified by at least one unique, globally addressable name (“XML Document Identifier”).







Principals with the appropriate management permission MUST be able to create an XML document. When creating an XML document, it SHALL be possible to define XML document specific properties. 

· 
· 
The following additional requirements apply to URI Lists:

· The Service provider SHALL be able to set the maximum number of URI lists that can be created per subscription.
· The service provider SHALL be able to set different values for the maximum numbers of URI lists to different subscriptions.
· The service provider SHALL be able to set the maximum number of URIs in a URI list. 

6.1.3.2
Copy

Principals with the appropriate management permission SHALL be able to copy XML documents, for example to create a new XML document from existing XML documents. 

6.1.3.3   
Delete

Principals with the appropriate management permission MUST be able to delete an XML document. 

6.1.3.4   
Modify

Principals with the appropriate management permission MUST be able to modify an XML document.  When modifying an XML document, it SHALL be possible to define XML document specific properties.
· 
· 










6.1.3.7 Suspend

Principals with the suspend permission MUST be able to suspend an XML document.

When an XML document is suspended, no operation can be performed on that XML document except to take it out of the suspend state or delete it.


· 
· 
· 
· 






· 
· 

6.1.6 




6.1.8
Security

GM enabler SHALL support

· the mutual authentication of the enabler implementation and GM subscriber implementations.

· logging of the information about any GM interactions

· the integrity and confidentiality of GM message exchanges

If there is a mechanism to perform the security functions mentioned above in a common way, the GM enabler SHOULD support the use of such an enabler instead of duplicating such functionality.
6.1.9
Charging

Mechanisms SHALL be provided for the Service Provider to charge for the use of GM, for example as part of another service enabler.

Examples of charging include:

· The creation, modification or deletion  of an XML document.
· The number of XML documents the user has configured.
6.1.10
Usability

6.1.10.1
Caching

The GM Client MAY locally cache XML documents.  The GM Service SHOULD provide functionality and information to support caching. 

6.1.11
Interoperability

Interoperability of the GM enabler is provided through the definition of open interfaces and a consistent format of XML documents and GM functions in compliance with the requirements presented in this document.  The GM functions, open interfaces and XML document formats SHALL provide explicit interoperability to include at least the following;

· Administration of XML documents.
· Transfer of XML documents over open interfaces.
· General structure of the XML documents transferred over open interfaces.
· Collection and general format of charging information.
6.1.12
Privacy

Access to GM information SHALL conform to privacy requirements specified in [Privacy].





· 
· 
· 
· 
· 
· 
· 






6.2
Overall System Requirements

The following are overall system requirements for GM.

1. Data consistency of information stored in the GM enabler SHALL be ensured, particularly if simultaneous access by multiple authorized users and/or multiple devices is allowed.

2. The GM enabler SHOULD allow access to stored data from any capable device type over any capable network.  

3. The GM enabler SHALL allow a GM subscriber to retrieve a list of all his stored XML documents.

4. The GM enabler SHALL allow a GM subscriber to retrieve a list of all his stored XML documents per type of service (e.g., all XML documents related to his PoC service, etc.).

6.3
System Elements

This section contains high-level requirements on the basic functionality required by each of the identified system elements supporting GM. These system elements are the GM client and GM server (GMS).

6.3.1
GM Client

 The GM client MUST:

· Support XML document management functions identified in Section 6.1.3.

· Support secure communications with the GMS.

· 
The GM Client MAY:

· Locally cache XML documents.

6.3.2
GM Server (GMS)
The GMS MUST:
· Support XML document management functions identified in 6.1.3.

· Support secure communications with the GM client.

· 
· Provide an XML document identifier.

· Support charging mechanisms.

The GMS MAY:

· Notify authorized principals of updates to XML documents.

6.3.3
Network Interfaces

6.3.3.1 Interface Between GM Client and GMS

The interface between the GM client and GMS MUST:

· Be supported by Mobile Packet Switched Data Networks (e.g. those defined by 3GPP and 3GPP2).
· Secure transport of GM exchanges.

· Support XML document management functions described in Section 6.1.3.

· Support secure provisioning of GM service functions.

6.3.3.2 Interfaces to GMS from Applications/Enabler Implementations

GMS MUST provide an interface usable by applications and enabler implementations (e.g. PoC, Presence, IM).
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