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Reason for Change

Appendix B Section 5.1 of GM Spec needs to be refined more.

Impact on Backward Compatibility

None

Impact on Other Specifications

Modifies the current version of the GM Spec (OMA-PAG-GM-Spec-V1_0_0-20040806-D).

Intellectual Property Rights
Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.
Recommendation

Recommend that this CR will change the current GM Spec (OMA-PAG-GM-Spec-V1_0_0-20040806-D).
Detailed Change Proposal
Change list

1. Rename “Resource list” to “URI list” in order to be consistent with GM RD.
2. Rename “GLMS” to “Shared XDMS” in order to be consistent with GM AD.
3. 2nd sentence in Section 5.1 “and add and remove resource lists themselves.” is repeatitive in that sentence itself.
4. Subsection 5.1.1 Data Structure of a URI list is added in order to clearly identify the structure of the URI list. As we could see in the section 5.1.4 URI list operations, there are two types of operations, which apply to different parts of the URI list, i.e., to attributes for a URI list and to attributes to each entry element.
* There are more changes than the above 4 changes.
5.1 URI list management

A URI list is used by the end user as a means of organizing the identities of other end users and groups An entry in a URI list may be used to address a user when initiating a communication or subscribing for presence.

URI list management includes operations that allow the user equipment to reliably create,  modify, retrieve, and delete the URI lists and change their attributes located in the  Shared XDMS as well as to add and remove entry elements associated with end users and group identities to/from the list and change their attributes.
The end user may have zero or more URI lists defined
5.1.1 Data Structure of a URI list

A URI list is composed of attributes associated with the URI list itself as a whole and zero or more entry elements. An entry element is again associated with attributes for each entry element.
	URI list attribute 1 (XCAP identity)

	URI list attribute 2 (URI list SIP Public service identity)

	URI list attribute 3 (Subscribable for presence (Yes/No)

	URI list attribute 4 (Display name)

	URI list attribute 5 (Type of  URI list  (Public user id (PUI) or Public service id (PSI)))

	URI list attribute 6 (Default)

	URI list attribute 7 (Timestamp)

	URI list attribute 8 (XCAP path to the list of users that can add or remove entry elements to URI list)

	URI list attribute 9 (SIP PSI used to subscribe for changes. (Event package xml-change))

	URI list attribute 10 (Existence of change rights delegated users (Yes for existence/No for non-existence))

	…

	…

	Entry 1
	Entry attribute 1 (URI)
	Entry attribute 2 (Display name)
	…

	Entry 2
	Entry attribute 1 (URI)
	Entry attribute 2 (Display name)
	…

	Entry 3
	Entry attribute 1 (URI)
	Entry attribute 2 (Display name)
	…

	…
	…
	…
	…

	…
	…
	…
	…


Figure x: Data Structure of a URI list
5.1.2  URI list attributes

   A URI list has the following attributes, which are associated with the URI list itself as a whole
· XCAP identity

·  URI list SIP Public service identity 

· Subscribable for presence (Yes/No) using the SIP PSI above

· Display name

· Type of  URI list  (Public user id (PUI) or Public service id (PSI))

· Default (Yes/No) 

· Timestamp
· XCAP path to the list of users that can add or remove entry elements to URI list
· SIP PSI used to subscribe for changes. (Event package xml-change)
· Existence of change rights delegated users (Yes for existence/No for non-existence)
· 
· 
· 
Display name attribute for a URI list  is controlled by the UE.  It shall not be modified by the  Shared XDMS
The Display name shall be represented as an UTF8‑encoded UNICODE string. 

The  Shared XDMS shall allow the URI to be either a SIP URI or a TEL URI. A entry element  is identified either by a TEL URI or a by SIP URI while a  URI list is always identified by a SIP URI. 


The type attribute specifies the type of all entries within the list. The user stores his user contacts to lists of type “PUI” and his group contacts to lists of type “PSI”. All entries within a single list shall have the same type. The presence service shall use only contact lists of type “user”.

The timestamp is used in order to make caching of lists possible on the UE. 

The attribute “Existence of change rights delegated users” is used for the subscription of changes. E.g., if there is no other delegated users who can add or remove entry elements to/from URI list, then there is no need to subscribe for changes. Otherwise, subscription is needed in order to guarantee the data consistency of simultaneous access by multiple authorised end-users and/or multiple devices.
The default attribute is used to enable the UE to identify the user’s default  URI list. If the value of this attribute is “Y” then the  URI list is the default one, otherwise the value of this attribute is “N” and the  URI list is not the default one. The usage of the default attribute is UE specific. The  Shared XDMS shall ensure that there is only one default  URI list for the user. The way in which the UE presents the default attribute to the end user is implementation defined.

NOTE:
The UE is not required to use the default attribute at all. The management protocol is designed in such way that the attribute can be omitted in the management operations. The UE shall be aware that the  Shared XDMS will include the attribute to the  URI list when returning data to the UE.
5.1.3 Entry element attributes

Each entry element in a URI list has the following attributes.
· SIP URI, TEL URI or URI list XCAP path to another URI list
· Display name (optional)
The URI and Display name attributes for each entry element are controlled by the UE. They shall not be modified by the Shared XDMS. The Display name shall be represented as an UTF8‑encoded UNICODE string. 

The entry elements within URI list shall be uniquely identified by their URI part. No two entry elements in the URI list shall have the same URI.

5.1.4  URI list identity
A  URI list is uniquely identified by its SIP URI and its XCAP path. The SIP URI is generated by the  Shared XDMS when the user creates the  URI list. The mechanism how the SIP URI is generated is out of scope of this document.

5.1.5  URI list operations

The  Shared XDMS shall support two types of operations on the  URI lists of a user: 

· Manipulation of  URI lists 

· Get a list of  URI lists

· Create a new  URI list

· Delete a  URI list

· Modify  URI list attributes

· Manipulation of  entry elements in a URI list

· Get a list of entry elements
· Add an  entry element to a URI list

· Delete an  entry element from a URI list

· Modify  entry element attributes

5.1.6 URI list policies

By creating a  URI list, the creator becomes its owner. Only the owner of the  URI list is allowed to manipulate it by default. The owner of the URI list can however connect access rules to the URI list. The access rules are “allowed to use” and “allowed to administrate”. “Allow to use” means that a user can use the URI  list’s SIP URI. “Allowed to administrate” means that a user is allowed to administrate the URI list using the XCAP URL.
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