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	Title:
	CR SIMPLE AD Normative vs Informative
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	PAG

	Doc to Change:
	OMA-PAG-SIMPLE-AD-V1_1_0-20041026-D

	Submission Date:
	26 Oct 2004

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Thanos Diacakis, Openwave

	Replaces:
	n/a


1 Reason for Change

As agreed during the ADRR, this contribution addresses some changes making Section 6 of the AD as informative.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

<statement describing impacts on other specifications, this may relate to dependencies (either way), or on related requirements or technology material covered in other documents>

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept and implement the changes in the current AD.
6 Detailed Change Proposal

Replace Section 6 of the current AD with the following text:
6. Architectural Model
(Informative)


The following figure illustrates the OMA Presence architecture


Figure 2-SIMPLE Presence Reference Architecture

Elements shown in bold are defined in this architecture document.  The remaining elements are external to this specification.

The reference points shown here are only those that are specified in the Presence Enabler.  Other relevant reference points are specified in the GM enabler.

The access network used by the Presence architecture may include any radio or other access as well as the other nodes required to support IP connectivity and IP mobility.

6.1 System and Subsystem Descriptions

6.1.1 Presence Functional Entities

This section describes the entities specified as part of the Presence Enabler.

5.2.1.1  Presence Server

The Presence Server (PS) supports the following:

· Accepts and stores Presence Information published to it.

· Distributes Presence Information and Watcher Information.  

The PS is able to subscribe to changes to documents stored in the Shared and Presence XDMS.  The PS is able to fetch documents from the Shared XDMS and the Presence XDMS.

5.2.1.2 Presence Source

The Presence Source is an entity that provides presence information to a Presence Service [RFC2778]. The Presence Source can be located in the user’s terminal or within a network entity.

5.2.1.3 Watcher

A watcher is an entity that requests presence information about a Presentity, or Watcher Information about a watcher, from the Presence Service.

5.2.1.4 Resource List Server (RLS)

The Resource List Server (RLS) is the functional entity that accepts and manages subscriptions to presence lists, which enables a Watcher application to subscribe to the presence information of multiple presentities using a single subscription transaction.  

The RLS is able to subscribe to changes to documents stored in the Shared and RLS XDMS.  The RLS is able to fetch documents from the Shared XDMS and the RLS XDMS.

5.2.1.5 XML Data Management Client (XDMC)

The XDMC supports the following functions depending on its different instantiations (e.g., PoC XDMC, Presence XDMC, Shared XDMC):

· Manage related XML documents (e.g., Presence authorisation rules)

· Subscribe to SIP event package for changes to XML documents stored in any XDMS

The XDMC includes an XCAP client.

5.2.1.6 Presence XML Data Management Server (XDMS)

The Presence XDMS supports the following functions:

· Manage Presence related XML documents (e.g. Presence authorization rules)

The Presence XDMS includes an XCAP server.

5.2.1.7 RLS XML Data Management Server ( RLS XDMS)

The RLS XDMS is supports the following functions:

· Manage RLS related XML documents

The RLS XDMS includes an XCAP server.
6.1.2 External Entities Providing Services to Presence

This section describes the entities specified by other OMA enablers or external organizations.

5.2.1.8 SIP/IP Core network

The SIP/IP Core network includes a number of SIP proxies and SIP registrars which routes Presence messages. 

5.2.1.9 Shared XML Data Management Server (XDMS)

The functionality of the Shared XDMS is described in [OMA GMAD].

5.2.1.10 Aggregation Proxy 

The functionality of the Aggregation Proxy is described in [OMA GMAD].

5.2.1.11 Device Management Server

Device Management supports the following functions that are needed in support of the Presence Service:

· Initializes and updates all the configuration parameters necessary for the Watcher and Presence Source

6.1.3 Description of the Reference Points

The Reference Points named as PRS are in scope of this Architecture.

5.2.1.12 Reference Point PRS-1: Presence Source – SIP/IP Core

The PRS-1 reference point supports the communication between the Presence Source and the SIP/IP Core network. The protocol for the PRS-1 reference point is SIP and the traffic is routed to the PS via the SIP/IP Core.

PRS-1 Is used to publish presence information.

PRS-1 supports SIP compression when the Presence Source resides in the terminal.

5.2.1.13 Reference Point PRS-2: Watcher – SIP/IP Core network

The PRS-2 reference point supports the communication between the watcher and SIP/IP Core network. The protocol for the PRS-2 reference point is SIP and the traffic is routed to the PS via the SIP/IP Core.

PRS-2 is used to:

· Subscribe to presence information and receive notifications

· Subscribe to presence information and receive notifications for group lists 

· Subscribe to watcher information and receive notifications 

PRS-2 supports SIP compression when the Watcher resides in the terminal.

5.2.1.14 Reference Point PRS-3: SIP/IP Core – Presence Server

The PRS-3 reference point supports the communication between the SIP/IP Core network and the PS. The protocol for the PRS-3 reference point is SIP.

PRS-3 is used to route the SIP messages from the SIP/IP Core to (and from) the appropriate PS in order to:

· Publish presence information 

· Subscribe to presence information and receive notifications 

· Subscribe to presence information and receive notifications for group lists

· Subscribe to watcher information and receive notifications

· Subscribe to changes to documents stored in the Shared or Presence XDMS

5.2.1.15 Reference Point PRS-4: SIP/IP Core – Resource List Server

The PRS-4 reference point supports the communication between the SIP/IP Core network and the Resource List Server. The protocol for the PRS-4 reference point is SIP.

PRS-4 is used to route the SIP messages from the SIP/IP Core to (and from) the appropriate RLS in order to subscribe to presence information and receive, process, and generate notifications.

5.2.1.16 Reference Point GM-1: XDM Client – SIP/IP Core

The GM-1 reference point is described in [OMA GMAD]. 

5.2.1.17 Reference Point GM-3: XDM Client- Aggregation Server

The GM-3 reference point is described in [OMA GMAD].

5.2.1.18 Reference Point GM-5: Presence Server – Shared XDM Server

The GM-5 reference point is described in [OMA GMAD].

5.2.1.19 Reference Point GM-9: Presence XDM Server – SIP/IP Core

The GM-9 reference point is described in [OMA GMAD].

5.2.1.20 Reference Point GM-12: Aggregation Proxy –Presence XDM Server 

The GM-12 reference point is described in [OMA GMAD].

5.2.1.21 Reference Point GM-13: Presence Server - Presence XDM Server

The GM-13 reference point is described in [OMA GMAD].

5.2.1.22 Reference Point GM-15: Resource List Server – Shared XDM Server

The GM-15 reference point is described in [OMA GMAD].

5.2.1.23 Reference Point GM-16: Resource List Server – RLS XDM Server

The GM-16 reference point is described in [OMA GMAD].

5.2.1.24 Reference Point GM-17: RLS XDM Server – SIP/IP Core

The GM-17 reference point is described in [OMA GMAD].

5.2.1.25 Reference Point GM-18: RLS XDM Server – Aggregation Proxy

The GM-18 reference point is described in [OMA GMAD].

5.2.1.26 Reference Point IP-1: SIP/IP Core network – External Presence Network (based on a SIP/IP Core)

The IP-1 reference point supports the communication between the SIP/IP Core network and an External Presence Network based on a SIP/IP Core network. The protocol for the IP-1 reference point is SIP.

5.2.1.27 Reference Point DM-1: DM Client – DM Server

The DM-1 reference point is described in [OMA DM]. The presence enabler will define the presence configuration object(s).

6.1.4 Presence Information Format

The Presence Service uses the Presence Information Data Format [RFC3863] as the base format through which presence information is represented.  The most basic unit of presence information in PIDF is called a tuple.  

The OMA Presence Service defines the most basic units of presence information as Presence Information Elements, in order to avoid terminology conflicts (e.g. in OMA IMPS/Wireless Village those basic units are called attributes).  

The OMA Presence Service will define mappings of those Presence Information Elements onto the PIDF format.  

6.1.5 Privacy

The following sections describe a variety of policies that presentities can define to control the dissemination of their presence information.  Note, that those policies can be overridden by local administrator or implementation policies.  In addition, any watcher preferences (e.g. subscription to a subset of presence information), can be applied after those policies.

5.2.1.28 Subscription Authorisation Rules

A  Presentity is able to define subscription authorization rules that apply to one or more potential watchers.  Subscription authorisation rules determine the watchers who can be allowed to subscribe to the presence information of a presentity and those that cannot. The subscription authorisation rules can include lists that can be logically part of the Presence Server or the Shared XDMS. 

The following types of lists are supported:

· Accept lists

· Reject lists

· Polite blocking lists

· Deferred decision lists

For a particular presentity, more than one of each of those lists may exist.  In addition to those lists, subscription authorisation policy includes settings that determine the order  the lists are applied, when applying the policy to an incoming subscription request.  Once a match is generated against a list, the process is completed.  In addition the policy defines a default policy of “accept”, “reject”, “politely block” or “defer”.  If no match is generated, this default policy is applied. If no default policy is defined then the subscription will be rejected. In addition, to the above lists and default policies a presentity may indicate to the Presence Server how to handle anonymous subscriptions. If no such preference is indicated the default behaviour SHOULD be to reject anonymous subscription requests.  

The presentity can be potentially informed about the status of the subscription using watcher information subscription/notification framework.

A typical subscription authorization policy for a presentity is shown below:

1) When a subscription request is received for a specific user whose policy uses only a single reject and a single accept list (in that order), the presence system checks the identity of the watcher making the request against the reject list. If the requesting identity is a member of the reject list, the subscription request is rejected as per the relevant policy.  

2) If the requesting identity is not a member of the reject list, the presence system checks to see if the requesting identity is a member of the accept list. If the requesting identity is a member of the accept list, the request is accepted.

3) If the requesting identity is neither a member of the reject list nor of the accept list, then the default policy is applied. 

4) If no default policy is defined, then the subscription request is rejected. 

5.2.1.29 Presence Content Rules

Presence Content rules determine what presence information will be disseminated to watchers.  A presentity is able to define content rules that apply to one or more watchers.  Each rule will determine how particular presence information elements are transformed for that watcher or group of watchers.

5.2.1.30 Presence Notification Rules

A presentity is able to define presence notification rules that apply to one or more watchers.  Presence Notification rules determine what events will trigger notifications to watchers.  Typically when new information is available for one or more watchers, notifications will be generated.  Presence notification rules might further specify any rate limitations and specific events that trigger notifications.

6.1.6 Security

This section describes the mechanisms required for the secure operation of a Presence service.
5.2.1.31 SIP Signaling Security

Mutual authentication between a Presence Server and a Presence Source, can be performed prior to any interaction between said Server and Source. Mutual authentication between a Presence Server and a Watcher, can be performed prior to any interaction between said Server and Watcher.  For an IMS realization, the PS relies on the security mechanisms provided by the IMS Core network, for securing the service environments e.g. authentication of the service usage. 

6.1.7 Charging

5.2.1.32 Charging Architecture

Both online and offline charging  are supported.
6.1.8 Registration

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the Presence Source and the Watcher implemented by a UE SHALL use the 3GPP/3GPP2 IMS registration mechanisms.

In a non-3GPP/3GPP2 network, this document has no requirement regarding the SIP registration procedures.
6.1.9 Presence Service Provisioning

The Presence Service provider can set up the Presence Service configurations remotely in the terminal device by using the device management mechanism specified in [OMA PROAD]. The updates of the Presence Service configurations are remotely performed in the terminal device by using [OMA DM].

A UE running the Presence Watcher and Presence Source functions, compliant with [OMA PROUA] is able to receive the contents sent by service provider. The exact syntax and definition of parameters needed for Presence enabler are specified in [OMA PROCONT]. The bootstrap mechanism defined in [OMA PROSEC] and [OMA DM] is used to enhance the security of the provisioning.
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