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1 Reason for Contribution

HP took an action item to address the SIMPLE CONRR comments related to the presence flows (comments 203-220). 
This contribution addresses the following comments identified in the detailed proposal that should be accepted and changes made to the SIMPLE specification as suggested in the SIMPLE CONRR comment and this contribution.

2 Summary of Contribution

This contribution addresses the minor and editorial SIMPLE CONRR comments related to the presence flows.

3 Detailed Proposal

	3-203. 
	2004.12.06
	12.1.2.5/ 5th step
	“… a full state presence document formulated according to [PARFORMAT]” -> “[PARNOT]” reference should be used

(Source: Nokia)
	Recommend to Accept.

	3-204. 
	2004.12.06
	12
	It should explained in the text, whether the 
ignalling flows below are as examples or normative message flow that are mandatory.

(Source: Nokia)
	Recommend to Accept.  Add statement in text below section 12 to indicate the section is informative and not normative.

	3-205. 
	2004.12.07
	12
	The section 12 shows “The relevant signalling flows, which illustrate the implementation…”

The whole chapter 12 is informative. It should be marked as “(Informative)” and moved into Appendix. The PoC and XDM callflows are handled in the same way.

(Source: Siemens)
	Recommend to Accept.Move the entire section 12 to to Appendix C.


	3-206. 
	2004.12.06
	12
	Make this section “informative”

(Source: VODAFONE)
	[2004.01.21]: Closed. Make the proposed change.  See comment 3-204 and 3-205.

	3-207. 
	2004.12.06
	12
	Change sections references accordingly:

“The following signalling flowsillustrate the implementation of the relevant use cases derived from the [PRESREQ]. The supported headers of the SIP methods used in order to perform those functions are defined in section 11 and the body of the messages, when required, in section 10” 

(Source: VODAFONE)
	Recommend to accept proposed text with the following modifications to the left.


	3-211. 
	2004.12.07
	12.1.1.3
	The bullets 1 and 5 say something about presence sources composing the presence information. Since it has been left to the presence server to do the composition, isn't that confusing?

(Source: Orange)
	Recommend to remove statements from bullets 1 and 5 indicating composition being done in the Presence Source as being out of scope.


	3-214. 
	2004.12.07
	12.1.2.5
	The description of message (13) includes the description of message (14). Description of message (14) falsely is empty.

(Source: Siemens)
	Recommend to accept proposed changes.

	3-215. 
	2004.12.07
	12.1.2.5
	11.  .... showing only the changed tuple.

Replace “tuple” by “presence information”, as “tuple” refers only to services part of presence info. Presence info also includes person and device information.

(Source: Siemens)
	Recommend to accept proposed change.


	3-218.
	2004.12.07
	12.1.4
	In the header of the figure “Watcher” is missing

(Source: Siemens)
	When the figure is opened, the word “Watcher” appears in the header of the figure.  To fix this, the text box must be adjusted or resized, then manually centered.


	3-220.
	2004.12.07
	12.1.4
	The [WINFO] is now RFCed. Replace “[WINFO]” → “[RFC3857], [RFC3858]”

(occurs twice; in bullet 1 and 13)

(Source: Siemens)
	Recommend to accept proposed changes.


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Move section 12 to Appendix C and accept the following text changes.
Appendix C. Presence Signalling Flows (Informative)
The following signalling flows illustrate the implementation of the relevant use cases derived from the [PRESREQ]. The supported headers of the SIP methods used in order to perform those functions are defined in section 11 and the body of the messages, when required, in section 10.
This appendix is informative.
C.1 Subsystem Collaboration

This section presents message flow examples for the implementation of the basic mechanisms of the SIMPLE Presence Service. 

C.1.1 Signalling flows for publishing presence information

C.1.1.1 Publishing Presence Information 
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Figure 1- Publishing Presence Information
1. The Presence Source generates a SIP PUBLISH request, which contains a presence document. The means for the Presence Source to compose this presence document is outside the scope of this specification.

2. The SIP/IP Core network routes the request to the correct PS.

3. The PS authorises the presence publication, and checks the information the message contains. The PS then processes the presence information and sends a SIP 200 OK response back to Presence Source.

4. The SIP/IP Core network forwards the response back to the Presence Source.

C.1.1.2 Publishing presence information on behalf of another presentity 

C.1.1.2.1 Successful attempt
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Figure 2 - Aggregating published presence information from multiple sources
1. Presence Source1 generates a SIP PUBLISH request, which contains presence information relating to Presence Source2’s presentity. The means for the Presence Source1 to compose the presence information is outside the scope of this specification.

2. The SIP/IP Core network forwards the SIP PUBLISH request to the appropriate PS.

3. The PS authorises the publication attempt and checks the content of the request. The PS then composes the presence information to the presence document of Presence Source2’s presentity. The PS sends a SIP 200 OK response back to the SIP/IP Core network.

4. The SIP/IP Core network forwards the SIP 200 OK response back to the Presence Source1.

C.1.1.2.2 Unsuccessful attempt
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Figure 3 - Aggregating published presence information from multiple sources
1. Presence Source1 generates a SIP PUBLISH request, which contains presence information relating to Presence Source2’s presentity. The means for the Presence Source1 to compose the presence information is outside the scope of this specification.

2. The SIP/IP Core network forwards the SIP PUBLISH request to the appropriate PS.

3. The PS does not authorise the request and sends a SIP 403 Forbidden response back to the SIP/IP Core network.

4. The SIP/IP Core network forwards the SIP 403 Forbidden response back to the Presence Source1.

C.1.1.3 Aggregating published presence information from multiple sources
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Figure 4- Aggregating published presence information from multiple sources
1. Presence Source1 generates a SIP PUBLISH request, which contains the presence information Presence Source1 wishes to publish on behalf of the presentity. 
2. The SIP/IP Core network forwards the SIP PUBLISH request to the appropriate PS.

3. The PS authorises the publication attempt and checks the content of the request. The PS then composes the presence information to the presentity’s presence document. The PS sends a SIP 200 OK response back to the SIP/IP Core.

4. The SIP/IP Core network forwards the SIP 200 OK response back to the Presence Source1.

5. Presence Source2 generates a SIP PUBLISH request, which contains the presence information Presence Source2 wishes to publish on behalf of the presentity. 
6. The SIP/IP Core network forwards the SIP PUBLISH request to the appropriate PS.

7. The PS authorises the publication attempt and checks the content of the request. The PS then composes the presence information to the presentity’s presence document aggregating with the information Presence Source1 has published. The PS sends a SIP 200 OK response back to the SIP/IP Core.

8. The SIP/IP Core network forwards the SIP 200 OK response back to the Presence Source2.

9. The PS determines which authorised watchers are entitled to receive the updates of the presence information for this presentity. For each appropriate watcher, the PS sends a SIP NOTIFY request that contains the aggregated presence information from Presence Source1 and Presence Source2. The SIP NOTIFY request is sent along the path of the SUBSCRIBE dialog to the SIP/IP Core network of the watcher.

10. The SIP/IP Core network forwards the SIP NOTIFY request to the watcher.

11. The watcher acknowledges the SIP NOTIFY request with a SIP 200 OK response to its SIP/IP Core network.

12. The SIP/IP Core network of the watcher forwards the SIP 200 OK response to the PS.

C.1.2 Signalling flows for watchers subscribing to presence event notification

C.1.2.1 Subscribing to Presence Information state changes - Proactive Authorization
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Figure 5 - Subscribing to presence information state changes (watcher and presentity are in different networks) – Proactive Authorization

1. A watcher wishes to watch a presentity's presence information, or certain parts of the presentity's presence information. To initiate a subscription, the watcher sends a SIP SUBSCRIBE request for the presence event package including an indication of the duration this subscription should last. The SIP SUBSCRIBE request may also include an indication of the watcher's capability to handle partial notifications.   

2. The SIP/IP Core network of the watcher resolves the address of the presentity and forwards the request to the SIP/IP Core network of the presentity

3. The SIP/IP Core network of the presentity routes the SUBSCRIBE request to the correct PS.

4. The PS performs the necessary authorisation checks on the originator to ensure it is allowed to watch the presentity. 

NOTE: In the case where the privacy/authorisation checks fail, then a negative acknowledgement is sent to the watcher. 

5. Once all privacy conditions are met, the PS issues a SIP 200 OK to the SIP/IP Core.

NOTE: In the case where the privacy/authorisation checks fail, then a negative acknowledgement is sent to the watcher.. 

6. The SIP/IP Core network of the presentity forwards the response to the SIP/IP Core network of the watcher.

7. The SIP/IP Core network of the watcher forwards the response to the watcher.

8. As soon as the PS sends a 200 OK response to accept the subscription, it sends a SIP NOTIFY request including the current full state of the presentity's tuples that the watcher has subscribed and been authorised to.  The SIP NOTIFY request is sent to the watcher SIP/IP Core network. Further notifications sent by the PS may either contain the complete set of presence information, or only those tuples that have changed since the last notification if the watcher has indicated the capability to process partial notifications.

9. The SIP/IP Core network of the watcher forwards the SIP NOTIFY request to the watcher.

10. The watcher acknowledges the receipt of the SIP NOTIFY request with a SIP 200 OK response sent to its SIP/IP Core network.

11. The SIP/IP Core network of the watcher forwards the SIP 200 OK response to the PS.

12. Upon the presence informationfor the presentity changes (the means how the presence information changes are outside the scope for this use case), the PS determines which authorized watchers are entitled to receive notifications. For each appropriate watcher, the PS sends a SIP NOTIFY request that contains the full or partial updates to the presence information. The SIP NOTIFY request is sent along the path of the SUBSCRIBE dialog to the SIP/IP Core network of the watcher.

13. The watcher’s SIP/IP core forwards the SIP NOTIFY request to the watcher.

14. The watcher acknowledges the SIP NOTIFY response with a SIP 200 OK response to its SIP/IP core network.

15. The SIP/IP core network of the watcher forwards the SIP 200 OK response to the PS.

NOTE: Steps 2 and 3 as well as 5 and 6 are combined if the watcher is in the same domain as the presentity.

C.1.2.2 Fetching Presence Information state – Proactive authorization


[image: image6.wmf] 

Fetcher

Home Network of the Fetcher

Watcher SIP/IP Core

PS

1.SUBSCRIBE

6.200 OK

Presentity SIP/IP Core

Home Network of the Presentity

2.SUBSCRIBE

3.SUBSCRIBE

4.200 OK

5.200 OK

7.NOTIFY

8.NOTIFY

9.200 OK

10.200 OK

Fetcher Authorisation


Figure 6 - Fetching presence information state (fetcher and presentity are in different networks)

A watcher requests presence information of a certain presentity from the PS, acting as a fetcher. For the remaining use case, watcher will be used uniformly.

1.
The watcher requests presence information of the presentity using a SIP SUBSCRIBE request by setting the “Expires” header field to zero, as defined in [RFC3265]. 

2.
The watcher’s SIP/IP Core network resolves the address of the SIP/IP Core network of the presentity and forwards the request.

3.
The SIP/IP Core network forwards the SIP SUBSCRIBE request to the appropriate PS.

4.
The PS performs the necessary authorization checks on the originator to ensure it is allowed to request presence information of the presentity. Assuming all privacy conditions are met, the PS issues a SIP 200 OK response to the SIP/IP Core network of the presentity.

5.
The SIP/IP Core network of the presentity forwards the response to the SIP/IP Core network of the watcher.

6.
The SIP/IP Core network of the watcher forwards the SIP 200 OK response to the watcher

7.
As soon as the PS sends a SIP 200 OK response to accept the request, it sends a SIP NOTIFY request with the current full state of the presentity's tuples that the watcher has requested and been authorized to. The SIP NOTIFY request is sent along the path of the SUBSCRIBE dialog to the SIP/IP Core network of the watcher.

8. The SIP/IP Core network of the watcher forwards the SIP NOTIFY request to the watcher.

9 . The watcher acknowledges the receipt of the SIP NOTIFY request with a SIP 200 OK responseto the SIP/IP Core network of the watcher.

10. The watcher’s SIP/IP Core network forwards the SIP 200 OK response to the PS.

NOTE: Steps 2 and 3 as well as 5 and 6 are combined if the watcher is in the same domain as the presentity.

C.1.2.3 Subscribing to Presence Information state changes - Reactive Authorization
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Figure 7 - Subscribing to presence information state changes (watcher and presentity are in different networks)  - Reactive Authorisation

1.
A watcher wishes to watch a presentity's presence information, or certain parts of the presentity's presence information. To initiate a subscription, the watcher sends a SIP SUBSCRIBE request for the presence event package including an indication of the duration this subscription should last. The SIP SUBSCRIBE request may also include an indication of the watcher's capability to handle partial notifications.

2.
The SIP/IP Core network of the watcher resolves the address of the presentity and forwards the request to the SIP/IP Core network of the presentity.

3.
The SIP/IP Core network of the presentity routes the SUBSCRIBE request to the correct PS 

4.
 The PS acknowledges the request with a SIP 202 Accepted response sent to the SIP/IP Core network of the presentity. 

5.
The SIP/IP Core network of the presentity forwards the response to the SIP/IP Core network of the watcher

6.
The SIP/IP Core network of the watcher forwards the response to the watcher..

7.
As soon as the PS sends a SIP 202 Accepted response to accept the subscription, it sends a SIP NOTIFY request as mandated by [RFC3265]. At this time, the presence information may be inaccurate or not fully available for the presentity. However a “dummy” SIP NOTIFY request must be sent, with a valid neutral or empty presence information and a valid Subscription-State header field (set to “pending”) for the time being.

8.
The SIP/IP Core network of the watcher forwards the SIP NOTIFY request to the watcher

9.
The watcher acknowledges the receipt of the SIP NOTIFY request with a SIP 200 OK response sent to its SIP/IP Core network.

10.
The SIP/IP Core network of the watcher forwards the SIP 200 OK response to the PS.

11.
The PS authorizes the watcher, after the presentity modifies the Subscription Authorization Policy.s.

12.
The PS issues another SIP NOTIFY request, to amend the neutral state known to the watcher with valid presence information.

13.
The watcher’s SIP/IP core forwards the SIP NOTIFY request to the watcher.

14.
The watcher acknowledges the SIP NOTIFY response with a SIP 200 OK response to its SIP/IP core network

15.
The SIP/IP core network of the watcher forwards the SIP 200 OK response to the PS.

NOTE 1:
Steps 2 and 3 as well as 4 and 5 are combined if the watcher is in the same domain as the presentity.

NOTE 2:
If the immediate presence information is accurate, then there is no need for another notification (shown in steps 12-15) until presence information state changes. In fact, the PS may choose to best describe the presence information as known in the immediate notification, and if upon completing the required steps to grant the real presence information, it matches the information previously sent, there is no need for the second SIP NOTIFY request.

C.1.2.4 Receiving a Presence Notification for an Existing Subscription



[image: image8.wmf] 

PS

Home Network of the Presentity

Presentity SIP/IP Core

Watcher

1.NOTIFY

Watcher SIP/IP Core

Home Network of the Watcher

PS has

updates to

send to the

watcher

2.NOTIFY

3.200 OK

4.200 OK



Figure 8- Receiving a presence notification

1. The PS determines which authorised watchers are entitled to receive the updates of the presence information for this presentity. For each appropriate watcher, the PS generates a SIP NOTIFY request that contains either the full or partial updates of the presence information. The SIP NOTIFY request is sent inside the existing dialog created by the SIP SUBSCRIBE request to the SIP/IP Core network of the watcher.

2. The SIP/IP Core network forwards the SIP NOTIFY request to the watcher.

3. The watcher acknowledges the SIP NOTIFY request with a SIP 200 OK response to its SIP/IP Core network.

4. The SIP/IP Core network of the watcher forwards the SIP 200 OK response to the PS.
C.1.2.5 Partial Notifications
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 Figure 9 -Partial Notifications Information Flow

1. A watcher sends a SIP SUBSCRIBE request to the PS indicating the support for the default Presence Information Data Format defined in [PIDF] and the partial PIDF defined in [PARFORMAT]. The watcher also indicates the support for the partial notification mechanism according to [PARNOT].
2. The SIP/IP Core network forwards the SIP SUBSCRIBE request to the PS.
3. The PS authorizes the subscription and sends a SIP 200 OK response to the SIP/IP Core network.
4. The SIP/IP Core network forwards the SIP 200 OK response to the watcher.
5. The PS, based on the watcher’s indication supporting partial notification mechanism, generates a SIP NOTIFY request, which includes a full state presence document formulated according to [PARNOT]. The SIP NOTIFY request is forwarded to the SIP/IP Core network.
6. The SIP/IP Core network forwards the SIP NOTIFY request to the watcher.
7. The watcher sends a SIP 200 OK response to the SIP/IP Core network to acknowledge the SIP NOTIFY request.
8. The SIP/IP Core network forwards the SIP 200 OK response to the PS.
9. After some time the presentity’s presence information changes (e.g. a tuple changes its <status>) so a Presence Source publishes the new state to the PS by generating a SIP PUBLISH request.
10. The PS acknowledges the SIP PUBLISH request with a SIP 200 OK response.
11. The PS generates a NOTIFY request which includes a partial presence document formulated according to [PARFORMAT] showing only the changed presence information.

12. The SIP/IP Core network forwards the SIP NOTIFY request to the watcher.

13. The watcher acknowledges the SIP NOTIFY request with a SIP 200 OK response.
14. The SIP/IP Core network forwards the SIP 200 OK response to the PS.
C.1.2.6 Expiry of published tuples
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Figure 10- Expiry of published tuples

1. The lifetime of a tuple elapses and there is no refreshing transaction to update the lifetime of the tuple.

2. The PS issues a SIP NOTIFY request including the updated presence information.

3. The SIP/IP Core network forwards the SIP NOTIFY request to the watcher.

4. The watcher sends a 200 OK response to the SIP/IP Core network to acknowledge the SIP NOTIFY request.

5. The SIP/IP Core network forwards the 200 OK response to the PS.

C.1.2.7 Subscription Authorization Failure 

A presentity can deny a subscription request by either rejecting the request outright (so called “blocking”), or accepting the request but providing possibly inaccurate presence information (so called “polite blocking”).

C.1.2.7.1 Blocking 
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Figure 11- Blocking
1. A watcher wishing to subscribe to presence information about a presentity, sends a SUBSCRIBE request to the SIP/IP Core network.  

2. The SIP/IP Core network forwards the SIP SUBSCRIBE request to the appropriate PS.

3. The PS performs a subscription authorization check on the watcher to verify whether it is allowed to watch the presentity.  After applying the subscription authorization policies of the presentity, the PS determines to reject the subscription request. The PS sends either a SIP 403 Forbidden response or SIP 603 Decline response to the SIP/IP Core network.

4. The SIP/IP Core network forwards the SIP 403 Forbidden or 603 Decline responses to the watcher.

C.1.2.7.2 Polite Blocking 
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Figure 12- Polite Blocking

1. A watcher wishing to subscribe to presence information about a presentity, sends a SIP SUBSCRIBE request to the SIP/IP Core network.  

2. The SIP/IP Core network forwards the SIP SUBSCRIBE request to the appropriate PS.

3. The PS performs a subscription authorization check on the watcher to verify whether it is allowed to watch the presentity.  After applying the subscription authorization policies of the presentity, the PS determines to reject the subscription request but give the appearance that the request has been granted (so called “polite blocking”). The PS sends a 200 OK to the SIP/IP Core.

4. The SIP/IP Core network forwards the SIP 200 OK response to the watcher.

5. As soon as the PS sends the SIP 200 OK response, it sends a SIP NOTIFY request with the appropriate presence information as defined by the presence privacy policy.

6. The SIP/IP Core network forwards the SIP NOTIFY request to the watcher.

7. The watcher acknowledges the SIP NOTIFY request with a SIP 200 OK response.

8. The SIP/IP Core network forwards the SIP 200 OK response to the appropriate PS.

C.1.2.8 Subscription Filters
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Figure 13 - Subscription Filters

In this example, a presentity has a presence document that includes two presence tuples: one for Instant Messaging (IM) and another for gaming services. 

1.
A watcher sends a SIP SUBSCRIBE request to the PS requesting the presence information related to all the messaging applications (e.g. MMS, SMS, IM) of the presentity. This is done by including a filter in the body of the SIP SUBSCRIBE request according to [FILTER] and [FILTERFORMAT].

2. The SIP/IP Core network forwards the SIP SUBSCRIBE request to the PS.

3. The PS authorizes the subscription and interprets the subscription filter and sends a SIP 200 OK response to the SIP/IP Core network indicating that the subscription has been accepted and the subscription filter understood.
4. The SIP/IP Core network forwards the SIP 200 OK response to the watcher.

5. The PS sends a SIP NOTIFY request to the watcher including only the Instant Messaging related tuple that was requested by the watcher’s subscription filter.

6. The SIP/IP Core network forwards the SIP NOTIFY request to the watcher.

7. The watcher acknowledges the SIP NOTIFY request with a SIP 200 OK response.

8. The SIP/IP Core network forwards the SIP 200 OK response to the PS.

C.1.3 Signalling flows for watchers canceling a subscription
C.1.3.1 Watcher Initiated Canceling


[image: image14.wmf] 

Watcher

Home Network of the Presentity

SIP/IP Core

1.SUBSCRIBE

7.200 OK

PS

3.200 OK

4.200 OK

2.SUBSCRIBE

5.NOTIFY

6.NOTIFY

8.200 OK


Figure 14 - Watcher Initiated cancelling

1.
A watcher sends a SIP SUBSCRIBE request to the SIP/IP Core network with the “Expires” header field set to 0 indicating the cancelling of the subscription, according to [RFC3265]. 

2.
The SIP/IP Core network forwards the SIP SUBSCRIBE request to the PS.

3.
The PS accepts the SUBSCRIBE message  with the “Expires” header set to 0 indicating the canceling a subscription operation, and sends a 200 OK to the SIP/IP Core.

4.
The SIP/IP Core forwards the 200 OK to the Watcher.

5.
The PS sends a SIP NOTIFY request to the SIP/IP Core network with a “Subscription-State” header field set to “terminated” indicating that the subscription has been terminated, according to [RFC3265].

6.
The SIP/IP Core network forwards the SIP NOTIFY request to the watcher.

7.
The watcher sends a SIP 200 OK response to the SIP/IP Core network to acknowledge the SIP NOTIFY request.

8.
The SIP/IP Core network forwards the SIP 200 OK to the PS.

C.1.3.2 Presence Server Initiated Canceling
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Figure 15 - Presence Server Initiated cancelling

1.
The PS sends a SIP NOTIFY request with a “Subscription-State” header field set to “terminated” indicating that the PS wants to terminate a subscription, according to [RFC 3265].

2.
The SIP/IP Core network forwards the SIP NOTIFY request to the watcher.

3. The watcher sends a SIP 200 OK response to the SIP/IP Core network to acknowledge the SIP NOTIFY request.

4. The SIP/IP Core network forwards the SIP 200 OK to the PS.

C.1.4 Subscribing to Watcher Information state changes
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Figure 16- Watcher Information (Subscriptions/Notifications)

Note: The SIP/IP Core between the PS and the Presence Source is not shown in the figure due to simplicity reasons.

In this use case we assume that the PS does not support polite blocking which results in appropriate working of generating SIP 200 OK and 202 Accepted responses.  

1. The Presence Source subscribes to the watcher information of its own presentity in order to receive notifications about new, unauthorized watchers that subscribe to its presence information. This is performed by sending a SIP SUBSCRIBE request to the PS according to [RFC3857] and [RFC3858].
2. The PS after authorizing the subscription allows the Presence Source to subscribe to the watcher information. The PS acknowledges the SIP SUBSCRIBE request by generating a SIP 200 OK response.

3. The PS generates a SIP NOTIFY request including the current state of the watcher information of the presentity.

4. The Presence Source acknowledges the SIP NOTIFY request by sending a SIP 200 OK response.

5. After time elapses, a watcher attempts to subscribe to the presentity’s presence information by sending a SIP SUBSCRIBE request according to [RFC3856].

6. The SIP/IP Core network forwards the SIP SUBSCRIBE request to the PS.

7. The PS acknowledges the SIP SUBSCRIBE request and returns a SIP 202 Accepted response.

8. The SIP/IP Core network forwards the SIP 202 Accepted response to the atcher.

9. The PS immediately sends a SIP NOTIFY request as mandated by [RFC3265], setting the “Subscription-State” header field to the value of “pending” indicating that the subscription has been received, but the Subscription Authorization Policy is insufficient to accept or deny the subscription at this time. 

10. The SIP/IP Core network forwards the SIP NOTIFY request to the watcher

11. The watcher acknowledges the SIP NOTIFY request by sending a SIP 200 OK response.

12. The SIP/IP Core network forwards the SIP 200 OK response to the PS.

13. As the watcher information state for the presentity changes (a watcher has requested to subscribe to the presence information), the PS sends a SIP NOTIFY request to indicate the change (a subscription for the presentity’s presence information is pending) to the Presence Source according to [RFC3857] and [RFC3858]. 

14. The Presence Source acknowledges the SIP NOTIFY request with a SIP 200 OK response.

15. The presentity authorizes the subscription of the pending watcher . 

16. As the subscription state for the presence event package changes, the PS sends a SIP NOTIFY request to the watcher indicating that the subscription is authorized. The SIP NOTIFY request also conveys the current presence information state of the presentity.

17. The SIP/IP Core network forwards the SIP NOTIFY request to the watcher

18. The watcher acknowledges the SIP NOTIFY request by sending a SIP 200 OK response.

19. The SIP/IP Core network forwards the SIP 200 OK response to the PS.

20. As the subscription state for the presence event package changes, at the same time of step 16, the PS sends a SIP NOTIFY request to the winfo template package to the Presence Source indicating that the subscription is authorized.

The Presence Source acknowledges the SIP NOTIFY request with a SIP 200 OK response.
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