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1 Reason for Change

This contribution addresses CONRR item(s): 2-050.

The term “polite blocking” describes a policy where the subscription from a watcher is accepted, but no presence information is sent to the watcher.  However, when looking at this feature more carefully, it becomes clear that in order to implement a convincing polite blocking feature, sending no notifications, or sending empty notifications is not very “polite”, as the watcher can easily distinguish this fact.  Instead the presentity has to send a presence document that looks realistic, yet doesn’t contain any private information that the presentity doesn’t wish to divulge.

This can be implemented in a fairly straightforward way: setting a Subscription Authorization Policy that allows the subscription, and then setting a Presence Content Policy that sends appropriate information to the watcher.

The OMA specifications utilize draft-ietf-simple-presence-rules-01 for both Subscriptions Authorization Policy and Presence Content Policy.  However, the way that this IETF specification implements polite blocking is incomplete.  It states the following under the <subscription-handling> item: 

polite-block: This action tells the server to place the subscription into the "accepted" state.  Furthermore, it selects the composition policy, and sets it to support a polite blocking operation.  The specific composition policy to accomplish these goals is at the discretion of the service provider.  In all cases, the result of the composition policy should produce a raw presence document that indicates that the user is unavailable for communication.  A reasonable document would exclude device and person information elements, and include only a single service whose basic status is set to closed. […]
As composition is not specified, it is very unclear what happens when the “polite-block” element is utilized if one adheres to the specification.  

This contribution proposes some text to clarify how polite blocking is handled.

2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to and apply the proposed changes to the document listed above.
6 Detailed Change Proposal
Change 1

5.3.2.1 Polite blocking

Polite blocking is a mechanism where an incoming subscription request is accepted, but the content of the resulting notifications is altered (according to the Presence Content 
Policy).  This is done so that a presentity can reveal only the presence information it desires (presumable none, or very little) without the watcher knowing that he/she is being “blocked”.
Polite blocking is achieved by combining a Subscription Authorization Policy of “allow” with a suitable Presence Content Policy.  Each of those are described in Section 5.3.3.2. 


Change 2
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Change 3

Delete the following text from 5.3.3.2:

· “polite-block” decision, then the PS SHALL politely block the subscription following the procedures defined in 0 and Error! Reference source not found..

Change 4

Delete SCR item SIMPLE-PS-S-022

Change 4

C.1.2.7 Subscription Authorization Failure 

A presentity can deny providing presence information by either rejecting a subscription request outright (so called “blocking”), or accepting the request and providing no presence information (so called “polite blocking”).
Change 5

C.1.2.7.2 Polite Blocking 

5. As soon as the PS sends the SIP 200 OK response, it sends a SIP NOTIFY request with the appropriate presence information as defined by the presence content policy.
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