Doc# OMA-PAG-2006-0188R01-Pres2-application-specific-media-caps.doc[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# OMA-PAG-2006-0188R01-Pres2-application-specific-media-caps.doc
Change Request



Change Request

	Title:
	Presence 2.0: Application-specific media capabilities
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	PAG

	Doc to Change:
	OMA-TS-Presence_SIMPLE-V2_0-20060214-D

	Submission Date:
	June 4, 2006

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Krisztian Kiss, NOKIA, krisztian.kiss@nokia.com

	Replaces:
	n/a


1 Reason for Change

Solution for the application-specific media capabilities related requirement: PINFO-FOR-003, 26)
The CR proposes using sub-elements of the <servcaps> element specified in draft-ietf-simple-prescaps-ext for indicating application specific media capabilities. 

	PINFO-FOR-003
	A standard format and information semantics (including values where applicable) SHALL be defined for the following common information:

1) Default Willingness (e.g. willing, not willing, etc.)

2) Application-specific Willingness (e.g. willing for PoC, not willing for IM etc);

3) Overriding Willingness (e.g. willing, not willing);

4) Application-specific Availability (e.g. registered with the PoC service);

5) Application-specific media capabilities (e.g. video support in PoC service);
6) Network Availability (e.g. the phone is attached or registered to the defined network such as 3GPP IMS or 3GPP2 MMD, out-of-coverage, etc.);

7) Roaming Information

i. Is roaming (e.g. home or visited network)

ii. Visited network information

8) Communication address (e.g. email address, phone number, etc.);

9) Presentity supplied activity and location

i. Activity (e.g. in a meeting, at the movies, on the phone etc.);

ii. Textual location (e.g. at home, at work, at the supermarket, etc.);

10) Location (e.g. device-derived location, network-derived location, etc.);

i. OMA recommended format for location information (e.g. MLP or GML).

11) Client device capabilities

i. Application capabilities(e.g. voice, text, H.263 or H.264 video, multimedia, etc.);

ii. Bearer capabilities (e.g. UMTS, GPRS etc);

12) Time-zone (e.g. GMT etc);

13) Personal information

i. Mood (e.g. textual: happy, angry, sad, etc. or picture: smiley face, frowning face, etc.)

ii. Hobbies (football, fishing, computing, dancing, etc.).

iii. Preferred language (e.g. English, Spanish etc);
iv. Icon (e.g. a status icon of the presentity’s choice)


2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Adopt the changes proposed in Section 6.
6 Detailed Change Proposal

Change 1:  Section 2.1: Add reference

Normative References
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	“XML Document Management Specification”, Draft Version 1.0, OMA-TS-XDM_Core-V1_0
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	“Presence XDM Specification”, Draft Version 1.0, OMA-TS-Presence_SIMPLE_XDM- V1_0

	[SharedXDM]
	“Shared XDM Specification”, Draft Version 1.0, OMA-TS-XDM_Shared-V1_0
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	“RLS XDM Specification”, Draft Version 1.0, OMA-TS-Presence_SIMPLE_RLS_XDM- V1_0
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	IETF
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	“The MIME Multipart/Related Content-type”, E. Levinson, Aug. 1998, RFC 2387, (http://www.ietf.org/rfc/rfc2387.txt)

	[RFC2396]
	“Uniform Resource Identifiers (URI): Generic Syntax”, T.Berners-Lee et al., Aug. 1998, RFC 2396, (http://www.ietf.org/rfc/rfc2396.txt)

	[RFC2616]
	“Hypertext Transfer Protocol -- HTTP/1.1”, URL:http://www.ietf.org/rfc/rfc2616.txt

	[RFC2778]
	“A Model for Presence and Instant Messaging”, M. Day et al., Feb. 2000, RFC 2778, (http://www.ietf.org/rfc/rfc2778.txt) 

	[RFC2779]
	“Instant Messaging / Presence Protocol Requirements “, M.Day et al., Feb 2000, RFC 2779, 
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	“HTTP Over TLS”, E. Rescorla, May 2000, RFC 2818, (http://www.ietf.org/rfc/rfc2818.txt)

	[RFC3261]
	"Session Initiaton Protocol (SIP)", Rosenberg, J., Schulzrinne, H., Camarillo, G., Johnston, A., Peterson, J., Sparks, R., Handley, M. and E. Schooler,June 2002, RFC 3261, (http://www.ietf.org/rfc/rfc3261.txt)

	[RFC3265]
	“Session Initiation Protocol (SIP)-Specific Event Notification”, A.B.Roach, June 2002, RFC 3265, (http://www.ietf.org/rfc/rfc3265.txt)

	[RFC3323]
	“A Privacy Mechanism for the Session Initiation Protocol (SIP)”, Peterson, J.,  Nov. 2002, RFC 3323, (http://www.ietf.org/rfc/rfc3323.txt)

	[RFC3325]
	“Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Networks”, Jennings, C., et al, Nov. 2002, RFC 3325, (http://www.ietf.org/rfc/rfc3325.txt)

	[RFC3320]
	“Signaling Compression (SigComp)”, Price, R., et al., Jan. 2003, RFC 3320, (http://www.ietf.org/rfc/rfc3320.txt)

	[RFC3485]
	“The Session Initiation Protocol (SIP) and Session Description Protocol (SDP) Static Dictionary for Signaling Compression (SigComp)”, Garcia-Martin, M.,  et al.,Feb. 2003, RFC 3485, (http://www.ietf.org/rfc/rfc3485.txt) 

	[RFC3486]
	“Compressing the Session Initiation Protocol (SIP)”, Camarillo, G.,  Feb. 2003, RFC 3486, (http://www.ietf.org/rfc/rfc3486.txt)

	[RFC3856]
	“A Presence Event Package for the Session Initiation Protocol (SIP)”, J.Rosenberg, Jan. 2003, RFC 3856, (http://www.ietf.org/rfc/rfc3856.txt)

	[RFC3857]
	“A watcher Information Event Template-Package for the Session Initiation Protocol (SIP)”, J.Rosenberg, Aug. 2004, RFC 3857, (http://www.ietf.org/rfc/rfc3857.txt)

	[RFC3858]
	“An Extensible Markup Language (XML) Based Format for Watcher Information”, J.Rosenberg, Aug. 2004, RFC 3858, (http://www.ietf.org/rfc/rfc3858.txt)

	[RFC3863]
	“Presence Information Data Format (PIDF)”, H.Sugano et al., Aug 2004 (http://www.ietf.org/rfc/rfc3863.txt)

	[RFC3903]
	”An Event State Publication Extension to the Session Initiation Protocol (SIP) “, A. Niemi, Oct. 2004,  (http://www.ietf.org/rfc/rfc3903.txt)

	[RFC4119]
	“Presence-based GEOPRIV Location Object Format”, J. Peterson, Dec. 2005, (http://www.ietf.org/rfc/rfc4119.txt)

	[RFC4122]
	“A Universally Unique IDentifier (UUID) URN Namespace”, P.Leach et al., July 2005, (http://www.ietf.org/rfc/rfc4122.txt)

	[CONTENTIND]
	“A Mechanism for Content Indirection in Session Initiation Protocol (SIP) Messages”, E.Burger, Oct. 2004, (http://www.ietf.org/internet-drafts/draft-ietf-sip-content-indirect-mech-05.txt)

Note: IETF Draft Work in progress

	[EVENTLIST]
	“A Session Initiation Protocol (SIP) Event Notification Extension for Resource Lists”, A. B. Roach et al., IETF draft, December 2004, (http://www.ietf.org/internet-drafts/draft-ietf-simple-event-list-07.txt)

Note: IETF Draft work in progress

	[FILTERFORMAT]
	“An Extensible Markup Language (XML) Based Format for Event Notification Filtering”, H.Khartabil et al., Mar. 2005 (http://www.ietf.org/internet-drafts/draft-ietf-simple-filter-format-05.txt)

Note: IETF Draft work in progress

	[FILTER]
	“Functional Description of Event Notification Filtering”, H.Khartabil et al., Mar. 2005 (http://www.ietf.org/internet-drafts/draft-ietf-simple-event-filter-funct-05.txt)

Note: IETF Draft work in progress

	[PARNOT]
	“Session Initiation Protocol (SIP) extension for Partial Notification of Presence Information”, M.Lonnfors et al., Oct. 2005, (http://www.ietf.org/internet-drafts/draft-ietf-simple-partial-notify-06.txt)

Note: IETF Draft work in progress

	[PARFORMAT]
	“Presence Information Data format (PIDF) Extension for Partial Presence”, M. Lonnfors et al.,Oct. 2005, (http://www.ietf.org/internet-drafts/draft-ietf-simple-partial-pidf-format-05.txt)

Note: IETF Draft work in progress

	[PARPUBLISH]
	“Publication of Partial Presence Information”, M.LonnforsA. Niemi et al., July 2005, (http://www.ietf.org/internet-drafts/draft-ietf-simple-partial-publish-03.txt)

Note: IETF Draft work in progress

	[PRESDATAMODEL]
	“A Data Model for Presence”, J. Rosenberg, Oct. 2005, (http://www.ietf.org/internet-drafts/draft-ietf-simple-presence-data-model-06.txt)

Note: IETF Draft work in progress

	[PRESRULES]
	“Presence Authorization Rules”, J. Rosenberg, July 18 2005, (http://www.ietf.org/internet-drafts/draft-ietf-simple-presence-rules-04.txt)

Note: IETF Draft work in progress

	[RPID]
	“RPID: Rich Presence Extensions to the Presence Information Data Format (PIDF)”, H.Schulzrinne et al., December 2005 (http://www.ietf.org/internet-drafts/draft-ietf-simple-rpid-10.txt)

Note: IETF Draft work in progress

	[XCAP_Diff]
	“An Extensible Markup Language (XML) Document Format for Indicating Changes in XML Configuration Access Protocol (XCAP) Resources”, J. Rosenberg, Jul. 2005, (http://www.ietf.org/internet-drafts/draft-ietf-simple-xcap-diff-01.txt)

Note: IETF Draft work in progress

	[PRESCAPS]
	“Session Initiation Protocol (SIP) User Agent Capability Extension to Presence Information Data Format (PIDF)”, M. Lonnfors et al., January 2006, (http://www.ietf.org/internet-drafts/draft-ietf-simple-prescaps-ext-06.txt)

Note: IETF Draft work in progress

	3GPP/3GPP2
	

	[3GPP TS 23.228]
	“IP Multimedia Subsystem (IMS); Stage 2”, 3GPP TS 23.228, Release 6,  2005

	[3GPP2 X.S0013-002-A]
	“All-IP Core Network Multimedia Domain: IP Multimedia Subsystem - Stage 2”, Revision A, Version 1.0, 3GPP2, 2005



	[3GPP TS 24.229]
	“Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3”, 3GPP TS 24.229, Release 6, 2005

	[3GPP2 X.S0013-004-A]
	“All-IP Core Network Multimedia Domain: IP Multimedia Call Control Protocol Based on SIP and SDP Stage 3”, Revision A, Version 1.0, 3GPP2, 2005

	[3GPP TS 24.109]
	“Bootstrapping interface (Ub) and network application function interface (Ua); Protocol details ; Stage 3”, 3GPP TS 24.109, Release 6

	[3GPP TS 33.203]
	“Access Security for IP-based services”, 3GPP TS 33.203, Release 6, 2005

	[3GPP2 S.R0086-A]
	“IMS Security Framework”, Revision A, Version 1.0, 3GPP2, 2004

	[3GPP TS 32.240]
	“Charging management; Charging architecture and principles”,3GPP TS 32.240, Release 6, 2005

	[3GPP2 X.S0013-007-0]
	“All-IP Core Network Multimedia Domain: IP Multimedia Subsystem - Charging Architecture”, Revision A, Version 1.0, 3GPP2, 2005



	[3GPP TS 22.228]
	“Service requirements for the Internet Protocol (IP) multimedia core network subsystem; Stage 1”, 3GPP TS 22.228, Release 6, 2005

	[3GPP TS 24.141]
	“Presence service using the IP Multimedia (IM) Core Network (CN) subsystem; Stage-3“, 3GPP TR 24.141, Release 6, 2005 

	[3GPP2 X.P0027-003-0]
	“Presence Service using IP Multimedia Core Network Subsystem; Stage 3”, Revision 0, Version 1.0, 3GPP2, 2005
Note: Work in progress, estimated availability January 2006.

	[3GPP TS 32.260]
	“Charging Management; IP Multimedia Subsystem (IMS) Charging”, 3GPP TS 32.260, Release 6, 2005

	[3GPP2 X.S0013-008-A]
	“All-IP Core Network Multimedia Domain: IP Multimedia Subsystem – Offline Accounting, Information Flows and Protocol”, Revision A, Version 1.0, 3GPP2, 2005



	[3GPP TS 33.141]
	“Presence Service; Security”, 3GPP TS 33.141, Release 6, 2004

	[3GPP2 X.P0027-002-0]
	“Presence Security”, Revision 0, Version 1.0, 3GPP2, 2005
Note: Work in progress, estimated availability January 2006.

	[3GPP TS 26.141]
	“IP Multimedia System (IMS) Messaging and Presence; Media formats and codecs (Release 6)”, 3GPP, 2005

	[3GPP2 C.P0071-0]
	“IP Multimedia Domain(MMD) Codecs and Transport Protocols”, Revision 0, Version 1.0, 3GPP2, 2005


Change 2:  Section 10.3

Presence Document Overview 
(Informative)

Information structured according to the OMA presence data model is exchanged in an XML document that conforms to the basic Presence Information Data Format as defined in [RFC3863], and extended in other documents for the purpose of interworking.

The scheme below provides a high level overview of the data elements that may comprise an OMA presence XML document ( <presence> ).

Column 1:
presence information (as defined in this TS)

Column 2:
document where the associated <element> schema is defined 

Column 3:
location of the <element> within the <presence> document; 
· data elements defined in [RFC3863] are written in italic
· data elements defined in this document are written in bold
Person
schema
<person> ( [PRESDATAMODEL] )

Overriding Willingness
§10.5.2.1
<overriding-willingness>



→<basic> open/closed
Activity
[RPID]
<activities>
Location
[RPID]
<place-type>
Time-zone
[RPID]
<time-offset>
Mood
[RPID]
<mood>
Icon
[RPID]
<status-icon>
Class
[RPID]
<class>

Geographical Location
[RFC4119]
<geopriv>
→<location-info>


<geopriv>
→<usage-rules>
Note
[PRESDATAMODEL] 
<note>
Timestamp
[PRESDATAMODEL] 
<timestamp>
Note that according to the definition of the <person> element in [PRESDATAMODEL], all sub-elements outside of [PRESDATAMODEL] namespace MUST be placed before the <note> element.
Service
           schema
      <tuple> ([RFC3863])

Application-specific Availability
           [RFC3863]
      <status>
→<basic> open/closed
                                                                 §10.5.2.1
      <registration-state>


           §10.5.2.1
      <barring-state>
Application-specific Willingness             §10.5.2.1
      <willingness>





→<basic> open/closed
Application-specific Media Capabilites   [PRESCAPS]                  <servcaps>
Icon 
            [RPID]
       <status-icon>
Session Participation
            §10.5.2.1
       <session-participation>




→<basic> open/closed
Service Description
            §10.5.2.1
       <service-description>
Class
            [RPID]
       <class>
Per service device identifier
            [PRESDATAMODEL]  <deviceID>

Communication Address
            [RFC3863]
       <contact>
Timestamp                                                [RFC3863]
       <timestamp>

Note that  according to the definition of the <tuple> element in [RFC3863], all sub-elements outside of [RFC3863] namespace MUST be placed between the <status> and the <contact> element.
Device
schema
<device> ( [PRESDATAMODEL] )

Network Availability
§10.5.2.1
<network-availability>

Geographical Location
[RFC4119]
<geopriv>
→<location-info>


<geopriv>
→<usage-rules>

Device identifier
[PRESDATAMODEL]
<deviceID>
Timestamp
[PRESDATAMODEL]
<timestamp>

Note that according to the definition of the <device> element in [PRESDATAMODEL], all sub-elements outside of [PRESDATAMODEL] namespace MUST be placed before the <deviceID> element.
The following is an example of a raw OMA presence XML document.

<?xml version="1.0" encoding="UTF-8"?>

<presence xmlns="urn:ietf:params:xml:ns:pidf"

    xmlns:pdm="urn:ietf:params:xml:ns:pidf:data-model"
    xmlns:rpid="urn:ietf:params:xml:ns:pidf:rpid"
xmlns:op="urn:oma:params:xml:ns:pidf:oma-pres"

    xmlns:gp="urn:ietf:params:xml:ns:pidf:geopriv10"

    xmlns:cl="urn:ietf:params:xml:ns:pidf:geopriv10:civicLoc"

    xmlns:gml="urn:opengis:specification:gml:schema-xsd:feature:v3.0"
    xmlns:caps="urn:ietf:params:xml:ns:pidf:caps"
    entity="sip:someone@example.com">

    <tuple id="a1231">

      <status>

        <basic>open</basic>

      </status>

      <op:willingness>

        <op:basic>open</op:basic>

      </op:willingness>

      <op:session-participation>

        <op:basic>open</op:basic>

      </op:session-participation>

      <rpid:status-icon> http://example.com/~my-icons/PoC-Session </rpid:status-icon>

      <op:registration-state>active</op:registration-state>

      <op:barring-state>terminated</op:barring-state>

      <rpid:class>forfriends</rpid:class>
      <caps:servcaps>


<caps:audio>true</caps:audio>


<caps:video>true</caps:video>


<caps:duplex>


  <caps:supported><caps:half/></caps:supported>


</caps:duplex>

      </caps:servcaps>

      <op:service-description>

        <op:service-id>org.openmobilealliance:PoC-session</op:service-id>

        <op:version>2.0</op:version>

        <op:description>This is the OMA PoC-Session service v2.0</op:description>

      </op:service-description>
      <op:service-description>

        <op:service-id>org.openmobilealliance:PoC-session</op:service-id>

        <op:version>1.0</op:version>

        <op:description>This is the OMA PoC-Session service v1.0</op:description>

      </op:service-description>
      <pdm:deviceID>urn:uuid:d27459b7-8213-4395-aa77-ed859a3e5b3a</pdm:deviceID>
      <contact>sip:my_name@example.com</contact>

      <timestamp>2005-02-22T20:07:07Z</timestamp>
    </tuple>

    <tuple id="a1232">

      <status>

        <basic>closed</basic>

      </status>

      <op:willingness>

        <op:basic>closed</op:basic>

      </op:willingness>

      <rpid:status-icon>http://example.com/~my-icons/PoC-Alert </rpid:status-icon>

      <op:registration-state>active</op:registration-state>

      <op:barring-state>active</op:barring-state>

      <rpid:class>forfriends</rpid:class>

      <op:service-description>

        <op:service-id>org.openmobilealliance:PoC-alert</op:service-id>

        <op:version>1.0</op:version>

        <op:description>This is the OMA PoC-Alert service</op:description>

      </op:service-description>

      <contact>sip:my_name@example.com</contact>

      <timestamp>2005-02-22T20:07:07Z</timestamp>
    </tuple>

    <pdm:person id="a1233">

      <op:overriding-willingness>

         <op:basic>open</op:basic>

      </op:overriding-willingness>

      <rpid:activities>

          <rpid:meeting/>
      </rpid:activities>

      <rpid:place-type> <rpid:office/> </rpid:place-type>

      <rpid:mood> <rpid:happy/> </rpid:mood>

      <rpid:status-icon>http://example.com/~my-icons/busy</rpid:status-icon>

      <rpid:time-offset>120</rpid:time-offset>

      <gp:geopriv>

        <gp:location-info>

          <cl:civicAddress>

            <cl:country>US</cl:country>

            <cl:A1>New York</cl:A1>

            <cl:A3>New York</cl:A3>

            <cl:A6>Broadway</cl:A6>

            <cl:HNO>123</cl:HNO>

            <cl:LOC>Suite 75</cl:LOC>

            <cl:PC>10027-0401</cl:PC>

          </cl:civicAddress>

        </gp:location-info>

      </gp:geopriv>

      <rpid:class>forfriends</rpid:class>

      <pdm:note xml:lang="en">I’m in a boring meeting!!</pdm:note>

      <pdm:timestamp>2005-02-22T20:07:07Z</pdm:timestamp>
    </pdm:person>

    <pdm:device id="a1234"> 

      <op:network-availability>

        <op:network id="UMTS"/>

        <op:network id="GPRS"/>

      </op:network-availability>

      <gp:geopriv>

          <gp:location-info>

             <gml:location>

                <gml:Point gml:id="point1" srsName="epsg:4326">

                  <gml:coordinates>37:46:30N 122:25:10W</gml:coordinates>

                </gml:Point>

             </gml:location>

          </gp:location-info>

           <gp:usage-rules>

             <gp:retransmission-allowed>no</gp:retransmission-allowed>

             <gp:retention-expiry>2003-06-23T04:57:29Z</gp:retention-expiry>

           </gp:usage-rules>

        </gp:geopriv>

      <pdm:deviceID>urn:uuid:d27459b7-8213-4395-aa77-ed859a3e5b3a</pdm:deviceID>

      <pdm:timestamp>2005-02-22T20:07:07Z</pdm:timestamp>
    </pdm:device>

</presence>
Change 3:  Change section 10.4

10.4 Presence Information Elements semantics

OMA Presence RD [PRESREQ] specifies a set of building blocks of presence information that need to be supported by the Presence enabler and their semantics.

The following sections describe the mapping of those presence information building blocks initially to some presence data model components and then to some element of PIDF [RFC3863], or one of its extensions (e.g. RPID [RPID], geographical, location object [RFC4119], and Presence Data Model [PRESDATAMODEL]). In case such a mapping is not possible because elements with similar semantics have not been defined so far in IETF, then OMA-specific extensions to PIDF are performed. 

The mandatory instance identifier “id” attribute in the <person>, <tuple> and <device> elements of a presence document serves no other purpose than to syntactically distinguish between the elements.

10.4.1 Application-specific Willingness

10.4.1.1 Description

The “Application-specific Willingness” indicates whether the user of the specified communication service desires to receive incoming communication requests for the specified application and device (if specified).  

10.4.1.2 Mapping to presence data model

The “Application-specific Willingness” is a part of  “service” information according to the presence data model.

10.4.1.3 Mapping to PIDF

The “Application-specific Willingness” building block SHALL be mapped to PIDF as following: 
· <tuple>( <willingness>( <basic>( open/closed; and 
· one of the following elements:

· <service-description>; or 
· the URI scheme of the <contact> address (in the case when the URI scheme uniquely identifies the service); or 

· the URI scheme of the <contact> address and the <servcaps> element (in the case when the URI scheme does not uniquely identify the service).

The <willingness> element is defined is section 10.5.1.2.

The <service-description> element is  defined in section 10.5.1.

10.4.1.4 Composition Actions

The composition actions defined for “service” components SHALL be performed according to section 5.4.3.1.

10.4.1.5 Watcher Processing

Watcher Processing SHALL be performed as described in section 5.2.3.  

If the “Overriding Willingness” element exists, then the value of that element SHALL be used and the value of the “Application-specific Willingness” SHALL be ignored.  

If none of the two elements exist, then it should be concluded that it is not known whether the user of this communication service desires or not to receive incoming requests.  

The semantics of the deduced “willingness” for a watcher are the same, regardless if “application-specific” or “overriding” willingness was used by the presentity.

10.4.1.6 Limitations

None.

10.4.2 Overriding Willingness

10.4.1.7 Description

The “Overriding Willingness” provides an indication, set by the presentity that takes precedence over “Application-specific willingness” settings. For example, when an “Overriding Willingness” element is present, a positive setting indicates that the user is willing to accept communications for all available communications types, while a negative setting indicates that the user is not willing to accept any communications.

10.4.1.8 Mapping to presence data model

The “Overriding Willingness is part of the “person” component according to the presence data model.

10.4.1.9 Mapping to PIDF

The “Overriding Willingness” building block SHALL be mapped to PIDF as following: <person>( <overriding-willingness>( <basic>( open/closed.

The <overriding-willingness> element is defined is section 10.5.1.3.

10.4.1.10 Composition Actions

The composition actions defined for “person” components SHALL be performed according to section 5.4.3.1
10.4.1.11 Watcher Processing

Watcher Processing SHALL be performed as described in section 5.2.3.  

The semantics of the deduced “willingness” for a watcher are the same, regardless if “application-specific” or “overriding” willingness was used by the presentity.

10.4.1.12 Limitations

None.

10.4.3 Application-specific Availability

10.4.1.13 Description

The “Application-specific Availability” indicates whether it is possible to receive an incoming communication request using the specified service and device (if specified). For example, if a presentity is provisioned with the PoC Service, within coverage, has an appropriate handset, etc., he would be available for PoC, whereas if any of those were not true, he would be “Not Available”. 

10.4.1.14 Mapping to presence data model

The “Application-specific Availability” is part of the “service” component according to the presence data model.

10.4.1.15 Mapping to PIDF

The “Application-specific Availability” building block SHALL be mapped to PIDF as following: 
· <tuple>( <status>( <basic>(open/closed; and  
· one of the following elements:

· <service-description>; or 

· the URI scheme of the <contact> address (in the case when the URI scheme uniquely identifies the service); or 

· the URI scheme of the <contact> address and the <servcaps> element (in the case when the URI scheme does not uniquely identify the service).

The “Application-specific Availability” building block MAY also be mapped to <registration-state> and <barring-state>, if the information for creating these elements is available.
The <service-description> element, <registration-state> element and <barring-state> element are defined in section 10.5.1.
NOTE: The semantics of the <registration-state> and <barring-state> elements are service specific. A particular service should further define the meaning of these elements in the scope of the service.

10.4.1.16 Composition Actions

The composition actions defined for “service” components SHALL be performed according to section 5.4.3.1.

10.4.1.17 Watcher Processing

Watcher Processing SHALL be performed as described in section 5.2.3.  

10.4.1.18 Limitations

None.

10.4.4 Network Availability

10.4.1.19 Description

A device may be “connected” to one or more networks, such as a GSM, CDMA, GPRS, 802.11x, etc.  However, connectivity to a network cannot be defined in a generic manner, as different states may exist for different networks.  As such, the “network availability” element is defined in a generic, extensible way.  Each network that needs to be supported needs to extend this specification in order to stipulate the details.  

The “network availability” element SHALL contain an “id” attribute, whose value will indicate the network type.  This value needs to be registered with OMNA, such that it is unique for that type of network.  Additionally, each network type will need to define the meaning of “connected”, as well any additional information that is relevant for that type of network. 


Editor’s Note:  Need to set-up the registration mechanism with OMNA

10.4.1.20 Mapping to presence data model

The “Network Availability” is part of the “device” component according to the presence data model.

10.4.1.21 Mapping to PIDF

The “Network Availability” building block SHALL be mapped to PIDF as following: <device>( <network-availability>.
The <network-availability> element is defined is section 10.5.1.4. 

10.4.1.22 Composition Actions

The composition actions defined for “device” components SHALL be performed according to section 5.4.3.1
10.4.1.23 Watcher Processing

Watcher Processing SHALL be performed as described in Section 5.2.3.

10.4.1.24 Limitations

None.

10.4.5 Communication address

10.4.1.25 Description

The value of this element is the URI used to contact invoke the specific service of the presentity (e.g. SIP URI for a PoC service).   When defining a new “service description type” for a new service, the precise semantics of what it means to “invoke the service” SHALL be defined.

10.4.1.26 Mapping to presence data model

The “Communication Address is part of the “service” component according to the presence data model.

10.4.1.27 Mapping to PIDF

The “Communication Address” building block SHALL be mapped to PIDF as following: <tuple>( <contact>

10.4.1.28 Composition Actions

The composition actions defined for “service” components SHALL be performed according to section 5.4.3.1
10.4.1.29 Limitations

None.

10.4.6 Activity

10.4.1.30 Description

The “Activity” building block is an enumeration  of activity-describing elements provided by the Presentity indicating his/her/its current activity(ies). 

10.4.1.31 Mapping to presence data model

The “Activity” is part of  the “person” component according to the presence data model.

10.4.1.32 Mapping to PIDF

The “Activity” building block SHALL be mapped to <activities> element defined in [RPID].

10.4.1.33 Composition Actions

The composition actions defined for “person” components SHALL be performed according to section 5.4.3.1
10.4.1.34 Watcher Processing

The watcher processing rules described in section 5.2.3 do no apply for this element.

Should more than one “activities” elements be present in different <person> elements within a presence document, watcher SHALL consider the activities of the presentity to be the aggregate of all activity-describing elements with all <activities> elements  Duplicates SHALL be ignored.

10.4.1.35 Limitations

None.

10.4.7 Location Type

10.4.1.36 Description

The “Location-Type” building block indicates an enumerated or free text location value as provided by the presentity.  The value of this element indicates the type of location where the presentity physically resides at that point in time. .  Free text values of this element SHALL be equal to or less than 20 characters in length, such that they can be displayed on user interfaces.

10.4.1.37 Mapping to presence data model

The “Location-Type” is part of the “person” component according to the presence data model.

10.4.1.38 Mapping to PIDF

The “Location-Type” building block SHALL be mapped to <place-type> element defined in [RPID].

10.4.1.39 Composition Actions

The composition actions defined for “person” components SHALL be performed according to section 5.4.3.1
10.4.1.40 Watcher Processing

Watcher Processing SHALL be performed as described in section 5.2.3.  

10.4.1.41 Limitations

None.

10.4.8 Geographical Location

10.4.1.42 Description

The “Geographical Location” building block indicates the presentity’s or the device’s geographical location.

10.4.1.43 Mapping to presence data model

The “Geographical Location” is part of  the “person” and/or “device” components according to the presence data model.

10.4.1.44 Mapping to PIDF

The “Geographical Location” building block SHALL be mapped to PIDF as following: <person> -> <geopriv> -> <location-info> and <person> -> <geopriv> -> <usage-rules> and/or <device> -> <geopriv> -> <location-info> and <device> -> <geopriv> -> <usage-rules>. The <geopriv>, <location-info> and <usage-rules> elements are defined in [RFC4119].
10.4.1.45 Composition Actions

The composition actions defined for “person” components SHALL be performed according to section 5.4.3.1, for “device” components SHALL be performed according to section 5.4.3.1.

10.4.8.1 Watcher Processing

Watcher Processing SHALL be performed as described in section 5.2.3.  

10.4.1.46 Limitations

None.

10.4.9 Time-zone

10.4.1.47 Description

The value of this element indicates the difference in minutes between the time at the current location of the presentity and current UTC time in minutes.  The value should be such that when added to UTC, the time at the current location of the presentity is obtained.
10.4.1.48 Mapping to presence data model

The “Time-zone” is a part of  “person” component according to the presence data model.

10.4.1.49 Mapping to PIDF

The “Time-zone” building block SHALL be mapped to <time-offset> element defined in [RPID].

10.4.1.50 Composition Actions

The composition actions defined for “person” components SHALL be performed according to section 5.4.3.1
10.4.1.51 Watcher Processing

Watcher Processing SHALL be performed as described in section 5.2.3.  

10.4.1.52 Limitations

The ”Time-zone” SHALL follow the limitations described in [RPID].

10.4.10 Mood

10.4.1.53 Description

The “Mood” building block is an enumerated value indicating the presentity’s mood. 

10.4.1.54 Mapping to presence data model

The “Mood” is a part of  “person” component according to the presence data model.

10.4.1.55 Mapping to PIDF

The “Mood” building block SHALL be mapped to <mood> element defined in [RPID].

10.4.1.56 Composition Actions

The composition actions defined for the “person” components SHALL be performed according to section 5.4.3.1
10.4.1.57 Watcher Processing

The watcher processing rules described in section 5.2.3 do no apply for this element.

Should more than one “mood” elements be present in different <person> elements within a presence document, watcher SHALL consider the moods of the presentity to be the aggregate of all “mood” elements.  Duplicates SHALL be ignored.

10.4.1.58 Limitations

None.

10.4.11 Icon

10.4.1.59 Description

The “Icon” building block provides a small image that the presentity may chose, such that the watcher’s terminal can use this information to represent the presentity in a graphical user interface.  

Presentities SHOULD provide images of sizes and aspect ratios that are appropriate for mobile devices. 

The “Icon” SHALL be expressed in one of the following image formats:  JPEG, PNG and GIF, as described in [3GPP TS 26.141] and [3GPP2 C.P0071-0].

10.4.1.60 Mapping to presence data model

The “Icon” is part of  the“person” and/or “service” component according to the presence data model.

10.4.1.61 Mapping to PIDF

The “Icon” building block SHALL be mapped to <status-icon> element defined in [RPID].

10.4.1.62 Composition Actions

The composition actions defined for “person”and/or “service” components SHALL be performed according to section 5.4.3.1.

10.4.1.63 Watcher Processing

Watcher Processing SHALL be performed as described in section 5.2.3.  

10.4.1.64 Limitations

None.

10.4.12 Session Participation

10.4.1.65 Description

The “Session Participation” building block indicates that the user is involved in at least one session of a specific service (e.g. PoC session).  However definition of a “session” cannot be described in a “generic” manner, as it depends on the semantics of the specific enabler. As such the “session-participation” element is defined in a generic, extensible way. Each enabler that needs to support this element needs to extend this specification in order to stipulate the details.  The participation in a session indicates to the watcher that the presentity may not be able to communicate with him/her even though it is possible technically.

10.4.1.66 Mapping to presence data model

The “Session Participation” is part of  the “service” component according to the presence data model.

10.4.12.1 Mapping to PIDF

The “Session Participation” building block SHALL be mapped to PIDF as following: 
· <tuple>( <session-participation>( <basic>( open/closed, and  
· one of the following elements: 

· <service-description>; or 
· the URI scheme of the <contact> address (in the case when the URI scheme uniquely identifies the service); or 

· the URI scheme of the <contact> address and the <servcaps> element (in the case when the URI scheme does not uniquely identify the service).
The <session-participation> element is defined is section 10.5.1.5.

The <service-description> element is defined in section 10.5.1.1.
10.4.12.2 Composition Actions

The composition actions defined for “service” components SHALL be performed according to section 5.4.3.1
10.4.1.67 Watcher Processing

Watcher Processing SHALL be performed as described in section 5.2.3.  

10.4.1.68 Limitations

None.

10.4.13 Timestamp

10.4.1.69 Description

The “Timestamp” building block provides a timestamp specifying the time when the presence server received the most recent information pertaining to the data component instance that contributes to the data component instance’s aggregation.  The watcher may use this information to compare information  provided in data compont instances. A “Timestamp” building block supplied by a Presence Source on publication of presence information is ignored by the presence server when composing a presence document.

10.4.1.70 Mapping to presence data model

The “Timestamp” can be part of  “service”, “device” or “person”  components according to the presence data model.

10.4.1.71 Mapping to PIDF

The “Timestamp” building  block SHALL be mapped to <timestamp> element defined in [RFC3863] for “service” and [PRESDATAMODEL] for “device” and “person”.

10.4.1.72 Composition Actions

The composition actions defined for “timestamp” elements SHALL be performed according to section 5.4.3.1. If the value of <timestamp> is the only conflicting element in any of <person>, <device> or <tuple>, then this SHOULD not be considered a conflict.
10.4.1.73 Limitations

The <timestamp> SHALL follow the limitations as defined in [RFC3863] for “service”and [PRESDATAMODEL] for “device” and “person”.

10.4.14 Class

10.4.1.74 Description

The “Class” element describes the class of the “service” element or  “person” element.  Multiple elements can have the same class name within a presence document.  The naming of classes is left to the presentity. The presentity can use this information to group similar “services” or “person” elements or to convey information that the PS can use for filtering or authorization.

10.4.1.75 Mapping to presence data model

The “Class” is a part of  “service” and/or “person” information according to the presence data model.

10.4.1.76 Mapping to PIDF

The “Class” element SHALL be mapped to <class> element defined in [RPID].

10.4.1.77 Composition Actions

The composition actions defined for “service” and/or “person” elements SHALL be performed according to section 5.4.3.1.

10.4.1.78 Watcher Processing

Watcher Processing SHALL be performed as described in section 5.2.3.

10.4.1.79 Limitations

None.

10.4.15 Note

10.4.1.80 Description

The “Note” building block is a free text value used to provides any type of written information  to a potential watcher.

10.4.1.81 Mapping to presence data model

The “Note” element is part of  the “person” component according to the presence data model.

10.4.1.82 Mapping to PIDF

The “Note” building block SHALL be mapped to the <note> element defined in [PRESDATAMODEL].

10.4.1.83 Composition Actions

The composition actions defined for the “person” elements SHALL be performed according to section 5.4.3.1.

10.4.1.84 Watcher Processing

The watcher processing rules described in Section 5.2.3 do not apply for this element.

Should more than one “Note” element be present in different <person> elements within a presence document, the watcher SHALL consider the notes of the presentity to be the aggregate of all <note> elements.

10.4.1.85 Limitations

The values of <note> elements SHALL be limited to 40 characters.

10.4.16 Per service device identifier

10.4.1.86 Description

The “Per service device identifier” building block identifies the device or devices where a particular “service” component executes. 

10.4.1.87 Mapping to presence data model

The “Per service device identifier” is part of  the “service”  component according to the presence data model.

10.4.1.88 Mapping to PIDF

The “Per service device identifier” building  block  SHALL be mapped to the <deviceID> element defined in [PRESDATAMODEL].

10.4.1.89 Composition Actions

The composition actions defined for “service” elements SHALL be performed according to section 5.4.3.1. 
10.4.1.90 Watcher Processing

The watcher processing rules described in Section 5.2.3 do not apply for this element.

Should more than one “Per service device identifier” element be present in different <tuple> elements within a presence document pertaining to the same service, the watcher SHALL consider the “Per service device identifier” of the service to be the aggregate of all <deviceID> elements.

10.4.1.91 Limitations

The value of the “Per service device identifier” SHALL be following the methodology and restrictions of section 10.1.3.
10.4.x  Application-specific Media Capabilities
10.4.x.1   Description

The “Application-specific Media Capabilities” indicates the supported media capabilities by the communication service. 
The following capabilities are supported:

duplex: indicates whether the communication service can simultaneously send and receive media ("full"), alternate between sending and receiving ("half"), only receive ("receive-only") or only send ("send-only") as defined in [RFC3840];

audio: indicates that the service supports audio as a streaming media type as defined in [RFC3840]. If SDP is used to describe the service, this type of service appears in an “m=audio” line as defined [RFC 2327];
video: indicates that the service supports video as a streaming media type as defined in [RFC3840]. If SDP is used to describe the service, this type of service appears in an “m=video” line as defined [RFC 2327];
message: indicates that the service supports message as a streaming media type as defined in [RFC2046]. If SDP is used to describe the service, this type of service appears in an “m=message” line as defined in [MSRP]; 
· application: indicates that the service supports application as a streaming media type as defined in [RFC3840] (e.g. media flow such as whiteboard information). If SDP is used to describe the service, this type of service appears in an “m=application” line as defined [RFC 2327];

· data: indicates that the service supports data as a streaming media type as defined in [RFC3840] (e.g. bulk-data transfer which will not typically be displayed to the user). If SDP is used to describe the service, this type of service appears in an “m=data” line as defined [RFC 2327];

· control: indicates that the service supports control as a streaming media type as defined in [RFC3840] (e.g. additional conference control channel for the session). If SDP is used to describe the service, this type of service appears in an “m=control” line as defined [RFC 2327];
· type: indicates a MIME media content type (i.e. that appears in a 'Content-type:' header of the corresponding MIME-formatted data as defined in [RFC2913]) as a media feature expression. This capability should be used to specify the MIME types that the service can handle;
automata: indicates whether the service represents an automata (e.g. voicemail server, conference server, recording device) or a human as defined in [RFC3840];
actor: indicates the type of entity that is available for this service as defined in [RFC3840]. The actor may be the “principal” associated with the service, an “attendant” acting as an intermediary in contacting the principal associated with the service, a “message-taker” (automata or person) that will take messages and deliver them to the principal, or “information” that will provide information about the principal.
isfocus: indicates that the service is a conference server, also known as a focus as defined in [RFC3840];
· event-packages: indicates the event packages supported by the service;
· extensions: indicates a list of SIP extensions (each of which is defined by an option-tag registered with IANA) that are understood by the service;

· schemes: provides the set of URI schemes that are supported by the service;
· class: indicates the setting, business or personal, in which the service is used as defined in [RFC3840];
· priority: indicates particular priorities the service is willing to handle;
· languages: indicates the ability to display particular human languages by the service as defined in [RFC2987];

· description: provides a textual description of the service as defined in [RFC3840];
10.4.x.2   Mapping to presence data model

The “Application-specific Media Capabilities” is a part of  the “service” component according to the presence data model.

10.4.x.3  Mapping to PIDF

The “Application-specific Media Capabilities” building block SHALL be mapped to PIDF as following: 
<tuple>( <servcaps> and its subelements; and 
one of the following elements:

· <service-description>; or
· the URI scheme of the <contact> address (in the case when the URI scheme uniquely identifies the service); or 

· the URI scheme of the <contact> address and the <servcaps> element (in the case when the URI scheme does not uniquely identify the service).
The <servcaps> element is defined in [PRESCAPS]. The <service-description> element is  defined in section 10.5.1.

10.4.x.4  Composition Actions

The composition actions defined for “service” components SHALL be performed according to section 5.4.3.1.

10.4.x.5  Watcher Processing

Watcher Processing SHALL be performed as described in section 5.2.3.    

If some of the sub-elements of the <servcaps> elements do not exist, then the watcher should conclude that it is not known whether the communication service supports those capabilities.

10.4.x.6  Limitations

None.
Change 4:  Change section 10.5.1.1
<service-description>

The <service-description> element is an extension to PIDF that is used to describe OMA-specific services. The <service-description> element SHALL be used as a child element of the <tuple> element as defined in [PIDF].

The <service-description> element SHALL contain the following child elements:

· <service-id> element: Uniquely identifies the service. This element is mandatory and it SHALL contain a string value. Services utilizing this element SHALL register a unique value with OMNA. 

Editor’s Note: need to provide reference where those values are enumerated once OMNA has created the appropriate registry.

· <version> element: Defines the version of the service. This element is optional. If present, it SHALL contain a string value in the form of “x.y” where “x” is the major version and “y” is the minor version of the particular service.

· <description> element: This element is optional. If present, it SHALL contain a string value providing additional informative description of the service.

Change 5:  Change section 10.6

Presence information examples                         (Informative)

Examples of how the Presence information semantics are described in a typical Presence Information XML schema are shown below:

Presence Document describing: 

· PoC-Session Specific Availability: Not Available/ Not Registered
<?xml version="1.0" encoding="UTF-8"?>

<presence xmlns="urn:ietf:params:xml:ns:pidf"

    xmlns:op="urn:oma:params:xml:ns:pidf:oma-pres"

    entity="sip:someone@example.com">

    <tuple id="a1232">

      <status>

        <basic>closed</basic>

      </status>

      <op:registration-state>terminated</op:registration-state>

      <op:barring-state>terminated</op:barring-state>

      <op:service-description>

        <op:service-id>org.openmobilealliance:PoC-session</op:service-id>

        <op:version>1.0</op:version>

      </op:service-description>
      <contact>sip:someone@example.com</contact>

      <timestamp>2005-02-22T10:25:01Z</timestamp>

    </tuple>

</presence>

Presence Document describing:

· PoC-Session Specific Availability: Available/Registered/ISB not activated
· PoC-Session Specific Willingness: Willing
· PoC-Session Specific Media Capabilities: half-duplex audio
· Activity: Meal

· Geographical Location: Coord <X> and <Y>

<?xml version="1.0" encoding="UTF-8"?>

<presence xmlns="urn:ietf:params:xml:ns:pidf"
    xmlns:pdm="urn:ietf:params:xml:ns:pidf:data-model"
    xmlns:rpid="urn:ietf:params:xml:ns:pidf:rpid"

    xmlns:op="urn:oma:params:xml:ns:pidf:oma-pres"
    xmlns:gp="urn:ietf:params:xml:ns:pidf:geopriv10"
    xmlns:gml="urn:opengis:specification:gml:schema-xsd:feature:v3.0"
    xmlns:caps="urn:ietf:params:xml:ns:pidf:caps"
    entity="sip:someone@example.com">

    <tuple id="a1232">

      <status>

        <basic>open</basic>

      </status>

      <op:willingness>

        <op:basic>open</op:basic>

      </op:willingness>

      <op:registration-state>active</op:registration-state>

      <op:barring-state>terminated</op:barring-state>
      <caps:servcaps>


<caps:audio>true</caps:audio>


<caps:duplex>


  <caps:supported><caps:half/></caps:supported>


</caps:duplex>

      </caps:servcaps>
      <op:service-description>
        <op:service-id>org.openmobilealliance:PoC-session</op:service-id>
        <op:version>2.0</op:version>

      </op:service-description>
      <op:service-description>
        <op:service-id>org.openmobilealliance:PoC-session</op:service-id>
        <op:version>1.0</op:version>

      </op:service-description>
      <contact>sip:someone@example.com</contact>

      <timestamp>2005-02-23T12:14:56Z</timestamp>

    </tuple>

    <pdm:person id="a1233">

      <rpid:activities>

        <rpid:meal/>
      </rpid:activities>

      <gp:geopriv>

        <gp:location-info>

          <gml:location>

            <gml:Point gid="point1" srsName="epsg:4326">

              <gml:coordinates>

                <gml:X>30 16 28S</gml:X>

                <gml:Y>45 15 33W</gml:Y>

              </gml:coordinates>

            </gml:Point>

          </gml:location>

        </gp:location-info>

        <gp:usage-rules/>

      </gp:geopriv>

      <pdm:timestamp>2005-02-23T12:14:56Z</pdm:timestamp>
    </pdm:person>
</presence>

Presence Document describing: 

· PoC-Session Specific Availability: Available/Registered/ISB not activated
· PoC-Session Specific Willingness: Willing
· PoC-Session Specific Media Capabilities: half-duplex audio, video
· PoC Specific Session Participation: Not Engaging
· Device Identifier: urn:uuid: 48662e19-5fbf-43fc-a2fd-d23002787599
<?xml version="1.0" encoding="UTF-8"?>

<presence xmlns="urn:ietf:params:xml:ns:pidf"

     xmlns:pdm="urn:ietf:params:xml:ns:pidf:data-model"
     xmlns:rpid="urn:ietf:params:xml:ns:pidf:rpid"
     xmlns:op="urn:oma:params:xml:ns:pidf:oma-pres"
     xmlns:caps="urn:ietf:params:xml:ns:pidf:caps"
     xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" 

          entity="sip:someone@example.com">

     <tuple id="a1232">

       <status>

         <basic>open</basic>

       </status>

       <op:willingness>

         <op:basic>open</op:basic>

       </op:willingness>

       <op:session-participation>

          <op:basic>closed</op:basic>

       </op:session-participation>

       <op:registration-state>active</op:registration-state>

       <op:barring-state>terminated</op:barring-state>
       <caps:servcaps>

      
 <caps:audio>true</caps:audio>

 
 <caps:video>true</caps:video>


 <caps:duplex>


   <caps:supported><caps:half/></caps:supported>


 </caps:duplex>

       </caps:servcaps>
       <op:service-description>

         <op:service-id>org.openmobilealliance:PoC-Session</op:service-id>
         <op:version>2.0</op:version>

       </op:service-description>

<op:service-description>

         <op:service-id>org.openmobilealliance:PoC-Session</op:service-id>
         <op:version>1.0</op:version>

       </op:service-description>
       
<pdm:deviceID>urn:uuid:48662e19-5fbf-43fc-a2fd-d23002787599</pdm:deviceID>

       <contact>sip:someone@example.com</contact>

       <note xml:lang="en">I'm reachable with PoC-Session</note>

       <timestamp>2005-02-21T16:25:56Z</timestamp>

     </tuple>

     <pdm:device id="a1233">

<pdm:deviceID>urn:uuid: 48662e19-5fbf-43fc-a2fd-d23002787599</pdm:deviceID>

       <pdm:timestamp>2005-02-21T16:25:56Z</pdm:timestamp>

     </pdm:device>
</presence>
Presence Document describing: 

· PoC-Alert Specific Availability: Not Available/Registered/ISB activated
· PoC-Alert Specific Willingness: Not Willing

· Network-Availability: 3GPP IMS
· Mood: happy
· Location: mall public noisy
· Icon: http://example.com/~someone/myicon.gif
· the Device Identifier: urn:uuid:48662e19-5fbf-43fc-a2fd-d23002787599
<?xml version="1.0" encoding="UTF-8"?>

<presence xmlns="urn:ietf:params:xml:ns:pidf"
    xmlns:pdm="urn:ietf:params:xml:ns:pidf:data-model"
    xmlns:rpid="urn:ietf:params:xml:ns:pidf:rpid"
    xmlns:op="urn:oma:params:xml:ns:pidf:oma-pres"
           entity="sip:someone@example.com">
    <tuple id="a1232">

      <status>

        <basic>closed</basic>

      </status>

      <op:willingness>

        <op:basic>closed</op:basic>

      </op:willingness>

      <op:registration-state>active</op:registration-state>

      <op:barring-state>active</op:barring-state>

      <op:service-description>

        <op:service-id>org.openmobilealliance:PoC-Alert</op:service-id>

        <op:version>1.0</op:version>

        <op:description>This is the OMA POC-Alert service</op:description>

      </op:service-description>

      <pdm:deviceID>urn:uuid:48662e19-5fbf-43fc-a2fd-d23002787599</pdm:deviceID>
      <contact>sip:someone@example.com</contact>

      <timestamp>2005-02-22T20:07:07Z</timestamp>

    </tuple>
    <pdm:person id="a1233">

          <rpid:place-type> <rpid:shopping-area/> <rpid:public/> </rpid:place-type>

          <rpid:mood>

             <rpid:happy/>

          </rpid:mood>

          <rpid:status-icon>http://example.com/~someone/myicon.gif</rpid:status-icon>

      <pdm:timestamp>2005-02-22T20:07:07Z</pdm:timestamp>

    </pdm:person>

    <pdm:device id="a1234">

<op:network-availability>

          <op:network id="3GPP-IMS"/>             


</op:network-availability>

       <pdm:deviceID>urn:uuid:48662e19-5fbf-43fc-a2fd-d23002787599</pdm:deviceID>
       <pdm:timestamp>2005-02-22T20:07:07Z</pdm:timestamp>

    </pdm:device>

</presence>
7 References










NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2005 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 24)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20050101-I]

© 2005 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 24)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20050101-I]

