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5 Reason for Change

The OMA-TS-Presence_SIMPLE-V1_0-20060725-A is normatively referencing the draft-ieft-simple-presence-data-model-07 which has now finally become RFC 4479.
This CR proposes the necessary changes in order to reference the RFC 4479.

The changes compared to draft-ieft-simple-presence-data-model-07 are according to 
Diff: draft-ietf-simple-presence-data-model-07.txt - rfc4479.txt 
mostly bug fixes and general editorial touch-ups:

Before Intro:
changed status text
Chapter 1:
added new references, updated ref numbers
Chapter 2:
added keyword definitions
Chapter 3.1:
added some explanation
Chapter 3.2:
fixed editorials
Chapter 3.3:
fixed editorials, ref numbers
Chapter 3.3.1:
fixed editorials, ref numbers
Chapter 3.3.2:
fixed editorials, ref numbers
Chapter 3.3.3:
fixed editorials
Chapter 3.3.4:
fixed editorials
Chapter 3.4:
fixed editorials, ref numbers
Chapter 3.5:
fixed editorials, ref numbers, added new informative reference
Chapter 3.6:
fixed editorials, ref numbers
Chapter 3.7:
fixed editorials
Chapter 3.8:
fixed editorials
Chapter 4:
fixed editorials, ref numbers
Chapter 5:
improved language, clarifies some elements, added optional note elements (more than one) under person and device
Chapter 5.1.1:
changed headline
Chapter 6:
fixed editorials
Chapter 7:
fixed editorials, ref numbers
Chapter 7.1:
fixed editorials, ref numbers
Chapter 9:
fixed editorials, ref numbers
Chapter 10.1:
fixed IANA details based on assigned RFC number
Chapter 10.2.1:
switched order of URIs with 10.2.2 (editorial)
Chapter 10.2.2:
switched order of URIs with 10.2.1 (editorial)
Chapter 11:
fixed editorials
Chapter 12.1:
updated normative references and added 4 new
Chapter 12.1:
updated informative references and added 1 new
App:

moved copyright text

As these changes will not impact the text of OMA-TS-Presence_SIMPLE-V1_0-20060725-A changes needed are in chapter 2.1 Normative References and where the references are used.
Summary of the changes in the TS are:

a) Added new RFC reference in 2.1

b) Removed old I-D reference in 2.1

c) Changed the reference [PRESDATAMODEL] to [RFC4479] in all appropriate places

6 Impact on Backward Compatibility

N/A

7 Impact on Other Specifications

N/A
8 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

9 Recommendation

Update the reference according to detailed proposal in chapter 6

10 Detailed Change Proposal

>>>>>>>>>>>>Make the proposed changes in section 2.1>>>>>>>>>>>>

NOTE to the editor: Keep RFCs in numbered order.

2.1 Normative References

	[RFC3863]
	“Presence Information Data Format (PIDF)”, H.Sugano et al., Aug 2004 (http://www.ietf.org/rfc/rfc3863.txt)

	[RFC3903]
	”An Event State Publication Extension to the Session Initiation Protocol (SIP) “, A. Niemi, Oct. 2004,  (http://www.ietf.org/rfc/rfc3903.txt)

	[RFC4119]
	“Presence-based GEOPRIV Location Object Format”, J. Peterson, Dec. 2005, (http://www.ietf.org/rfc/rfc4119.txt)

	[RFC4122]
	“A Universally Unique IDentifier (UUID) URN Namespace”, P.Leach et al., July 2005, (http://www.ietf.org/rfc/rfc4122.txt)

	[RFC4479]
	“A Data Model for Presence”, J. Rosenberg, Jul 2006
(http://www.ietf.org/rf/rfc4479.txt)

	[CONTENTIND]
	“A Mechanism for Content Indirection in Session Initiation Protocol (SIP) Messages”, E.Burger, Oct. 2004, (http://www.ietf.org/internet-drafts/draft-ietf-sip-content-indirect-mech-05.txt)

Note: IETF Draft Work in progress

	[EVENTLIST]
	“A Session Initiation Protocol (SIP) Event Notification Extension for Resource Lists”, A. B. Roach et al., IETF draft, December 2004, (http://www.ietf.org/internet-drafts/draft-ietf-simple-event-list-07.txt)

Note: IETF Draft work in progress

	[FILTERFORMAT]
	“An Extensible Markup Language (XML) Based Format for Event Notification Filtering”, H.Khartabil et al., Mar. 2005 (http://www.ietf.org/internet-drafts/draft-ietf-simple-filter-format-05.txt)

Note: IETF Draft work in progress

	[FILTER]
	“Functional Description of Event Notification Filtering”, H.Khartabil et al., Mar. 2005 (http://www.ietf.org/internet-drafts/draft-ietf-simple-event-filter-funct-05.txt)

Note: IETF Draft work in progress

	[PARNOT]
	Session Initiation Protocol (SIP) extension for Partial Notification of Presence Information”, M.Lonnfors et al., Jun 9. 2006, (http://www.ietf.org/internet-drafts/draft-ietf-simple-partial-notify-07.txt)

Note: IETF Draft work in progress

	[PARFORMAT]
	“Presence Information Data format (PIDF) Extension for Partial Presence”, M. Lonnfors et al., March 6, 2006, (http://www.ietf.org/internet-drafts/draft-ietf-simple-partial-pidf-format-06.txt)

Note: IETF Draft work in progress

	[PARPUBLISH]
	" Publication of Partial Presence Information", M.LonnforsA. Niemi et al., March 6, 2006, (http://www.ietf.org/internet-drafts/draft-ietf-simple-partial-publish-04.txt)

Note: IETF Draft work in progress

	
	


	[PRESRULES]
	“Presence Authorization Rules”, J. Rosenberg, Jun 9, 2006, (http://www.ietf.org/internet-drafts/draft-ietf-simple-presence-rules-07.txt )

Note: IETF Draft work in progress

	[RPID]
	“RPID: Rich Presence Extensions to the Presence Information Data Format (PIDF)”, H.Schulzrinne et al., December 2005 (http://www.ietf.org/internet-drafts/draft-ietf-simple-rpid-10.txt)

Note: IETF Draft work in progress


>>>>>>>>>>End of the proposed changes in section 2.1>>>>>>>>>>>>>>>>
>>>>>>>>>>>>Make the proposed change in section 4 >>>>>>>>>>>>>
The document defines an application level specification for the OMA SIP/SIMPLE-based Presence Service. It defines the presence information semantics for presence information conveyed using the Presence Information Data Format (PIDF) the Rich Presence Information Data Format (RPID) and geographical information conveyed in a GEOPRIV location object (see [RFC4119]) specified by the IETF in conjunction with the overall Presence Data Model defined in [RFC4479].

This specification makes use of the implementations of the SIP protocol in the 3GPP IMS (IP Multimedia Subsystem) and 3GPP2 MMD (Multimedia Domain) for collecting and disseminating presence information between the various Presence Sources and their watchers as described in the Presence architecture document ([PRESAD]).

In addition to the SIP methods for subscription, publication, and notification of presence state based on [RFC3265], [RFC3856] and [RFC3903], this specification also addresses: 

· The content of presence information, based on [RFC3863], [RPID], [RFC4119], [RFC4479] etc.

· The partial publication of (only the changed) presence information, based on [PARFORMAT]

· Triggers for the generation of notifications when specific events take place

>>>>>>>>>>End of the proposed changes in section 4 >>>>>>>>>>>>>>>>


>>>>>>>>>>>>Make the proposed change in section 5.1.1 >>>>>>>>>>>>>

When the SIP/IP Core network corresponds to 3GPP IMS or 3GPP2 MMD networks and if the Presence Source is an AS, it SHALL set the value of the “entity” attribute of the <presence> element in the Presence Information document with the value of the P-Asserted-Identity header field used in the SIP PUBLISH request as defined in [3GPP TS 24.229] and [3GPP2 X.S0013-004-A]. 
The Presence Source MAY support other PIDF extensions to publish elements whose semantics do not match with those defined in section 10.4, as long as, if a Watcher that does not understand those extensions can ignore them without changing the meaning of the presence elements that are understood.

The Presence Source SHALL be free to provide any value of the instance identifier attributes (id) for <tuple>, <person> and <device> (as defined in [RFC4479]) as this is being used only to syntactically differentiate between the elements and is not linked with any composition actions in the PS or resolution of conflicts in watcher.

For a given presentity, the information published by each presence source is composed into a single raw presence document as described in Section 5.4.3.1.

>>>>>>>>>>End of the proposed changes in section 5.1.1 >>>>>>>>>>>>>>>>
>>>>>>>>>>>>Make the proposed change in section 5.2.3 >>>>>>>>>>>>>

then the watcher SHALL select the child element with the latest <timestamp> element as defined in [RFC3863] from the conflicting element and SHALL ignore the remainder of the conflicting child elements from <tuple> elements.  Note, that particular <tuple> child elements might specify a different behaviour (see presence information definitions such as section 10.4).

If the watcher recognizes more than one “person” components in the presence document with conflicting child elements (i.e. elements with same names but different values), the watcher SHALL select the conflicting child element from the <person> element with the latest <timestamp> element as defined in [RFC4479] and SHALL ignore the remainder of the conflicting child elements from <person> elements.  Note, that particular <person> child elements might specify a different behaviour (see presence information definitions such as section 10.4).

A watcher SHALL be able to interpret any application-specific subset of the elements listed in section 10.4 using the semantics described therein. The Watcher MAY support other PIDF extensions to interpret elements whose semantics do not match with those defined in section 10.4, as long as, if a watcher that does not understand those extensions can ignore them without changing the meaning of the presence elements that are understood.

>>>>>>>>>>End of the proposed changes in section 5.2.3 >>>>>>>>>>>>>>>>

>>>>>>>>>>>>Make the proposed change in section 10.1 >>>>>>>>>>>>>

2.1 Presence data model

The Presence Data Model as defined in IETF [RFC4479] is categorized in four key components: the Person, the Service and the Device. 

· The Presentity’s URI component indicating the Presentity’s identifier (e.g. SIP URI, tel. URI)

· The Person components model the information about the Presentity.

· The Service components model the forms of communication used by the Presentity. 

>>>>>>>>>>End of the proposed changes in section 10.1 >>>>>>>>>>>>>>>>

>>>>>>>>>>>>Make the proposed change in section 10.1.1 >>>>>>>>>>>>>
10.1.2 Person

The “person” component models information about the Presentity whom the presence data is trying to describe.  Examples of  Presence information that can be represented by the “person” component are the activity that the Presentity is involved in, his/her overall willingness for any kind of communication, his/her physical appearance and mood.

The model supports only one “person” component per presentity; nevertheless this does not preclude representing a group which appears to the watcher as a single Presentity. However there may be cases where more than one “person” component instances exist in the Presence document, in cases where composition policy in the PS cannot clearly semantically differentiate between the multiple instances of the same component. In that case the conflict is resolved according as defined in section 5.2.3.

The “person” component SHALL be mapped to the <person> element. The <person> element is specified in [RFC4479].
>>>>>>>>>>End of the proposed changes in section 10.1.1>>>>>>>>>>>>>>>>

>>>>>>>>>>>>Make the proposed change in section 10.1.2 >>>>>>>>>>>>>

10.1.2 Service

The “service” components model the forms of communication that the Presentity has potentially access to. Examples Presence information that can be represented by the “service” components are the Presentity’s willingness to communicate with PoC or IM, the availability of SMS service in his/her terminal.  

One other important characteristic of each “service” might be the devices on which that service executes.  Each device is uniquely identified by the device identifier <deviceID> defined in [RFC4479]. A service may contain zero or more <deviceID> elements to indicate which devices that service is available on.  The Presence document may contain information on each device, but this is a separate part of the document modeled by the “device” component described in the next section.  

The “service” component (defined in [RFC4479]) SHALL be mapped to the <tuple> element. The <tuple> element is specified in [RFC3863].

>>>>>>>>>>End of the proposed changes in section 10.1.2>>>>>>>>>>>>>>>>

>>>>>>>>>>>>Make the proposed change in section 10.1.3 >>>>>>>>>>>>>
10.1.2 Device

The “device” components model the physical piece of equipment in which services execute.  Examples of Presence information that can be represented by “device” elements include mobile phones, PCs and PDAs. As the same services may execute in multiple devices (e.g. IM running in the home PC and the mobile phone) the mapping of services to devices are many to many. Devices are uniquely identified with a device identifier. The model supports only one “device” component per device identifier, however the Presence Sources publish their own “device” component instances. The PS composes the multiple instances into one component and resolves conflicts among the Presence Sources according to the section 5.2.1.1.1.

The “device” component SHALL be mapped to the <device> element. The <device> element is specified in [RFC4479].

For a given presentity, the value of the <deviceID> element of the <device> element SHALL be unique for each device used by the presentity. In case that multiple presence sources exist on a device, the Presence Sources SHALL ensure that irrespective of how many network access means are available in the device only one unique device identifier is used for presence publication. 

>>>>>>>>>>End of the proposed changes in section 10.1.3>>>>>>>>>>>>>>>>

>>>>>>>>>>>>Make the proposed change in section 10.3>>>>>>>>>
10.3     Presence Document Overview 
(Informative)

Information structured according to the OMA presence data model is exchanged in an XML document that conforms to the basic Presence Information Data Format as defined in [RFC3863], and extended in other documents for the purpose of interworking.

The scheme below provides a high level overview of the data elements that may comprise an OMA presence XML document ( <presence> ).

Column 1:
presence information (as defined in this TS)

Column 2:
document where the associated <element> schema is defined 

Column 3:
location of the <element> within the <presence> document; 
· data elements defined in [RFC3863] are written in italic
· data elements defined in this document are written in bold
Person
schema
<person> ( [RFC4479] )

Overriding Willingness
§10.5.2.1
<overriding-willingness>



→<basic> open/closed
Activity
[RPID]
<activities>
Location
[RPID]
<place-type>
Time-zone
[RPID]
<time-offset>
Mood
[RPID]
<mood>
Icon
[RPID]
<status-icon>
Class
[RPID]
<class>

Geographical Location
[RFC4119]
<geopriv>
→<location-info>


<geopriv>
→<usage-rules>
Note
[RFC4479] 
<note>
Timestamp
[RFC4479] 
<timestamp>
Note that according to the definition of the <person> element in [RFC4479], all child elements outside of [RFC4479] namespace MUST be placed before the <note> element.
Service
schema
<tuple> ([RFC3863])

Application-specific Availability
[RFC3863]
<status>
→<basic> open/closed
                                                      §10.5.2.1
<registration-state>


§10.5.2.1
<barring-state>
Application-specific Willingness
§10.5.2.1
<willingness>





→<basic> open/closed
Icon 
[RPID]
<status-icon>
Session Participation
§10.5.2.1
<session-participation>




→<basic> open/closed
Service Description
§10.5.2.1
<service-description>
Class
[RPID]
<class>
Per service device identifier
[RFC4479]
<deviceID>

Communication Address
[RFC3863]
<contact>
Timestamp                                    [RFC3863]
<timestamp>

Note that  according to the definition of the <tuple> element in [RFC3863], all child elements outside of [RFC3863] namespace MUST be placed between the <status> and the <contact> element.
Device
schema
<device> ( RFC4479] )

Network Availability
§10.5.2.1
<network-availability>




→<network>

Geographical Location
[RFC4119]
<geopriv>
→<location-info>


<geopriv>
→<usage-rules>

Device identifier
[RFC4479]
<deviceID>
Timestamp
[RFC4479]
<timestamp>

Note that according to the definition of the <device> element in [RFC4479], all child elements outside of [RFC4479] namespace MUST be placed before the <deviceID> element.
>>>>>>>>>>>>End of the proposed change in section 10.3 >>>>>>>>>

>>>>>>>>>>>>Make the proposed change in section 10.4>>>>>>>>>>>>

2.1 Presence Information Elements semantics

OMA Presence RD [PRESREQ] specifies a set of building blocks of presence information that need to be supported by the Presence enabler and their semantics.

The following sections describe the mapping of those presence information building blocks initially to some presence data model components and then to some element of PIDF [RFC3863], or one of its extensions (e.g. RPID [RPID], geographical, location object [RFC4119], and Presence Data Model [RFC4479]). In case such a mapping is not possible because elements with similar semantics have not been defined so far in IETF, then OMA-specific extensions to PIDF are performed. 

The OMNA maintains a registry of presence information packages to permit easy registration of new PIDF extensions to this enabler. The complete list of the OMA-specific PIDF extensions is available from [OMNA].

>>>>>>>>End of the proposed change in section 10.4 >>>>>>>>>>

>>>>>>>>>>>>Make the proposed change in section 10.4.13.3 >>>>>>>>>
5.1.1.2 Mapping to PIDF

The “Timestamp” building  block SHALL be mapped to <timestamp> element defined in [RFC3863] for “service” and [RFC4479] for “device” and “person”.

>>>>>>>>End of the proposed change in section 10.4.13.3 >>>>>>>>>>

>>>>>>>>>>>>Make the proposed change in section 10.4.13.4>>>>>>>>>

5.1.1.2 Limitations

The <timestamp> SHALL follow the limitations as defined in [RFC3863] for “service”and [RFC4479] for “device” and “person”.

>>>>>>>>End of the proposed change in section 10.4.13.4>>>>>>>>>>>>
>>>>>>>>>>>>Make the proposed change in section 10.4.15.3>>>>>>>>>

5.1.1.2 Mapping to PIDF

The “Note” building block SHALL be mapped to the <note> element defined in [RFC4479].

>>>>>>>>End of the proposed change in section 10.4.15.3>>>>>>>>>>

>>>>>>>>>>>>Make the proposed change in section 10.4.16.3>>>>>>>>>

5.1.1.2 Mapping to PIDF

The “Per service device identifier” building  block  SHALL be mapped to the <deviceID> element defined in [RFC4479].

>>>>>>>>End of the proposed change in section 10.4.16.3>>>>>>>>>>>>

>>>>>>>>>>>>Make the proposed change in section 10.5.1.3>>>>>>>>>

5.1.1.2 <overriding-willingness>

The <overriding-willingness> element is an extension to PIDF that is used to describe the “Overriding willingness” building block. The <overriding-willingness> element SHALL be used as a child element of the <person> element defined in [RFC4479].  
The <overriding-willingness> element SHALL include the <basic> element with the values “open” and “closed” indicating overriding willingness.

>>>>>>>>End of the proposed change in section 10.5.1.3>>>>>>>>>>>>

>>>>>>>>>>>>Make the proposed change in section 10.5.1.4>>>>>>>>>

5.1.1.2 <network-availability>

The <network-availability> element is an extension to PIDF that is used to describe the “Network Availability” building block. The <network-availability> element SHALL be used as a child element of the <device> element as defined in [RFC4479]. 
Each <network-availability> element SHALL include one or more <network> child elements. Each <network> element SHALL contain an “id” attribute indicating the type of the network.  
Each <network> element SHALL include at least one of the following elements 

>>>>>>>>End of the proposed change in section 10.5.1.4>>>>>>>>>>>>
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