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1 Reason for Change

This CR enforces the terminology changes agreed in OMA-PAG-2006-05XX-XDM2_RDRR-A011_A012_A088 for chapter 6 of the OMA-RD-XDM-V2_0-20061009-D (as defined as needed work in the above CR).

In short this CR proposes:
· Capitalizing all words used as defined in the Definitions chapter
· Removing capital letters when used in as normal English 
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A 
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Adopt the changes proposed in Section 6. 

6 Detailed Change Proposal

Change 1:  OMA-RD-XDM-V2_0-20061009-D  Chapter 6.1
6.1.1 General

	Label
	Description
	Enabler Release

	GEN-001
	The end-user SHALL be able to store his per-user information (e.g., URI Lists) in the network.
	Supported from XDM 1.0

	GEN-002
	Such information SHALL be stored as one or more documents described in an extensible and platform-neutral format.
	Supported from XDM 1.0

	GEN-003
	Each document SHALL be identified by at least one globally unique identifier (i.e., a URI according to RFC 2396).
	Supported from XDM 1.0

	GEN-004
	Documents SHALL be associated with meta-data which describes certain properties of the document that are not included in its content. Such meta-data SHALL include at least the following:
a) Timestamp of document creation;

b) Timestamp of last document access.
	Supported from XDM 2.0

	GEN-005
	A document SHALL be associated with access permissions. The access permissions SHALL be managed with the same underlying mechanisms as defined is section 6.1.3. The type of data denoting the access permissions is described in section Error! Reference source not found..
	Supported from XDM 2.0

	GEN-006
	The XDM enabler SHALL allow an authorized Principal to access and manage stored documents from any capable device type over any capable network.
	Supported from XDM 1.0

	GEN-007
	Data consistency of information stored in the XDM enabler SHALL be ensured, particularly if simultaneous access by multiple authorised end-users and/or multiple devices is allowed.
	Supported from XDM 1.0

	GEN-008
	The XDM enabler SHALL allow a Principal to retrieve a list of all stored documents for which the Principal is the Primary Principal.
	Supported from XDM 1.0

	GEN-009
	The XDM enabler SHALL allow a XDM Principal to retrieve a list of all stored documents for which the Principal is the Primary Principal per type of service (e.g., all documents related to his PoC service).
	Supported from XDM 1.0

	GEN-010
	It SHOULD be possible to provision the XDM Client using existing OMA Device Management and Provisioning enablers.
	Supported from XDM 1.0

	GEN-011
	XDM documents SHALL support multiple character sets.
	Supported from XDM 1.0

	GEN-012
	A document MAY be associated with XDM history information, which SHALL be stored in a separate XDM history document. The type of data contained in the XDM history document is described in section 6.3.1.2. The XDM history management SHOULD be supported when the Delegation (section 6.1.2) is supported.
	Supported from XDM 2.0

	GEN-013
	The XDM enabler SHALL support interfaces that are access technology neutral.
	Supported from XDM 2.0

	GEN-014
	The XDM enabler SHALL provide a single contact point for all XDM Clients to access XML documents managed by the XDM enabler.
	Supported from XDM 2.0


6.1.2 Delegation

	Label
	Description
	Enabler Release

	FUNC-DLG-001
	Principals SHALL be able to authorise other Principals to perform selected operations on their behalf.  
	Supported from XDM 2.0

	FUNC-DLG-002
	For the document management functions identified in Section 6.1.3, there SHALL be a permission which allows Principals to delegate those functions to other Principals.
	Supported from XDM 2.0

	FUNC-DLG-003
	Having the permission to perform a function SHALL be separate from the permission to delegate the function to other principals
	Supported from XDM 2.0


Table 2: Functional Requirements -Delegation

6.1.3 Document Management Functions

The sub-sections below identify the set of available document management functions.

	Label
	Description
	Enabler Release

	FUNC-DMT-001
	Document management functions SHALL be controlled by permissions which determine the capabilities available to a principal wishing to perform such functions in each document. 
	Supported from XDM 1.0

	FUNC-DMT-002
	It SHALL be possible to define “roles” that represent a given set of permissions.  Assignment of those roles to particular principals is equivalent to assigning the corresponding set of permissions.
	Supported from XDM 1.0 

	FUNC-DMT-004
	It SHALL be possible to assign permissions to Principals to perform some or all of the document management functions.
	Supported from XDM 1.0 

	FUNC-DMT-005
	Permissions MAY be assigned at any time from creation to deletion of the document.  
	Supported from XDM 1.0 

	FUNC-DMT-006
	At the creation of a document, the default permissions of the document SHALL prevent all Principals, except the creator of the document, to perform any document management functions. 
	Supported from XDM 2.0 

	FUNC-DMT-007
	Principals who try to perform a document management function SHALL first be authenticated.
	Supported from XDM 1.0 

	FUNC-DMT-008
	The creator of a document SHALL become the initial Primary Principal of the document.
	Supported from XDM 1.0 

	FUNC-DMT-009
	The Primary Principal SHALL always be allowed to modify the permissions on his/her document.
	Supported from XDM 1.0 

	FUNC-DMT-010
	There SHALL always be one and only one Primary Principal of a document.
	Supported from XDM 1.0 

	FUNC-DMT-011
	It SHOULD be possible for Principals with the appropriate permission to query the permissions applied to a specific document.
	Supported from XDM 1.0 

	FUNC-DMT-012
	The Service Provider SHALL be able to set the expiry time of a document based on one or more of the following:

a. Time-to-live after creation:  The expiry time relative to when the document was created.

b. Time-to-live after last access:  The expiry time relative to when the document was last accessed.

c. Expiration time:  An absolute expiry time.
	Supported from XDM 2.0 

	FUNC-DMT-013
	A Principal with appropriate management permissions MAY be able to set the expiry time of a document to a value that does not exceed the maximum expiry time set by the service provider.
	Supported from XDM 2.0 

	FUNC-DMT-014
	An expired document MAY be deleted automatically.
	Supported from XDM 2.0


Change 2:   OMA-RD-XDM-V2_0-20061009-D  Chapter 6.1.3.9
6.1.3.9 Search

	Label
	Description
	Enabler Release

	FUNC-SRCH-001
	The XDM Enabler MAY support search.
	Supported from XDM 2.0

	FUNC-SRCH-002
	If search is supported, it SHALL be possible to search for the existence of certain content (e.g., the identifier of a User) in a document.
	Supported from XDM 2.0

	FUNC-SRCH-003
	If search is supported, it SHALL be possible to search for the existence of a document based on meta-data associated with the document.
	Supported from XDM 2.0

	FUNC-SRCH-004
	If search is supported then Principals with the appropriate permission SHALL be able to define the visibility of a document when performing a search.
	Supported from XDM 2.0

	FUNC-SRCH-005
	If search is supported, it SHALL be possible for a User performing a search and for the Service Provider to limit the number of search results.
	Supported from XDM 2.0

	FUNC-SRCH-006
	If search is supported, it SHALL be possible to search documents hosted by the Service Provider. 
	Supported from XDM 2.0

	FUNC-SRCH-007
	If search is supported, it MAY be possible to search documents hosted by other Service Providers.
	Supported from XDM 2.0

	FUNC-SRCH-008
	If search is supported, the content of search results SHALL be subject to Service Provider policy or end-user privacy settings.
	Supported from XDM 2.0

	FUNC-SRCH-009
	If search is supported, wildcards MAY be used when searching for documents.
	Supported from XDM 2.0

	FUNC-SRCH-010
	If search is supported, search SHALL be limited to one document type (e.g. Shared Group document) at a time.
	Supported from XDM 2.0

	FUNC-SRCH-011
	If search is supported, it SHALL be possible to have a feature, such that, when enabled, searches on Shared User Profile documents SHALL only be allowed by end users that have an associated profile.
	Supported from XDM 2.0

	FUNC-SRCH-012
	If search is supported, basic logical operations (AND, OR, NOT) MAY be used when searching documents.
	Supported from XDM 2.0

	FUNC-SRCH-013
	If search is supported, there SHALL be a single contact point for the XDM Client to search XML documents.
	Supported from XDM2.0

	FUNC-SRCH-014
	If search is supported, the XDM Enabler SHALL combine the search results of all the entities in the service provider’s domain when sending a response to the XDM Client. The XDM enabler MAY also combine search responses received from other Service Providers.
	Supported from XDM2.0

	FUNC-SRCH-015
	If search is supported, it SHALL be possible for the Service Provider to limit the search scale of the search request. For example, the search scale can be decided by the number of logical operations.
	Supported from XDM2.0

	FUNC-SRCH-016
	If search is supported, a User performing a search MAY specify which information the User wants to receive as a result of the search.
	Supported from XDM2.0


Change 3:   OMA-RD-XDM-V2_0-20061009-D  Chapter 6.1.7
6.1.7 Interoperability

	Label
	Description
	Enabler Release

	IOP-001
	Interoperability of the XDM enabler is provided through the definition of open interfaces and a consistent format of documents and XDM functions in compliance with the requirements presented in this document.  The XDM functions, open interfaces and document formats SHALL provide interoperability to include at least the following:

1) Administration of documents.

2) Transfer of documents over open interfaces.

3) Search documents over open interfaces.

4) General structure of the documents transferred over open interfaces.

5) Collection and general format of charging information.
	Supported from XDM 1.0 

	IOP-002
	XDM 2.0 Enabler SHALL support XDM 1.0 Enabler functionality (e.g. XDM 2.0 Enabler SHALL be able to manage an XDM 1.0 PoC Group document).
	Supported from XDM 2.0

	IOP-003
	While connected to the XDM 1.0 Enabler XDM 2.0 Clients SHALL support the XDM 1.0 functionality (e.g. an XDM 2.0 client SHALL be able to manage an XDM 1.0 PoC Group Document).
	Supported from XDM 2.0


Change 4:  OMA-RD-XDM-V2_0-20061009-D  Chapter 6.3.1.2

6.3.1.2 Shared User Profile

	Label
	Description
	Enabler Release

	DOC-USP-001
	Shared User Profile document SHALL contain static user information that can be used by other users and applications for means of communication i.e search for a chat partner.
	Supported from XDM 2.0

	DOC-USP-002
	The Shared User Profile document contains mandatory information and a user SHALL NOT be able to create a profile unless all the mandatory information elements are completed. The Service Provider SHALL be able to define such set of mandatory information.
	Supported from XDM 2.0

	DOC-USP-003
	Subsequent modifications to the Shared User Profile SHALL ensure that all mandatory information elements are also completed.
	Supported from XDM 2.0

	DOC-USP-004
	The Shared User Profile SHALL support the assignment of permissions to a group of elements in one operation.
	Supported from XDM 2.0

	DOC-USP-005
	A Shared User Profile element MAY belong to several groups of elements
	Supported from XDM 2.0

	DOC-USP-006
	Each element SHALL be uniquely identifiable to be appropriately computed and used by services
	Supported from XDM 2.0


Change 5:  OMA-RD-XDM-V2_0-20061009-D  Chapter 6.3.1.3
	Label
	Description
	Enabler Release

	DOC-GRP-006
	 The Service Provider SHALL be able to set the maximum number of participants in a Shared Group document.  
	Supported from XDM 2.0

	DOC-GRP-007
	A Principal with appropriate management permissions MAY be able to set the maximum number of participants in a Shared Group document to a value that does not exceed the maximum number set by the Service Provider.
	Supported from XDM 2.0

	DOC-GRP-008
	It SHALL be possible to create a Shared Group document that contains members in the Group member list or Group reject list that belong to different Service Providers.
	Supported from XDM 2.0

	DOC-GRP-009
	Shared Group members MAY use Shared Groups to which they belong to, to create a new Shared Group document by copying an existing group document, subject to Service Provider policy and access rules.
	Supported from XDM 2.0

	DOC-GRP-0010
	Principals with appropriate management permissions SHALL be able to retrieve the Group member list contained in Shared Group documents.
	Supported from XDM 2.0


Change 6:  OMA-RD-XDM-V2_0-20061009-D  Chapter 6.3.1.4
6.3.1.4 Shared Group Usage List

	Label
	Description
	Enabler Release

	DOC-GUL-001
	A Shared Group Usage List SHALL have a Display name:  A human readable name.
	Supported from XDM 1.0

	DOC-GUL-002
	A Shared Group Usage List SHALL contain usage information about zero or more Groups.
	Supported from XDM 1.0

	DOC-GUL-003
	A Group defined in a Shared Group Usage List SHALL be identified by a globally unique identifier (i.e., a URI as defined in [RFC 2396]).
	Supported from XDM1.0

	DOC-GUL-004
	A Group defined in a Shared Group Usage List MAY have a Display name: A human readable name.
	Supported from XDM1.0

	DOC-GUL-005
	A Group defined in a Shared Group Usage List MAY have information about the usage of it.
	Supported from XDM1.0

	DOC-GUL-006
	The Service Provider SHALL be able to set the maximum number of Groups in a Shared Group Usage List.
	Supported from XDM 1.0


7 References

N/A
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