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1 Reason for Change

This CR proposes the Aggregation Proxy of Remote Network procedure to verify whether it is responsible for the received requests. Along with this, This CR addresses the following CONRR comments:
	C126
	2007.01.23
	
	6.1.1.1, 
	Source: Jaekwon Oh, Samsung, jaekwon.oh@samsung.com 

Form: email

Comment: Move NNI related description in a subsection. This will clarify the support for NNI request and NNI URI construction.

Proposed Change: 
	Status: Closed.

XCAP URI for NNI request is transparent to XDMC, as the XCAP Root URI of home domain shall always be used. As such, this is not necessary.

No action needed.

	C130
	2007.01.23
	
	6.1.1.1, 6.1.3
	Source: Jaekwon Oh, Samsung, jaekwon.oh@samsung.com 

Form: email

Comment: 
The current mechanism for NNI URI where replacing XCAP Root URI for NNI request seems not desirable. Because, 1) this needs manual manipulation of NNI URI, 2) the original XCAP Root URI cannot be preserved. 

Instead, the above concern can be resolved by having NNI URI as the form of absolute URI “ http://domain_name/[AUID]/….” while the value for ‘Host’ header is home domain.

This conforms to RFC 2616 HTTP/1.1 section 5.1.2 and will also enable direct identification of NNI request by Aggregation Proxy by seeing domain name in the URI different from the value of ‘Host’ header.

Aggregation Proxy will utilize the absolute URI in the request line for forwarding it to the Aggregation Proxy of remote domain.

Proposed Change: 
Example NNI XCAP request for “remote.domain”:

GET http://remote.domain/[AUID]/users/[XUI]/...

Host: home.domain

	Status: Closed.

The XDMC should be able to invoke NNI request only with the information on the XUI of target user (i.e., SIP URI). For this purpose, the current mechanism fits in more.

No action needed.

	C451
	2007.01.24
	T
	6.10 1st and/or 2nd bullet.
	Source: Ericsson.

Form: INP doc

Comment:  An XDMS might in a remote network expect that the XCAP request contains the XCAP Root URI of its own domain and the XCAP Root URI received is the XCAP Root URI of that domain.

Proposed Change: Add text that the Aggregation Proxy of remote network shall replace received XCAP Root URI information in the XCAP request with the XCAP Root Uri of its own domain. This effects both the relative HTTP URI and the Host header.
	Status: Closed.

Section 6.3.3 already describes that the Aggregation Proxy will replace the XCAP Root URI of a NNI request to XCAP Root URI of the target remote network. 

No action needed.


R01: 

· To add the term of ‘Remote Network’ for more clarity.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Upon agreement it is recommended to implement the proposed changes in section 6 in XDM Core specification and to update the CONRRs as provided in section 1.
6 Detailed Change Proposal

Change 1:  Section 6.10  Procedures at the Aggregation Proxy of the Remote Network

6.10  Procedures at the Aggregation Proxy of the Remote Network
The Aggregation Proxy of Remote Network SHALL act as an HTTP Proxy defined in [RFC2616] with the following clarifications. Upon receiving XCAP requests, the Aggregation Proxy of Remote Network:

1. SHALL be configured as an HTTP Reverse Proxy (see [RFC3040]);

2. SHALL verify whether the Aggregation Proxy of Remote Network is responsible for the target domain of the received XCAP requests;
3. SHALL forward requests to the corresponding XDMS if they are XCAP requests from trusted domains without doing authentication of the XDMC; 

4. SHALL aggregate and forward XCAP responses from XDMS back to the Aggregation Proxy of trusted domains; 

5. SHALL protect the XCAP traffic between trusted domains by enabling the TLS transport security mechanism or other inter-network domain security mechanism. The TLS resumption procedure SHALL be used as specified in [RFC2818].

.If the Aggregation Proxy of Remote Network receives an XCAP request for whose target domain it is not in charge of, the Aggregation Proxy of Remote Network SHALL reject the request with an HTTP “404 Not Found” error response.
If the Aggregation Proxy of Remote Network receives an XCAP request from untrusted remote network, the Aggregation Proxy of Remote Network SHALL reject the request with an HTTP “405 Method Not Allowed” error response.

When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the protection of the XCAP traffic between trusted domains MAY be implemented using Network Domain Security as defined in [3GPP TS 33.210] and [3GPP2 S.S0086-B] respectively.
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