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1 Reason for Change

This CR aims to handle the following CONRR comments:
	C135
	2007.01.23
	
	6.1.1.2
	Source: Jaekwon Oh, Samsung, jaekwon.oh@samsung.com 

Form: email

Comment: Add section on search operations.
Proposed Change: 
	Status: Closed.
Search is not XDM operation.

No action needed.

	C165
	2007.01.23
	
	6.1.3,

6.3.3.1,

6.7.3.6,

6.9
	Source: Jaekwon Oh, Samsung, jaekwon.oh@samsung.com 

Form: email

Comment: As the same has been interpreted for XCAP request, it seems more appropriate to interpret collection(“[AUID]/users/”) as collection of all data in home domain, rather than ‘all’ domain. This would also become the default interpretation.

The current way to specify domain, “@[domain]”, seems not extensible for multiple domain. Another possibility is to use some query string, e.g., ?domain, where multiple domains can be specified by using ‘+’. E.g., [AUID]/users/?domain=remote1.domain+remote2.domain.

Proposed Change: 
Example NNI Search requests:

for “home.domain”,

POST org.openmobilealliance.search?target=org. openmobilealliance.groups/users

Host: home.domain

For “remote.domain”,

POST org.openmobilealliance.search?target=org. openmobilealliance.groups/users/?domain=remote.domain

Host: home.domain

For “all” domains, 

POST org.openmobilealliance.search?target=org. openmobilealliance.groups/users/?domain=all

Host: home.domain

For “remote1.domain” and “remote2.domain”,

POST org.openmobilealliance.search?target=org. openmobilealliance.groups/users/?domain=remote1.domain+remote2.domain

Host: home.domain
	Status: Closed.
Resolved by PAG-156R02.

	C166
	2007.01.23
	
	6.1.3, 

6.2.3,

6.7.3.6
	Source: Jaekwon Oh, Samsung, jaekwon.oh@samsung.com 

Form: email

Comment: Need to clarify that this specification defines the search over ‘all user directories per application usage’, or also allow a specific user directory per application usage.

Because, in case of e.g., “IM Conversation History Metadata”, searching all user directories seems not reasonable.

Proposed Change: 
	Status: Closed.
 
Resolved by PAG-156R02.



	C538
	2007.01.23
	
	Appendix C.6
	Source: Jaekwon Oh, Samsung, jaekwon.oh@samsung.com 

Form: email

Comment: Correct Search example to reflect the latest updates in Search procedure in the main texts.

Proposed Change: 
	Status:Closed.
Resolved by PAG-156R02.



	C540
	2007.01.23
	
	Appendix C.6
	Source: Samsung

Form: e-mail

Comment:  Remove the domain name from HTTP POST URI
Proposed Change: Request line should be like the following 

POST /org.openmobilealliance.search HTTP/1.1
	Status: CLOSED by OMA-PAG-2007-031R01 and PAG-156R02.

	C541
	2007.01.23
	E
	Appendix C.6 
	Source: Samsung

Form: e-mail

Comment:  Numbering of the flow in the explanation starts from 7.

Proposed Change: Start the numbering from 1.
	Status:  Closed.

Resolved by PAG-156R02.




The current approach uses ‘collection(“[AUID]/users/@[domain]/”)’ to express NNI search request. This approach poses the following problems:

· ‘@[domain]’ is not part of the XCAP URI. In other words, this expression is not purposed for document or node selection, but is purposed for routing to the domain specific XDMS. As such, after the expression of ‘@[domain]’ is used to route the NNI request to a target XDMS, the XDMS should ignore the expression of ‘@[domain]’ in implementing the ‘collection’ function.

· As the NNI expression of ‘@[domain]’ has been embedded as the parameter of the collection function, a intermediate routing proxy (i.e. search proxy) need to parse the all search request bodies just to identify what is the target domain. 

· The expression of ‘@[domain]’ is not appropriate in specifying multiple domains. 

· Also, the current approach applies the default behaviour of searching as all domain search. I.e., ‘collection([AUID]/users/)’ is used to search all domain. As the search is expensive operations, it is more desirable to define the ‘home domain’ search as default search behaviour.
In order to resolve the above problems, this CR proposes:

· to separate out the domain identification expression from search body to HTTP request line as HTTP URI, as the domain identification is needed for routing. 

· to define the ‘domain’ HTTP URI parameter to specify the target domain. Multiple domains can be specified using ‘+’ value separator. For example, ‘?domain=remote1.domain+remote2.domain’. 

· to define the home domain search as default search behaviour. As such, if the HTTP URI in request line does not contain ‘domain’ parameter, it means the home domain search. For ‘all’ domain search, the HTTP URI need to be explicitly specified by using ‘?domain=all’.

· in addition, to mandate the use of ‘target’ parameter in HTTP request line, such that any intermediate routing proxy can resolve the routing target only with HTTP request line, without need to parse the content. This is inline with legacy HTTP routing mechanism.

· in this regards, to move Search Request content parsing errors and XQuery expression parsing errors from Search Proxy to XDMS.

· when transporting errors, to further revise the error codes for Search Request content and XQuery expression validation check to HTTP “409 Conflict”, rather than “400 Bad request”. This applies to the error code for ‘not valid XML request’ and that for missing or misused ‘collection’ function in the request. This is to generate error response to the XDMC, with the conflict reports, and also to be compliant with IETF XCAP. I.e, the former error corresponds to <not-well-formed> conflict reports as defined in XCAP draft, and the latter error corresponds to <constraint-failure> conflict reports as defined in ‘org.openmobilealliance.search’ Application Usage. 
· to fix the search examples in the Appendix, which include: adding the “target” query parameter in HTTP URI, removing search related attributes per the latest search schema, correcting the AUID for shared user profile per the latest update, revising the target ‘global’ tree in collection function to users tree, fixing Server version to XDM 2.0, removing e-tag header as there’s no description on e-tag use in the texts.
· to clarify that the search operations can be made either over all documents in all user’s tree documents or over all documents in a particular user’s tree.
R01:

· Motivated by the use case of searching for IM Conversation History Metadata document, the semantics for searching for a particular document in a particular User’s Tree has been added.  
· The ‘+’ separator in ‘domain’ query parameter has been replaced with percent encoded whitespace, as ‘+’ can be used as part of domain name.
R02:
· Added the [AUID]/users/[XUI]/<document_name>

2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Upon WG agreement, it is recommended to implement the changes in section 6 and close the relevant CONRR comments as shown in section 1.
6 Detailed Change Proposal

Change 1:  XDMC generating Search Requests
6.1.1  Searching for Data in XML Documents
The XDMC MAY support searching for data in XML documents using Limited XQuery over OMA extended XCAP as described in this subsection. 

When searching, the XDMC SHALL generate the Search Request by using HTTP POST request containing a Search document as defined in chapter 6.7.3. 
The HTTP URI for the Search Application Usage SHALL be constructed as http://[XCAP Root URI]/[search AUID] as describe in section 6.1.1.1 “XDM URI Construction”. For routing purpose, the HTTP URI of the Search Request SHALL include the mandatory query parameter of “target” and whose value is equal to the parameter of the collection input function of the XQuery request in the Search Request body that identifies the documents to be searched. For the identification of target search domain, the HTTP URI of the Search Request MAY include the optional query parameter of “domain” and whose value includes ‘home’ to request home domain search, ‘all’ to request to expand the search to all possible remote domains, or target domain names to request the particular domain to be searched. Multiple values are separated using the percent encoded whitespace (i.e., “%20”) as specified in [RFC3986]. The default interpretation in the absence of “domain” query parameter SHALL be home domain search.
When using the “target” and “domain” query parameter, the HTTP URI for the Search Application Usage SHALL be constructed as http://[XCAP Root URI]/[search AUID]?target=[value of collection input function]&domain=[home, all, or target domains].

Example: http://xcap.example.com/org.openmobilealliance.search?target=org.openmobilealliance.user-profile/users/&domain=all
The HTTP POST Search Request SHALL include the XML body of the content type “application/vnd.oma.search +xml” as defined in chapter 6.7.3.2.

The XQuery expression in the Search Request SHALL conform to the constraints as defined by the target Application Usage to be searched for.

Change 2:  XDMS processing Search Requests

6.2.3  Searching for Data in XML Documents

The XDMS MAY support searching for data in XML documents using Limited XQuery over OMA extended XCAP as described in this subsection.
The Search Request SHALL conform to the extended XCAP Application Usage “org.openmobilealliance.search” defined in chapter 6.7.3.
Upon receiving the Search Request, the XDMS:

1. SHALL verify whether the Search XML document included in the body of the Search Request meets the validation constraints of the “org.openmobilealliance.search” Application Usage defined in chapter 6.7.3.5;

2. SHALL get the AUID from the “collection” input function of the XQuery and based on this AUID validate the XQuery expression included in the body of the Search Request against the XQuery restrictions as defined by the corresponding target Application Usage of the XDMS and also against possible operator’s local policy if defined.

When the XQuery expression fits to the defined restrictions and operator’s local policy, the XDMS SHALL execute the query over all XML documents stored in the User’s Tree of the corresponding Application Usage included in the “collection” input function of the XQuery request. The XDMS SHALL based on the results of the query generate a response.

Change 3:  Search Application Usages
6.7.3.6  Data Semantics

The value of the <query> element SHALL be XQuery expression. The XQuery expression SHALL include one input function – collection. The collection of the data to be searched is created as a set of all documents stored in all the User’s Tree of appropriate Application Usage ,as a set of all documents in the particular User’s Tree of appropriate Application Usage or a set of a particular document in the particular User’s Tree of appropriate Application Usage. As such, the parameter of the collection function SHALL be either the string of “[AUID]/users/”, that of “[AUID]/users/[XUI]”, or that of “[AUID]/users/[XUI]/<document_name>”. For example, 
· collection(“org.openmobilealliance.user-profile/users/”)

represents all Shared User Profile documents stored in all the User’s Tree on Shared Profile XDMS to which the Search Request is targeted, while;
collection(“org.openmobilealliance.groups/users/sip:joebloggs@example.com”)

represents all Shared Group documents stored in the particular User’s Tree of “sip:joebloggs@example.com” on Shared Group XDMS to which the Search Request is targeted.
collection (“resource-lists/users/sip:joebloggs@example.com/index”)
represents the URI List document with the name “index” stored in the particular User’s Tree of “sip:joebloggs@example.com” on Shared List XDMS to which the Search Request is targeted.






The <request> element MAY include any other element or attribute from any other namespace for the purpose of extensibility.

The <response> element MAY include any other element or attribute from any other namespace for the purpose of extensibility.

Change 4:  Search Proxy forwarding Search Requests
6.9.1  Search Request Forwarding
Upon receiving the HTTP Search Request, the Search Proxy:

1. 
2. SHALL get the AUID from the “target” query parameter included in the HTTP URI;
3. SHALL get the target search domain information from the optional “domain” query parameter included in the HTTP URI. If not exists, the target search domain SHALL be home domain only;
4. SHALL forward the Search Request to appropriate XDMS based on the AUID if the target search domain is home domain, or to appropriate Search Proxies of remote networks if inter domain search is requested and supported. When forwarding, the “domain” query parameter, if exists, SHALL be removed from HTTP URI.
6.9.1.1  Error Cases

If the Search Proxy receives an HTTP Search Request where:

· HTTP Method is different from POST, the Search Proxy SHALL reject the request with an HTTP 405 (Method Not Allowed) error response.

· 
· 
· The value in “target” query parameter is not recognized as known Application Usage, the Search Proxy SHALL reject the request with an HTTP 409 error response as defined in section 6.7.3.6.

· The value in “domain” query parameter is not recognized as a known user domain, the Search Proxy SHALL reject the request with an HTTP 4089 error response as defined in section 6.7.3.6.

Change 5:  Search Examples
C.6  Sample Search Operation
Figure C.6 describes how a Search operation is performed in 3GPP IMS or 3GPP2 MMD. The example shows searching user profile data in Shared Profile XDMS; the same type of messages apply for searching in other Application Usages, where content of HTTP body would be different. It is also assumed that the address of Aggregation Proxy is “xcap.example.com” and the XCAP Root URI is “xcap.example.com/”.
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Figure C.6 - Sample XCAP operation

The details of the flows are as follows:
NOTE to Implementer: The following numbering in the spec starts from 7). This should be revised to start from 1). When implementing, remove this NOTE.
1) The user “sip:joebloggs@example.com” wants to obtain the user profile data with people from Seoul and hobby football. The request limits the maximum amount of possible result to 20 entries. For this purpose the XDMC sends an HTTP POST request to the Aggregation Proxy.

POST /org.openmobilealliance.search?target=org.openmobilealliance.shared-profile/users/ HTTP/1.1

Host: xcap.example.com

User-Agent: XDM-client/OMA2.0

Date: Thu, 10 Aug 2006 10:50:33 GMT

X-3GPP-Intended-Identity: "sip:joebloggs@example.com"

Accept-Encoding: gzip

Content-Type: application/vnd.oma.search+xml

Content-Length: …

<?xml version="1.0" encoding="UTF-8"?>

<search-set 
xmlns="urn:oma:xml:xdm:search">

<search id="1234">


<request>



<![CDATA[




for $u in collection("org.openmobilealliance.user-profile/users/")//user[civil-address/city="Seoul" and exists(hobbies/football)]




return <contact id="{data($u/@id)}">{$u/display-name}</contact>


]]>


</request>

</search>

</search-set>

2) Upon receiving an unauthorized HTTP POST the Aggregation Proxy chooses to authenticate the XDMC.

HTTP/1.1 401 Unauthorized

Server: XDM-proxy/OMA2.0

Date: Thu, 10 Aug 2006 10:50:33 GMT

WWW-Authenticate: Digest realm="xcap.example.com", nonce="47364c23432d2e131a5fb210812c", qop=auth-int

Content-Length: 0

3) The XDMC sends a HTTP POST request including the Authorization header to the Aggregation Proxy.

POST /org.openmobilealliance.search?target=org.openmobilealliance.shared-profile/users/ HTTP/1.1

Host: xcap.example.com

User-Agent: XDM-client/OMA2.0

Date: Thu, 10 Aug 2006 10:50:33 GMT

Authorization: Digest realm="xcap.example.com", nonce="47364c23432d2e131a5fb210812c", username="sip:joebloggs@example.com", qop=auth-int,
uri="http://xcap.example.com/resource-lists/users/sip:joebloggs@example.com/index", response="2c8ee200cec7f6e966c932a9242554e4", cnonce="dcd99agsfgfsa8b7102dd2f0e8b1", nc=00000001

X-3GPP-Intended-Identity: "sip:joebloggs@example.com"

Accept-Encoding: gzip

Content-Type: application/vnd.oma.search+xml

Content-Length: …

<?xml version="1.0" encoding="UTF-8"?>

<search-set 
xmlns="urn:oma:xml:xdm:search">

<search id="1234">


<request>



<![CDATA[




for $u in collection("org.openmobilealliance.user-profile/users/")//user[civil-address/city="Seoul" and exists(hobbies/football)]




return <contact id="{data($u/@id)}">{$u/display-name}</contact>


]]>


</request>

</search>
</search-set>

4) Based on the “org.openmobilealliance.search” AUID, the Aggregation Proxy forwards the search request to the Search Proxy.

POST /org.openmobilealliance.search?target=org.openmobilealliance.shared-profile/users/ HTTP/1.1

Host: xcap.example.com

User-Agent: XDM-client/OMA2.0

Date: Thu, 10 Aug 2006 10:50:33 GMT

X-3GPP-Intended-Identity: "sip:joebloggs@example.com"

Accept-Encoding: gzip

Content-Type: application/vnd.oma.search+xml

Content-Length: …

<?xml version="1.0" encoding="UTF-8"?>

<search-set 
xmlns="urn:oma:xml:xdm:search">

<search id="1234">


<request>



<![CDATA[




for $u in collection("org.openmobilealliance.user-profile/users/")//user[civil-address/city="Seoul" and exists(hobbies/football)]




return <contact id="{data($u/@id)}">{$u/display-name}</contact>


]]>


</request>

</search>
</search-set>

Note: If the “X-3GPP-Intended-Identity” is not included in the message (3), the Aggregation Proxy will include the “X-3GPP-Asserted-Identity” header.

5) Based on the string AUID included as parameter of the collection function in the XQuery request, the Search Proxy forwards the search request to the appropriate XDMS. When forwarding, the Search Proxy removes the “target” query parameter from the HTTP URI.
POST /org.openmobilealliance.search HTTP/1.1

Host: xcap.example.com

User-Agent: XDM-client/OMA2.0

Date: Thu, 10 Aug 2006 10:50:33 GMT

X-3GPP-Intended-Identity: "sip:joebloggs@example.com"

Accept-Encoding: gzip

Content-Type: application/vnd.oma.search+xml

Content-Length: …

<?xml version="1.0" encoding="UTF-8"?>

<search-set 
xmlns="urn:oma:xml:xdm:search">

<search id="1234">


<request>



<![CDATA[




for $u in collection("org.openmobilealliance.user-profile/users/")//user[civil-address/city="Seoul" and exists(hobbies/football)]




return <contact id="{data($u/@id)}">{$u/display-name}</contact>


]]>


</request>

</search>
</search-set>

6) After the XDMS has performed the search operation, the XDMS sends an HTTP “200 OK” response including the requested results in the body.

HTTP/1.1 200 OK

Server: XDM-serv/OMA2.0

Date: Thu, 10 Aug 2006 10:50:39 GMT


Content-Type: application/vnd.oma.search+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<search-set 
xmlns="urn:oma:xml:xdm:search">

<search id="1234">


<response>



<contact id="A@example.com"><display-name>Alex</display-name></contact>



<contact id="B@example.com"><display-name>Brian</display-name></contact>



<contact id="C@example.com"><display-name>Chris</display-name></contact>



<contact id="D@example.com"><display-name>David</display-name></contact>


</response>

</search>
</search-set>

7) The Search Proxy routes the response to the Aggregation Proxy.

HTTP/1.1 200 OK

Server: XDM-serv/OMA2.0

Date: Thu, 10 Aug 2006 10:50:39 GMT


Content-Type: application/vnd.oma.search+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<search-set 
xmlns="urn:oma:xml:xdm:search">

<search id="1234">


<response>



<contact id="A@example.com"><display-name>Alex</display-name></contact>



<contact id="B@example.com"><display-name>Brian</display-name></contact>



<contact id="C@example.com"><display-name>Chris</display-name></contact>



<contact id="D@example.com"><display-name>David</display-name></contact>


</response>

</search>
</search-set>

8) The Aggregation Proxy encodes (optionally) the content and routes the response back to the XDMC.

HTTP/1.1 200 OK

Server: XDM-serv/OMA2.0

Date: Thu, 10 Aug 2006 10:50:39 GMT


Content-Type: application/vnd.oma.search+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<search-set 
xmlns="urn:oma:xml:xdm:search">

<search id="1234">


<response>



<contact id="A@example.com"><display-name>Alex</display-name></contact>



<contact id="B@example.com"><display-name>Brian</display-name></contact>



<contact id="C@example.com"><display-name>Chris</display-name></contact>



<contact id="D@example.com"><display-name>David</display-name></contact>


</response>

</search>
</search-set>
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