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1 Reason for Change

This CR incorporates CONNR comments on OMA-TS-XDM_Shared_Policy-V2_0-20070215-D regarding Backward Compatibility PoCXDM: 

The comments included are the ones listed below.
	F002
	2007.01.24
	T
	0 - General
	Source: Ericsson.

Form: INP doc

Comment:  The Shared Policy XDMS is proposed to also contain the old PoC User Access Policy application usage. More information about how Shared Policy XDMS shall handle an XCAP request towards the PoC User Access Policy application usage is needed,

Proposed Change:  Add a new chapter “PoC User Access Policy “containing all information needed. For example that the Shared Policy XDMS shall regard a request towards the PoC group application usage as a request towards the User Access Policy application usage and do needed mapping if any.
	Status: 
Closed by OMA-PAG-2007-0171R02

	F006
	2007-01-24
	T
	0 - Whole document
	Source: Siemens

Form: OMA-REL-2007-0005

Comment: The backward compatibility with the PoCv1.0 XDMS is unclear. E.g. AUID is different, PoCv1.0 XDMS was one logical entity containing both PoC Groups and PoC User Access Policy with which PoCv1.0 Server had a single reference point, while the XDMv2.0 Shared Policy XDMS and XDMv2.0 Shared Group XDMS are two different entities.
	Status: 
See F002 Closed by OMA-PAG-2007-0171R02

	F021
	2007.01.24
	E
	4
	Source: NOKIA

Form: 

Comment: Hoe backward compatibility will be ensured?

Proposed Change: Add text to describe backward compatibility. 
	Status: 
See F002 Closed by OMA-PAG-2007-0171R02

	F026
	2007.01.24
	T
	5.1
	Source: Ericsson.

Form: INP doc

Comment:  As this application usage is common for many enablers it must be possible to specify rules that are valid only for one or a set of enabler but not all.

Proposed Change: Add new <conditions> child element. Check how/if <supported-services> element (today described in Shared Group XDMS) can be reused or modified to fit the need.


	Status:  
Ericsson Closed by OMA-PAG-2007-0171R02

	F039
	2007.01.24
	T
	5.1.3
	Source: Ericsson.

Form: INP doc

Comment: There is a need to also describe that enablers can do their own extensions. 

Proposed Change: Clarify
	Status: 
Ericsson Closed by OMA-PAG-2007-0171R02

	F054
	2007.01.24
	T
	5.1.7
	Source: NOKIA

Form: 

Comment: Only PoC has manual answer mode (IM don’t have). 

Proposed Change: Generalize semantics of <allow-invite> element.
	Status: 

 Closed by OMA-PAG-2007-0171R02

	F056
	2007.01.24
	T
	5.1.7
	Source: NOKIA

Form: 

Comment: with <allow-invite> it’s said that “The value is of an enumerated integer type”, but the values are not provided.

Proposed Change: provide values or delete sentence.
	Status: 

 Closed by OMA-PAG-2007-0171R02

	F059
	2007.01.24
	T
	5.1.7
	Source: Motorola

Form: OMA-REL-2007-0065

Comment: The description for the “pass” value of <allow-invite> mentions manual answer procedures, which is an undefined term.

Proposed Change: Reword the description to avoid using the term “manual answer procedures”, or add a definition for it.
	Status: 

 Closed by OMA-PAG-2007-0171R02


	F060
	2007.01.24
	T
	5.1.7
	Source: Ericsson'

Form: INP

Comment: The integer values associated with the enumerated type <allow-invite> are missing. In XML each type must have a value associated. Otherwise the parser will not be able to identify the type. 

Proposed Change: Specify integer value for the element.
	Status: 
 Closed by OMA-PAG-2007-0171R02

	F061
	2007.01.24
	T
	5.1.7
	Source: Ericsson.

Form: INP doc

Comment:  The semantics for “pass and “accept” are too PoC related. For IM they both mean that the SIP method shall be sent to the IM client. 

Proposed Change: Add that “pass” means the request shall be sent to the client for processing and that for certain enablers is also meant a certain processing at the client. 
Add similar information to the “accept” instruction.
	Status: 

Closed by OMA-PAG-2007-0171R02

	F062
	2007.01.24
	T
	5.1.7
	Source: Ericsson.

Form: INP doc

Comment:  The priority between “pass”, “reject” and “accept” is not logical. 
The priority ought to be “accept”, “ pass” and “ “reject” . 

The order in which the values of <allow-invite> are defined causes troubles when applying the combined permission rules of common-policy. 
‘reject,’ which provides the most privacy, does not have the lowest value, as required by common-policy draft. 
It should be investigated if it is possible to change the order of values, or break out ‘reject’ from the element and treat it separately. The goal should be to be able to apply or supersede a combined permission without breaking common-policy algorithms defined by IETF. The advantage would be that specification procedures do not have to specify and apply rules one-by-one and apply them in separate steps which otherwise is the case in PoC. It will also facilitate implementation of the rules.

The existing priority order will also cause problems in the IM enabler as the two value  "pass" and "accept" has the same mening "Send the SIP INVITE/MESSAGE to the IM Client". 
When the IM enabler is combining permissions it will get different result if "pass" or "accept" has been specified when it is compared with "reject".

To provide backward compatibility for such a solution Shared Policy XDMS must provide a converter to a PoC V1.0 XDM Client to which the old action element is valid.

Proposed Change: Change the priority order and specify that Shared Policy XDMS always shall contain a default document specifying “pass” for all users to be used in case a user has not yet specified a user defined document. Specify that a client can not remove the document, it can only change it. 
By doing like this the functionality of PoC1 will be maintained allowing PoC calls to proceed when a rule does not exist. 
Mapping procedure needs to be defined to make sure that a PoC1 client/server still can request the PoC User Access Policy without problems.
	Status: 

 Closed by OMA-PAG-2007-0171R02


This CR address three issues:
· It shall be possible to deploy Shared Policy XDMS in number of network scenarios.
·  A first scenario is that is already exist a PoC1 enabler in the network and Shared Policy XDMS is needed only to support the IM1 enabler.
· A second scenario is that PoC2 enabler and the IM 1 enabler is introduced in the network but it exists old PoC 1 clients that shall be able to address the User Access Policy stored in Shared Policy XDMS.
The proposed solution: Define a new AUID for Shared User Access Policy and make it possible for Shared Policy XDMS to support both AUID when needed and do mapping between them.
· A third scenario is that it already exist a PoC1 enabler in the network. When the IM1 Enabler is introduced the service provider wants that a user can have the same User access Policy document for both enablers.

· It shall be possible to define rules only valid for a PoC session.
Proposed solution: Add the <services> element as <conditions> child element making it possible to define an enabler unique rule.
· The <allow-invite> action element contains both generic information and PoC specific action. The <allow-invite> does not follow the ideas in Common-policy “pass” has lower priority the “block” that has lower priority than “accept”. As both “pass” and “accept” for IM means send the SIP message to the client it is very confusing that they have different priority compared with “block”.
Proposed solution: Split <allow-invite> into two “actions”<allow-block-request> and < allow-Auto-answermode> and define the mapping rules in the backwards compatibility chapter of the spec. The default action will be the same as <allow-invite>pass</allow-invite> has from a function point of view not changed, it is only the syntax how to describe “block” “pass” and “ “accept” that is changed. The order to check the actions element will be:First you check if the user is blocked, if not blocked you check which procedures to use to inform the client .For PoC it can be automatic answer mode or not., For IM today it is just to send the message in the future it can be other actions to select from. As we are changing the AUID value for user access policy we have know the possibility to include the handling of the new syntax in the backward compatibility procedures.
· It is define that Shared Policy XDMS can handle both the PoC User Access Policy Application Usage and the User Access Policy Application Usage and how mapping shall be done. For example must the <media> element be removed in case it indicates support for PoC version 1 media. If not removed a PoC 1 server will ignore such rule as it will not recognize the <media > element and is therefore not allowed to use that rule.
R01 Change 4 merge with input from OMA-PAG-2007-0227.
R02 <services> element handling changed causing two rules to be excluded. If PoC 1 client adds a rule it will be valid for all services and media.
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

New OMA-SUP-XSD-XDM is needed with the new action elements.

PoCv2 CP and IM 1 Spec needs to be updated to handled new <actions> elements.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Change the text according to detailed proposal.
6 Detailed Change Proposal

Change 1:  Update Section 4 Introduction

4 Introduction
This specification provides the Application Usage for the User Access Policy document. It reuses the PoC User Access Policy document structure described in [POC_XDM_V1]..

The Shared Policy XDMS (see [XDMAD]) is the logical repository for User Access Policy documents. The common protocol specified in [XDM_Spec] is used for access and manipulation of such policies by authorized Principals.
This specification defines also how to handle backwards compatibility with the PoC V1.0 enabler when the Shared Policy XDMS is introduced in the network.
Change 2:  Update Section 5.1.1 Structure
5.1.1 Structure
The User Access Policy document SHALL conform to the structure of the “ruleset” document described in [COMMONPOL], with the extensions and constraints given in this subclause.

The User Access Policy document makes use of the following two elements defined for the <rule> element in [COMMONPOL]: 

· <conditions>

· <actions>

NOTE 1: This specification does not define any value for the <transformations> element defined as a child of the <rule> element in [COMMONPOL]. This means that, if present, the Application Server in question ignores this element.

The <conditions> child element of any <rule> element:

a) MAY include the <identity> element, as defined in [COMMONPOL], except the sub-elements that are ignored as defined in [XDM_Spec] “Common Extensions”;

b) MAY include the <external-list> element, as defined in [XDM_Spec]  “Common Extensions”;

c) MAY include the <other-identity> element, as defined in [XDM_Spec]   “Common Extensions”;

d) MAY include the <anonymous-request> element, as defined in [XDM_Spec] “Common Extensions” ;
e) MAY include the <media> element, as defined in [XDM_Spec] “Common Extensions”;
f) MAY include the <services> element, as defined in [XDM_Spec] “Common Extensions”;

g) MAY include other elements from other namespaces for the purposes of extensibility.

The <actions> child element of any <rule> element:

a) MAY include the <allow-reject-invite> element;

b) MAY include the <allow-auto-answermode> element.
MAY include other elements from other namespaces for the purposes of extensibility.
Change 3:  Update Section 5.1.7 Data Semantics
5.1.7 Data Semantics

The User Access Policy document SHALL conform to the semantics for the “conditions” and “actions” described in [COMMONPOL] and [XDM_Spec] “Common Extensions”, with the additional extensions and clarifications given in this subclause.

The <allow-reject-invite> element defines the action the Application Server is to take when processing a communication request for a particular User. This element instructs the Application Server performing the terminating participant function to reject an incoming communication request. The value is of a Boolean type:



“false”
instructing the Application Server performing the terminating participant function to not to reject the communication request. This SHALL be the default value taken in the absence of the element;

“true”
instructing the Application Server performing the terminating participant function to reject the communication request using procedures as define the enabler.
The <allow-auto-answermode> element defines the action the Application Server performing the terminating participant function is to take when processing an automatic answer mode procedure for a particular User. The value is of a Boolean type:


“false”
instructing the Application Server performing the terminating participant function not to perform an automatic answer mode procedures as defined by the enabler. This SHALL be the default value taken in the absence of the element;
“true”
instructing the Application Server performing the terminating participant function to perform the automatic answer mode procedure as defined by the enabler.
.
Change 4:  Add new Section  7 
7   Backward compatibility towards the PoC User Access Policy Application Usage.

7.1 Procedures at the Shared Policy XDMS
If the Shared Policy XDMS allows access by PoCv1.0 Clients, the Shared Policy XDMS SHALL support the PoC User Access Policy Application Usage defined in [PoC_XDM_V1] “PoC User Access Policy”, with the clarifications given in this subclause.

The Shared Policy XDMS SHALL maintain, for each User, both the “pocrules” document of the PoC User Access Policy Application Usage and the “access-rules” document of the User Access Policy Application Usage.  There is a one-to-one correspondence between the “pocrules” and “access-rules” documents, and the contents of the documents at any point in time SHALL be syncronized as described below.

NOTE:
This does not imply that the Shared Policy XDMS must actually store the “pocrules” document, but must always be prepared to process requests against the “pocrules” document.
The  Shared Policy XDMS SHALL, when it receives an XCAP PUT request for the PoC User Access Policy Application Usage, apply the same modifications to the User Access Policy Application Usage with the following exceptions:

1) If the resulting “pocrules” document contains rule(s) with the <allow-invite> action set to “reject”, the corresponding rule(s) in the “access-rules” document:

a. SHALL contain the <allow-reject-invite> action set to “true”; and

b. SHALL NOT contain the <allow-auto-answermode> action.
2) If the resulting “pocrules” document contains rule(s) with the <allow-invite> action set to “accept”, the corresponding rule(s) in the “access-rules” document:

a. SHALL contain the <allow-auto-answermode> action set to “true”; and

b. SHALL NOT contain the <allow-reject-invite> action.
3) If the resulting “pocrules” document contains rule(s) with the <allow-invite> action set to “pass”, the corresponding rule(s) in the “access-rules” document

a. SHALL NOT contain the <allow-auto-answermode> action; and

b. SHALL NOT contain the <allow-reject-invite> action.
The  Shared Policy XDMS SHALL, when it receives an XCAP PUT request for the User Access Policy Application Usage, apply the same modifications to the PoC User Access Policy Application Usage with the following exceptions:

1) If the resulting “access-rules” document contains rule(s) with the <services> condition and <media> condition not specifying a  PoC v1.0 service/media the rule(s) SHALL be omitted from the “pocrules” document;

2) If the resulting “access-rules” document contains rule(s) with the <allow-reject-invite> action set to “true”, the corresonding rule(s) in the “pocrules” document SHALL contain the <allow-invite> action set to “reject”;

3) If the resulting “access-rules” document contains rule(s) with the <allow-auto-answermode> action set to “false”, the corresonding rule(s) in the “pocrules” document SHALL contain the <allow-invite> action set to “pass”;

4) If the resulting “access-rules” document contains rule(s) with the <allow-auto-answermode> action set to “true”, the corresonding rule(s) in the “pocrules” document SHALL contain the <allow-invite> action set to “accept”;

The Shared Policy XDMS SHALL, when it receives an XCAP request for an XML Documents Directory document as defined in [XDM_Spec] “XML Documents Directory”, include the “pocrules” document in addition to the “access-rules” document.
When responding to a request for the XCAP Server Capabilities as defined in [XDM_Spec] “XCAP Server Capabilities”, the Shared Policy XDMS SHALL include the XCAP Server Capabilities for the PoC User Access Policy Application Usage, in addition to the User Access Policy Application Usage.
7.2 Procedures at the Aggregation Proxy

The Aggregation Proxy SHALL forward XCAP requests for the PoC User Access Policy AUID to either the PoC XDMS or the Shared Policy XDMS based on local configuration. 

NOTE: An Aggregation Proxy forwards XCAP requests for the PoC User Access Policy AUID to the Shared Policy XDMS when the network supports PoC V2.0 or the PoC XDMS when the network supports PoC V1.0.
Change 5:  Add new section B.1 with the following new SCR item.
B.1 Shared Policy Application Usages of XDMS
	Item
	Function
	Reference
	Requirement

	Policy_XDM-BC-S-001-M
	Backward compatibility PoC User Access Policy Application Usage.
	8.1
	


Change 6:  Add new SCR table  
B.3 Aggregation Proxy
	Item
	Function
	Reference
	Requirement

	Policy_XDM-BCAP-S-001-M
	Backward compatibility Procedures at the Aggregation Proxy.
	8.2
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