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1 Reason for Change

This contribution deals with following review comments:

	E003
	2007.01.24
	T
	0 - General
	Source: Ericsson.

Form: INP doc

Comment: information about search in the group Application usage is missing.

Proposed Change:  Add information about search.
	Status: OPEN
Siemens will take care of all Search related comments
Done

	E105
	2007.01.24
	T
	5.1.11
	Source: NOKIA

Form: 

Comment: How authorization policy for open chat room is defined. It should be searchable, but not all information can be revealed to the requestor.

Proposed Change: 
	Status: OPEN
Duplicate E106

Siemens
Done

	E106
	2007.01.23
	
	5.1.11
	Source: Jaekwon Oh, Samsung, jaekwon.oh@samsung.com 

Form: email

Comment: Need to define the XQuery template for Shared Group application usage. Also, need to specify who is allowed to perform search request.

In order to easy search of “Chat Group”, it should be considered to have a new attribute that specify the intended attribute (either Chat or Prearranged) of Shared Group.

For this, consider reclassification of Shared Group into:

A. 'Join-in Group' (or ‘Chat group’) where a user need to join-in (or 'call-in' from the perspective of group server like poc server) for group communication.

  A-1) 'Public Join-in Group', where the allowed joining-in users include all anonymous users, either authenticated or unauthenticated, either anonymous or not.

  A-2) 'Authenticated Public Join-in Group', where the allowed joining-in users include all authenticated users, either anonymous or not.

  A-3) 'Prearranged Join-in Group', where the allowed joining-in users are those that are listed beforehand (under <list> element).

B. 'Call-out Group' where a user would get 'called-out' (or invited) for group communication. This should always be 'Prearranged Group' that contains the list members a priori.

Proposed Change: 
	Status: OPEN

Siemens
XQuery template defined

New element created

There is no clear way how to distinguish “Public” and “Authenticated Public” groups – decision is reserved for group owner. 

	E107
	2007.01.24
	T
	5.1.12 (New chapter)
	Source: NOKIA

Form: 

Comment: Is own chapter for Shared Group Search (Open Chat Group) needed in a same way as it has been defined in Shared Profile XDM Spec. Also example of search would be useful.

Proposed Change: Add new chapter and example.
	Status: OPEN

Siemens
Done


2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendation is to agree the changes proposed in chapter 6.

6 Detailed Change Proposal

5.1 Group

5.1.1 Structure

The Group document SHALL conform to the structure of the “group” document described in this sub‑clause. The schema definition is provided in section 5.1.3.

The <list-service> element: 

a) SHALL include a “uri” attribute representing the Group Identity;

b) MAY include any other attributes from any other namespaces for the purpose of extensibility;

c) MAY include a <display-name> element containing a human readable name of the Group;

d) MAY include a <list> element containing the Group Members;

e) MAY include an <invite-members> element indicating whether the Group Members will be invited;

f) MAY include a <max-participant-count> element;

g) MAY include a <ruleset> element representing the authorization policy associated with this Group;

h) MAY include a <subject> element containing a topic or description of the Group;

i) MAY include one or more <age-restrictions> elements indicating the allowed age or age-range(s) of a Participant;

j) MAY include a <session-active-policy> element describing the rules for determining whether a Group Session is allowed to become active or remain active;

k) MAY include an <automatic-group-advertisement> element indicating automatic sending of an Extended Group Advertisement message to Group Members;

l) MAY include a <supported-services> element containing supported services of the Group;

m) MAY include a <media> element containing supported media of the Group as defined in chapter 6.6.2.1 of [XDM_Spec];

n) MAY include a <qoe> element indicating the Quality of Experience Profile assigned to the Group;
o) MAY include <searchable> element indicating that Group Identity can be retrieved using Search Request;
p) MAY include any other elements from any other namespaces for the purposes of extensibility.

Each <list> element SHALL be composed of a sequence of zero or more elements, each of which is

a) an <entry> element, which SHALL contain the "uri" attribute set to a valid User Address, i.e. a SIP URI (as defined in [RFC3261]) or a TEL URI (as defined in [RFC3966]), and MAY contain the <display-name> child element, containing a human readable name of each Group Member, as defined in [XCAP_List]; or

b) an <external> element pointing to a URI List in the Shared List XDMS as defined in [XDM_Shared_List]. 

The structure of the <ruleset> element SHALL conform to [COMMONPOL]. Each <ruleset> element is composed of a sequence of zero or more <rule> elements.

The <conditions> child element of any <rule> element:

a) MAY include the <identity> element as described in  [COMMONPOL], except the sub-elements that are prohibited in [XDM_Spec] “Common Extensions”;

b) MAY include the <external-list> element as defined in [XDM_Spec] “Common Extensions”;

c) MAY include the <other-identity> element as defined in [XDM_Spec] “Common Extensions”;

d) MAY include the <is-list-member> element;

e) MAY include other elements from other namespaces for the purposes of extensibility.
Other types of <conditions> child elements described in [COMMONPOL] are not defined by this specification. This means that, if present, the Application Server performing the Group Session Controlling Function ignores such elements.

The <actions> child element of any <rule> element:

a) MAY include the <allow-conference-state> element;

b) MAY include the <allow-invite-users-dynamically> element;

c) MAY include the <join-handling> element;

d) MAY include the <allow-initiate-conference> element;

e) MAY include the <allow-anonymity> element;

f) MAY include the <is-key-participant> element;

g) MAY include the <allow-subconf> element;

h) MAY include the <allow-private-message> element;

i) MAY include the <add-media-handling> element;
j) MAY include the <remove-media-handling> element;
k) MAY include the <allow-expelling> element;
l) MAY include any other enabler specific <actions> child element defined by the enabler. (See the Appendix D for details).
The <age-restrictions> element SHALL include zero or more <age> child elements. Each <age> child element MAY contain the combination of the “from” and “until” attributes to specify an age or age interval.
The <session-active-policy> element:

a) MAY include a <max-duration> element representing the maximum allowed time duration of a Group Session;
b) MAY include a <required-participants> element representing who must participate for a Group Session to become active or remain active;
c) MAY include a <min-participant-count> element representing the minimum number of participants needed for a Group Session to become active or remain active;
d) MAY include a <schedule> element representing the allowed range of time for a Group Session to become active or remain active;

e) MAY include any other elements from any other namespaces for the purposes of extensibility.
The <required-participants> element SHALL contain a sequence of zero or more child elements, each of which is:

a) an <entry> element, which SHALL contain the "uri" attribute set to a valid User Address, i.e. a SIP URI (as defined in [RFC3261]) or a TEL URI (as defined in [RFC3966]), and MAY contain the <display-name> child element containing the user’s human readable name, as defined in [XCAP_List]; or

b) an <external> element pointing to a URI List in the Shared List XDMS as defined in [XDM_Shared_List].

The <schedule> element SHALL include zero or more <time-range> child elements. Each <time-range> child element MAY contain the combination of the “start-time” and “end-time” attributes to specify a time range.

The <supported-services> element 

a) SHALL include at least one of the following elements  per supported service: 

1. the <icsi> element indicating the IMS Communication Service Identifier;

2. the <iari> element indicating the IMS Application Reference Identifier;

b) MAY include any other elements from any other namespaces for the purposes of extensibility.

Change 1:  etc

i. Data Semantics

The value of the “uri” attribute in the <list-service> element SHALL represent a Group Identity.

The <list> element SHALL contain the Group Members.
The <invite-members> element SHALL indicate whether the Group Session Controlling Function will invite the Group Members to the Group Session. The possible values are:

“false”
represents the Join-in Group. The Application Server performing the Group Session Controlling Function will not invite the Group Members to the Group Session. This SHALL be the default value taken in the absence of the element.

“true”
represents the Pre-arranged  Group. The Application Server performing the Group Session Controlling Function will invite the Group Members identified by the <list> element.

The <max-participant-count> element SHALL indicate the maximum number of Participants in the Group Session. 

The <subject> element SHALL indicate the title or description for the Group.

The <session-active-policy> element SHALL describe the rules for determining whether a Group Session is allowed to become active or remain active.  Multiple child elements under the <session-active-policy> element SHALL be interpreted as logically ANDed.

The <age-restrictions> element SHALL indicate the allowed age or age span of a Participant in a Group Session. Each <age> child element SHALL indicate each of such allowed age or age span by the combination of “from” and “until” attributes. Those attributes represent the boundaries of an age interval. This interval denotes an acceptance of participation (i.e. a user whose age is within the interval is allowed to participate in the Group Session). The boundaries are inclusive (i.e. from 14 until 18 means that people of 14 and 18 are allowed to participate in the Group Session). A missing attribute means “any age”; e.g., <age from=”18”/> means that the age span is from 18 to any. A specific age can be specified by having the same value for both attributes; e.g., <age from=”20” until=”20>.  Multiple <age> child elements under the <age-restrictions> element denote multiple allowed ages or age spans, and SHALL be interpreted as logically ORed.

The <max-duration> element SHALL indicate the maximum allowed time duration in seconds of a Group Session.

The <required-participants> element SHALL contain a list of the Group Members who must participate for a Group Session to become active or remain active:

The <min-participant-count> element SHALL indicate the minimum number of Participants for a Group Session to become active or remain active.

The <schedule> element SHALL define the allowed range of time for a Group Session to become active or remain active. Each <time-range> child element SHALL indicate each of such allowed range of time by the combination of “start-time” and “end-time” attributes. These attributes represent the boundaries of the time range during which the Group Session can become active or remain active. A missing attribute means “any time”; e.g., <time-range start-time=“2006-12-01T09:00:00Z”/> means that the Group Session is allowed to become active at 2006-12-01 09:00:00 UTC and remain active indefinitely.  Multiple <time-range> child elements under the <schedule> element denote multiple allowed ranges of time, and SHALL be interpreted as logically ORed. 
The <supported-services> element SHALL indicate the supported services of the Group. 

The <automatic-group-advertisement> element indicates automatic sending of an Extended Group Advertisement message to Group Members. The possible values are:

“false”
instructs the Shared Group XDMS not to send an Extended Group Advertisement message to Group Members. This SHALL be the default value taken in the absence of the element. 

“true”
instructs the Shared Group XDMS to send an Extended Group Advertisement message to Group Members as described in Chapter 7. 

The <qoe> element SHALL indicate the Quality of Experience Profile associated to the Group. The <qoe> element SHALL contain only one child element. The following lists four possible values for the child elements, ordered from the lowest to the highest Quality of Experience Profile: 
<basic> 
represents the lowest Quality of Experience Profile, intended for Group Sessions with no special quality of experience expectation from its members; 

<premium>
represents a Quality of Experience Profile intended for Group Sessions with a quality of experience expectation from its members higher than the basic one; 
<professional>
represents a Quality of Experience intended for Group Sessions involved in special applications for professional use that have special and high quality of experience expectation;
<government>
represents the highest Quality of Experience Profile intended for Group Sessions with Group Members with special rights subject to applicable regulations who require priority access to the service and the highest available quality of experience.
NOTE 1: Other values of <qoe> child elements can be described in the future.

NOTE 2: How different applications prioritise different Quality of Experience Group Sessions data traffic is out of the scope of this specification (see [OMA-PoC-CP] and [OMA-PoC-SD] for an example of how OMA PoC performs this functionality).
The <searchable> element SHALL indicate Groups of which identity can be obtained using a Search operation. If included in the Group document, the Group identity of such Group MAY be included in the Search result when the Group matches to the Search criteria.
It is RECOMMENDED that only the Join-in Groups where all users are allowed to join-in are marked as searchable. The operator’s local policy MAY restrict the usage of <searchable> element.
The <is-list-member> “condition” element SHALL be used to match an identity against the contents of the <list> element.

The <join-handling> element SHALL define the action that the Application Server performing the Group Session Controlling Function is to take when processing a particular request to join a Group Session. 

The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to block the access to the Group Session. This SHALL be the default value taken in the absence of the element. 

“true”
instructs the Application Server performing the Group Session Controlling Function to accept the access to the Group Session. 

The <allow-initiate-conference> “action” SHALL be used to indicate that the identity matching this rule SHALL be allowed to initiate a Pre‑arranged Group Session. The possible values are:
“false”
instructs the Application Server performing the Group Session Controlling Function to prevent the user from initiating the Pre‑arranged Group Session. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to allow the user to initiate the Pre‑arranged Group Session.

The <allow-invite-users-dynamically> “action” SHALL be used to indicate that the identity matching this rule SHALL be allowed to invite additional participants. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to prevent the user from inviting additional participants. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to allow the user to invite additional participants.

The <allow-anonymity> “action” SHALL be used to indicate whether anonymity is allowed for a matching identity that is requesting anonymity. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to block an anonymous access to the Group Session. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to accept an anonymous access to the Group Session.

The <allow-conference-state> “action” SHALL be used to indicate that the identity matching this rule is allowed to subscribe to the “conference” event package. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to block the subscription to the “conference” event package. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to accept the subscription to the “conference” event package.

The <is-key-participant> “action” SHALL be used to indicate that the identity matching this rule is assigned the role of ”Distinguished Participant”. The semantics of the “Distinguished Participant” is described in enabler specific specifications, e.g., in case of PoC in [OMA-PoC-AD]. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to treat the User as a normal participant. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to treat the User as a Distinguished Participant. 

The <allow-subconf> “action” SHALL be used to indicate that the identity matching this rule is allowed to create sub-conferences. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to block the sub-conferences originated by the User. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to accept the subs conferences originated by the User.

The <allow-private-message> “action” SHALL be used to indicate that the identity matching this rule is allowed to use private messages in the conference. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to deny usage of private messages from the User. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to allow usage of private messages to the User.

The <add-media-handling> “action” SHALL be used to indicate which media types the identity matching this rule is allowed to initiate or add in the group communication. The possible child elements are: <audio>, <message>, <video>, <application> elements, etc. or combination of those elements. 

The <remove-media-handling> “action” SHALL be used to indicate that the identity matching this rule is allowed to remove an existing media stream from the active Group Session. The value is of an enumerated integer type, and the lowest value SHALL be the default value taken in the absence of the element. The possible values are:

“none”
instructs the Application Server performing the Group Session Controlling Function NOT to allow the User any media stream removal. This value is assigned the numeric value of 0.
“own”
instructs the Application Server performing the Group Session Controlling Function to allow the User the removal of media  stream which were previously initiated or added to the Session by the same User. This value is assigned the numeric value of 100. 

“any”
instructs the Application Server performing the Group Session Controlling Function to allow the User any media stream removal. This value is assigned the numeric value of 200.
“other”
for future extensibility.

NOTE: This action will apply for all Participants of the active Group Session, not only to the User removing media.
Editor's note: Other media stream removal policies, e.g. removal of media stream if the requestor is responsible for charges only, are FFS. 

The <allow-expelling> “action” SHALL be used to indicate that the identity matching this rule is allowed to expel other Users from the Group Session. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to block the request to expel other Users. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to accept the request to expel other Users.

NOTE 1: Additional enabler-specific semantics of the above “action” elements may be described in enabler-specific specifications.
Change 2:  etc

8.
Shared Group Search

The Shared Group XDMS MAY support search. If the search feature is supported, it SHALL be possible to search for Group Identities and following rules apply:

The Shared Group XDMS SHALL support a collection “org.openmobilealliance.groups/users/”, a collection “org.openmobilealliance.groups/users/[XUI]/” and a collection “org.openmobilealliance.groups/users/[XUI]/<document name>” as defined in [XDMSPEC] 

The basic XQuery expression [XDMSPEC] supported by the Shared Group XDMS SHALL be as follows:

xquery version "1.0";

declare default element namespace "urn:oma:xml:poc:list-service";

declare namespace ext="urn:oma:xml:xdm:group";

for $g in collection([Data_Source])/group/list-service/searchable

where [Condition]
return <group>{$g/@uri} {$g/display-name} {$g/ext:subject}</group> 

where:

[Data_Source] represents collection that SHALL be searched. In case that the value:

· “org.openmobilealliance.groups/users/” is used, the Search SHALL be executed over all Group documents stored in the Shared Group XDMS.
· “org.openmobilealliance.groups/users/[XUI]/” is used, the Search SHALL be executed over all Group documents stored in the home directory of the User identified by XUI.
· “org.openmobilealliance.groups/users/[XUI]/<document name>” is used, the Search SHALL be executed over the Group document identified by <document name>.
[Condition] represents a logical expression defined by XDMC. By default, the Condition MAY include only <subject> element, <display-name> element and “uri” attribute, all other XML elements/attributes are forbidden in the Condition.

Example of the Condition:


$g/ext:subject="Football"

The operator’s local policy MAY extend the above basic XQuery restrictions or define additional XQuery expressions supported by the Shared Group XDMS.

All Search Requests that does not comply with the basic XQuery expression as defined in this chapter or with operator’s local policy SHALL be responded with 409 error response code as defined by [XDMSPEC].












NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2007 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 9)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20070101-I]

© 2007 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 6 (of 9)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20070101-I]

