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1 Reason for Change

This contribution tries to solve following consistency review comments:

	E092
	2007.01.24
	T
	5.1.7 
	Source: RIM

Form: OMA-REL-2007-0073
Comment: Editor's note: Other media stream removal policies, e.g. removal of media stream if the requestor is responsible for charges only, are FFS
Proposed Change

:Resolve 
	Status: OPEN

	E101
	2007.01.24
	T
	5.1.7
	Source: Orange, nicolas.bellardie@orange-ftgroup.com

Form: IC

Comment: Address editor's note
	Status: OPEN

See 92


As there are no requirements for other media stream removal policies contribution propose to delete Editor’s note.

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
Approve proposed modifications to the Specification.

6 Detailed Change Proposal

5.1.7.3 Action Elements

The <allow-conference-state> “action” SHALL be used to indicate that the identity matching this rule is allowed to subscribe to the “conference” event package. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to block the subscription to the “conference” event package. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to accept the subscription to the “conference” event package.

The <allow-invite-users-dynamically> “action” SHALL be used to indicate that the identity matching this rule SHALL be allowed to invite additional participants. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to prevent the user from inviting additional participants. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to allow the user to invite additional participants.

The <join-handling> element SHALL define the action that the Application Server performing the Group Session Controlling Function is to take when processing a particular request to join a Group Session. 

The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to block the access to the Group Session. This SHALL be the default value taken in the absence of the element. 

“true”
instructs the Application Server performing the Group Session Controlling Function to accept the access to the Group Session. 

The <allow-initiate-conference> “action” SHALL be used to indicate that the identity matching this rule SHALL be allowed to initiate a Pre‑arranged Group Session. The possible values are:
“false”
instructs the Application Server performing the Group Session Controlling Function to prevent the user from initiating the Pre‑arranged Group Session. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to allow the user to initiate the Pre‑arranged Group Session.

The <allow-anonymity> “action” SHALL be used to indicate whether anonymity is allowed for a matching identity that is requesting anonymity. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to block an anonymous access to the Group Session. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to accept an anonymous access to the Group Session.

The <is-key-participant> “action” SHALL be used to indicate that the identity matching this rule is assigned the role of ”Distinguished Participant”. The semantics of the “Distinguished Participant” is described in enabler specific specifications, e.g., in case of PoC in [OMA-PoC-AD]. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to treat the User as a normal participant. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to treat the User as a Distinguished Participant. 

The <allow-subconf> “action” SHALL be used to indicate that the identity matching this rule is allowed to create sub-conferences. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to block the sub-conferences originated by the User. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to accept the subs conferences originated by the User.

The <allow-private-message> “action” SHALL be used to indicate that the identity matching this rule is allowed to use private messages in the conference. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to deny usage of private messages from the User. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to allow usage of private messages to the User.

The <add-media-handling> “action” SHALL be used to indicate which media types the identity matching this rule is allowed to initiate or add in the group communication. The possible child elements are: <audio>, <message>, <video>, <application> elements, etc. or combination of those elements. 

The <remove-media-handling> “action” SHALL be used to indicate that the identity matching this rule is allowed to remove an existing media stream from the active Group Session. The value is of an enumerated integer type, and the lowest value SHALL be the default value taken in the absence of the element. The possible values are:

“none”
instructs the Application Server performing the Group Session Controlling Function NOT to allow the User any media stream removal. This value is assigned the numeric value of 0.
“own”
instructs the Application Server performing the Group Session Controlling Function to allow the User the removal of media  stream which were previously initiated or added to the Session by the same User. This value is assigned the numeric value of 100. 

“any”
instructs the Application Server performing the Group Session Controlling Function to allow the User any media stream removal. This value is assigned the numeric value of 200.
“other”
for future extensibility.

NOTE: This action will apply for all Participants of the active Group Session, not only to the User removing media.


The <allow-expelling> “action” SHALL be used to indicate that the identity matching this rule is allowed to expel other Users from the Group Session. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to block the request to expel other Users. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to accept the request to expel other Users.

NOTE 1: Additional enabler-specific semantics of the above “action” elements may be described in enabler-specific specifications.
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