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1 Reason for Change

The purpose of this contribution is correct errors that have been introduced into the Shared Policy XDM Specification during consistency review.
NOTE TO EDITOR:  Yellow highlighted text indicates changes made to paragraph formatting.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the changes below for the latest version of the Shared Policy XDM TS.
6 Detailed Change Proposal

Change 1:  Node URI (and associated terms) is needed in definitions, since it is being used in section 5.1.6.  Also, answer mode definitions are added since they are being used in section 5.1.7.
3.2 Definitions

	Application Unique ID
	A unique identifier within the namespace of Application Unique IDs created by this specification that differentiates XCAP Resources accessed by one application from XCAP Resources accessed by another application.  (Source: [XCAP])

	Application Usage
	Detailed information on the interaction of an application with an XCAP Server. (Source: [XCAP])

	Automatic Answer Mode
	A mode of operation in which the client accepts a communication request without manual intervention from the User; Media is immediately played when received.

	Document Selector
	A sequence of path segments, with each segment being separated by a “/”, that identify the XML document within an XCAP Root that is being selected. (Source: [XCAP])

	Document URI
	The HTTP URI containing the XCAP Root and Document Selector, resulting in the selection of a specific document.  As a result, performing a GET against the Document URI would retrieve the document. (Source: [XCAP])

	Global Document
	A document placed under the Global Tree that applies to all users of that Application Usage.

	Global Tree
	A URI that represents the parent for all Global Documents for a particular Application Usage within a particular XCAP Root. (Source: [XCAP])

	Manual Answer Mode
	A mode of operation in which the client requires the User to manually accept the communication request before the communication session is established.

	Node Selector
	A sequence of path segments, with each segment being separated by a "/", that identify the XML node (element or attribute) being selected within a document. (Source: [XCAP])

	Node Selector Separator
	A single path segment equal to two tilde characters "~~" that is used to separate the document selector from the Node Selector within an HTTP URI. (Source: [XCAP])

	Node URI
	The HTTP URI containing the XCAP Root, Document Selector, Node Selector Separator and Node Selector, resulting in the selection of a specific XML node. (Source: [XCAP])

	Offline Communication Storage
	A data storage where communication sessions can be stored when User is offline e.g. User has not registered to the communication service.

	Principal
	An entity that has an identity, that is capable of providing consent and other data, and to which authenticated actions are done on its behalf. Examples of principals include an individual user, a group of individuals, a corporation, service enablers/applications, system entities and other legal entities. (Source: [OMA_DICT])

	URI List
	A list of URIs.

	User
	A User is any entity that uses the described features through the User Equipment.

	XCAP Resource
	An HTTP resource representing an XML document, an element within an XML document, or an attribute of an element within an XML document that follows the naming and validation constraints of XCAP. (Source: [XCAP])

	XCAP Root
	A context that includes all of the documents across all Application Usages and users that are managed by a server. (Source: [XCAP])

	XCAP Server
	An HTTP server that understands how to follow the naming and validation constraints defined in this specification. (Source: [XCAP])

	XCAP User Identifier
	The XUI is a string, valid as a path element in an HTTP URI, that is associated with each user served by the XCAP Server. (Source: [XCAP])


Change 2:  The <external-list> element may also contain a Node URI.  The new wording is taken from the Shared Group XDM specification.
5.1.6 Validation constraints

The User Access Policy document SHALL conform to the XML Schema described in subclause 5.1.3 “XML Schema”, with the additional validation constraints described in this sub-clause.

The “id” attribute of the <one> element SHALL contain a SIP URI or a TEL URI. 

If present, the “id” attribute of the <except> element SHALL contain a SIP URI or a TEL URI.

If the AUID value of the Document URI or Node URI proposed in an <external-list> element is other than “resource-lists”, the Shared Policy XDMS SHALL return an HTTP “409 Conflict” response which includes the XCAP error element <constraint-failure>. If included, the “phrase” attribute SHOULD be set to “Wrong type of shared list”.

If the XUI value of the Document URI or Node URI proposed in an <external-list> element does not match the XUI of the User Access Policy Document URI, the Shared Policy XDMS SHALL return an HTTP “409 Conflict” response, which includes the XCAP error element <constraint-failure>. If included, the “phrase” attribute SHOULD be set to “Access denied to shared list”.

Change 3:  The description of <allow-offline-storage> should mention the “allow” attribute, plus other changes and editorial corrections.
5.1.7 Data Semantics

The User Access Policy document SHALL conform to the semantics for the “conditions” and “actions” described in [RFC4745] and [XDM_Spec] “Common Extensions”, with the additional extensions and clarifications given in this subclause.

The <allow-reject-invite> element defines the action the Application Server is to take when processing a communication request for a particular User. This element instructs the Application Server performing the terminating participant function to reject an incoming communication request. The value is of a Boolean type:

 “false”
instructs the Application Server performing the terminating participant function not to reject the communication request. This SHALL be the default value taken in the absence of the element;

“true”
instructs the Application Server performing the terminating participant function to reject the communication request using procedures as defined by the enabler.

The <allow-auto-answermode> element defines the action the Application Server performing the terminating participant function is to take when processing an Automatic Answer Mode procedure for a particular User. The value is of a Boolean type:

“false”
instructs the Application Server performing the terminating participant function not to perform the Automatic Answer Mode procedures as defined by the enabler. This SHALL be the default value taken in the absence of the element;

“true”
instructs the Application Server performing the terminating participant function to perform the Automatic Answer Mode procedure as defined by the enabler.

The <allow-offline-storage> element defines the action the Application Server performing the terminating participant function is to take when processing a communication request for a particular User who is offline, and the type of Offline Communication Storage to be connected when the communication request is to be routed to an Offline Communication Storage. The <allow-offline-storage> element:

a) SHALL include the “allow” attribute to define the action the Application Server is to take when processing a  communication request for a particular User who is offline. The value is of a Boolean type:

"false"
instructs the Application Server not to route the communication request to the Offline Communication Storage when the User is offline. This SHALL be the default value of the attribute.

"true"
instructs the Application Server to route the communication request to the Offline Communication Storage when the User is offline. The type of Offline Communication Storage to 
be routed to is defined as a child element of the <allow-offline-storage> element.
b) MAY contain one or more elements from other namespaces defined by the enabler, which indicate the Offline Communication Storage types. 
The <prohibit-manual-answer-override> element defines the action the Application Server is to take when processing a communication request for a particular User and when the communication request contains a request to override the Manual Answer Mode procedure. The value is of a Boolean type:

"false"
instructs the Application Server to process the communication request using Automatic Answer Mode procedure as defined by the enabler. This SHALL be the default value taken in the absence of the element.

"true"
instructs the Application Server to reject the communication request.
Change 4:  Why are other Principals allowed to read the User Access Policy?  The authorization policy should simply be the default as described in the XDM Specification.
5.1.8 Authorization policies

The authorization policies SHALL be defined according to [XDM_Spec] “Authorization”.

Change 5:  Some formatting and editorial errors.

7.1
Procedures at the Shared Policy XDMS
If the Shared Policy XDMS allows access by PoCv1.0 Clients, the Shared Policy XDMS SHALL support the PoC User Access Policy Application Usage defined in [PoC_XDM_V1] “PoC User Access Policy”, with the clarifications given in this subclause.

The Shared Policy XDMS SHALL maintain, for each User, both the “pocrules” document of the PoC User Access Policy Application Usage and the “access-rules” document of the User Access Policy Application Usage.  There is a one-to-one correspondence between the “pocrules” and “access-rules” documents, and the contents of the documents at any point in time SHALL be syncronized as described below.

NOTE:
This does not imply that the Shared Policy XDMS must actually store the “pocrules” document, but must always be prepared to process requests against the “pocrules” document.
The  Shared Policy XDMS SHALL, when it receives an XCAP PUT request for the PoC User Access Policy Application Usage, apply the same modifications to the User Access Policy Application Usage with the following exceptions:

1) If the resulting “pocrules” document contains rule(s) with the <allow-invite> action set to “reject”, the corresponding rule(s) in the “access-rules” document:

a. SHALL contain the <allow-reject-invite> action set to “true”; and

b. SHALL NOT contain the <allow-auto-answermode> action.

2) If the resulting “pocrules” document contains rule(s) with the <allow-invite> action set to “accept”, the corresponding rule(s) in the “access-rules” document:

a. SHALL contain the <allow-auto-answermode> action set to “true”; and

b. SHALL NOT contain the <allow-reject-invite> action.

3) If the resulting “pocrules” document contains rule(s) with the <allow-invite> action set to “pass”, the corresponding rule(s) in the “access-rules” document

a. SHALL NOT contain the <allow-auto-answermode> action; and

b. SHALL NOT contain the <allow-reject-invite> action.

The  Shared Policy XDMS SHALL, when it receives an XCAP PUT request for the User Access Policy Application Usage, apply the same modifications to the PoC User Access Policy Application Usage with the following exceptions:

1) If the resulting “access-rules” document contains rule(s) with the <service-list > condition and <media-list> condition not specifying a PoC v1.0 service, the rule(s) SHALL be omitted from the “pocrules” document;

2) If the resulting “access-rules” document contains rule(s) with the <allow-reject-invite> action set to “true”, the corresponding rule(s) in the “pocrules” document SHALL contain the <allow-invite> action set to “reject”;

3) If the resulting “access-rules” document contains rule(s) with the <allow-auto-answermode> action set to “false”, the corresponding rule(s) in the “pocrules” document SHALL contain the <allow-invite> action set to “pass”;

4) If the resulting “access-rules” document contains rule(s) with the <allow-auto-answermode> action set to “true”, the corresponding rule(s) in the “pocrules” document SHALL contain the <allow-invite> action set to “accept”;

The Shared Policy XDMS SHALL, when it receives an XCAP request for an XML Documents Directory document as defined in [XDM_Spec] “XML Documents Directory”, include the “pocrules” document in addition to the “access-rules” document.
When responding to a request for the XCAP Server Capabilities as defined in [XDM_Spec] “XCAP Server Capabilities”, the Shared Policy XDMS SHALL include the XCAP Server Capabilities for the PoC User Access Policy Application Usage, in addition to the User Access Policy Application Usage.
Change 6:  Some editorial errors.

C.1.1 Obtaining User Access Policy document
Figure C.1 describes how the XDMC obtains the User Access Policy document. In this example, the XDMC is residing in a UE in the same domain as the Shared Policy XDMS. It is also assumed that the address of the Aggregation Proxy is “xcap.example.com” and the XCAP Root URI is “xcap.example.com/”.
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Figure C.1- XDM Client obtains User Access Policy document
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