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Reason for Change

This contribution addresses the following consistency review comments, in alignment with agreed contributions OMA-PAG-2007-0358R01, 359R01, and 360R02 for XDM v2 AD, XDM v2 MO TS, and XDM v2 Core TS, respectively: 
	ID
	Open Date
	Type
	Section
	Description
	Status

	A15.
	2007.05.28
	T
	2.1
	Source: Jackson Chan, Nortel Networks

Form: INP doc

Comment:  Reference to DM v1.2 is missing.

Proposed Change:  Should add reference to DM v1.2.  
	Status: OPEN / CLOSED

<provide response>

Jackson

	A38.
	2007may28
	T
	5.2
	Source: Enrique Izaguirre, Telefonica SA, leig@tid.es 

Form: INP doc

Comment: add reference to appropriate DM enabler. Write the sentence in a “positive” way.

Proposed Change: The presence service reuses reference point x of [DM1.2] to configure terminals with relevant data or something like that. 
	Status: OPEN / CLOSED

<provide response>

Jackson


Impact on Backward Compatibility

None.
Impact on Other Specifications

None.
Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

Recommendation

Agree to the changes shown below for the latest version of the Presence SIMPLE v2 Architecture Document. 
Detailed Change Proposal
2.1      Informative References

	OMA:
	

	[OMA CHARGING]
	“OMA Charging Architecture”, Version 1.0, Open Mobile Alliance(, OMA-AD-Charging-V1_0, URL: http://www.openmobilealliance.org

	[OMA DICT]
	“Dictionary for OMA Specifications”, Version 2.4, Open Mobile Alliance(, OMA-ORG-Dictionary-V2_4, URL: http://www.openmobilealliance.org

	
	

	[OMA DM_Bootstrap]
	“OMA Device Management Bootstrap”, Version 1.2, Open Mobile Alliance(, OMA-TS-DM_Bootstrap-V1_2, URL: http://www.openmobilealliance.org

	[OMA DM_ERELD]
	“Enabler Release Definition for OMA Device Management”, Version 1.2, Open Mobile Alliance(, OMA-ERELD-DM-V1_2, URL: http://www.openmobilealliance.org

	[OMA PRESRD]
	“OMA Presence SIMPLE 2.0 Requirements“, V2.0, OMA-RD-Presence_SIMPLE-V2_0,  Open Mobile Alliance™, URL: http://www.openmobilealliance.org/

	[OMA PROAD]
	“OMA Provisioning Architecture Overview” V1.1, OMA-WAP-ProvArch-V1_1, Open Mobile Alliance™, URL: http://www.openmobilealliance.org/

	[OMA PROCONT]
	“OMA Provisioning Content”, V1.1, OMA-WAP-TS-ProvCont-V1_1, Open Mobile Alliance™, URL: http://www.openmobilealliance.org/

	[OMA PROSEC]
	“OMA Provisioning Bootstrap”, V1.1, OMA-WAP-ProvBoot-V1_1, Open Mobile Alliance™,
URL: http://www.openmobilealliance.org/

	[OMA PROUA]
	“OMA Provisioning User Agent Behaviour”, OMA-WAP-ProvUAB-V1_1, V1.1, Open Mobile Alliance™, URL:http://www.openmobilealliance.org/

	[OMA XDMAD]
	“OMA XML Document Management (XDM) Architecture, V 2.0”, OMA-AD-XDM-V2_0,  Open Mobile Alliance™, URL: http://www.openmobilealliance.org/

	IETF:
	

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, RFC 2119, (http://www.ietf.org/rfc/rfc2119.txt)

	[RFC2778]
	“A Model for Presence and Instant Messaging”, M. Day et al., February 2000, RFC 2778, (http://www.ietf.org/rfc/rfc2778.txt) 

	[RFC3261]
	“SIP: Session Initiation Protocol”, Rosenberg et al, June 2002, RFC 3261, (http://www.ietf.org/rfc/rfc3261.txt)

	[RFC3265]
	“Session Initiation Protocol (SIP)-Specific Event Notification”, A.B. Roach, June 2002, RFC 3265, (http://www.ietf.org/rfc/rfc3265.txt)

	[RFC3856]
	“A Presence Event Package for the Session Initiation Protocol (SIP)”, J. Rosenberg, August 2004, RFC3856, (http://www.ietf.org/rfc/rfc3856.txt)

	[RFC3857]
	“A Watcher Information Event Template-Package for the Session Initiation Protocol (SIP)”, J. Rosenberg, August 2004, RFC 3857, (http://www.ietf.org/rfc/rfc3857.txt)

	[RFC3863]
	“Presence Information Data Format (PIDF)”, H.Sugano et al., August 2004, RFC 3863, (http://www.ietf.org/rfc/rfc3863.txt)

	[RFC3903]
	“Session Initiation Protocol (SIP) Extension for Event State Publication”, A. Niemi, October 2004, RFC 3903, (http://www.ietf.org/rfc/rfc3903.txt)

	[RFC4483]
	“A Mechanism for Content Indirection in Session Initiation Protocol (SIP) Messages”, E. Burger et al, May 2006, RFC4483, (http://www.ietf.org/rfc/rfc4483.txt)

	[RFC4662]
	“A Session Initiation Protocol (SIP) Event Notification Extension for Resource Lists”, A. B. Roach et al, August 2006, RFC 4662, (http://www.ietf.org/rfc/rfc4662.txt)

	3GPP / 3GPP2.
	

	[3GPP TS 23.141]
	 “Presence Service; Architecture and functional description”, 3GPP TS 23.141, Release 6

	[3GPP TS 23.228]
	“IP Multimedia Subsystem (IMS); Stage 2”, 3GPP TS 23.228, Release 6  

	[3GPP TS 24.141]
	“Presence service using the IP Multimedia (IM) Core Network (CN) subsystem; Stage-3“, 3GPP TS 24.141, Release 6

	[3GPP TS 33.222]
	“Generic Authentication Architecture (GAA);

Access to network application functions using Hypertext Transfer Protocol over Transport Layer Security (HTTPS)” 3GPP TS 33.222, Release 6

	[3GPP2 S.S0114-0]
	“Security Mechanisms using GBA”, Version 1.0, 3GPP2, 2006

	[3GPP2 X.P0027-003-0]
	“Presence Service using IP Multimedia Core Network Subsystem; Stage 3”, Revision 0, Version 1.0, 3GPP2

Note: 3GPP2 Work in progress

	[3GPP2 X.S0013-002-A]
	“All-IP Core Network Multimedia Domain:  IP Multimedia Subsystem - Stage 2”, Revision A, Version 1.0, 3GPP2

	[3GPP2 X.S0027-001-0]
	“Presence Service; Architecture and functional description”, Revision 0, Version 1.0, 3GPP2


5.2   Collaboration with Device Management

The Device Management Enabler can be utilised to configure terminals with relevant data.  The Presence EService uses the DM-1 reference point to configure the terminal, using mechanisms specified in [OMA DM_Bootstrap] and [OMA DM_ERELD].

6.1.3.21     Reference Point DM-1: DM Client – DM Server

The DM-1 reference point is described in [OMA DM_Bootstrap] and [OMA DM_ERELD]. The presence Enabler will define the presence configuration object(s).

6.1.9      Presence Service Provisioning

The Presence Service provider can set up the Presence Service configurations remotely in the terminal device by using the device management mechanism specified in [OMA PROAD]. The updates of the Presence Service configurations are remotely performed in the terminal device by using [OMA DM_Bootstrap] and [OMA DM_ERELD].

A UE running the Presence Watcher and Presence Source functions, compliant with [OMA PROUA] is able to receive the contents sent by service provider. The exact syntax and definition of parameters needed for Presence Enabler are specified in [OMA PROCONT]. The bootstrap mechanism defined in [OMA PROSEC], [OMA DM_Bootstrap], and [OMA DM_ERELD] is used to enhance the security of the provisioning.
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