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1 Reason for Change

This contribution amends the associated data specification (DDS) to include a new Presence Information Element known as ‘Session-Acceptance. 
This new element is needed to resolve PoC CONRR comments D800 and D802 related to the Editor’s Note in Appendix C of the PoC Control Plane specification. This Editor’s Note relates to the format for Publication and storage of the PoC Client Answer Mode which it was agreed during discussions at the PoC-PAG joint meeting in Washington DC at the end of 2006 should use the new Presence extension mechanism. 

This new element has been generalized rather than be defined as a purely PoC Specific Presence element as it is believed that it will further enhance a presentity, by allowing it to publish more detail regarding its state in regards to many communication services.  That is, the presentity may provide an indication to the watcher of its ability to accept a session initiation for the given service, without direct intervention by the user. This capability is potentially useful for communication services other than PoC.
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

OMA-TS-PoC-ControlPlane-V2_0
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendation is to amend the data specification to include the “Session-Acceptance” Presence Information Element.
6 Detailed Change Proposal

Change 1:  PIDF Session-Acceptance Package 
6.1 PIDF extension package: Session-Acceptance
6.1.1 Extension Package overview

Presence, as detailed in [PRES TS], defines a collection of Presence Information Elements that are required to support the Presence enabler and its semantics.  This includes a user’s willingness to communicate over a specific device and communications type, their availability, mood, etc.  An important aspect of presence ‘state’ information is currently missing from the specification.  The “Session-Acceptance” Extension Package relates to a users ability to automatically accept an incoming session (or request to communicate) for a given service.

The  “Session-Acceptance” Extension Package includes a single Presence Information Element called “Session-Acceptance”, which provides an indication of whether a user will accept an incoming session for a given service.  The indicator allows the user to specify whether the acceptance of the inbound session is automatic (i.e. no user interaction is required to accept the inbound session) or whether the inbound session requires the user to manually accept/reject the invitation to communicate for the given service.

The "Session-Acceptance" may be specific per Inviting PoC User (watcher), so the authorization rules need to be set up appropriately. The PoC User Access Policy tells which Inviting PoC User's (= watcher) PoC Session will be treated in the Automatic Answer Mode, so the authorization rules for the "Session-Acceptance" has to be the same as in the (PoC) User Access Policy.
6.1.2 Example presence document

A sample XML document is presented below.  

Presence Document describing: 

· PoC-Session Specific Availability: Available/Registered/ISB not activated

· PoC-Session Specific Willingness: Willing
· PoC-Session Session Acceptance: Automatic
· PoC Specific Session Participation: Not Engaging
· Device Identifier: urn:uuid: 48662e19-5fbf-43fc-a2fd-d23002787599
<?xml version="1.0" encoding="UTF-8"?>

<presence xmlns="urn:ietf:params:xml:ns:pidf"

          xmlns:pdm="urn:ietf:params:xml:ns:pidf:data-model"
          xmlns:rpid="urn:ietf:params:xml:ns:pidf:rpid"
          xmlns:op="urn:oma:xml:prs:pidf:oma-pres"
          xmlns:ss="urn:oma:xml:prs:pidf:oma-pres-sa"

          xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" 

             entity="sip:someone@example.com">

     <tuple id="a1232">

       <status>

         <basic>open</basic>

       </status>

       <op:willingness>

         <op:basic>open</op:basic>

       </op:willingness>
       <ss:session-acceptance>

          <ss:mode>auto</ss:mode>

       </ss:session-acceptance>

       <op:session-participation>

          <op:basic>closed</op:basic>

       </op:session-participation>

       <op:registration-state>active</op:registration-state>

       <op:barring-state>terminated</op:barring-state>

       <op:service-description>

         <op:service-id>org.openmobilealliance:PoC-Session</op:service-id>
         <op:version>1.0</op:version>

       </op:service-description>

       
<pdm:deviceID>urn:uuid:48662e19-5fbf-43fc-a2fd-d23002787599</pdm:deviceID>

       <contact>sip:someone@example.com</contact>

       <timestamp>2005-02-21T16:25:56Z</timestamp>

     </tuple>

     <pdm:device id="a1233">

<pdm:deviceID>urn:uuid:48662e19-5fbf-43fc-a2fd-d23002787599</pdm:deviceID>

       <pdm:timestamp>2005-02-21T16:25:56Z</pdm:timestamp>

     </pdm:device>
</presence>
6.1.3 Presence Information Element semantics
6.1.3.1 Session-Acceptance
6.1.3.1.1 Description
The “Session-Acceptance” building block is an indicator of how a user is to deal with an inbound session relating to a specific service (e.g. a paging session).  The definition of a “session” cannot be described in a “generic” manner, as it depends on the semantics of the specific enabler. As such the “Session-Acceptance” building block is defined in a generic, extensible way. Each enabler that needs to support this element needs to elaborate the semantics of this building block in further details.  The acceptance of a session indicates to the watcher that the presentity will either automatically allow a request to communicate (without any involvement by a user) OR a user will be requested (by the service) to manually make a ‘request time decision’ as to whether they will accept/reject the request to communicate. 
6.1.3.1.2 Mapping to presence data model
The “Session-Acceptance” building block is part of  the “service” component according to the presence data model.
6.1.3.1.3 Mapping to PIDF
The “Session-Acceptance” building block SHALL be mapped to PIDF as following: <tuple>( <session-acceptance>( <mode>( auto/manual, and  <service-description>.
The <session-acceptance> element is defined in section 6.1.4.

The <service-description> element is defined in [PRES TS].
6.1.3.1.4 Watcher Processing 
Watcher Processing SHALL be performed as described in “Presence information processing” of [PRES TS].
6.1.3.1.5 Limitations
If the specific enabler using this element has a policy for the users authorized for automatic session acceptance, the Presence Authorization Rules in the Presence Server SHOULD be set up appropriately to provide the actual value of the "Session-Acceptance" element only to those watchers authorized for the automatic session acceptance by the specific enabler.  For those watchers only authorized for manual session acceptance, the value of the “Session-Acceptance” element provided SHOULD be “manual” regardless of the actual value of the “Session-Acceptance” element.
6.1.4 PIDF extension elements

6.1.4.1 <session-acceptance>

The <session-acceptance> element is an extension to PIDF that is used to describe the “Session-Acceptance” building block. The <session-acceptance> element SHALL be used as a child element of the <tuple> element as defined in [PIDF]. 

The <session-acceptance> element SHALL include at least the <mode> element. The <mode> element has either:
· the value “auto” indicating that the particular presentity will automatically accept an incoming session for the given service; or
· the value “manual” indicating that the presentity must make a ‘request time decision’ and manually accept/reject the incoming session for the given service.
6.1.5 PIDF extension attributes

6.1.6 XML Schema

<xs:schema targetNamespace="urn:oma:xml:prs:pidf:oma-pres-sa" 

                     xmlns="urn:oma:xml:prs:pidf:oma-pres-sa"

                     xmlns:xs="http://www.w3.org/2001/XMLSchema"

                     elementFormDefault="qualified"

                     attributeFormDefault="unqualified">

<!-- This import brings in the XML language attribute xml:lang-->

<xs:import namespace="http://www.w3.org/XML/1998/namespace"   

      schemaLocation="http://www.w3.org/2001/xml.xsd"/>

<xs:simpleType name="modeType">

    <xs:annotation>

        <xs:documentation>

  Enumerated values based on header-values defined in draft-ietf-sip-answermode-04

        </xs:documentation>

    </xs:annotation>

    <xs:restriction base="xs:string">

        <xs:enumeration value="auto"/>

        <xs:enumeration value="manual"/>

    </xs:restriction>

</xs:simpleType>

<xs:element name="session-acceptance">

    <xs:complexType>

        <xs:sequence>

            <xs:element name="mode" type="modeType" minOccurs="0"/>

            <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

        </xs:sequence>

        <xs:anyAttribute namespace="##other" processContents="lax"/>

    </xs:complexType>

</xs:element>
</xs:schema>
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