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1 Reason for Change

The PRS 2.0 requirements must be updated prior to consistency review, to reflect what is actually supported by the consistency review version of the enabler.
The following requirements are deleted:

· FEAT-PUB-012 & 013: Redundant with FEAT-PUB-009 & 010.
· FEAT-SUB-008: Very similar to FEAT-SUB-034.  However, 008 mentions “suppressing the generation” of notifications (i.e. function of Presence Server) while 034 mentions “selectively delivering” notifications.  The latter seems to more accurately describe the intention of the requirement.
· FEAT-SUB-030:  Very similar to FEAT-SUB-005, which was kept in favour of 030 to maintain the grouping of requirements 004 – 007 (i.e. all are watcher-specified conditions for generating and sending notifications)
· FEAT-PREF-009: Appears to be out-of-scope of the enabler.

The following requirement is modified:

· FEAT-PUB-005: SHALL changed to MAY, in order to be consistent with the specifications.
The following requirements are deferred to a future release, since they are not supported by the consistency review version of the enabler:

· FEAT-DEL-003: This has a dependency on XDM delegation which is a feature planned for XDM 2.1.
· RED highlighted requirements: Currently not supported in the specifications.  By the end of the Madrid meeting, this CR may be updated to propose deferring one or more of the requirements highlighted in red, according to the action plan agreed by PAG in OMA-PAG-2007-0645R02-INP_PRS2_Work_Planning in order to meet the target date for initiating consistency review.
NOTES:

· GREEN highlighted requirements are already included in PRS 2.0 specifications, although there may be bugs or open issues (identified by editor’s notes).

· YELLOW highlighted requirement is included in PRS 2.0 specifications, but has a dependency on an expired IETF draft.

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the changes below for the latest version of the Presence SIMPLE V2.0 RD.

6 Detailed Change Proposal

Change 1:  6.1.3.1 Publish
	Label
	Description
	Enabler Release

	FEAT-PUB-001
	The Presence Service and Presence Sources SHALL support the publication of Presence Information.
	PRESENCE 1.0

	FEAT-PUB-002
	The Presence Service SHOULD support the publication of Presence Information on behalf of other Presentities (refer to Delegation Section).
	PRESENCE 2.0

	FEAT-PUB-003
	The Presence Service SHALL support the aggregation and storage of multiple presence elements for each Presentity.
	PRESENCE 1.0

	FEAT-PUB-004
	The Presence Service SHALL support the publication of one or more presence elements at a time.
	PRESENCE 1.0

	FEAT-PUB-005
	The Presence Service MAY support the retrieval of Presence Information from Presence Sources (network entities, users agents, etc.) either ad-hoc (i.e. if Presence Server receives a presence subscription request and the requested Presence Information is not available, then Presence Server retrieves Presence Information from Presence Source) or on a periodic basis 
	PRESENCE 2.0

	FEAT-PUB-006
	The Presence Service MAY support a mechanism to dynamically regulate the rate of publications on a per Presentity basis.
	PRESENCE 2.0

	FEAT-PUB-007
	The Presence Service SHALL support the reception of Presence Information from authorized Presence Sources (network entities, Subscribers, etc.)
	PRESENCE 1.0

	FEAT-PUB-008
	More than one Presence Source MAY publish the same presence elements on behalf of a Presentity. (refer to Delegation Section)
	PRESENCE 1.0

	
	The Presence Service SHALL support a mechanism to define and enforce publication authorization rules. 

These rules SHALL be able to specify at least:
	

	FEAT-PUB-009
	1) Which Presentities each Presence Source is allowed to publish for
	PRESENCE 2.0

	FEAT-PUB-010
	2) For each authorized Presence Source and Presentity combination (as per the previous bullet item), which Presence Information the Presence Source is allowed to publish
	PRESENCE 2.0

	FEAT-PUB-011
	The Presence Service and Presence Sources MAY support the publication of persistent Presence Information.
	PRESENCE 2.0

	
	

	

	
	1) 
	

	
	2) 
	

	
	The Presence Service SHALL support optimization of traffic between Presence Source and Presence Server based upon criteria that is:
	

	FEAT-PUB-014
	a) Activation/deactivation of publications per Presentity
	PRESENCE 2.0

	FEAT-PUB-015
	b) Activation/deactivation of publications per subset of Presence Information on a Presentity basis
	PRESENCE 2.0

	
	Optimization criteria for reducing presence publications traffic MAY include:
	

	FEAT-PUB-016
	a) Existence of Watchers
	PRESENCE 2.0

	FEAT-PUB-017
	b) Watcher-specified preferences
	PRESENCE 2.0


Table 4: Features Requirements – Publish Items

Change 2:  6.1.3.2 Subscribe
	Label
	Description
	Enabler Release

	FEAT-SUB-001
	Watchers SHALL be able to request the Presence Information of presentities (including lists that represent multiple presentities).
	PRESENCE 1.0

	FEAT-SUB-002
	Watchers SHALL be able to request that Notifications are sent on a subscription basis when there is new or modified Presence Information.
	PRESENCE 1.0

	FEAT-SUB-003
	Watchers SHALL be able to request the Presence Information of Presentities (including lists that represent multiple Presentities) on Subscription basis, where Notifications are sent periodically, i.e., at regular intervals.
	PRESENCE 2.0

	FEAT-SUB-004
	Watchers SHOULD be able to specify one or more conditions upon which presence Notifications are generated and sent to them. These conditions SHOULD include at least: 


	

	FEAT-SUB-004
	1) specific changes in presence status of a Presentity or list of Presentities;
	PRESENCE 1.0

	FEAT-SUB-005
	2) time constraint conditions, such as buffering or throttling mechanisms;
	PRESENCE 2.0

	FEAT-SUB-006
	3) a condition whether the current state of Presence Information should be delivered upon successful initial Subscription, Subscription refresh or Subscription termination;
	PRESENCE 2.0

	FEAT-SUB-007
	4) a condition on which the Presence Information from a list of Presentities should be delivered.
	PRESENCE 2.0

	
	5) 
	

	FEAT-SUB-009
	Watchers SHALL be able to specify that a particular Subscription generates full or partial (i.e. incremental) Notifications.
	PRESENCE 1.0

	FEAT-SUB-010
	Presence subscriptions SHALL have an expiration time (a.k.a. duration). When the duration of a Subscription elapses, the Subscription is terminated.
	PRESENCE 1.0

	FEAT-SUB-011
	The Presence Service SHALL notify a subscribed Watcher when their Subscription expires, unless the subscribed Watcher requested not to receive such Notifications.
	PRESENCE 1.0

	FEAT-SUB-012
	The Presence Service SHALL provide the means for a subscribed Watcher to renew a Subscription before it expires.
	PRESENCE 1.0

	FEAT-SUB-013
	The Presence Service SHALL provide a mechanism for the subscribed Watcher to request a particular Subscription duration, which MAY be overridden by the Presentity’s preferences or configuration parameters of the Presence Service provider. The Presence Service SHOULD define a recommended Subscription expiration time for the Subscribed-watchers.
	PRESENCE 1.0

	FEAT-SUB-014
	The Presence Service SHALL provide a mechanism to cancel a subscribed Watcher’s Subscription.
	PRESENCE 1.0

	FEAT-SUB-015
	The Presence Service SHALL provide a mechanism that can be used to notify a subscribed Watcher of the cancellation of their Subscription, subject to the preferences of the Presentity (see next requirement).
	PRESENCE 1.0

	FEAT-SUB-016
	The Presence Service SHALL provide a mechanism to allow a Presentity to suppress a notification to a Watcher regarding a cancelled Subscription.
	PRESENCE 1.0

	FEAT-SUB-017
	A Presentity  SHALL have the ability to decide whether to accept or deny incoming presence Subscription requests as those arrive.  This is named reactive authorization.
	PRESENCE 1.0

	FEAT-SUB-018
	A Presentity SHALL have the ability to define rules that will determine if future incoming Subscription requests are accepted or denied. This is named proactive authorization.
	PRESENCE 1.0

	FEAT-SUB-019
	A Presentity SHALL have the ability to decide during the reactive authorization procedure to enable the Watcher for proactive authorization for future requests.
	PRESENCE 1.0

	FEAT-SUB-020
	A Presentity SHALL determine which potential Watchers or groups of Watchers (e.g. friends, family) shall be proactively authorized to receive his/her Presence Information.
	PRESENCE 1.0

	FEAT-SUB-021
	A Presentity SHALL determine which potential Watchers or groups of Watchers (e.g. work mates) shall be reactively authorized in order to receive his/her Presence Information.
	PRESENCE 1.0

	FEAT-SUB-022
	A Presentity MAY be provided with information related to the Watchers that request his/her Presence information (e.g. his/her photo, name, MSISDN, free text etc).
	PRESENCE 1.0

	FEAT-SUB-023
	A subscribing Watcher SHALL be notified as to whether the requested Subscription was accepted or denied.
	PRESENCE 1.0

	FEAT-SUB-024
	A Presentity MAY deny an incoming Subscription, while indicating it accepted it (polite blocking).
	PRESENCE 1.0

	FEAT-SUB-025
	The Presence Service SHALL provide the means to enable Presentities be notified of any requests (whether ad-hoc, Subscription-based, or otherwise) for their Presence Information.
	PRESENCE 1.0

	FEAT-SUB-026
	The Presence Service SHALL provide the means to enable Presentities be notified of any subscriptions to their Presence Information that have just expired.
	PRESENCE 1.0

	FEAT-SUB-027
	A presentity SHALL be able to authorize a Watcher to retrieve its Presence Information, via one or more of the mechanisms described here, on behalf of another Watcher.
	PRESENCE 2.0

	FEAT-SUB-028
	It SHALL be possible for a Watcher to request that they receive a particular subset of a Presentity’s Presence Information, subject to the Presentity’s preferences.
	PRESENCE 1.0

	FEAT-SUB-029
	It SHALL be possible for a Watcher or a Presentity to perform Subscription-related operations in bulk, i.e. where the target is more than one Presentity or Watcher respectively.
	PRESENCE 1.0

	
	
	

	FEAT-SUB-031
	Presence Service SHALL support One-time Event Subscription and Notification
	PRESENCE 1.0

	FEAT-SUB-032
	Watchers MAY be able to make One-time Event Subscription to Presence Service
	PRESENCE 1.0

	FEAT-SUB-033
	Watchers MAY be able to request the Presence Server to pull Presence Information from Presence Source (i.e. force a refresh).
	PRESENCE 2.0

	FEAT-SUB-034
	Watchers MAY be able to request Notifications to be selectively delivered upon the state of their presence status.
	PRESENCE 2.0

	FEAT-SUB-035
	The Presence Service SHALL allow the Presentity to retrieve his/her own full set of Presence Information
	PRESENCE 1.0

	FEAT-SUB-036
	The Presence Service SHALL provide mechanisms to limit the number of Subscriptions requested by a Watcher.
	PRESENCE 1.0

	FEAT-SUB-037
	The Presence Service SHALL provide mechanisms to limit the number of simultaneous Subscriptions per Presentity.
	PRESENCE 2.0


Table 5: Features Requirements – Subscribe Items

Change 3:  6.1.3.3 Notify

	Label
	Description
	Enabler Release

	FEAT-NOT-001
	The Presence Service SHALL be able to generate asynchronous Notifications in response to subscribed-to events.
	PRESENCE 1.0

	FEAT-NOT-002
	The Presence Service SHALL support a mechanism such the order of transmitted Notifications can be maintained
	PRESENCE 1.0

	FEAT-NOT-003
	The Presence Service MAY cancel a Subscription, if the Notifications pertaining to that Subscription are undeliverable.
	PRESENCE 1.0

	FEAT-NOT-004
	It MAY be possible for the Presence Service to buffer or otherwise store Notifications, so that the subscribed Watcher, in lieu of asynchronous Notifications, can retrieve them.
	PRESENCE 2.0

	FEAT-NOT-005
	It MAY be possible to retrieve buffered Notifications pertaining to more than one Presentity in bulk.
	PRESENCE 1.0

	FEAT-NOT-006
	The Presence Service MAY buffer received Notifications from a list of Presentities and deliver those when some specified conditions are met.
	PRESENCE 2.0

	FEAT-NOT-007
	The Presence Service SHOULD ensure that buffered received Notifications from a list of Presentities are delivered within an acceptable timeframe.
	PRESENCE 2.0


Table 6: Features Requirements – Notify Items

Change 4:  6.1.3.4 Preferences
	Label
	Description
	Enabler Release

	FEAT-PREF-001
	Presentities SHALL be able to control how their Presence Information is disseminated
	PRESENCE 1.0

	FEAT-PREF-002
	Presentities SHALL be able to define policies such that the Presence Service disseminates different information to individual Watchers or groups of Watchers.
	PRESENCE 1.0

	FEAT-PREF-003
	The defined policies SHALL cover the possibility of anonymous or unauthenticated Watchers.
	PRESENCE 1.0

	FEAT-PREF-004
	It SHALL be possible to define default policies that apply to Watchers that do not fall in any of the specified groups.
	PRESENCE 1.0

	FEAT-PREF-005
	It SHALL be possible to apply a policy to a particular Watcher, to a particular request, or to a particular request type.
	PRESENCE 1.0

	FEAT-PREF-006
	For each said Watcher or group of Watchers, presentities SHALL be able to define policies such that the Presence Service will reveal all their Presence Information, a subset of their Presence Information, or any other information (whether that is true or not), fully or partially based on their Presence Information.
	PRESENCE 1.0

	FEAT-PREF-007
	The Presence Service SHALL provide mechanisms which may be used to limit the number of times a Watcher can retrieve the Presence Information of a Presentity.
	PRESENCE 2.0

	FEAT-PREF-008
	Presentities SHALL be able to define default policies on a per-Presentity, per-Watcher, per Presentity group, or per Watcher group basis.
	PRESENCE 1.0

	
	
	


Table 7: Features Requirements – Preferences Items

Change 5:  6.1.3.5 Delegation

	Label
	Description
	Enabler Release

	FEAT-DEL-001
	The Presence Service SHALL allow a Presentity to selectively authorize others to perform publication on behalf of the Presentity.
	PRESENCE 2.0

	FEAT-DEL-002
	The Presence Service SHALL allow a Watcher to selectively authorizate others to perform Subscription on behalf of the Watcher.
	PRESENCE 2.0

	FEAT-DEL-003
	The Presence Service SHOULD allow the selective authorization of Presentities to configure preferences on behalf of other Presentities.
	Future release

	FEAT-DEL-004
	The Presence Service SHOULD allow the selective delegation of features to the Presence Service, such that those features can be applied by the service when the Presentities or Watchers are out of contact.
	PRESENCE 2.0


Table 8: Features Requirements – Delegation Items

Change 6:  6.1.5.2 Presence Authorization Policies

	Label
	Description
	Enabler Release

	XDM-AUP-001
	The document related to presence authorization policies SHALL define:
	

	XDM-AUP-001
	1) A document that defines how incoming Subscription requests are handled.  This document SHALL be able to utilize Accept, Reject, Polite Block and Deferred lists.  Depending on how the Subscription policy document combines those lists, the Presence Server will determine whether to accept, reject, politely block, or defer the handling of an incoming Subscription request.
	PRESENCE 1.0

	XDM-AUP-002
	2) What Presence Information will be disseminated to the Watchers of a particular Presentity.
	PRESENCE 1.0

	XDM-AUP-003
	3) What conditions will trigger a presence Notification for a particular Presentity.
	PRESENCE 2.0


Table 13: XML Document Management for the Presence Service Requirements – Presence Authorization Policies Items

Change 7:  6.1.5.3 Presence Subscription Lists

6.1.5.3
Presence Lists
Presence List is a mechanism to enable Watchers to request Presence Information for a list of Presentities that is stored via XML Document Management.

	Label
	Description
	Enabler Release

	XDM-PL-001
	The Presence Service SHALL support Presence Lists which reference URI lists stored using XDM Document Management.
	PRESENCE 1.0

	XDM-PL-002
	Presence Lists SHALL support a presence attribute request list for every list member. 
	PRESENCE 2.0

	XDM-PL-003
	Presence Lists SHALL support a presence attribute request list common for some list members. 
	PRESENCE 2.0


Table 14: XML Document Management for the Presence Service Requirements – Presence Subscription Lists Items

Change 8:  6.1.9 Collecting accounting information

	Label
	Description
	Enabler Release

	ACC-001
	The Presence Service SHALL collect accounting information for all presence transactions.
	PRESENCE 2.0

	
	The Presence Service SHALL support the following:


	

	ACC-002
	1) Both online and offline charging.
	PRESENCE 2.0

	ACC-003
	2) Pre-paid and post-paid charging.
	PRESENCE 2.0

	ACC-004
	3) Different tariff rules depending on service providers’ policies.
	PRESENCE 2.0

	ACC-005
	4) Flat fee: per time period independent of usage.
	PRESENCE 2.0

	ACC-006
	5) Correlation between Presence Service charging data and transport or bearer level charging data (e.g. charging at GPRS).
	PRESENCE 2.0

	ACC-007
	6) Correlation between Presence Service charging data and session level charging data (e.g. charging at IMS).
	PRESENCE 2.0

	ACC-008
	7) Correlation between Presence Service charging data and other presence service enabled service’s charging data (e.g. charging of PoC).
	PRESENCE 2.0


Table 18: Collecting accounting information Requirements
Change 9:  6.1.9.1 Charging of Presentity

	Label
	Description
	Enabler Release

	
	The charging of Presentity can be made on at least the following events:


	

	ACC-PRES-001
	1) Presence Information Publication
	PRESENCE 2.0

	ACC-PRES-002
	2) Presence Information Notification
	PRESENCE 2.0

	
	The tariff rule can be based on at least the following criteria:


	

	ACC-PRES-003
	1) The size of the Presence Information notified to Watchers.
	PRESENCE 2.0

	ACC-PRES-004
	2) The number of Watchers subscribed.
	PRESENCE 2.0

	ACC-PRES-005
	3) The content of the Presence Information notified to Watchers.
	PRESENCE 2.0

	ACC-PRES-006
	4) The content of the Presence Information published.
	PRESENCE 2.0

	ACC-PRES-007
	5) The size of the Presence Information published.
	PRESENCE 2.0


Table 19: Collecting accounting information Requirements – Charging of Presentity Items
Change 10:  6.1.9.2 Charging of Watcher

	Label
	Description
	Enabler Release

	
	The charging of Watcher can be made on at least the following events.


	

	ACC-WAT-001
	1) Presence Information Subscriptions
	PRESENCE 2.0

	ACC-WAT-002
	2) Presence Information Notifications
	PRESENCE 2.0

	ACC-WAT-003
	3) Searching for Presentities
	PRESENCE 2.0

	
	The tariff rule can be based on at least the following criteria.
NOTE: The mechanisms for supporting charging are outside the scope of this enabler, however, if the Charging Enabler is to be used with this release, the enabler release may specify presence specific charging parameters.

	

	ACC-WAT-004
	1) The size of the Presence Information retrieved from the Presence Server
	PRESENCE 2.0

	ACC-WAT-005
	2) The number of Presentities subscribed to.
	PRESENCE 2.0

	ACC-WAT-006
	3) The duration of the Presence Information Subscription.
	PRESENCE 2.0

	ACC-WAT-007
	4) The content of the Presence Information requested to the Presence Server.
	PRESENCE 2.0


Table 20: Collecting accounting information Requirements – Charging of Watcher Items
Change 11:  6.1.11 Interoperability

	Label
	Description
	Enabler Release

	IOP-001
	Presence Subscribers SHALL be able to seamlessly utilise Presence features involving other Presence Subscribers regardless of their Presence Service provider.  For example, a list of Presentities to subscribe to may include Presence sources that are subscribed to another service provider.
	PRESENCE 1.0

	IOP-002
	Presence 2.0 Service SHALL support Presence 1.0 Service functionality.
	PRESENCE 2.0

	IOP-003
	While connected to the Presence 1.0 Service, Presence 2.0 Clients SHALL support the Presence 1.0 functionality
	PRESENCE 2.0


Table 22: Interoperability between Presence Service Providers & Service Entities Requirements
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