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1 Reason for Change

Per the WG consensus, this CR proposes to compose the PAG-2007-166 and PAG-2007-451 to achieve the following requirements:
	FEAT-PUB-005
	The Presence Service SHALL support the retrieval of presence information from presence sources (network entities, users agents, etc.) either ad-hoc or on a periodic basis
	

	FEAT-SUB-029
	Watchers MAY be able to request the Presence Server to pull presence information from Presence Source.
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R01:
· Introduced IARI for IMS network

R02, R03:

· Moved Appendix to PDE.
· Appendix reference is updated.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to accept and implement the changes in section 6.
6 Detailed Change Proposal

Change 1:  Changes to section 2.1
(Note to Implementer: Change the font size to 9 in the following reference table)
2.1 Normative References
	OMA
	

	[PRES_V1]
	“OMA Presence SIMPLE”, Version 1.0, Open Mobile Alliance(, OMA-ERP-Presence_ SIMPLE-V1_0, URL: http://www.openmobilealliance.com/

	[PRESAC]
	“Presence Application Characteristics file of Presence V1.0”, Version 1.0, Open Mobile Alliance(, OMA-SUP-AC_ap0002_presence-V1_0, URL: http://www.openmobilealliance.org/

	[PRESAD]
	“Presence using SIMPLE”, Version 2.0, Open Mobile Alliance(, OMA-AD-Presence_ SIMPLE-V2_0, URL: http://www.openmobilealliance.org/

	[PRESMO]
	“OMA Management Object for SIMPLE Presence”, Version 1.0, Open Mobile Alliance(, OMA-TS-Presence_SIMPLE_MO-V1_0, URL: http://www.openmobilealliance.org/.

	[PRESREQ]
	“Presence Requirements”, Version 2.0, Open Mobile Alliance(, OMA-RD-Presence_SIMPLE-V2_0, URL: http://www.openmobilealliance.org/

	[PRESXDM]
	“Presence XDM Specification”, Draft Version 2.0, Open Mobile Alliance(, OMA-TS-Presence_SIMPLE_XDM- V2_0, URL: http://www.openmobilealliance.org/

	[Provisioning Content]
	OMA – Provisioning Content V1.1, URL: http://www.openmobilealliance.org/

	[RLSXDM]
	“RLS XDM Specification”, Draft Version 2.0, Open Mobile Alliance(, OMA-TS-Presence_SIMPLE_RLS_XDM- V2_0, URL: http://www.openmobilealliance.org/

	[DATASPEC]
	“Presence SIMPLE Data Specification”, Version 1.0, Open Mobile Alliance(, OMA-DDS-Presence_SIMPLE-V1_0, URL: http://www.openmobilealliance.org/

	[SharedXDM]
	“Shared XDM Specification”, Draft Version 2.0, Open Mobile Alliance(, OMA-TS-XDM_Shared-V2_0, URL: http://www.openmobilealliance.org/

	[XDMSPEC]
	“XML Document Management Specification”, Draft Version 2.0, Open Mobile Alliance(, OMA-TS-XDM_Core-V2_0, URL: http://www.openmobilealliance.org/

	[OMA-DM-v1-1-2]
	OMA Device Management, V1.1.2 (based on SyncML DM), Open Mobile Alliance(, OMA-DM-V1_1_2, URL: http://www.openmobilealliance.com/

	[OMA-DM-v1-2]
	OMA Device Management, V1.2 ( based on SyncML DM), Open Mobile Alliance(, OMA-DM-V1_2, URL: http://www.openmobilealliance.com/

	IETF
	

	[PARFORMAT]
	“Presence Information Data format (PIDF) Extension for Partial Presence”, M. Lonnfors et al., July 21, 2006, (http://www.ietf.org/internet-drafts/draft-ietf-simple-partial-pidf-format-07.txt)

Note: IETF Draft work in progress

	[PARNOT]
	“Session Initiation Protocol (SIP) extension for Partial Notification of Presence Information”, M.Lonnfors et al., July 6 2006, (http://www.ietf.org/internet-drafts/draft-ietf-simple-partial-notify-08.txt )

Note: IETF Draft work in progress

	[PARPUBLISH]
	“Publication of Partial Presence Information”, M.LonnforsA. Niemi et al., July 20, 2006, (http://www.ietf.org/internet-drafts/draft-ietf-simple-partial-publish-05.txt )

Note: IETF Draft work in progress

	[PRESDICT]
	“The Presence-specific Dictionary for the Signaling Compression (Sigcomp) Framework”, M. Garcia-Martin, August 2007, (http://www.ietf.org/internet-drafts/draft-garcia-simple-presence-dictionary-06.txt)

Note: IETF Draft work in progress

	[URILISTSUB]
	“Subscriptions to Request-Contained Resource Lists in the Session Initiation Protocol (SIP)”, G. Camarillo, A. Roach, O. Levin, November 2007, (http://www.ietf.org/internet-drafts/draft-ietf-sip-uri-list-subscribe-02.txt )

Note: IETF Draft work in progress

	[RFC1952]
	“GZIP file format specification version 4.3”,  P. Deutsch, May, 1996, 
(http://www.ietf.org/rfc/rfc1952.txt)

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, (http://www.ietf.org/rfc/rfc2119.txt)

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. November 1997, (http://www.ietf.org/rfc/rfc2234.txt)

	[RFC2246]
	“The TLS Protocol Version 1.0”, T. Dierks et al., January 1999, RFC 2246, (http://www.ietf.org/rfc/rfc2246.txt)

	[RFC2387]
	“The MIME Multipart/Related Content-type”, E. Levinson, Aug. 1998, RFC 2387, (http://www.ietf.org/rfc/rfc2387.txt)

	[RFC2392]
	“Content-ID and Message-ID Uniform Resource Locators”, E. Levinson, Aug. 1998, RFC 2392, (http://www.ietf.org/rfc/rfc2392.txt)

	[RFC2396]
	“Uniform Resource Identifiers (URI): Generic Syntax”, T.Berners-Lee et al., Aug. 1998, RFC 2396, (http://www.ietf.org/rfc/rfc2396.txt)

	[RFC2616]
	“Hypertext Transfer Protocol -- HTTP/1.1”, URL:http://www.ietf.org/rfc/rfc2616.txt

	[RFC2778]
	“A Model for Presence and Instant Messaging”, M. Day et al., Feb. 2000, RFC 2778, (http://www.ietf.org/rfc/rfc2778.txt) 

	[RFC2779]
	“Instant Messaging / Presence Protocol Requirements “, M.Day et al., Feb 2000, RFC 2779, 

(http://www.ietf.org/rfc/rfc2779.txt)

	[RFC2818]
	“HTTP Over TLS”, E. Rescorla, May 2000, RFC 2818, (http://www.ietf.org/rfc/rfc2818.txt)

	[RFC3261]
	"Session Initiaton Protocol (SIP)", Rosenberg, J., Schulzrinne, H., Camarillo, G., Johnston, A., Peterson, J., Sparks, R., Handley, M. and E. Schooler,June 2002, RFC 3261, (http://www.ietf.org/rfc/rfc3261.txt)

	[RFC3265]
	“Session Initiation Protocol (SIP)-Specific Event Notification”, A.B.Roach, June 2002, RFC 3265, (http://www.ietf.org/rfc/rfc3265.txt)

	[RFC3320]
	“Signaling Compression (SigComp)”, Price, R., et al., Jan. 2003, RFC 3320, (http://www.ietf.org/rfc/rfc3320.txt)

	[RFC3323]
	“A Privacy Mechanism for the Session Initiation Protocol (SIP)”, Peterson, J.,  Nov. 2002, RFC 3323, (http://www.ietf.org/rfc/rfc3323.txt)

	[RFC3325]
	“Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Networks”, Jennings, C., et al, Nov. 2002, RFC 3325, (http://www.ietf.org/rfc/rfc3325.txt)

	[RFC3485]
	“The Session Initiation Protocol (SIP) and Session Description Protocol (SDP) Static Dictionary for Signaling Compression (SigComp)”, Garcia-Martin, M.,  et al.,Feb. 2003, RFC 3485, (http://www.ietf.org/rfc/rfc3485.txt) 

	[RFC3486]
	“Compressing the Session Initiation Protocol (SIP)”, Camarillo, G.,  Feb. 2003, RFC 3486, (http://www.ietf.org/rfc/rfc3486.txt)

	[RFC3515]
	“The Session Initiation Protocol (SIP) REFER Method”, R. Sparks, Apr. 2003, RFC 3515, (http://www.ietf.org/rfc/rfc3515.txt)

	[RFC3840]
	“Indicating User Agent Capabilities in the Session Initiation Protocol (SIP)”, Rosenberg, J., et al., Aug. 2004, RFC 3840, (http://www.ietf.org/rfc/rfc3840.txt)

	[RFC3841]
	“Caller Preferences for the Session Initiation Protocol (SIP)”, Rosenberg, J., et al., Aug. 2004, RFC 3841, (http://www.ietf.org/rfc/rfc3841.txt)

	[RFC3856]
	“A Presence Event Package for the Session Initiation Protocol (SIP)”, J.Rosenberg, Jan. 2003, RFC 3856, (http://www.ietf.org/rfc/rfc3856.txt)

	[RFC3857]
	“A watcher Information Event Template-Package for the Session Initiation Protocol (SIP)”, J.Rosenberg, Aug. 2004, RFC 3857, (http://www.ietf.org/rfc/rfc3857.txt)

	[RFC3858]
	“An Extensible Markup Language (XML) Based Format for Watcher Information”, J.Rosenberg, Aug. 2004, RFC 3858, (http://www.ietf.org/rfc/rfc3858.txt)

	[RFC3859]
	“Common Profile for Presence (CPP)”, J.Peterson, Aug. 2004, RFC 3859, (http://www.ietf.org/rfc/rfc3859.txt)

	[RFC3863]
	“Presence Information Data Format (PIDF)”, H.Sugano et al., Aug 2004, RFC 3863, (http://www.ietf.org/rfc/rfc3863.txt)

	[RFC3903]
	”An Event State Publication Extension to the Session Initiation Protocol (SIP) “, A. Niemi, Oct. 2004, RFC 3903, (http://www.ietf.org/rfc/rfc3903.txt)

	[RFC3966]
	“The tel URI for Telephone Numbers”. H. Schulzrinne, Dec. 2004, RFC 3966, (http://www.ietf.org/rfc/rfc3966.txt)

	[RFC4119]
	“Presence-based GEOPRIV Location Object Format”, J. Peterson, Dec. 2005, RFC 4119, (http://www.ietf.org/rfc/rfc4119.txt)

	[RFC4122]
	“A Universally Unique IDentifier (UUID) URN Namespace”, P.Leach et al., July 2005, RFC 4122, (http://www.ietf.org/rfc/rfc4122.txt)

	[RFC4479]
	“A Data Model for Presence”, J. Rosenberg, Jul 2006, RFC 4479,
(http://www.ietf.org/rf/rfc4479.txt)

	[RFC4480]
	“RPID: Rich Presence Extensions to the Presence Information Data Format (PIDF)”, H. Schulzrinne et al., July 2006, RFC 4480, (http://www.ietf.org/rfc/rfc4480.txt)

	[RFC4483]
	“A Mechanism for Content Indirection in Session Initiation Protocol (SIP) Messages”, E. Burger, Ed, May 2006, RFC 4483, (http://www.ietf.org/rfc/rfc4483.txt)

	[RFC4488]
	“Suppression of Session Initiation Protocol (SIP) REFER Method Implicit Subscription”, O. Levin, May 2006, RFC 4488, (http://www.ietf.org/rfc/rfc4488.txt)

	[RFC4589]
	“Location Types Registry”, H. Schulzrinne, July 2006, RFC 4589, (http://www.ietf.org/rfc/rfc4589.txt)

	[RFC4661]
	“An Extensible Markup Language (XML) Based Format for Event Notification Filtering”, H.Khartabil et al, Sep 2006, RFC 4661, (http://www.ietf.org/rfc/rfc4661.txt)

	[RFC4662]
	“A Session Initiation Protocol (SIP) Event Notification Extension for Resource Lists”, A. B. Roach et al., August 2006, RFC 4662, (http://www.ietf.org/rfc/rfc4662.txt)

	[RFC5025]
	“Presence Authorization Rules”, J. Rosenberg, December 2007, RFC 5025, (http://www.ietf.org/rfc/rfc5025.txt)

	[SUBNOT-ETAGS]
	“An Extension to Session Initiation Protocol (SIP) Events for Conditional Event Notification”, A. Niemi, May 2007, (http://www.ietf.org/internet-drafts/draft-ietf-sip-subnot-etags-00.txt)

Note: IETF Draft work in progress

	[Throttling]
	“Session Initiation Protocol (SIP) Event Notification Extension for Notification Throttling”, A. Niemi, March 4, 2007, (http://www.ietf.org/internet-drafts/draft-niemi-sipping-event-throttle-05.txt)

Note: IETF Draft work in progress

	[XCAP_Diff]
	“An Extensible Markup Language (XML) Document Format for Indicating A Change in XML Configuration Access Protocol (XCAP) Resources”, J. Rosenberg, J.Urpalainen, November 16, 2007, (http://www.ietf.org/internet-drafts/draft-ietf-simple-xcap-diff-07.txt)

Note: IETF Draft work in progress

	RFC4660]
	“Functional Description of Event Notification Filtering”, H.Khartabil et al, Sep 2006, RFC 4660,
(http://www.ietf.org/rfc/rfc4660.txt)

	3GPP/3GPP2
	

	[3GPP TS 22.228]
	3GPP TS 22.228 “Service requirements for the Internet Protocol (IP) multimedia core network subsystem; Stage 1”, URL: http://www.3gpp.org/ftp/Specs/archive/22_series/22.228/

	[3GPP TS 23.228]
	3GPP TS 23.228 “IP Multimedia Subsystem (IMS); Stage 2”, URL: http://www.3gpp.org/ftp/Specs/archive/23_series/23.228/

	[3GPP TS 24.109]
	3GPP TS 24.109 “Bootstrapping interface (Ub) and network application function interface (Ua); Protocol details ; Stage 3”, URL: http://www.3gpp.org/ftp/Specs/archive/24_series/24.109/

	[3GPP TS 24.141]
	3GPP TS 24.141 “Presence service using the IP Multimedia (IM) Core Network (CN) subsystem; Stage3“, URL: http://www.3gpp.org/ftp/Specs/archive/24_series/24.141/

	[3GPP TS 24.229]
	3GPP TS 24.229 “Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3”, URL: http://www.3gpp.org/ftp/Specs/archive/24_series/24.229/

	[3GPP TS 26.141]
	3GPP TS 26.141 “IP Multimedia System (IMS) Messaging and Presence; Media formats and codecs”, URL: http://www.3gpp.org/ftp/Specs/archive/26_series/26.141/

	[3GPP TS 32.240]
	3GPP TS 32.240 “Charging management; Charging architecture and principles”,URL: http://www.3gpp.org/ftp/Specs/archive/32_series/32.240/

	[3GPP TS 32.260]
	3GPP TS 32.260 “Charging Management; IP Multimedia Subsystem (IMS) Charging”, URL: http://www.3gpp.org/ftp/Specs/archive/32_series/32.260/

	[3GPP TS 33.141]
	3GPP TS 33.141 “Presence Service; Security”, URL: http://www.3gpp.org/ftp/Specs/archive/33_series/33.141/

	[3GPP TS 33.203]
	3GPP TS 33.203 “Access Security for IP-based services”, URL: http://www.3gpp.org/ftp/Specs/archive/33_series/33.203/

	[3GPP2 C.P0071-0]
	“IP Multimedia Domain(MMD) Codecs and Transport Protocols”, Revision 0, Version 1.0, 3GPP2, 2005

	[3GPP2 S.R0086-A]
	“IMS Security Framework”, Revision A, Version 1.0, 3GPP2, 2004

	[3GPP2 X.P0027-002-0]
	“Presence Security”, Revision 0, Version 1.0, 3GPP2, 2005

Note: Work in progress, estimated availability January 2006.

	[3GPP2 X.P0027-003-0]
	“Presence Service using IP Multimedia Core Network Subsystem; Stage 3”, Revision 0, Version 1.0, 3GPP2, 2005

Note: Work in progress, estimated availability January 2006.

	[3GPP2 X.S0013-002-A]
	“All-IP Core Network Multimedia Domain: IP Multimedia Subsystem - Stage 2”, Revision A, Version 1.0, 3GPP2, 2005

	[3GPP2 X.S0013-004-A]
	“All-IP Core Network Multimedia Domain: IP Multimedia Call Control Protocol Based on SIP and SDP Stage 3”, Revision A, Version 1.0, 3GPP2, 2005

	[3GPP2 X.S0013-007-0]
	“All-IP Core Network Multimedia Domain: IP Multimedia Subsystem – Charging Architecture”, Revision A, Version 1.0, 3GPP2, 2005

	[3GPP2 X.S0013-008-A]
	“All-IP Core Network Multimedia Domain: IP Multimedia Subsystem – Offline Accounting, Information Flows and Protocol”, Revision A, Version 1.0, 3GPP2, 2005


Change 2:  Changes in section 3.3 Abbreviations
3.3  Abbreviations

	3GPP
	3rd Generation Partnership Project

	3GPP2
	3rd Generation Partnership Project 2

	AD
	Architecture Document

	AS
	Application Server

	CID
	Content ID

	DM
	Device Management

	EPA
	Event Publication Agent

	ESC
	Event State Compositor

	IARI
	IMS Application Reference Identifier

	IETF
	Internet Engineering Task Force

	IM
	Instant Messaging

	IMS
	IP Multimedia Subsystem

	IP
	Internet Protocol

	MIME
	Multipurpose Internet Mail Extensions

	MWG
	Messaging Workin Group

	MWS
	Mobile Web services

	OMA
	Open Mobile Alliance

	OMNA
	Open Mobile Naming Authority

	OTAP
	Over the Air Provisioning

	PEA
	Presence External Agent

	PIDF
	Presence Information Data Format

	PNA
	Presence Network Agent

	PoC
	Push-to-talk over Cellular

	PS
	Presence Server

	PUA
	Presence User Agent

	RD
	Requireemnt Document

	RFC
	Request For Comments

	RLS
	Resource List Server

	RPID
	Rich Presence Information Data

	SIMPLE
	SIP Instant Message and Presence Leveraging  Extensions

	SIP
	Session Initiaion Protocol

	TLS
	Transport Layer Security

	UA
	User Agent

	UE
	User Equipment

	UMTS
	Universal Mobile Telecommunications System

	URI
	Uniform Resource Identifier

	WG
	Working Group

	WLAN
	Wireless LAN

	XCAP
	XML Configuration Access Protocol

	XDMS
	XML Document Manipulation Server

	XML
	Extensible Markup Language

	XUI
	XCAP User Identifier


Change 3:  Add new section 5.1.4 to section 5.1 Presence Source
5.1.4  Retrieval of Presence Information from Presence Sources
The Presence Source MAY support the retrieval of presence information. 
If the retrieval of presence information is supported, the Presence Source SHALL support the REFER method according to [RFC3515] together with the “Suppression of REFER method implicit subscription” extension defined in [RFC4488], and SHALL register its capabilities of:
· “;events="presence";methods="REFER"; +g.oma-pres.pubcap” according to [RFC3840], when the SIP/IP Core network does not correspond with 3GPP IMS or 3GPP2 MMD networks; or
Editor’s NOTE: The “g.oma-pres.pubcap” feature tag shall be registered to OMNA.
· “;events="presence";methods="REFER";+g.3gpp.app_ref ="urn%3Aurn-xxx%3A3gpp-application.ims.iari.oma-pres%3Apubcab"” according to [RFC3840] and the IARI in [3GPP TS 24.229], when the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks.
Editor’s NOTE: The “urn:urn-xx:3gpp-application.ims.iari.oma-pres:pubcap” IARI shall be registered in 3GPP at http://www.3gpp.org/tb/Other/URN/URN.htm.
When registering, the Presence Source MAY register further details of the Presence Inforamtion that the Presence Source is responsible for publishing, by specifying those as the token value of the registering feature tag as described in [DATASPEC] Appendix E “Registry for Presence Publication Capability Tokens”.
Upon receiving a REFER request, the Presence Source SHALL perform authorization of the presence information retrieval per local policy, before accepting the REFER request. The default local policy SHOULD be to allow to retrieve presence information requested only by the Presence Server associated with the presentity’s domain on behalf of the presentity. This is equivalent of a REFER request where both the originator identity of the request and the Refer-To header field have the same value of the Presentity URI.

In case of successful authorization, the Presence Source SHALL check the “method” parameter of the Refer-To header field. For any other values than “method=PUBLISH?Event=presence”, the Presence Source SHALL reject the REFER request with a 403 Forbidden response. 

If the “method” parameter of the Refer-To header field has the value “PUBLISH?Event=presence”, the Presence Source SHALL:
· accept the REFER request and send a 200 OK response; and

· if the REFER request included a Refer-Sub header field set to “false”, include a Refer-Sub header field set to “false” in the 200 OK response according to the procedures described in [RFC 4488]; and

· perfom one time publication of presence information according to the procedures described in section 5.1.1.

Change 4:  Add new section 5.5.1.6 to section 5.5 Presence Server
5.5.1.6 Retrieval of Presence Information from Presence Sources
The PS MAY issue a REFER request to retrieve presence information from one or more Presence Source(s) according to the procedures in [RFC3515] and [RFC4488]. 
For every REFER request the PS SHALL:

· set the Request-URI to the Presentity URI unless the local configuration instructs to include another SIP URI in there; and

NOTE: the local configuration may include multiple target URIs. In that case, multiple REFER requests will be issued.

· set the Refer-To header field to the Presentity URI; and 

· set the “method” parameter of the Refer-To header field to the value “PUBLISH?Event=presence”; and

· include a Refer-Sub header field set to “false” according to the procedures described in [RFC 4488]; and
· include a Accept-Contact header field set to “g.oma-pres.pubcap” when the SIP/IP Core network does not correspond with 3GPP IMS or 3GPP2 MMD networks, or “g.3gpp.app_ref ="urn%3Aurn-xxx%3A3gpp-application.ims.iari.oma-pres%3Apubcab"” when the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks; and
· The PS MAY further specify the details of the desired Presence Source with the token value of the “g.oma-pres.pubcap” feature tag or the detailed IARI of “g.3gpp.app_ref ” feature tag as defined in [DATASPEC] Appendix E “Registry for Presence Publication Capability Tokens”, together with the combination of ‘require’ or ‘explicit’ parameters as defined in [RFC3841].
· set the originator identity of the request to the Presentity URI as if the request was sent on behalf of the presentity.

When the SIP/IP Core network corresponds to 3GPP IMS or 3GPP2 MMD networks, the PS SHALL follow the procedures described in section 5.7.3 of [3GPP TS 24.229] and [3GPP2 X.P0013-004-A] and insert the Presentity URI to the P-Asserted-Identity header field used in the SIP REFER request.
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1 Reason for Change


This CR proposes a generic way that enables the routing to a selective Presence Source by utilizgin media feature tag. 


For this, a new media feature tag of “g.pres.pubcap” is proposed. A Presence Source registers its presence publication capability using this media feature tag with its value, e.g., g.pres.pubcap=”location” per RFC3840 “Indicating User Agent Capabilities in the Session Initiation Protocol (SIP)”. 


A request to Presence Source can be routed to the Presence Source by including in the Accept-Contact header the “g.pres.pubcap” media feature tag with its value that identifies the presence publication capability of the target Presence Source per in RFC3841 “Caller Preferences for the Session Initiation Protocol (SIP)“. Then, the SIP/IP Core can route a request to a appropriate Presence Source that supports the requested caller preference of presence publication capability.


2 Impact on Backward Compatibility



n/a.


3 Impact on Other Specifications



n/a.


4 Intellectual Property Rights



Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.



5 Recommendation



To implement the section 6.


6 Detailed Change Proposal



Change 1:  2. References


2.1 Normative References



			[RFC3840]


			“Indicating User Agent Capabilities in the Session Initiation Protocol (SIP)”, Rosenberg, J., et al., Aug. 2004, RFC 3840, (http://www.ietf.org/rfc/rfc3840.txt)





			[RFC3841]


			“Caller Preferences for the Session Initiation Protocol (SIP)”, Rosenberg, J., et al., Aug. 2004, RFC 3841, (http://www.ietf.org/rfc/rfc3841.txt)








2.2  Informative References



			


			








Change 2:  5.1 Presence Source


5.1.x  Registration of Presence Publication Capabilities


A Presence Source MAY register its presence publication capability using the media feature tag “g.pres.pubcap”. 


If a Presence Source supports the presence publication capability registration, the Presence Source SHALL, when registering to SIP/IP Core, include the “g.pres.pubcap” media feature tag per [RFC3840]  and specify its presence publicatoin capability as values of the “g.pres.pubcap” media feature tag, e.g., g.pres.pubcap=”location”. Appendix X lists the tokens that are used for presence publication capability registration.


Editor’s NOTE: The “g.pres.pubcap” media feature tag shall be registered to OMNA.


Change 3:  New Appendix



Appendix X. Tokens for Presence Publication Capability
(Normative)


This section defines the tokens for the values of “g.pres.pubcap” media feature tag, e.g., g.pres.pubcap=”location”. These tokens are used to describe the Presence Source’s presence publication capability. 


Editor’s NOTE: Details to be filled out.
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1 Reason for Change



Presence 2.0 RD includes the following requirements:


			FEAT-PUB-005


			The Presence Service SHALL support the retrieval of presence information from presence sources (network entities, users agents, etc.) either ad-hoc or on a periodic basis


			





			FEAT-SUB-029


			Watchers MAY be able to request the Presence Server to pull presence information from Presence Source.


			








This contribution proposes an alternative solution to OMA-PAG-2007-0028.


2 Impact on Backward Compatibility



None.


3 Impact on Other Specifications



None.


4 Intellectual Property Rights



Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.



5 Recommendation



Approve the proposed change.


6 Detailed Change Proposal



Change 1:  Change Section 2.1
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Change 2:  Insert new Section 5.1.2


5.1.2 Retrieval of Presence Information



The Presence Source MAY support the retrieval of presence information. If the retrieval of presence information is supported, the Presence Source SHALL support the REFER method according to [RFC3515] together with the “Suppression of REFER method implicit subscription” extension defined in [RFC4488].



Before accepting a REFER request, the Presence Source SHALL perform authorization of the presence information retrieval, per local policy. The default local policy SHOULD be to allow to retrieve presence information requested only by the Presence Server associated with the presentity’s domain on behalf of the presentity. This is equivalent of a REFER request where both the originator identity of the request and the Refer-To header field have the value of the Presentity URI.


In case of successful authorization, the Presence Source SHALL check the “method” parameter of the Refer-To header field. For any other values than “method=PUBLISH”, the Presence Source SHALL reject the REFER request with a 403 Forbidden response. 


If the “method” parameter of the Refer-To header field has the value “PUBLISH”, the Presence Source SHALL:



· accept the REFER request and send a 200 OK response; and



· if the REFER request included a Refer-Sub header field set to “false”, include a Refer-Sub header field set to “false” in the 200 OK response according to the procedures described in [RFC 4488]; and


· perfom publication of presence information according to the procedures described in section 5.1.1.


5.1.3   Example realizations of a Presence Source
(Informative)



5.1.3.1   Presence User Agent



The Presence Source MAY be implemented as a Presence User Agent (PUA) as defined by 3GPP/3GPP2 in [3GPP TS 23.141] and [3GPP2 X.S0027-001-0] respectively.  The PUA is a Presence Source realization residing in the terminal or network. The PUA collects user related presence information from its corresponding presentity and sends it to the PS.



5.1.3.2   Presence Network Agent


The Presence Source MAY be implemented as a Presence Network Agent (PNA) as defined by 3GPP/3GPP2 in [3GPP TS 23.141] and [3GPP2 X.S0027-001-0] respectively.  The PNA collects the network related presence information from the various network elements and sends it to the PS. 



The PNA may notify the PS when the terminal is disconnected according to the procedures described in section 5.1.2. 



The interfaces between the PNA and the various elements are defined in 3GPP/3GPP2 (see Figure 1and Figure 2) and are out of scope of the current specification.
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 Figure 1: PNA in 3GPP
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 Figure 2: PNA in 3GPP2



The options of using a PNA in a non-3GPP/3GPP2 environment is shown on Figure 3:
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 Figure 3: PNA in a non-3GPP/3GPP2 architecture. Presence information can be aggregated either directly to the PS or via a PNA.



5.1.3.3   Presence External Agent



The Presence Source MAY be implemented as a Presence External Agent (PEA) as defined by 3GPP/3GPP2 in [3GPP TS 23.141] and [3GPP2 X.S0027-001-0] respectively. The PEA performs the following functions:



· Supply presence information from external networks.



· Handle the interworking and security issues involved in interfacing to external networks.



· Resolve the location of the PS associated with the presentity.



Examples of presence information that the PEA may supply, include:



· Third party services (e.g. calendar applications, corporate systems) 



· Internet Presence Services 



· Non SIMPLE-based Presence Services


· Services that use Presence (e.g. PoC, IM).


Change 3:  Change Section 5.1.1


5.1.1 Publication of presence information



A Presence Source SHALL implement the Event Publication Agent (EPA) function and support the PUBLISH method according to the procedures described in [RFC3903]. 



A Presence Source SHALL support the ‘application/pidf+xml’ content type, according to [RFC3863].


The presentity SHALL be identified by a SIP URI (as defined in [RFC3261]), and may additionally be identified by a tel URI (as defined in [RFC 3966]) or a pres URI (as defined in [RFC3859]). The tel URI SHALL take the international public telecommunication number format with a leading "+" sign. If the Presence Source is aware of the SIP URI of the presentity, the Presence Source SHOULD insert the SIP URI in the Request-URI of the PUBLISH request rather than a pres URI or a tel URI. The Presence Source SHALL insert the same URI in the “entity” attribute of the <presence> element as in the Request-URI of the PUBLISH request.


A Presence Source SHALL use the elements listed in section 10.4 when it has to publish presence information with semantics identical to those elements.



When the SIP/IP Core network corresponds to 3GPP IMS or 3GPP2 MMD networks, and the Presence Source is a UE, it SHALL set the entity attribute of the <presence> element of the Presence Information document, defined in [RFC3863], to its registered public user identity, as defined in [3GPP TS 24.229] and [3GPP2 X.S0013-004-A].  If more than one registered public user identity is available, 


· the Presence Source SHALL set the value of the “entity” attribute of the <presence> element in the Presence Information document with the value of the P-Preferred-Identity header field used in the SIP PUBLISH request, if present, as defined in [3GPP TS 24.229] and [3GPP2 X.S0013-004-A]. 


· If there is no P-Preferred-Identity header field included in the SIP PUBLISH request, the Presence Source SHALL include its default public user identity, as defined in [3GPP TS 24.229] and [3GPP2 X.S0013-004-A], in the “entity” attribute of the <presence> element of the Presence Information document,


When the SIP/IP Core network corresponds to 3GPP IMS or 3GPP2 MMD networks and if the Presence Source is an AS, it SHALL set the value of the “entity” attribute of the <presence> element in the Presence Information document with the value of the P-Asserted-Identity header field used in the SIP PUBLISH request as defined in [3GPP TS 24.229] and [3GPP2 X.S0013-004-A]. 


The Presence Source MAY support other PIDF extensions to publish elements whose semantics do not match with those defined in section 10.4, as long as, if a Watcher that does not understand those extensions can ignore them without changing the meaning of the presence elements that are understood.



The Presence Source SHALL be free to provide any value of the instance identifier attributes (id) for <tuple>, <person> and <device> (as defined in [RFC4479]) as this is being used only to syntactically differentiate between the elements and is not linked with any composition actions in the PS or resolution of conflicts in watcher.



For a given presentity, the information published by each presence source is composed into a single raw presence document as described in Section 5.4.3.1.



A Presence Source MAY be co-located with a watcher information subscriber. In this case, the Presence Source can optimize its process of publication of presence information and MAY publish presence information only upon receiving an indication in the watcher information notification that there is at least one valid watcher for the corresponding presentity.


Change 4:  Modify Section 5.4


5.4   Presence Server



The Presence Server (PS) is an entity that accepts, stores and distributes presence information. The PS performs the following functions:



· Handles publications from one or multiple Presence Source(s) of a certain presentity. This includes refreshing presence information, replacing existing presence information with newly published information, or removing presence information, for a given Presence Source (see section Error! Reference source not found.).


· Retrieves presence information from Presence Source(s) of a certain presentity (see section 5.4.1.6)


· Composes the presence information received from one or multiple Presence Source(s) into a single presence document (see section Error! Reference source not found.). 



· Handles subscriptions from watchers to presence information and generates notifications about the presence information state changes (see section Error! Reference source not found.).



· Handles subscriptions from watcher information subscribers to watcher information and generates notifications about the watcher information state changes (see section Error! Reference source not found.).



· Authorizes the watcher’s subscription to the presentity’s presence information and applies policies (see section Error! Reference source not found.).



· Applies the watcher’s event notification filtering preferences, as appropriate (see section Error! Reference source not found.).



· Applies rate control mechanisms to the notifications, as appropriate (see section Error! Reference source not found.).



When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the PS SHALL be implemented in an AS as defined in [3GPP TS 23.228] and [3GPP2 X.S0013-002-A] respectively.


Change 5:  Insert new Section 5.4.1.6


5.4.1.6 Retrieval of Presence Information



Based on watcher’s subscription preferences (e.g. event notification filtering as described in section 5.4.3.3), lack of valid watcher information subscriptions or local configuration the PS MAY issue a REFER request to retrieve presence information from one or more Presence Source(s) according to the procedures in [RFC3515] and [RFC4488]. For every REFER request the PS SHALL:



· set the Request-URI to the Presentity URI unless the local configuration instructs to include another SIP URI in there; and


NOTE: the local configuration may include multiple target URIs. In that case, multiple REFER requests will be issued.


· set the Refer-To header field to the Presentity URI; and 


· set the “method” parameter of the Refer-To header field to the value “PUBLISH”; and


· include a Refer-Sub header field set to “false” according to the procedures described in [RFC 4488]; and


· set the originator identity of the request to the Presentity URI as if the request was sent on behalf of the presentity.



When the SIP/IP Core network corresponds to 3GPP IMS or 3GPP2 MMD networks, the PS SHALL follow the procedures described in section 5.7.3 of [3GPP TS 24.229] and [3GPP2 X.P0013-004-A] and insert the Presentity URI to the P-Asserted-Identity header field used in the SIP REFER request.


Change 6:  Insert new Section C.1.7


C.1.7   Retrieving Presence Information from Presence Sources
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Figure 24 : Retrieving Presence Information from PNA



Note: The SIP/IP Core network between the PS and the watcher and the PS and the Presence Source is not shown in the figure due to simplicity reasons.



1. A watcher wishing to subscribe for presence information about the Presentity, sends a SIP SUBSCRIBE request to the PS.


2. The PS performs the necessary authorisation checks on the watcher to ensure it is allowed to watch the Presentity. The PS then processes the subscription and sends a SIP 200 OK response back to the watcher.


3. The PS generates an immediate NOTIFY request which includes information about the the watcher’s active subscription state and an empty presence document about the presentity.


4. The watcher sends a SIP 200 OK response to the PS.



5. Based on the watcher’s subscription preferences, lack of valid watcher information subscriptions or local configuration the PS issues a SIP REFER request to trigger presence publication.



6. The SIP/IP Core network forwards the REFER request to the targeted Presence Source (PNA).



7. The Presence Source (PNA) accepts the REFER request and replies with a SIP 200 OK response to the SIP/IP Core network.



8. The SIP/IP Core network forwards the SIP 200 OK response to the PS.



9. The Presence Source (PNA) generates a PUBLISH request which contains a presence document related to the presentity.


10. The SIP/IP Core network forwards the PUBLISH request to the PS according to filtering rules.



11. The PS authorises the presence publication, processes the presence information and sends a SIP 200 OK response back to the PNA.


12. The SIP/IP Core network forwards the SIP 200 OK response to the Presence Source (PNA).



13. The PS generates a NOTIFY request which contains the presence document authorized for the watcher.


14. The watcher sends a SIP 200 OK response to the PS.
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