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1 Reason for Change

This CR deals with the following OMA-WP-PRS_Implementation_Guidelines-20080109-D review comments included in OMA-CONRR-XDM_PRS_IMPL-V1_0-20080215-D.doc:

	B134
	2008-02-07
	T
	5.10.1
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0014R01

Comment: A statement should be added that the <transformations> child element in a rule must be semantically correct, i.e. it must include a coarse grained and a fine grained access granting statement. This is to avoid complex rules, and undefined/ambiguous situations where e.g. one matching rule contains a coarse grained filter, and another one a fine grained filter.

Proposed Change: 
	Status: CLOSED

Closed in OMA-PAG-2008-0107

	B135
	2008-02-07
	T
	5.10.1
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0014R01

Comment: It should be stated that for boolean valued fine grained filters (like <provide mood>, <provide-activities>, <provide-status-icon>,  …), it is not meaningful to provide the” “false” value, meaning that the referenced presence attribute is not to be notified (or removed from notifications).

Reason: by default, presence attributes are not notified to watchers, visibility granting has to be done explicitly.

As a consequence, it is not possible to grant visibility to all attributes except selected ones: granting visibility to all attributes is done by means of the “provide-all-attributes” fine grained filter valued “true” that expands into the set of <provide-XXX> fine grained filters valued “true” (see §3.3.2.15 of Simple Presence Rules), and according to the algorithm for combining permissions (see §10.2 of Composition Policy) the combined result of a boolean valued permission equals “true” if one the individual boolean valued permissions equals “true”.

Proposed Change: 
	Status: CLOSED

Closed in OMA-PAG-2008-0107

	B136
	2008-02-07
	T
	5.10.1
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0014R01

Comment: what is the combined result of the 2 matching rules with a <transformations> part respectively equal to

<provide-persons> <all-persons/> </provide-persons>

<provide-status-icon>true </provide-status-icon>

AND

<provide-services> <all-services/> </provide-services>

<provide-willingness>true </provide-willingness>

A. <status-icon> under <person> + <willingness> under <tuple>

(i.e. the <transformations> parts are kept separated)

B. <status-icon> and <overriding-willingness> under <person> + <status-icon> and <willingness> under <service> (i.e. the <transformations> parts are merged).
Interpretation A is recommended, especially as there are visibility rules that cannot be expressed in a single <transformations>. E.g.

1). <status-icon> under <person> and <willingness> under <tuple>

2.). availability for all services, but willingness only for the PoC service.

An alternative can be to include fine grained access filtering into the coarse grained access filter (i.e. as direct children; this is allowed due to the extensibility of the coarse grained filters). This option is however is not mentioned in the Simple Presence Rules draft.

Proposed Change:  
	Status: CLOSED

Closed in OMA-PAG-2008-0107


As for comment B134:

The following are extractions from RFC 5025 (or draft-simple-presence-rules-10)

3.3.  Transformations

   The transformations defined here are used to drive the behavior of

   the privacy filtering operation.  Each transformation defines the

   visibility a watcher is granted to a particular component of the

   presence document.  One group of transformations grants visibility to

   person, device, and service data elements based on identifying

   information for those elements.  Another group of transformations

   provides access to particular data elements in the presence document.

3.3.1.  Providing Access to Data Component Elements

   The transformations in this section provide access to person, device,

   and service data component elements.  Once access has been granted to

   such an element, access to specific presence attributes for that

   element is controlled by the permissions defined in Section 3.3.2.

3.3.2.  Providing Access to Presence Attributes

   The permissions of Section 3.3.1 provide coarse-grained access to

   presence data by allowing or blocking specific services or devices,

   and allowing or blocking person information.

   Once person, device, or service information is included in the

   document, the permissions in this section define which presence

   attributes are reported there.

Therefore, each <transformations> must also be semantically correct and include a coarse grained and a fine grained privacy filter.
As for comment B135:

The following <transformation> is meaningless, as by default Presence Information Elements are not granted visibility.

    <cr:transformations>
      <pr:provide-persons>

        <pr:all-persons/>

      <pr:provide-persons>

      <pr:provide-status-icon>false<pr:provide-status-icon>
    </cr:transformations>
However, consider the following <transformations>

    <cr:transformations>
      <pr:provide-persons>

        <pr:all-persons/>

      <pr:provide-persons>

      <pr:provide-status-icon>false<pr:provide-status-icon>
      <pr:provide-all-attributes/>
    </cr:transformations>
This could be interpreted and handled as granting access to <person> Presence Information Elements except <status-icon>, provided if it is explicitly defined this way. However, this to some extent conflicts with the definition of <provide-all-attributes/>, that according to RFC 5025 section 3.3.2.15:
   It is effectively a macro that expands into a set of

   provide-activities, provide-class, provide-deviceID, provide-mood,

   provide-place-is, provide-place-type, provide-privacy, provide-

   relationship, provide-sphere, provide-status-icon, provide-time-

   offset, provide-user-input, provide-note, and provide-unknown-

   attribute permissions such that each presence attribute in the

   document has a permission for it.  This implies that, so long as an

   entire person, service, or device occurrence is provided, every

   single presence attribute, including ones not known to the server

   and/or defined in future presence document extensions, is granted to

   the watcher.

In order not to violate RFC 5025, to have only meaningful <transformations> and to keep the <transformations> rather simple, it is recommended not to include “false” valued fine grained privacy filters.
As for comment B136:
The following transformation grants access to <person> <status-icon>:
    <cr:transformations>
      <pr:provide-persons>

        <pr:all-persons/>

      <pr:provide-persons>

      <pr:provide-status-icon>true<pr:provide-status-icon>

    </cr:transformations>

The following transformation grants access to <tuple> <willingness>:
    <cr:transformations>
      <pr:provide-services>

        <pr:all-services/>

      <pr:provide-services>

      <pr:provide-willingess>true<pr:provide-status-icon>

    </cr:transformations>

The following is an extract of RFC 4745 section 10.2:

   Each type of permission is combined across all matching rules.  Each

   type of action or transformation is combined separately and

   independently.  The combining rules generate a combined permission.

   The combining rules depend only on the data type of permission.  If a

   particular permission type has no value in a rule, it assumes the

   lowest possible value for that permission for the purpose of

   computing the combined permission.  That value is given by the data

   type for booleans (FALSE) and sets (empty set), and MUST be defined

   by any extension to the Common Policy for other data types.

   For boolean permissions, the resulting permission is TRUE if and only

   if at least one permission in the matching rule set has a value of

   TRUE and FALSE otherwise.  For integer, real-valued and date-time

   permissions, the resulting permission is the maximum value across the

   permission values in the matching set of rules.  For sets, it is the

   union of values across the permissions in the matching rule set.

As all the matching <transformations> are considered separately and independently, the combined result equals granting access to <person> <status-icon> and <tuple> <willingness>.

Note that, when merging <transformations> of the above examples, access is granted to <person> <status-icon>, <person> <overriding-willingness>, <tuple> <status-icon> and <tuple> <willingness>:
    <cr:transformations>
      <pr:provide-services>

        <pr:all-services/>

      <pr:provide-services>
      <pr:provide-persons>

        <pr:all-persons/>

      <pr:provide-persons>

      <pr:provide-status-icon>true<pr:provide-status-icon>
      <pr:provide-willingess>true<pr:provide-status-icon>
    </cr:transformations>

Hence, some kind of visibility granting cannot be expressed in a single rule.

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Approve the proposed modifications to the PRS Implementation Guidelines document.

6 Detailed Change Proposal

Change 1:  OMA-WP-PRS_Implementation_Guidelines-20080109-D.doc
New section 5.10.2
5.10.2 Transformations

The <transformations> child element in a Presence Authorization Rules document [PRS XDM] details the visibility a Watcher is granted to particular Presence Information items.
 A coarse grained privacy filter grants visibility to selected <person>, <device> and <tuple> data component elements based on identifying information for these elements [RFC5025]. A fine grained privacy filter grants visibility of the selected Presence Attributes in a particular data component.
The visibility that results from a set of matching rules depends on the combined result of both the coarse grained and fine grained privacy filters supplied in the <transformations> element of the matching rules. Determining the resulting visibility is a complex issue as also the semantics of the privacy filter items within the <transformations> element has to be considered.

It is RECOMMENDED that:
· each <transformations> element comprises both a coarse grained privacy filter and a fine grained privacy filter; and

· the fine grained privacy filter in a <transformations> element is either the <provide-all-attributes/> element, or a set of fine grained privacy filters each one valued “true”; i.e. the fine grained privacy filters valued “false” are not included in the rules.
The reasons for the recommendations include:

· both a coarse grained and a fine grained privacy filters are required to have a semantically correct privacy filter; and

· the combined result of <transformations> in multiple matching rules is unambiguously defined; and

· a predictable structure of presence authorization rules document eases device migration; and

· an improved interoperability is expected, as a presence authorization rules document can be very complex
Change 2:  References
2. References

	[PRS_AC]
	“Presence Application characteristics”, Version 1.1, Open Mobile Alliance™,
OMA-SUP-AC_ap0002_presence-V1_1, URL: http://www.openmobilealliance.org/

	[PRS_DATA_SPEC]
	“Presence SIMPLE Data Specification”, Version 1.0, Open Mobile Alliance(, OMA-DDS-Presence_Data_Ext-V1_0, URL: http://www.openmobilealliance.org/

	[PRS_ERELD]
	“Enabler Release Definition for OMA Presence SIMPLE”, Version 1.1, Open Mobile Alliance(, OMA-ERELD-Presence_SIMPLE-V1_1, URL: http://www.openmobilealliance.org/

	[PRS_MO]
	“OMA Management Object for Presence SIMPLE ”, Version 1.1, Open Mobile Alliance™,
OMA-TS-Presence_SIMPLE_MO-V1_1, URL: http://www.openmobilealliance.org/

	[PRS_RD]
	“Presence Requirements”, Version 1.1, Open Mobile Alliance(, OMA-RD-Presence_SIMPLE-V1_1, URL: http://www.openmobilealliance.org/

	[PRS_RLS_XDM]
	“Resource List Server (RLS) XDM Specification”, Version 1.1, Open Mobile Alliance(, OMA-TS-Presence_SIMPLE_RLS_XDM-V1_1, URL: http://www.openmobilealliance.org/

	[PRS_SPEC]
	“Presence SIMPLE Specification”, Version 1.1, Open Mobile Alliance(, OMA-TS-Presence_SIMPLE-V1_1, URL: http://www.openmobilealliance.org/

	[PRS_XDM]
	“Presence XDM Specification”, Version 1.1, Open Mobile Alliance(, OMA-TS-Presence_SIMPLE_XDM-V1_1, URL: http://www.openmobilealliance.org/

	[RFC3903]
	IETF RFC 3903 ”An Event State Publication Extension to the Session Initiation Protocol (SIP) “, A. Niemi, Oct. 2004,  
URL: http://www.ietf.org/rfc/rfc3903.txt

	[RFC4479]
	IETF RFC 4479 ”A Data Model for Presence “, J. Rosenberg, Jul. 2006,  URL: http://www.ietf.org/rfc/rfc4479.txt

	[RFC4660]
	IETF RFC 4660 “Functional Description of Event Notification Filtering”, H.Khartabil et al, Sep 2006,
URL: http://www.ietf.org/rfc/rfc4660.txt

	[RFC4661]
	IETF RFC 4661 “An Extensible Markup Language (XML) Based Format for Event Notification Filtering”, H.Khartabil et al, Sep 2006, URL: http://www.ietf.org/rfc/rfc4661.txt

	[RFC5025]
	“Presence Authorization Rules”, J. Rosenberg, December 2007, RFC 5025, (http://www.ietf.org/rfc/rfc5025.txt)

	[XDM_Core]
	“XML Document Management (XDM) Specification”, Version 1.1, Open Mobile Alliance(, OMA-TS-XDM_Core-V1_1, URL: http://www.openmobilealliance.org/

	[XDM_IG]
	“Implementation Guidelines for OMA XDM v1.1 ”, Open Mobile Alliance(, OMA-WP-XDM_1-1_Implementation_Guidelines, URL: http://www.openmobilealliance.org/














NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2008 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 6)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20080101-I]

© 2008 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 6 (of 7)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20080101-I]

