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1 Reason for Change

According to the agreed CR OMA-PAG-2008-0010R01-CR_PRS2_move_to_PDExt, PDE related section (section 10.3, 10.4 and 10.5) was moved to PDE spec. But in the Presence SIMPLE TS spec, there are still some references to PDE related section.

This aims to cleanup the references to the PDE related section.
R01 adds the references to the [[PRES_V1]] for some basic presence information elements.
R02:

Change PRSV1_0 to PRSV1_1, because PRSV1_0 will be expected to become historical and be replaced by PRSV1_1.

Change the MO version and AC version to V2_0.

Change the references.
2 Impact on Backward Compatibility

None.  
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that PAG WG discuss and agree this CR. 
6 Detailed Change Proposal

Change 1:  Correct the references
2.1    Normative References
	[PRES_V1]
	“OMA Presence SIMPLE”, Version 1.0, Open Mobile Alliance(, OMA-ERP-Presence_ SIMPLE-V1_0, URL: http://www.openmobilealliance.com/

	[PRESAC]
	“Presence Application Characteristics file of Presence V2.0”, Version 2.0, Open Mobile Alliance(, OMA-SUP-AC_ap0002_presence-V2_0, URL: http://www.openmobilealliance.org/

	[PRESAD]
	“Presence using SIMPLE”, Version 2.0, Open Mobile Alliance(, OMA-AD-Presence_ SIMPLE-V2_0, URL: http://www.openmobilealliance.org/

	[PRESMO]
	“OMA Management Object for SIMPLE Presence”, Version 2.0, Open Mobile Alliance(, OMA-TS-Presence_SIMPLE_MO-V2_0, URL: http://www.openmobilealliance.org/.

	[PRESREQ]
	“Presence Requirements”, Version 2.0, Open Mobile Alliance(, OMA-RD-Presence_SIMPLE-V2_0, URL: http://www.openmobilealliance.org/

	[PRESXDM]
	“Presence XDM Specification”, Draft Version 2.0, Open Mobile Alliance(, OMA-TS-Presence_SIMPLE_XDM- V2_0, URL: http://www.openmobilealliance.org/

	[Provisioning Content]
	OMA – Provisioning Content V1.1, URL: http://www.openmobilealliance.org/

	[RLSXDM]
	“RLS XDM Specification”, Draft Version 2.0, Open Mobile Alliance(, OMA-TS-Presence_SIMPLE_RLS_XDM- V2_0, URL: http://www.openmobilealliance.org/

	[DATASPEC]
	“Presence SIMPLE Data Specification”, Version 1.0, Open Mobile Alliance(, OMA-DDS-Presence_Data_Ext-V1_0, URL: http://www.openmobilealliance.org/


Change 2:  Correct the references

5.1.1    Publication of presence information
A Presence Source SHALL implement the Event Publication Agent (EPA) function and support the PUBLISH method according to the procedures described in [RFC3903]. 

A Presence Source SHALL support the ‘application/pidf+xml’ content type, according to [RFC3863].

The presentity SHALL be identified by a SIP URI (as defined in [RFC3261]), and may additionally be identified by a tel URI (as defined in [RFC 3966]) or a pres URI (as defined in [RFC3859]). The tel URI SHALL take the international public telecommunication number format with a leading "+" sign. If the Presence Source is aware of the SIP URI of the presentity, the Presence Source SHOULD insert the SIP URI in the Request-URI of the PUBLISH request rather than a pres URI or a tel URI. The Presence Source SHALL insert the same URI in the “entity” attribute of the <presence> element as in the Request-URI of the PUBLISH request.

A Presence Source SHALL use the elements listed in [PRES_V1.1] section 10.4  “Presence Information Elements semantics” and [DATASPEC] when it has to publish presence information with semantics identical to those elements.

When the SIP/IP Core network corresponds to 3GPP IMS or 3GPP2 MMD networks, and the Presence Source is a UE, it SHALL set the entity attribute of the <presence> element of the Presence Information document, defined in [RFC3863], to its registered public user identity, as defined in [3GPP TS 24.229] and [3GPP2 X.S0013-004-A].  If more than one registered public user identity is available, 
· the Presence Source SHALL set the value of the “entity” attribute of the <presence> element in the Presence Information document with the value of the P-Preferred-Identity header field used in the SIP PUBLISH request, if present, as defined in [3GPP TS 24.229] and [3GPP2 X.S0013-004-A]. 
· If there is no P-Preferred-Identity header field included in the SIP PUBLISH request, the Presence Source SHALL include its default public user identity, as defined in [3GPP TS 24.229] and [3GPP2 X.S0013-004-A], in the “entity” attribute of the <presence> element of the Presence Information document,
When the SIP/IP Core network corresponds to 3GPP IMS or 3GPP2 MMD networks and if the Presence Source is an AS, it SHALL set the value of the “entity” attribute of the <presence> element in the Presence Information document with a URI value from the P-Asserted-Identity header field used in the SIP PUBLISH request as defined in [3GPP TS 24.229] and [3GPP2 X.S0013-004-A]. 
The Presence Source MAY support other PIDF extensions to publish elements whose semantics do not match with those defined in [PRES_V1.1] section 10.4  “Presence Information Elements semantics” and [DATASPEC], as long as, if a Watcher that does not understand those extensions can ignore them without changing the meaning of the presence elements that are understood.

The Presence Source SHALL be free to provide any value of the instance identifier attributes (id) for <tuple>, <person> and <device> (as defined in [RFC4479]) as this is being used only to syntactically differentiate between the elements and is not linked with any composition actions in the PS or resolution of conflicts in watcher.

For a given presentity, the information published by each presence source is composed into a single raw presence document as described in Section 5.5.3.1.

Change 3:  Correct the references
5.2.3    Presence information processing
This section describes how watchers SHALL interpret the received presence information.

If the watcher receives more than one <tuple> element in the presence document including:

· <contact> elements (defined in [RFC3863]) with the same values; and

· <service-description> elements (defined in [PRES_V1.1] section 10.5 “OMA specific PIDF extensions”), if present, with identical <service-id> and <version> elements; 
· other conflicting child elements (i.e. elements with same names but different values or attributes), 

then the watcher SHALL select the child element with the latest <timestamp> element as defined in [RFC3863] from the conflicting element and SHALL ignore the remainder of the conflicting child elements from <tuple> elements. A <tuple> element without a <timestamp> element corresponds with a <tuple> element with the oldest <timestamp> element during comparison. 

For the case when either the “from” or the “until” attributes, as defined in [RFC4480] and [PRES_V1.1] section 10.4 “Presence Information Elements semantics”, are the cause of conflict, the watcher SHALL keep all the elements including conflicting “from” or “until” attributes in the aggregated <tuple> element.

Note, that particular <tuple> child elements might specify a different behaviour (see presence information definitions such as section 10.2).

If the watcher recognizes more than one “person” components in the presence document with conflicting child elements (i.e. elements with same names but different values or attributes), the watcher SHALL select the conflicting child element from the <person> element with the latest <timestamp> element as defined in [RFC4479] and SHALL ignore the remainder of the conflicting child elements from <person> elements. A <person> element without a <timestamp> element corresponds with a <person> element with the oldest <timestamp> element during comparison.  For the case when either the “from” or the “until” attributes as defined in [RFC4480] and [PRES_V1.1] section 10.4 “Presence Information Elements semantics” are the cause of conflict, the watcher SHALL keep all the elements including conflicting “from” or “until” attributes in the aggregated <person> element.
Note, that particular <person> child elements might specify a different behaviour (see presence information definitions such as section 10.2).

A watcher SHALL be able to interpret any application-specific subset of the elements listed in [PRES_V1.1] section 10.4 “Presence Information Elements semantics” and [DATASPEC] using the semantics described therein. The Watcher MAY support other PIDF extensions to interpret elements whose semantics do not match with those defined in [PRES_V1.1] section 10.4 “Presence Information Elements semantics” and [DATASPEC], as long as, if a watcher that does not understand those extensions can ignore them without changing the meaning of the presence elements that are understood.

Change 4:  Correct the references
5.5.3.1.1    Composition Policy
The PS SHALL compose the information from the different Presence Sources according to the following rules:

· Service elements (defined in section)

If the following conditions all apply:

a. If one <tuple> element includes a <contact> element, as defined in [RFC3863], other <tuple> elements include an identical <contact> element; and

b. If one <tuple> element includes a <service-description> element, as defined in [PRES_V1.1],section 10.4 “Presence Information Elements semantics” other <tuple> elements include an identical <service-description> element. Two <service-description> elements are identical if they contain identical <service-id> and <version> elements; and

c. If one <tuple> element includes a <class> element, as defined in [PRES_V1.1] section 10.4 “Presence Information Elements semantics”, other <tuple> elements include an identical <class> element; and

d. If there are no conflicting elements (i.e. same elements with different values or attributes) under the <tuple> elements. Different <timestamp> values are not considered as a conflict.
then the PS SHALL:

a. Aggregate elements within a <tuple> element that are published from different Presence Sources into one <tuple> element. Identical elements with the same value and attributes SHALL not be duplicated; and

b. Set the “priority” attribute of the <contact> element in the aggregated <tuple> element to the highest one among those in the input <tuple> elements, if any “priority” attribute is present; and

c.  Set the <timestamp> of the aggregated <tuple> to the most recent one among the ones that contribute to the aggregation (a <tuple> element without a <timestamp> element corresponds with a <tuple> element with the oldest <timestamp> element).; and
d. Keep no more than one <description> element from the <service-description> elements of the aggregated <tuple> element when there are different values of the <description> elements.

In any other case, the PS SHALL keep <tuple> elements from different Presence Sources separate.

· Device elements (defined in section 10.1.3)

If the <deviceID> of the <device> elements that are published from different Presence Sources match, then the PS SHALL 

a. Aggregate the non-conflicting elements within one <device> element; and 

b. Set the <timestamp> of the aggregated <device> element to the most recent one among the ones that contribute to the aggregation (A <device> element without a <timestamp> element corresponds with a <device> element with the oldest <timestamp>); and

c. Use the element from the most recent publication for conflicting elements.

· Person element (defined in section 10.1.1)

If the following conditions all apply:

a. If one <person> element includes a <class> element, as defined in [PRES_V1.1] section 10.4 “Presence Information Elements semantics”   other <person> elements include an identical <class> element;

b. If there are no conflicting elements (same elements with different values or attributes) under the <person> elements. Identical elements with the same value SHALL not be duplicated. Different <timestamp> values are not considered as a conflict.
then the PS SHALL:

a. Aggregate elements within a <person> element that are published from different Presence Sources into one <person> element. Identical elements with the same value and attributes SHALL not be duplicated; and

b. .Set the <timestamp> of the aggregated <person> element SHALL be the most recent one among the ones that contribute to the aggregation (a <person> element without a <timestamp> element corresponds with a <person> element with the oldest <timestamp> element during comparison).

In any other case, the PS SHALL keep <person> elements from different Presence Sources separate. 

The PS SHALL ignore the values of instance identifier attributes (id) of <tuple>, <person> and <device> instances in presence documents published by Presence Sources. 
The PS MAY change the values of instance identifier attributes (id) of <tuple>, <person> and <device> instances in presence documents that have been published by Presence Sources.

Change 5:  Correct the references
5.5.3.2.1    Polite blocking
Polite blocking is a mechanism to deny providing presence information updates , while indicating to the watcher that the subscription is active.  

If the result of applying Subscription Authorisation Rules is to perform polite blocking (see section 5.5.3.2), the PS SHALL perform the following:

· The PS SHALL respond to the SUBSCRIBE request according to rules and procedures of [RFC5025], section 3.2.

· The PS SHALL then send only one NOTIFY request  the PS with the following content:

· provide only the <tuple> elements of the “raw presence document” of the presentity indicating that the presentity is “unwilling” and “un-available” for communication (see [PRES_V1.1] section 10.4 “Presence Information Elements semantics”  of the exact details of how these states are mapped to relevant presence information elements). If further child elements are contained in the “raw presence document” within the <tuple> elements apart from “willingness” and “availability”, they SHALL be omitted by the PS. 

· not provide the <device> and <person> information elements if existent in the presentity’s “raw presence document” 

· perform all the next stages in the Presence Information processing framework,  as they are listed in section 5.5.3 and detailed in relevant sub-sections (e.g. apply filtering, partial notifications, throttling etc)

Change 6:  Correct the references

To editor: Change the reference from [PRESTS_V1] to [PRES_V1.1] all through the OMA-TS-Presence_SIMPLE-V2_0-D spec.
Change 7:  Correct the references

10.1.2.1    Service identification
The OMA Presence  SIMPLE 1.1 enabler [PRES_V1.1] defines the <service-description> element to uniquely identify the OMA specific services. 
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