Doc# OMA-PAG-2008-0134R01-CR_PRS2_xdm_pub_auth_cont_rules.doc[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# OMA-PAG-2008-0134R01-CR_PRS2_xdm_pub_auth_cont_rules.doc
Change Request



Change Request

	Title:
	Publication Authorization Content Rules
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	PAG

	Doc to Change:
	OMA-TS-Presence_SIMPLE_XDM-V2_0-20080118-D

	Submission Date:
	22 Feb 2008

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Krisztian Kiss, Nokia, krisztian.kiss@nokia.com

	Replaces:
	n/a


1 Reason for Change
Define Publication Authorization Content Rules.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

OMA-SUP-XSD_prs_pub_rules has to be modified.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Approve the proposed change.
6 Detailed Change Proposal

Change 1:  Change section 2.1
2.1 Normative References

	[COMMONPOL]
	“A Document Format for Expressing Privacy Preferences”, H. Schulzrinne et al., Aug 2006, URL: http://www.ietf.org/internet-drafts/draft-ietf-geopriv-common-policy-11.txt 

Note: IETF Draft work in progress

	[PRESAUTH]
	“Presence Authorization Rules”, J. Rosenberg, July 9, 2007, URL: http://www.ietf.org/internet-drafts/draft-ietf-simple-presence-rules-10.txt
Note: IETF Draft work in progress

	[PRESSPECv1]
	“Presence SIMPLE Specification”, Version 1.0, Open Mobile Alliance™, OMA-TS-Presence_SIMPLE-V2_0, URL: http://www.openmobilealliance.org/ 

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL: http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. November 1997, URL: http://www.ietf.org/rfc/rfc2234.txt

	[RFC3863]
	“Presence Information Data Format (PIDF)”, H.Sugano et al., Aug 2004, URL: http://www.ietf.org/rfc/rfc3863.txt

	[RFC4479]
	“A Data Model for Presence”, J. Rosenberg, Jul 2006, RFC 4479,
URL: http://www.ietf.org/rf/rfc4479.txt

	[RFC4480]
	“RPID: Rich Presence Extensions to the Presence Information Data Format (PIDF)”, H. Schulzrinne et al., July 2006, RFC 4480, URL: http://www.ietf.org/rfc/rfc4480.txt

	[RFC4825]
	“The Extensible Markup Language (XML) Configuration Access protocol (XCAP)”, J. Rosenberg, May, 2007, URL: http://www.ietf.org/rfc/rfc4825.txt 

	[RFC4827]
	“An Extensible Markup Language (XML) Configuration Access Protocol (XCAP) Usage for Manipulating Presence Document Contents”, M. Isomaki et al, May, 2007, URL: http://www.ietf.org/rfc/rfc4827.txt 

	[XDMSPEC]
	“XML Document Management (XDM) Specification”, Version 2.0, Open Mobile Alliance™, OMA-TS-XDM_Core-V2_0, URL: http://www.openmobilealliance.org/ 

	[XSD-PRESRULES]
	“Presence SIMPLE – Presrules”, Candidate Version 1.0, Open Mobile Alliance(, OMA-SUP-XSD_prs_presrules-V1_0, URL: http://www.openmobilealliance.org/tech/profiles/ 


Change 2:  Add new section 5.3.2
5.3.2 Publication Content Rules 
5.3.2.1   Structure
The Publication Content Rules are described from the <transformations> element of the Publication Authorization and Content Rules document.

The <transformations> element SHALL be used to define the content a publisher is allowed to publish using the PUBLISH request. 

The <transformations> child element of any <rule> element MAY include the following child elements described in section 5.3.2.7:

a. the <allow-persons> element;

b. the <allow-devices> element;

c. the <allow-services> element;

d. the <allow-willingness> element;

e. the <allow-network-availability> element;

f. the <allow-session-participation> element;

g. the <allow-activities> element;
h. the <allow-class> element;
i. the <allow-mood> element;

j. the <allow-place-type> element;

k. the <allow-status-icon> element;

l. the <allow-time-offset> element;

m. the <allow-note> element;

n. the <allow-geopriv> element;

o. the <allow-registration-state> element;

p. the <allow-barring-state> element;

q. the <allow-all-attributes> element;

r. the <allow-unknown-attribute> element.
5.3.2.2   Application Unique ID

The AUID SHALL be “org.openmobilealliance.pub-rules”.

5.3.2.3   Default Namespace

The default namespace used in expanding URIs SHALL be “urn:ietf:params:xml:ns:common-policy” defined in [RFC4745].

5.3.2.4   XML Schema

The Publication Content Rules SHALL conform to the XML Schema described in [RFC4745] extended in [XSD_pub_rules].
5.3.2.5   MIME Type

The MIME type for this application usage SHALL be “application/auth-policy+xml” defined in [RFC4745].

5.3.2.6   Validation constraints

The validation constraints SHALL conform to those imposed by the XML schema.

A <rule> element with an <actions> element including a <perm-handling> element SHALL contain no <transformations> element except the <allow-all-attributes> element.
5.3.2.7   Data Semantics
The <allow-persons> “transformation” controls access to the <person> element defined in [RFC4479]. The value is of a Boolean type:
“false”
disallows the Presence Source to publish the <person> element and any of its child elements. This is the default value taken in the absence of the element.

“true”
allows the Presence Source to publish the <person> element and any of its child elements.
The <allow-devices> “transformation” controls access to the <device> element defined in [RFC4479]. The value is of a Boolean type:
“false”
disallows the Presence Source to publish the <device> element and any of its child elements. This is the default value taken in the absence of the element.

“true”
allows the Presence Source to publish the <device> element and any of its child elements.
The <allow-services> “transformation” controls access to the <tuple> element defined in [RFC3863]. The value is of a Boolean type:
“false”
disallows the Presence Source to publish the <tuple> element and any of its child elements. This is the default value taken in the absence of the element.

“true”
allows the Presence Source to publish the <tuple> element and any of its child elements.
The <allow-willingness> “transformation” controls access to the <willingness> and <overriding-willingness> elements defined in [PRESSPECv1]. The value is of a Boolean type:
“false”
disallows the Presence Source to publish the <willingness> and <overriding-willingness> elements. This is the default value taken in the absence of the element.

“true”
allows the Presence Source to publish the <willingness> and <overriding-willingness> elements.
The <allow-network-availability> “transformation” controls access to the <network-availability> element defined in [PRESSPECv1]. The value is of a Boolean type:
“false”
disallows the Presence Source to publish the <network-availability> element if present. This is the default value taken in the absence of the element.

“true”
allows the Presence Source to publish the <network-availability> element.
The <allow-session-participation> “transformation” controls access to the <session-participation> element defined in [PRESSPECv1]. The value is of a Boolean type:
“false”
disallows the Presence Source to publish the <session-participation> element if present. This is the default value taken in the absence of the element.

“true”
allows the Presence Source to publish the <session-participation> element.
The <allow-activities> “transformation” controls access to the <activities> element defined in [RFC4480]. The value is of a Boolean type:
“false”
disallows the Presence Source to publish the <activities> element if present. This is the default value taken in the absence of the element.

“true”
allows the Presence Source to publish the <activities> element.

The <allow-class> “transformation” controls access to the <class> element defined in [RFC4480]. The value is of a Boolean type:
“false”
disallows the Presence Source to publish the <class> element if present. This is the default value taken in the absence of the element.

“true”
allows the Presence Source to publish the <class> element.

The <allow-mood> “transformation” controls access to the <mood> element defined in [RFC4480]. The value is of a Boolean type:
“false”
disallows the Presence Source to publish the <mood> element if present. This is the default value taken in the absence of the element.

“true”
allows the Presence Source to publish the <mood> element.
The <allow-place-type> “transformation” controls access to the <place-type> element defined in [RFC4480]. The value is of a Boolean type:
“false”
disallows the Presence Source to publish the <place-type> element if present. This is the default value taken in the absence of the element.

“true”
allows the Presence Source to publish the <place-type> element.
The <allow-status-icon> “transformation” controls access to the <status-icon> element defined in [RFC4480]. The value is of a Boolean type:
“false”
disallows the Presence Source to publish the <status-icon> element if present. This is the default value taken in the absence of the element.

“true”
allows the Presence Source to publish the <status-icon> element.
The <allow-time-offset> “transformation” controls access to the <time-offset> element defined in [RFC4480]. The value is of a Boolean type:
“false”
disallows the Presence Source to publish the <time-offset> element if present. This is the default value taken in the absence of the element.

“true”
allows the Presence Source to publish the <time-offset> element.

The <allow-note> “transformation” controls access to the <note> element defined in [RFC3863] for <tuple> element and {RFC4479] for <person> and <device> elements. The value is of a Boolean type:
“false”
disallows the Presence Source to publish the <note> element if present. This is the default value taken in the absence of the element.

“true”
allows the Presence Source to publish the <note> element.

The <allow-geopriv> “transformation” controls access to the <geopriv> element defined in [RFC4119]. The value is of a Boolean type:
“false”
disallows the Presence Source to publish the <geopriv> element and its child elements. This is the default value taken in the absence of the element.

<full>
allows the Presence Source to publish the <geopriv> element and its child elements.
The <allow-registration-state> “transformation” controls access to the <registration-state> element defined in [PRESSPECv1]. The value is of a Boolean type:

“false”
disallows the Presence Source to publish the <registration-state> element if present. This is the default value taken in the absence of the element.

“true”
allows the Presence Source to publish the <registration-state> element.

The <allow-barring-state> “transformation” controls access to the <barring-state> element defined in [PRESSPECv1]. The value is of a Boolean type:

“false”
disallows the Presence Source to publish the <barring-state> element if present. This is the default value taken in the absence of the element.

“true”
allows the Presence Source to publish the <barring-state> element.
The <allow-all-attributes> “transformation” controls access to all presence attributes in all of the <person>, <device>, and <tuple> elements that are present in the document. 
The <allow-unknown-attribute> “transformation” controls access to an unknown presence attribute with the given name and namespace. The value of the name attribute SHALL be an unqualified element name (i.e. namespace prefix SHALL NOT be included), and the value of the ns attribute SHALL be a namespace URI.  The two are combined to form a qualified element name, which SHALL be matched to all unknown child elements of the <tuple>, <device>, or <person> elements with the same qualified name. The value is of a Boolean type:

“false”
disallows the Presence Source to publish the presence attribute with the given name and namespace, if present. This is the default value taken in the absence of the element.

“true”
allows the Presence Source to publish the presence attribute with the given name and namespace.
Editor’s Note: it is FFS whether the transformations listed here should define more granularity.
5.3.2.8   Naming conventions

The name of the Publication Content Rules document SHALL be “pub-rules”.

5.3.2.9   Global documents

This application usage defines no global documents.

5.3.2.10   Resource interdependencies

This application usage defines no additional resource interdependencies.

5.3.2.11   Authorization policies

The authorization policies SHALL be defined according to [XDMSPEC] section 5.1.5“Authorization” with the additions defined in this subsection. Principals other than the Primary Principal SHALL have a permission to perform the “Retrieve a document” operation defined in [XDMSPEC] section 6.1.1.2.3 ”Retrieve a Document”, or the “Subscribing to changes in the XML documents” operation defined in [XDMSPEC] section 6.1.2 ”Subscribing to changes in the XML documents” with the following restrictions:
· The Presence XDMS SHALL determine the rules in the Publication Authorization and Content Rules document visible to the Principal. 
· The Presence XDMS SHALL evaluate the combined permissions according to the procedures described in [XDMSPEC] section 5.2.2.4 “Combining Permissions” with the following clarification:

· If an attempt to resolve an <external-list> condition element fails, the Presence XDMS SHALL regard the Publication Authorization Rules document as invalid and reject the request by responding to the request with an HTTP 403 (Forbidden) error response.

· If there is no matching rule then the Presence XDMS SHALL reject the request by responding to the request with an HTTP 403 (Forbidden) error response.
· In case of matching rules, the Presence XDMS SHALL evaluate the <pub-handling> action of the combined permissions:

· if the value is “block”, the Presence XDMS SHALL reject the request by responding to the request with an HTTP 403 (Forbidden) error response.

· if the value is “allow”, then the Presence XDMS SHALL accept the request by responding to the request with an HTTP 200 (OK) response and return only the combined <transformations> element from the matching rules to the Principal.
Editor’s Note: it is FFS whether the Presence XDMS should create “view” documents to every principal requesting to fetch this document. The exact format of the “view” document returned to the requestor is TBD.
Change 3:  Change section 5.1.2.7

5.1.2.7 Data Semantics

The data semantics SHALL conform to the semantics defined in [PRESAUTH] and extended in [XDMSPEC] section 6.6.2, together with the clarifications given in this sub‑clause.

The <provide-willingness> “transformation” controls access to <willingness> and <overriding-willingness> elements defined in [PRESSPECv1]. The value is of a Boolean type:
“false”
instructs the Presence Server to remove the <willingness> and <overriding-willingness> elements if present. This is the default value taken in the absence of the element.

“true”
instructs the Presence Server to report the <willingness> and <overriding-willingness> elements to the watcher.
The <provide-network-availability> “transformation” controls access to the <network-availability> element defined in [PRESSPECv1]. The value is of a Boolean type:
“false”
instructs the Presence Server to remove the <network-availability> element if present. This is the default value taken in the absence of the element.

“true”
instructs the Presence Server to report the <network-availability> element to the watcher.
The <provide-session-participation> “transformation” controls access to the <session-participation> element defined in [PRESSPECv1]. The value is of a Boolean type:
“false”
instructs the Presence Server to remove the <session-participation> element if present. This is the default value taken in the absence of the element.

“true”
instructs the Presence Server to report the <session-participation> element to the watcher.

The <provide-registration-state> “transformation” controls access to the <registration-state> element defined in [PRESSPECv1]. The value is of a Boolean type:

“false”
instructs the Presence Server to remove the <registration-state> element if present. This is the default value taken in the absence of the element.

“true”
instructs the Presence Server to report the <registration-state> element to the watcher.

The <provide-barring-state> “transformation” controls access to the <barring-state> element defined in [PRESSPECv1]. The value is of a Boolean type:

“false”
instructs the Presence Server to remove the <barring-state> element if present. This is the default value taken in the absence of the element.

“true”
instructs the Presence Server to report the <barring-state> element to the watcher.

The <provide-geopriv> “transformation” controls access to the <geopriv> element defined in [RFC4119]. The <provide-geopriv> element is an enumerated integer type, and its value defines what information is provided to watchers:
<false>
instructs the Presence Server to remove (if present ) the <geopriv> element and its child elements. It is assigned the numeric value of 0.  This is the default value taken in the absence of the element.

<full>
instructs the Presence Server to report the <geopriv> element and its child elements to the watcher.  It is assigned the numeric value of 1.

The <service-id> identifies service by its service ID defined in [PRESSPECv1].
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