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1 Reason for Contribution

This contribution proposes a “clean up” the Presence Content XDM Specification.  It may be useful to perform such a clean up prior to initiating consistency review, in order to minimize editorial and other minor comments.  Such comments are time consuming for individuals to generate, for the CONRR editor to track, and for the WG to resolve.  By minimizing such comments, PAG WG can focus its time on “real” technical issues.
Most of the “clean up” can be categorized as follows:

· Fixing spelling and grammar

· Fixing formats (e.g. removing blank lines, fixing bulletization)

· Applying OMA style rules (e.g. capitalizing section titles)

· Applying PAG style rules (e.g. normalizing the tags used for references)

· For Presence XDM-related specs, applying similar cleanup that was made to Shared XDM Specs during XDM 2.0 consistency review
· Capitalization of defined terminology

· Etc.

2 Summary of Contribution

The attached document contains the proposed changes.
3 Detailed Proposal


[image: image1.emf]D:\OMA\Latest  Documents\Presence 2.0\OMA-TS-Presence_SIMPLE_Content_XDM-V1_0-20080304-D-minor-edits.zip


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the replace OMA-TS-Presence_SIMPLE_Content_XDM-V2_0-20080304-D with the attached document, which can then be used as the baseline for consistency review.
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Use of this document is subject to all of the terms and conditions of the Use Agreement located at http://www.openmobilealliance.org/UseAgreement.html.



Unless this document is clearly designated as an approved specification, this document is a work in process, is not an approved Open Mobile Alliance™ specification, and is subject to revision or removal without notice.



You may use this document or any part of the document for internal or educational purposes only, provided you do not modify, edit or take out of context the information in this document in any manner.  Information contained in this document may be used, at your sole risk, for any purposes.  You may not use this document in any other manner without the prior written permission of the Open Mobile Alliance.  The Open Mobile Alliance authorizes you to copy this document, provided that you retain all copyright and other proprietary notices contained in the original materials on any copies of the materials and that you comply strictly with these terms.  This copyright permission does not constitute an endorsement of the products or services.  The Open Mobile Alliance assumes no responsibility for errors or omissions in this document.
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1. Scope



The Presence Content XDMS specific data formats and Application Usages are described in this specification.


2. References



2.1 Normative References



			[Dict]


			“Dictionary for OMA Specifications”, Version 2.4, Open Mobile Alliance(, OMA-ORG-Dictionary-V2_4, URL: http://www.openmobilealliance.org/





			[PRS_RD]


			“Presence SIMPLE Requirements”, Version 2.0, Open Mobile Alliance™, OMA-RD-Presence_SIMPLE-V2_0, URL: http://www.openmobilealliance.org/





			[PRS_Spec]


			“Presence SIMPLE Specification”, Version 2.0, Open Mobile Alliance™, OMA-TS-Presence_SIMPLE-V2_0, URL: http://www.openmobilealliance.org/





			[RFC2119]


			IETF RFC 2119 “Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL: http://www.ietf.org/rfc/rfc2119.txt





			[RFC4825]


			IETF RFC 4825 “The Extensible Markup Language (XML) Configuration Access protocol (XCAP)”, J. Rosenberg, May, 2007, URL: http://www.ietf.org/rfc/rfc4825.txt





			[SCRRULES]


			“SCR Rules and Procedures”, Version 1.0, Open Mobile Alliance(, OMA-ORG-SCR_Rules_and_Procedures-V1_0, URL: http://www.openmobilealliance.org/





			[XDM_Core]


			“XML Document Management (XDM) Specification”, Version 2.0, Open Mobile Alliance(, OMA-TS-XDM_Core-V2_0, URL: http://www.openmobilealliance.org/





			[XSD_content]


			“XML Schema Definition: Content”, Version 1.0, Open Mobile Alliance(, 
OMA-SUP-XSD_prs_content-V1_0, URL: http://www.openmobilealliance.org/








2.2 Informative References


			[PRS_AD]


			“Presence SIMPLE Architecture”, Version 2.0, Open Mobile Alliance™, OMA-AD-Presence_SIMPLE-V2_0, URL: http://www.openmobilealliance.org/








3. Terminology and Conventions



3.1 Conventions



The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].



All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.



3.2 Definitions



			Application Unique ID


			A unique identifier within the namespace of Application Unique IDs created by this specification that differentiates XCAP Resources accessed by one application from XCAP Resources accessed by another.  (Source: [RFC4825])





			Application Usage


			Detailed information on the interaction of an application with an XCAP Server. (Source: [RFC4825])





			


			





			Global Document


			A document placed under the Global Tree that applies to all users of that Application Usage.





			Global Tree


			A URI that represents the parent for all Global Documents for a particular Application Usage within a particular XCAP Root. (Source: [RFC4825])





			Presence Content


			Media file logically connected with Presence Information. The Presence Information Element includes the URI that references the media file stored in the Presence Content XDMS.





			Presence Information


			Defined in [PRS_RD].





			Presence Information Element


			Defined in [PRS_RD].





			Primary Principal


			The Primary Principal is the user associated with the XCAP User Identifier, which defines where the document resides. (Source: [XDM_Core])





			Principal


			An entity that has an identity, that is capable of providing consent and other data, and to which authenticated actions are done on its behalf. Examples of principals include an individual user, a group of individuals, a corporation, service enablers/applications, system entities and other legal entities. (Source: [Dict])





			Users Tree


			A URI that represents the parent for all user documents for a particular Application Usage within a particular XCAP Root.





			


			





			


			





			XCAP Resource


			An HTTP resource representing an XML document, an element within an XML document, or an attribute of an element within an XML document that follows the naming and validation constraints of XCAP. (Source: [RFC4825])





			XCAP Root


			A context that includes all of the documents across all Application Usages and users that are managed by a server. (Source: [RFC4825])





			XCAP Server


			An HTTP server that understands how to follow the naming and validation constraints defined in [RFC4825].  (Source: [RFC4825])





			XCAP User Identifier


			The XUI is a string, valid as a path element in an HTTP URI that is associated with each user served by the XCAP Server. (Source: [RFC4825])








3.3 Abbreviations



			AUID


			Application Unique ID





			HTTP


			Hyper Text Transfer Protocol





			IETF


			Internet Engineering Task Force





			MIME


			Multipurpose Internet Mail Extensions





			OMA


			Open Mobile Alliance





			SIP


			Session Initiation Protocol





			URI


			Uniform Resource Identifier





			XCAP


			XML Configuration Access Protocol





			XDM


			XML Document Management





			XDMS


			XML Document Management Server





			XML


			Extensible Markup Language








4. Introduction



This specification describes the Application Usage for the Presence Content document, which is used for storing media files which can be referenced as part of Presence Information. When a Presence Information Element includes a URI, such URI may reference the Presence Content stored in the Presence Content XDMS defined by this specification.



The Presence Content XDMS (see [PRS_AD]) is the logical repository for Presence Content documents. The common protocol specified in [XDM_Core] is used for access and manipulation of such Presence Content by authorized principals. The authorization of the Presence Content may be shared with authorization of Presence Information.


5. Presence Content XDM Application Usages


5.1 Presence Content


5.1.1 Structure


The Presence Content document SHALL conform to the schema definition provided in section 5.1.3.



The <content> root element:



a) MAY include any other attribute for the purposes of extensibility;


b) SHALL include a <mime-type> element containing the MIME type of the data included in the file;



c) SHALL include an <encoding> element containing the method used to decode the data included in the file;



d) MAY include a <description> element containing free text describing the data content of the file;



e) SHALL include a <data> element containing the Presence Content;



f) MAY include any other elements from any other namespaces for the purposes of extensibility.


5.1.2 Application Unique ID


The AUID SHALL be “org.openmobilealliance.pres-content”.


5.1.3 





5.1.4 XML Schema



The Presence Content XML document SHALL be composed according to the XML schema described in [XSD_content].


5.1.5 Default Namespace



The default namespace used in expanding URIs SHALL be “urn:oma:xml:xdm:content” defined in Section 5.1.3.


5.1.6 MIME Type



The MIME type for the Presence Content document SHALL be “application/vnd.oma.content+xml”.


5.1.7 Validation Constraints



The Presence Content document SHALL conform to the XML schema described in section 5.1.3, with the clarifications given in this section.



The value of the <mime-type> element SHALL be one of:



· image/gif



· image/jpeg



· image/png



If not, the Presence Content XDMS SHALL return an HTTP “409 Conflict” response as described in [RFC4825], including the <constraint-failure> error element. If included, the “phrase” attribute SHOULD be set to “Unsupported mime type”.


The value of the <encoding> element SHALL be “base64”. If not, the Presence Content XDMS SHALL return an HTTP “409 Conflict” response as described in [RFC4825], including the <constraint-failure> error element. If included, the “phrase” attribute SHOULD be set to “Unsupported encoding”.


The service provider MAY limit the size of the Presence Content document stored in the Presence Content XDMS. If such limitation is present and the size of the file to be stored in the Presence Content XDMS exceeds the limit, the Presence Content XDMS SHALL return an HTTP “409 Conflict” response as described in [RFC4825], including the <constraint-failure> error element. If included, the “phrase” attribute SHOULD be set to “Size limit exceeded”.


5.1.8 Data Semantics



The value of the <data> element SHALL be the media file of the MIME type indicated by the <mime-type> element and encoded using the method indicated by the <encoding> element.


5.1.9 Naming Conventions



This Application Usage defines a subfolder “oma_status-icon” in the Users Tree. To allow future extensibility, any name except those prefixed with “oma_” can be used as the name of the Presence Content document.


5.1.10 Global Documents



This Application Usage defines no Global Documents.


5.1.11 Resource Interdependencies



This Application Usage defines no additional resource interdependencies.


5.1.12 Authorization Policies



The authorization policies for manipulating a Presence Content document SHALL conform to those described in [XDM_Core] “Authorization” with the following exceptions: 


1) Principals SHALL have permission to perform retrieve operations of any Presence Content document stored directly in the Users Tree.


2) Principals SHALL have permission to perform retrieve operations from the “oma_status-icon” subfolder in the Users Tree (see Section 5.1.8) only if the Principal is granted to obtain the <status-icon> Presence Information Element according to the Presence Authorization Rules of the Primary Principal. The procedure of applying Presence Authorization Rules for content authorization are described in [PRS_Spec] “Presence Content XDMS”.


6. Subscribing to Changes in the XML Documents



The Presence Content XDMS MAY support subscriptions to changes in the XML documents as specified in [XDM_Core] “Subscriptions to Changes in the XML Documents”.


Appendix A. Change History
(Informative)



A.1 Approved Version History



			Reference


			Date


			Description





			n/a


			n/a


			No prior version –or- No previous version within OMA








A.2 Draft Version 1.0 History



			Document Identifier


			Date


			Sections


			Description





			Draft Versions



OMA-TS-Presence-SIMPLE_Content_XDM-V1_0


			28 Feb 2008


			All


			Initial version created





			


			04 Mar 2008


			None


			New version due to wrong upload








Appendix B. Static Conformance Requirements
(Normative)



The notation used in this appendix is specified in [SCRRULES].



B.1 Presence Content XDM Application Usage (Server)


			Item


			Function


			Reference


			Requirement





			


			


			


			





			


			


			


			





			


			


			


			





			


			


			


			








B.2 Presence Content XDM Application Usage (Client)


			Item


			Function


			Reference


			Requirement
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