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1 Reason for Change

This CR adds text to the XDM 2.1 AD to support requirement ACP-027. More information can be found in INP OMA-PAG-2009-0136R02-INP_XDM_2.1_AD_Req_ACP_027. 
2 Impact on Backward Compatibility

The change has no impact on Backward Compatibility. 
3 Impact on Other Specifications

-
4 Intellectual Property Rights

Members and their Affiliates (collectively, “Members”) agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member’s attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree to the proposed changes to the XDM 2.1 AD and update the AD document as described below.
6 Detailed Change Proposal

7.1 Definitions
	Access Permissions
	Use definition in [XDM_RD].

	Access Permissions List
	A list of XDM resources that the Primary Principal has permission to access.

	Chargeable Event
	Use definition in [Dict].

	Group Usage List
	Use definition from [XDM_RD].

	History Information
	The information containing the details of XDM Operations performed on a particular XDM Document.

	Interface
	The common boundary between two associated systems. (Source: [Dict])

	Limited XQuery over HTTP
	The subset of XQuery functions that are used in OMA XDM Search requests.

	Primary Principal
	Use definition in [XDM_RD].

	Principal
	Use definition in [Dict].

	Reference Point
	Use definition in [Dict].

	Resource List Meta-Information
	A document describing the state of virtual subscriptions associated with a list subscription. (Source: [RFC4662])

	Resource List Server
	RLSes accept subscriptions to resource lists and send notifications to update subscribers of the state of the resources in a resource list. (Source: [RFC4662]) 

	Shared Group
	Use definition from [XDM_RD].

	Shared User Access Policy
	A User Access Policy as described in [XDM_RD] section “Shared User Access Policy Document.“

	Shared URI List
	Use definition from [XDM_RD].

	Shared User Profile
	Use definition from [XDM_RD].

	Trusted Network
	A network that consists of elements that are trusted (i.e. are not required to authenticate themselves). It corresponds to the definition of 'Trust Domain' as defined in [RFC3324].

	XDMSs
	A logical entity to group XDMSs defined by the XDM enabler.

	XCAP Resource
	An HTTP resource representing an XML document, an element within an XML document, or an attribute of an element within an XML document that follows the naming and validation constraints of XCAP. (Source: [RFC4825])

	XDM Resource
	Use definition in [XDM_RD].

	XML Document Command Protocol
	An HTTP based protocol used to issue commands related to XDM Resource processing. 


Change 1:  Modify section 5.2. To the editor: Figure 2 is changed Interface XDM-8.2i and SIC-2 from the XDMSs box are added. Please change the color to correct one.
a. Architectural Diagram
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Figure 1: XDM Architecture using Reference Points

[image: image2.emf]Chain dashed line are used for I2 Interfaces reused by the XDM enabler

Dashed Boxes are not specified by the XDM enabler

*XDMSs is a logical entity to map XDMSs together for simplification

Aggregation Proxy

Search 

Proxy

Cross Network Proxy

Cross Network Proxy

SIP / IP Core

SIP / IP Core

Subscription

Proxy

*XDMSs

Group XDMS

Policy XDMS

List XDMS

Profile XDMS

Untrusted XDMC

XDM-5i

SIC-1

XDM-3i

XDM-10i

XDM-2i

XDM-8.2i

XDM-15i

SIC-3

XDM-9i

XDM-6i

XDM-4i

XDM-7i

Remote 

Network

SIC-2

XDM-4i

Enabler Specific XDMS

XDM-6i

Trusted XDMC

XDM-8.2i

SIC-2

XDM-6i

XDM-8.1i

XDM-16i

XDM-16i

XDM-15i

SIC-3

UPP Directory XDMS 

XDM-8.2i

SIC-2


Figure 2 XDM Architecture using Interfaces
Change 2:  Modify section 5.3.1.6 as below
5.2.1.1 XDMSs

5.2.1.1.1 List XDMS 
The List XDMS is a server entity that supports the following functions:

· Manages and supports content of URI List, Group Usage List and Access Permissions List XML documents;
· Restores URI List, Group Usage List or Access Permissions List XML document back to one of its previous versions;
· Performs authorisation of incoming SIP, XDCP and XCAP requests;
· Notifies subscribers of changes in XML documents;
· Stores the information about the operations performed on URI List, Group Usage List and Access Permissions List XML documents based on the preferences set by the user;

· Enforces Access Permissions for the URI List, Group Usage List and Access Permissions List XML documents;

· Updates authorised Principals Access Permissions List documents in case of a change in Access Permissions for  Primary Principals XML documents;
· Provides aggregation of notifications of changes to multiple XML documents.
5.2.1.1.2 Group XDMS
The Group XDMS is a server entity that supports the following functions:

· Manages and supports content of Group XML documents;

· Restores Group XML document back to one of its previous versions;
· Performs authorisation of incoming SIP, XDCP and XCAP requests;

· Notifies subscribers of changes in XML documents;

· Stores the information about the operations performed on Group XML documents based on the preferences set by the user;

· Enforces Access Permissions for the Group XML documents;

· Updates authorised Principals Access Permissions List documents in case of a change in Access Permissions for Primary Principals XML documents;
· Provides aggregation of notifications of changes to multiple XML documents;

· Provides search results.
5.2.1.1.3 Profile XDMS
The Profile XDMS is a server entity that supports the following functions:

· Manages and supports content of User Profile XML documents;

· Restores User Profile XML document back to one of its previous versions;
· Performs authorisation of incoming SIP, XDCP and XCAP requests;
· Notifies subscribers of changes in XML documents;

· Provides aggregation of notifications of changes to multiple XML documents;

· Stores the information about the operations performed on User Profile XML documents based on the preferences set by the user;

· Enforces Access Permissions for the User Profile XML documents;

· Updates authorised Principals Access Permissions List documents in case of a change in Access Permissions for Primary Principals XML documents;
· Provides search results.
5.2.1.1.4 Policy XDMS
The Policy XDMS is a server entity that supports the following functions:

· Manages and supports content of User Access Policy XML documents;

· Restores access policy XML document back to one of its previous versions;
· Performs authorisation of incoming SIP, XDCP and XCAP requests;
· Notifies subscribers of changes in XML documents;

· Stores the information about the operations performed on User Access Policy XML documents based on the preferences set by the user;

· Enforces Access Permissions for User Access Policy XML documents;

· Updates authorised Principals Access Permissions List documents in case of a change in Access Permissions for Primary Principals XML documents;
· Provides aggregation of notifications of changes to multiple XML documents.

5.2.1.1.5 UPP Directory XDMS
The UPP Directory XDMS is a server entity that supports the following functions:

· Manages and supports content of  UPP Directory XML documents;

· Performs authorisation of incoming SIP, XDCP and XCAP requests;
· Notifies subscribers of changes in XML documents;
· Updates authorised Principals Access Permissions List documents in case of a change in Access Permissions for Primary Principals XML documents;
· Provides aggregation of notifications of changes to multiple XML documents.

5.2.1.1.6 Enabler specific XDMS
The enabler specific XDMSs are server entities that support the following functions:

· Manages XML documents, which are specific to the service enabler;
· Restores XML document, which are specific to the service enabler, back to one of its previous versions;
· Performs authorisation of incoming SIP, XDCP and XCAP requests;
· Provides aggregation of notifications of changes to multiple documents stored on the enabler specific XDMS;
· Notifies subscribers of changes to the enabler specific documents stored in the network;
· Provides search results if applicable;

· Stores the information about the operations performed on the enabler specific documents based on the preferences set by the user;

· Enforces Access Permissions for XDM documents stored on the enabler specific XDMS;
· Updates authorised Principals Access Permissions List documents in case of a change in Access Permissions for Primary Principals XML documents.
Change 3:  Modify section 5.3.3.4 as below
5.2.1.2 Reference Point XDM-4: Aggregation Proxy – XDMSs
The XDM-4 Reference Point is between the Aggregation Proxy and the XDMSs. The protocols for the XDM-4 Reference Point are XCAP and XDCP.  

The XDM-4 Reference Point provides the following functions:

· XML document management (e.g. create, modify, retrieve, delete, restore) of XML documents handled by a particular XDMS;
· History Information management for XDM documents (e.g. retrieve the History information related to an XML document);
· Access Permissions management for XDM documents handled by a particular XDMS;
· History function related preferences management (e.g. enable/disable History function) for XDM documents handled by particular XDMS;
· XML document management (e.g. create, modify, retrieve, delete, restore) of XML documents requested by an XDMS but handled by any other XDMS.
The XDM-4 Reference Point consists of the XDM-4i and the XDM-8.2i Interfaces.
Change 4:  Modify section 5.3.3.2 as below

5.2.1.3 Reference Point XDM-2: XDMSs – SIP/IP-Core
The XDM-2 Reference Point supports the communication between the XDMSs (i.e. Profile XDMS, Group XDMS, Policy XDMS, List XDMS, UPP directory XDMS and Enabler Specific XDMSs) and the SIP/IP Core. The protocol for the XDM-2 Reference Point is SIP.

The XDM-2 Reference Point provides the following functions:

· Subscription to the modification of XML documents handled by a particular XDMS;
· Notification of the modification of XML documents handled by a particular XDMS;

· Subscription to the modification of XML documents requested by an XDMS but handled by any other XDMS;
· Notification of the modification of XML documents requested by an XDMS but handled by any other XDMS.
When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, then the XDM-2 Reference Point conforms to the ISC Reference Point [3GPP-TS_23.002] [3GPP2-X.S0013-000].
The XDM-2 Reference Point consists of the XDM-2i and the SIC-2 Interfaces.
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