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1 Reason for Change

Purpose of the contribution is to propose text for XDM Server procedures necessary to support XDM Read and Write Optimization. 
R01

· Please refer to changes explained in 0375R01 as the same basically applies here. 
In addition 
· to the error status ides outlined in contribution 160R01, error status from draft-dusseault-http-patch-16 Section 2.2 are incorporated to some greater or lesser extent in this revision.  This draft, which defines an entirely new HTTP method is in IESG evaluation.  
Background information: The HTTP PATCH method appears to have no specific meaning from a WebDAV point of view other than it references RFC 4918, which is a WebDAV RFC.  I am not aware of the status of the HTTP PATCH draft in the IETF other than it is in IESG evaluation.  From an XDCP point of view, the Request URI of an HTTP PATCH could be the same as for an XDCP differential write based HTTP POST, but the XDCP root document may not be needed as the  HTTP PATCH would inherently state the operation.  HTTP PATCH is not specific to any particular "edit script" document.
· application/vnd.oma.xdcp-filter+xml is cited instead of the usual RFC 4661 simple-filter+xml MIME because PAG is essentially restricting that MIME, so it is not the same MIME, albeit it is roughly the same. 
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Include the proposed changes in chapter 6.
6 Detailed Change Proposal

Change 1:  Add new Section 6.2.6.2
6.2.6.2  XDM Optimization
See 6.1.1.1.3 for an introduction to XDM optimization. 
6.2.6.3.2 XDM Optimized Read (Normative)
Upon receiving an XDCP request, the XDMS SHALL check the value of the <request> element of the XDCP document included in the XDCP request body. If the value of the <request> element is “diff-read”, then the XDMS:
1. SHALL reject the XDCP Operation with an HTTP 501 "Not Implemented” response, if the XDCP differential operation is not supported on the XDM Server, else continue with the following steps;  
2. SHALL generate an HTTP 406 "Not Acceptable" response and do not continue with these steps, if there is no <ETAG> or <initialize/> element in the XDCP document of the XDCP request body;
3. SHALL generate an HTTP 415 "Unsupported Media" response and do not continue with these steps, if a filter document ("application/vnd.oma.xdcp-filter+xml") or reference to a filter document is included in the <filter> element, but is invalid or is inconsistent with the requested XDM document or if the XDMS can not act upon the filter for this XDM document for any reason;
4. SHALL retrieve the XDM document, and verify that the requesting XDM Client is granted access to the subset document identified in the filter document, as described in sections 5.6.7;
5. SHALL generate an HTTP 401 "Not Authorized" response and do not continue with these steps, if the XDM document does not exist or the XDM User has insufficient permission to read the filtered view of the requested XDM document;

6. SHALL either 
a. Compare the authorized data in the XDM document identified in the XDCP request as constrained by the filter, against the version of the document identified by the ETAG contained <ETAG> element, similarly constrained, or
b. Determine the authorized data in the XDM document if the XDCP request contained the <initialize/> element; 
7. SHALL generate an HTTP 304 "Not Modified" response with an empty body and do not continue with these steps, if the body of the XDCP request includes an ETAG, and there is no change to the requested XDM document;
8. SHALL send an HTTP 200 "OK" response with a differential document ("application/xcap-diff+xml") to the XDM Client that includes the new ETAG value according to the following rules

a. If the <initialize/> element was included, then generate a document element with a single patch-ops <add> element including the entire authorized content, as determined above.
b. Otherwise, include the differential document, as determined above.  
6.2.6.3.3 XDM Optimized Write (Normative) 
Upon receiving an XDCP request, the XDMS SHALL check the value of the <request> element of the XDCP document included in the XDCP request body. If the value of the <request> element is “diff-write”, then the XDMS:
1. SHALL reject the XDCP Operation with an HTTP 501 "Not Implemented” response if the XDCP differential operation is not supported on the XDM Server, else continue with the following steps;  
2. SHALL generate an HTTP 400 "Bad Request" response and do not continue with these steps, if there is no <ETAG> element or no differential document;
3. SHALL generate an HTTP 404 "Not Found" response and do not continue with these steps, if the value of the <ETAG> does not match the current ETAG of XDM document;
4. SHALL generate an HTTP 415 "Unsupported Media" response and do not continue with these steps, if a filter document or reference to a filter document ("application/vnd.oma.xdcp-filter+xml") is included, but is invalid or is inconsistent with the requested XDM document specified in the Request URI of the XDCP request, or if the XDMS is not able to act upon the filter;
Editor note:  Need an error MIME about the filter and why it is invalid;
5. SHALL generate an HTTP 415 "Unsupported Media" response with a multipart body including a patch ops error ("application/patch-ops-error+xml.") and do not continue with these steps, if the differential document of modifications included is invalid;
6. SHALL retrieve the XDM document, and verify that the requesting XDM Client is granted write the subset document identified in the filter as described in sections 5.6.7;
7. SHALL generate an HTTP 401 "Not Authorized" response, and do not continue with these steps, if the XDM document does not exist or the XDM User has insufficient permission to write the filtered view of the requested XDM document;

8. SHALL generate an HTTP 422 "Unprocessable Entity" response with a multipart body including a patch ops error and do not continue with these steps, if the modifications to the document in the differential document, as constrained by filter, if included or referenced, are inconsistent with the requested XDM document specified in the Request URI of the XDCP request;
Editor note:  The 405 "Method Not Allowed" error response from RFC 4825 needs to logically appear in the above bullet when the error is applicable to the case outlined in paragraph two of Section 8.2.  While HTTP 422 "Unprocessable Error" is from WebDAV RFC 4918, it has no WebDAV specific meaning or interpretation.
9. SHALL apply the patch-ops operations contained in the differential document to the XDM document identified in the Request URI, and send an HTTP 200 "OK" response to the XDM Client that includes the new ETAG value. 
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