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1 Reason for Contribution

This contribution provides a proposed categorization of the requirements captured in the EPEM RD.
2 Summary of Contribution

The categorization of the requirements captured in the EPEM RD is proposed in-line.

The requirements come from section 6.1 in OMA-RD-Execution_Policy_Enforcement_Management-V1_0-20031209-D and OMA-REQ-2003-0876R01-Use_case_handling_execution_policy_changes_alternative_flows. 
3 Detailed Proposal

3.1 Requirements in section 6.1 of OMA-RD-Execution_Policy_Enforcement_Management-V1_0-20031209-D
R-1: The EPEM enabler MUST be compatible with any service registry and discovery mechanisms that may be defined by OMA.
Move to section 6.1.5: Interoperability
R-2: EPEM enabler MUST NOT impact establishment of SLAs between requestor and owner. (Motivated by section 5.2)
Move to section 6.1.3: Administration and configuration
R-3: EPEM MUST be able to derive execution policies from SLAs and enforce them.(Motivated by sections 5.2, 5.8 and 5.11)
Move to section 6.1.3: Administration and configuration
R-4: The EPEM enabler MUST be compatible with mechanisms for the owner of a resource to advertise the request conditions in order for another party to use a service enabler. (Motivated by sections 5.2, 5.3, 5.5 to 5.8 and 5.11)
Move to section 6.1.4: Usability
R-5: The EPEM enabler MUST provide mechanisms to enforce the execution policy associated to a resource on any request to that resource and on any associated response. (Motivated by sections 5.2 to 5.7). This is also an OMA Architecture requirement. 
Move to section 6.2: Overall System requirement 
Could be particularized to section 6.1.1: Security, 6.1.2: Charging and 6.1.6: Privacy.
R-6: The EPEM enabler MUST provide mechanisms for the owner of resources to efficiently express the execution policies associated to a resource. 
Move to section 6.1.3: Administration and configuration.
R-7: The EPEM enabler MUST provide mechanisms for the owner of resources to efficiently simulate the execution policies associated to a resource. (Motivated by section 5.8)
Move to section 6.1.3: Administration and configuration.
R-8: The EPEM enabler MUST provide mechanisms for the owner of resources to efficiently modify the execution policies associated to a resource. (Motivated by section 5.8)
Move to section 6.1.3: Administration and configuration.
R-9: The EPEM enabler MUST provide mechanisms for the owner of resources to efficiently simulate the execution policies associated to a resource. (Motivated by sections 5.8 and 5.9)
Move to section 6.1.3: Administration and configuration.
R-10: The EPEM enabler MUST provide mechanisms for the owner of resources to efficiently debug the execution policies associated to a resource. (Motivated by section 5.9)
Move to section 6.1.3: Administration and configuration.
R-11: The EPEM enabler MUST provide mechanisms for the owner of resources to efficiently prioritize the execution policies associated to a resource. (Motivated by sections 5.8, 5.9 and 5.12)
Move to section 6.1.3: Administration and configuration.
R-12: The EPEM enabler MUST provide mechanisms for the owner of resources to efficiently manage the execution policies associated to a resource in ways that can be resource-specific. (Motivated by section 5.11)
Move to section 6.1.3: Administration and configuration.
R-13: The EPEM enabler MUST provide mechanisms for the owner of resources to efficiently manage the execution policies associated to a resource in ways that can be defined across multiple resources. (Motivated by section 5.11)
Move to section 6.1.3: Administration and configuration.
R-14: The EPEM enabler MUST provide mechanisms for the owner of resources to efficiently manage the execution policies associated to a resource in ways that can be requestor specific. (Motivated by sections 5.2 and 5.11)
Move to section 6.1.3: Administration and configuration.
R-15: The EPEM enabler MUST provide mechanisms for the owner of resources to efficiently manage the execution policies associated to a resource in ways that can be request specific. (Motivated by sections 5.2 and 5.11)
Move to section 6.1.3: Administration and configuration.
R-16: The EPEM enabler MUST provide mechanisms for the owner of resources to efficiently manage the execution policies associated to a resource in ways that can be deployment specific. (Motivated by sections 5.2 and 5.11)
Move to section 6.1.3: Administration and configuration.
R-17: The EPEM enabler SHOULD allow associating new execution policies to a new resource. This SHOULD support mechanisms of extensions from existing execution policies or inheritance mechanisms. facilitate adding or exposing new resources. (Motivated by section 5.10)
Move to section 6.1.3: Administration and configuration and could be mentioned as part of 6.1.5 Interoperability.
R-18: The EPEM enabler MUST support delegation from a resource of any functionality expressed in execution policies. (Motivated by section 5.4).
Move to section 6.2: Overall System requirement.
R-19: The EPEM enabler MUST support requestor and responders located in the same or on different systems, within the same or different domains. (Motivated by sections 5.5, 5.6, 5.8 and 5.11)
Move to section 6.2: Overall System requirement.
R-20: The EPEM enabler MUST be able to act on any message specified by OMA enablers. (Motivated by sections 5.2 to 5.7)
Leave in section 6.1: High level requirements.
R-21: The EPEM enabler MUST permit efficient, scalable and reliable implementations. (Motivated by sections 5.2 considering the technology options that are available)
Move to section 6.2: Overall System requirement.
R-22: The EPEM enabler MUST support integration with legacy resources that are not aware of the EPEM capabilities and mechanisms. (Motivated by sections 5.4, 5.5, 5.8 and 5.10)
Move to section 6.2: Overall System requirement.
R-23: The EPEM enabler MUST provide ways to express execution policy assertions associated to OMA standard resources. (Motivated by sections 5.5, 5.6, 5.8, 5.10 and 5.11) 
Move to section 6.1.3: Administration and configuration.
R-24: The EPEM enabler SHOULD provide ways to express non-standard execution policy assertions. Motivated by section 5.2 to 5.13)
Move to section 6.1.3: Administration and configuration.
R-25: When authorized, principals MUST be able to express preferences or set settings that will be reflected in execution policies. (Motivated by sections 5.8 and 5.11)

· Principals may be end-users who setup preferences that are reflected in execution policies. (Motivated by section 5.14 and by the OMA privacy requirements)

· Other principals that may have settings that must also be reflected in execution policies. This includes a principal (e.g. enterprise) being able to constratint usage by others (e.g. its employees) and having this reflected into execution policies that will be enforced for requests to the relevant resources.

Discuss in sections 6.1.1: Security,  6.1.3: Administration and configuration, 6.1.4 Usability and 6.1.6: Privacy
R-26: The EPEM enabler SHOULD NOT restrict the technology and deployment options. (Motivated by section 5.2)
Leave in section 6.1: High level requirements.
R-27: The EPEM enabler MUST support secure exchanges between requestor and responder (Motivated by sections 5.5 and 5.6)
Move to section 6.1.1: Security.
R-28: The EPEM enabler MUST support enforcement of privacy policies (Motivated by section 5.14 and by the OMA privacy requirements)
Move to section 6.1.6: Privacy
R-29: The EPEM enabler MUST enable to derive request conditions from execution policies.
Move to section 6.1.3: Administration and configuration.
R-30: The EPEM MUST enable delegation by a resource owner of the enforcement of the execution policies associated to the resource to other parties.
Move to section 6.1.3: Administration and configuration.
R-31: The EPEM MUST be compatible with requests done on behalf of principals.
Move to section 6.1.4: Usability.
R-32: The EPEM MUST be support  requests done on behalf of principals.
Move to section 6.1.4: Usability.
R-33: The EPEM enabler MUST be compatible with mechanisms for requestors to determine how to satisfy the request conditions associated to a resource. (Motivated by sections 5.2 to 5.7 and 5.16)
Move to section 6.1.4: Usability.
R-34: The EPEM enabler MUST support Machine Readable automated discovery of request conditions associated to a resource. (Motivated by sections 5.2 to 5.7 and 5.16)
Move to section 6.1.4: Usability.
R-35: The EPEM enabler MUST support request conditions that are a subset of the execution policies assertions or derived from such a subset. (Motivated by sections 5.2 to 5.7 and 5.16)
Move to section 6.1.4: Usability.

R-36:  The EPEM enabler MUST provide mechanisms enabling EPEM to determine the execution policies associated to a resource. (Motivated by sections 5.2 to 5.6 and 5.16)
Move to section 6.1.4: Usability.

R-37:  The EPEM enabler MUST provide mechanisms enabling EPEM to dynamically determine changes execution policies associated to a resource and immediately enforce the changes. (Motivated by sections 5.2 to 5.6 and 5.16)
Move to section 6.1.4: Usability.

R-38: The OMA Service Environment MUST enable deployment and use of OMA service enablers to allow for a wide variety of business models. [ARCH 6.1 #1]
Leave in section 6.1: High level requirements. Adapt to EPEM.
R-39: The OMA Service Environment MUST enable the use and deployment of any service enabler by any authorized actor. [ARCH 6.1 #2]
Leave in section 6.1: High level requirements. Adapt to EPEM.
R-40: The OMA Service Environment SHOULD enable the definition of components in such a way that functional overlaps between OMA enablers are minimized. [ARCH 6.1 #4]
Leave in section 6.1: High level requirements. Adapt to EPEM.
R-41: The OMA Service Environment MUST provide interfaces towards backend systems (e.g. charging, accounting, payment, provisioning, Operations & Management, etc.). [ARCH 6.1 #5]
Leave in section 6.1: High level requirements. Adapt to EPEM.
R-42: The OMA Service Environment SHOULD support the integration of service enablers, support systems and/or data sources that are not specified within the OMA. [ARCH 6.1 #6]
Leave in section 6.1: High level requirements. Adapt to EPEM.
R-43: The OMA Service Environment MUST support seamless user mobility, user equipment mobility and service mobility between multi-vendor and multi-domain environments irrespective of the underlying network infrastructure. [ARCH 6.1 #7]
Leave in section 6.1: High level requirements. Adapt to EPEM.
R-44: Using components developed according to the OMA Service Environment MUST NOT contradict or prevent any requirements imposed by legislation. [ARCH 6.1 #8]
Leave in section 6.1: High level requirements. Adapt to EPEM.
R-45: The Service Environment MUST provide for extensibility for future service enablers and compatibility between these service enablers. [ARCH 6.1 #9]
Leave in section 6.1: High level requirements. Adapt to EPEM.
R-46: The Service Environment MUST provide for the integration of existing service enablers defined by OMA with each other and with existing systems. [ARCH 6.1 #10]
Leave in section 6.1: High level requirements. Adapt to EPEM.
R-47: The OMA Service Environment MUST be valid for any kind of service (e.g. messaging, WAP, location, “IN”-like services, corporate services, etc. [ARCH 6.1 #12]
Leave in section 6.1: High level requirements. Adapt to EPEM.
R-48: The OMA Service Environment MUST be suitable for services focused on any kind of users or segments, including pre-paid, post-paid, corporate users, mass market, etc. [ARCH 6.1 #13]
Leave in section 6.1: High level requirements. Adapt to EPEM.
R-49: The Service Environment SHOULD enable component reusability.  [ARCH 6.1 #14]
Leave in section 6.1: High level requirements. Adapt to EPEM.
R-50: When authorized, Principals MUST be able to set policies (e.g. charging policies and privacy policies) on any request (including discovery). [ARCH 6.1 #16]
Leave in section 6.1: High level requirements. Adapt to EPEM.
R-51: The OMA Service Environment MUST provide mechanisms for authentication of users, applications and third-party service providers, and authorization for the use of service enablers across and within service provider domains.  [ARCH 6.1.1 #1]
Move to section 6.1.1: Security. Adapt to EPEM.
R-52: The OMA Service Environment SHOULD NOT disallow different trust models for brokered authentication assertions or for single authentication assertions.  [ARCH 6.1.1 #3]
Move to section 6.1.1: Security. Adapt to EPEM.
R-53: The OMA Service Environment MUST allow optimisations if a requestor and responder are in the same domain i.e. trust domain). [ARCH 6.1.1 #4]
Move to section 6.1.1: Security. Adapt to EPEM.
R-54: The OMA Service Environment MUST support setting various strengths of security policies and SHOULD support a way for service providers to define and communicate authorization policies for enablers. [ARCH 6.1.1 #6]
Move to section 6.1.1: Security. Adapt to EPEM.
R-55: The OMA Service Environment MUST provide secure and confidential access to services and associated exchanges within and across networks and domains e.g. through methods such as encryption, integrity protection, non-repudiation, authentication (both mutual and one-way) and authorization. [ARCH 6.1.1 #9]
Move to section 6.1.1: Security. Adapt to EPEM.
R-56: The OMA Service Environment MUST be able to control access to enablers, irrespective of the network technology and domain of origin of the party attempting to access the enabler. [ARCH 6.1.1 #10]
Move to section 6.1.1: Security. Adapt to EPEM.
R-57: The OMA Service Environment MUST provide mechanisms that ensure protection against security threats. [ARCH 6.1.1 #12]
Move to section 6.1.1: Security. Adapt to EPEM.
R-58: The OMA Service Environment MUST NOT preclude any charging models between different actors. [ARCH 6.1.2 #1]
Move to section 6.1.2: Charging. Adapt to EPEM.
R-59: The OMA Service Environment SHOULD provide for the simplification of the services and service enablers life-cycle management by avoiding manual processes, need of integration due to lack of standards, etc. [ARCH 6.1.3 #1]
Move to section 6.1.3: Administration and configuration. Adapt to EPEM.
R-60: The OMA Service Environment MUST provide the means to manage the activation, registration, authentication, and authorization of users and service components. [ARCH 6.1.3 #5]
Move to section 6.1.3: Administration and configuration. Adapt to EPEM.
R-61: The OMA Service Environment MUST provide a mechanism for an authorized third-party to discover the conditions for using a service enabler exposed by a particular service provider in a dynamic manner. [ARCH 6.1.3 #11]
Move to section 6.1.3: Administration and configuration. Adapt to EPEM.
R-62: The OMA Service Environment MUST support a mechanism for service providers and other authorized actors to enforce the conditions for use of a service enabler. [ARCH 6.1.3 #12]
Move to section 6.1.3: Administration and configuration. Adapt to EPEM.
R-63: The OMA Service Environment MUST have a single logical point that handles subscriber and subscription information. [ARCH 6.1.3 #13]
Move to section 6.1.3: Administration and configuration. Adapt to EPEM.
R-64: The OMA Service Environment MUST define the data flows and interfaces between applications and enablers, and between enablers.  These are the interfaces where interoperability is required. [ARCH 6.1.5 #1]
Move to section 6.1.5: Interoperability. Adapt to EPEM.
R-65: The OMA Service Environment MUST NOT mandate any specific deployments. [ARCH 6.1.5 #2]
Move to section 6.1.5: Interoperability. Adapt to EPEM.
R-66: The OMA Service Environment MUST support simplified (e.g., plug-in) and automated integration for enablers with each other. [ARCH 6.1.3 #3]
Move to section 6.1.3: Administration and configuration. Adapt to EPEM.
R-67: The OMA Service Environment SHOULD provide a mechanism to manage and use policies (e.g. access policies, charging polices, service level agreements, etc.). [ARCH 6.1.3 #5]
Move to section 6.1.3: Administration and configuration. Adapt to EPEM.
R-68: The OMA Service Environment MUST provide a means to manage and enforce end-user privacy. [ARCH 6.1.6 #1]
Move to section 6.1.4: Usability. Adapt to EPEM.
R-69: The Service Environment SHOULD NOT preclude the deployment of service enablers in high-availability, high-uptime, scalable environments (e.g. By requiring implementation in ways which disable the use of the functions of this environment). [ARCH 6.3 #1]
Move to section 6.2: System requirements. Adapt to EPEM.
R-70: The Service Environment MUST allow applications to make use of multiple enablers to create services (e.g. service composability). [ARCH 6.3 #2]
Move to section 6.2: System requirements. Adapt to EPEM.
R-71: The Service Environment SHOULD enable the definition of components in such a way that consistent design (e.g. reuse of data formats, reuse of components, etc) is encouraged [ARCH 6.3 #3]
Move to section 6.2: System requirements. Adapt to EPEM.
R-72: The Service Environment MUST support the ability to simultaneously operate multiple versions (i.e. multiple instances, defined according to different releases of the OMA specifications) of an interface or API. [ARCH 6.3 #4]
Move to section 6.2: System requirements. Adapt to EPEM.
R-73: The Service Environment MUST provide a mechanism to control the QoS and the service quality of the behaviour of enablers. [ARCH 6.3 #5]
Move to section 6.2: System requirements. Adapt to EPEM.
R-74: The specification of a Service Enabler MUST be done in such a way that allows for scalable implementations. [ARCH 6.3 #6]
Move to section 6.2: System requirements. Adapt to EPEM.
R-75: The interfaces to a Service Enabler MUST NOT constrain the functions of the enabler to a single domain. [ARCH 6.3.1 #1]
Move to section 6.2: System requirements. Adapt to EPEM.
R-76: When a Service Enabler is defined by OMA a standardized interface MUST be defined for the Service Enabler. [ARCH 6.3.1 #2]
Move to section 6.2: System requirements. Adapt to EPEM.
R-77: The OMA Service Environment MUST have a single logical access point (e.g. Common Directory) to handle: 1) registration, 2) discovery and 3) functions and data that handle information relevant to more than one single service enabler. [ARCH 6.3.2 #1]
Move to section 6.2: System requirements. Adapt to EPEM.
R-78: The OMA Service Environment MUST support Discovery for an implementation of a Service Enabler. [ARCH 6.3.2.1 #3]
Move to section 6.2: System requirements. Adapt to EPEM.
R-79: The OMA Service Environment MUST support Registration for an implementations of a Service Enabler. [ARCH 6.3.2.1 #4]
Move to section 6.2: System requirements. Adapt to EPEM.
R-80: Within the OMA Service Environment it MUST be possible to register, discover, and retrieve information (e.g. a service enabler’s address) using a resource identifier (e.g. a user identifier). [ARCH 6.3.2.1 #5]
Move to section 6.2: System requirements. Adapt to EPEM.
R-81: The OMA Service Environment MUST define a common interface for the operations and management (O&M) of both common and service-specific enablers or applications (including service monitoring and end-to-end service delivery).  [ARCH 6.3.3 #1]
Move to section 6.2: System requirements. Adapt to EPEM.
3.2 Requirements in OMA-REQ-2003-0876R01-Use_case_handling_execution_policy_changes_alternative_flows

R-33: The EPEM enabler MUST be compatible with mechanisms for requestors to determine how to satisfy the collateral requirements associated to a resource. (Motivated by sections 5.2 to 5.7 and 5.16)
Move to section 6.1.4: Usability.
R-34: The EPEM enabler MUST be compatible with Machine Readable / automatable discovery of collateral requirements associated to a resource. (Motivated by sections 5.2 to 5.7 and 5.16)
Move to section 6.1.4: Usability.
R-35: The EPEM enabler MUST be compatible with collateral requirements that are derived from the execution policies, typically a subset of the execution policies assertions or derived from such a subset. (Motivated by sections 5.2 to 5.7 and 5.16)
Move to section 6.1.4: Usability.
R-36:  The EPEM enabler MUST be able to determine the execution policies associated to a resource that it protects. (Motivated by sections 5.2 to 5.6 and 5.16)
Move to section 6.1.4: Usability.
R-37:  The EPEM enabler MUST be able to dynamically determine changes execution policies associated to a resource that it protexts and immediately enforce the changes. (Motivated by sections 5.2 to 5.6 and 5.16)
Move to section 6.1.4: Usability.
R-XX: The EPEM enabler SHOULD provide mechanisms to inform the requestor of changes of collateral requirements (motivated by sections 5.2 to 5.7 and 5.16)
Move to section 6.1.4: Usability.
4 Intellectual Property Rights Considerations

We are not aware of any IPR associated to this contribution. 
5 Recommendations

We recommend moving the requirements to different sub-section of section 6 of the new version of the EPEM RD as proposed in this document.

The recommendations proposed in the document should also be applied in the next version of the EPEM RD.
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