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Change Request

	Title:
	<title of this input>
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA-REQ IM Breakout

	Doc to Change:
	OMA IM RD (latest draft OMA-RD_IM-V1_0_0-20040428)

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	REQ IM breakout convenor, diego.anza@francetelecom.com

	Replaces:
	n/a


1 Reason for Change

This change request reflects the agreements made during the F2F meeting that took place in Munich on the 29th of April 2004.
During this session, the group reviewed the first requirements included in the Annex of the latest IM RD Draft named OMA-RD_IM-V1_0_0-20040428.

Some of the decisions were captured in the meeting minutes (OMA-REQ-2004-0457-IM-Breakout-meeting-minutes-Munich), however precise alternative wordings and edits done live on the overhead projector in the meeting room are included as an attachment to this CR.
2 Impact on Backward Compatibility

None known
3 Impact on Other Specifications

None known
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To make the suggested changes that were agreed as a group in the IM RD as described in the enclosed document.
6 Detailed Change Proposal

See enclosed document capturing agreed changes.
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Detailed Requirements
(Informative)


This appendix provides summary of the detailed requirements, and is explicitly identified as being informative. The summary is in the form of an embedded spreadsheet to 
ossible
e sorting and ordering of the requirements. The spreadsheet also provides columns for selected criterion for each requirement.


		Unique identifier for the requirement

		The source for the requirement.

		The description of the requirement with “requirement level” as defined by www.ietf.org/rfc/rfc2119.txt

		Release number (1..3)., Where 1 means the release being targeted by the requirements, 2 means the next release and 3 meaning some future release.

		Priority number (1..3), means the implementation requirement level defined by RFC2119. Where 1=MUST, 2=SHOULD, 3=OPTIONAL

		Identifier of any related requirement(s)

		Use Case reference

		Other information



		Req UID

		Source

		Requirement

		Rel 

		Pri
(1=MUST
2=SHOULD
3=OPTIONAL)

		Rel Req

		UC

		Comment



		 

		 

		 

		 

		 

		 

		 

		 



		GIM-1

		[OMA1]

		The IMPS system shall support the exchange of presence information between users, mobile devices, mobile services and Internet-based instant messaging services

Agreement to delete the requirement since not related to IM

		 

		 

		 

		 

		 



		GIM-2

		[OMA1]

		The IMPS system shall support the exchange of instant messages between users, mobile devices, mobile services and Internet-based instant messaging services

Agreement to include requirement with new language in section 6.1

Suggested wording:


The IM service SHALL support the exchange of instant messages between users using mobile or internet connected devices.


The IM service SHALL support the exchange of instant messages with users using other IM services.

Note: some language is needed to cover the interaction between users and applications

		 

		 

		 

		 

		 



		GIM-3

		[OMA1]

		The IMPS system shall support one-to-one messaging

Suggested wording:


The IM service SHALL support one-to-one instant messaging




		 

		 

		 

		 

		 



		GIM-4

		[OMA1]

		The IMPS system shall support many-to-many messaging

Suggested wording:


The IM service SHALL support many-to-many instant messaging




		 

		 

		 

		 

		 



		GIM-5

		[OMA1]

		Instant Messages shall support text-based messaging

Agreement to include requirement with new language in section 6.1


Suggested wording:


The IM service SHALL support text-based messaging

		 

		 

		 

		 

		 



		GIM-6

		[OMA1]

		Instant Messages shall support multimedia content

Agreement to include requirement with new language in section 6.1


Suggested wording:


The IM service SHALL support multimedia content.

		 

		 

		 

		 

		 



		GIM-7

		[OMA1]

		The IMPS system shall support the creation and management of groups:  User created groups, and Operator created groups

Although related to GM, there is agreement to include requirement with new language in section 6.1


Suggested wording:


The IM service SHALL be capable of using Group Management capability to allow the creation and management of groups.

		 

		 

		 

		 

		 



		GIM-8

		[OMA1]

		Groups may have open or closed membership

Agreement to delete the requirement since not related to IM

		 

		 

		 

		 

		 



		GIM-9

		[OMA1]

		The IMPS system shall support Shared Content folders where users or operators can post content that can be accessed by other users of the system

Agreement to delete the requirement since not related to IM

		 

		 

		 

		 

		 



		GIM-10

		[OMA1]

		The IMPS system shall support the interoperability of clients.

Agreement to delete the requirement

		 

		 

		 

		 

		 



		GIM-11

		[OMA1]

		The IMPS system shall support interoperability between IMPS domains

Agreement to include requirement with new language in section 6.1


Suggested wording:

The IM service SHALL support the exchange of instant messages between different Service Providers.




		 

		 

		 

		 

		 



		GIM-12

		[OMA1]

		The IMPS system shall support interconnection between IMPS systems on the Internet

Agreement to delete requirement since already covered by proposed wording for GIM 2



		 

		 

		 

		 

		 



		GIM-13

		[OMA1]

		The IMPS system shall support both operator-hosted solutions, as well as, enterprise and Internet based deployments

Agreement to include requirement with new language in section 6.1


Suggested wording:


The IM service SHALL allow mobile operator, Internet-based Service Provider and private enterprise deployments. 




		 

		 

		 

		 

		 



		GIM-14

		[OMA1]

		The IMPS system shall support deployments where the service enabler is deployed within the Mobile Operator domain

Agreement that this requirement is already covered by proposed changes for GIM-13. The suggestion is to delete it. Further clarification will be asked to IMSWG chair on this item.

		 

		 

		 

		 

		 



		GIM-15

		[OMA1]

		The IMPS system shall support deployments where the service enabler is deployed at the Corporate Enterprise

Agreement that this requirement is already covered by proposed changes for GIM-13. The suggestion is to delete it. Further clarification will be asked to IMSWG chair on this item.

		 

		 

		 

		 

		 



		GIM-16

		[OMA1]

		The IMPS system shall support deployments where the service enabler is deployed at the Internet Service Provider or Portal


Agreement that this requirement is already covered by proposed changes for GIM-13. The suggestion is to delete it. Further clarification will be asked to IMSWG chair on this item.

		 

		 

		 

		 

		 



		GIM-17

		[OMA1]

		The IMPS system shall support deployments where the service enabler and Service Access Point are distributed.

Requirement is based on specific IMPS architecture. Agreement to delete it since out of scope of IM RD.

		 

		 

		 

		 

		 



		GIM-18

		[OMA1]

		The IMPS system shall support access of IMPS services from a mobile terminal

Agreement to delete it since already covered in GIM 2

		 

		 

		 

		 

		 



		GIM-19

		[OMA1]

		The IMPS system shall support mobile terminals that do not contain an IMPS User Agent

Agreement to delete requirement since covered by other work items (messaging i/w).

		 

		 

		 

		 

		 



		GIM-20

		[OMA1]

		The IMPS system shall support access of IMPS services from an Internet terminal

Requirement already in section 6.1 as a result of doc 274. To be deleted from appendix.

		 

		 

		 

		 

		 



		GIM-21

		[OMA1]

		The IMPS system shall support interconnection between mobile and Internet terminals

Requirement already in section 6.1 as a result of doc 274. To be deleted from appendix.

		 

		 

		 

		 

		 



		 

		 

		 

		 

		 

		 

		 

		 



		GU-1

		[OMA1]

		The ability to associate IM accounts or sessions with a device 

Discussion on this requirement was not finished.


Suggested wording (for further discussion):


The IM user SHALL/SHOULD have the ability to associate his/her IM account with their device(s) in order to ease access to the service.

		 

		 

		 

		 

		 



		GU-2

		[OMA1]

		The ability to access an account from multiple physical devices

		 

		 

		 

		 

		 



		GU-3

		[OMA1]

		The following session management facilities will be available

		 

		 

		 

		 

		 



		

		

		-    start a session with IM Server

		 

		 

		 

		 

		 



		

		

		-    stop a session with IM Server

		 

		 

		 

		 

		 



		

		

		-    Restart a session with IM Server

		 

		 

		 

		 

		 



		GU-4

		[OMA1]

		Messaging Service should be able to access presence information.

		 

		 

		 

		 

		 



		GU-5

		[OMA1]

		Opt-in privacy policy for presence and messaging relating to:

		 

		 

		 

		 

		 



		

		

		       visibility of presence data to outside of specific user groupings

		 

		 

		 

		 

		 



		

		

		       ability to send messages to user’s not on a presence list.

		 

		 

		 

		 

		 



		GU-6

		[OMA1]

		The The following session management facilities will be available

		 

		 

		 

		 

		 



		

		

		-    suspend a session with IM Server

		 

		 

		 

		 

		 



		

		

		-    resume a session with IM Server

		 

		 

		 

		 

		 



		

		[OMA1]

		

		

		

		

		

		



		 

		 

		 

		 

		 

		 

		 

		 



		GT-1

		[OMA1]

		In communication with mobile devices the IM solution is required to make efficient use of bandwidth using compression / encoding techniques suitable for the transport.

		 

		 

		 

		 

		 



		GT-2

		[OMA1]

		Support for WAP J2K and WAP 2.x Terminals 

		 

		 

		 

		 

		 



		GT-3

		[OMA1]

		IM solution must support a range of character sets for internationalization 

		 

		 

		 

		 

		 



		GT-4

		[OMA1]

		Mobile IM system should consider supporting interoperability with legacy services (legacy services may include SMS as a bearer. Interoperation with SMS as a service is not required.

		 

		 

		 

		 

		 



		 

		 

		 

		 

		 

		 

		 

		 



		GO-1

		[OMA1]

		The service should be available to a user who has a range of device types each of which has different capabilities. Combined with GU-X the user should be able to stop a [user/chat] session on one device type and restart it on another.

		 

		 

		 

		 

		 



		GO-2

		[OMA1]

		The ability to provision, control and administer user accounts 

		 

		 

		 

		 

		 



		GO-3

		[OMA1]

		The ability to correlate user accounts with subscriber identities for billing and policy management 

		 

		 

		 

		 

		 



		GO-4

		[OMA1]

		The ability to control and manage inter-service and intra-service traffic (e.g. access control, throttling, etc.) 

		 

		 

		 

		 

		 



		 

		 

		 

		 

		 

		 

		 

		 



		MU-1

		[OMA1]

		Ability to have conversations with one or more users 

		 

		 

		 

		 

		 



		MU-2

		[OMA1]

		Ability to invite additional users to a group conversation

		 

		 

		 

		 

		 



		MU-3

		[OMA1]

		Reliable but not guaranteed delivery of messages; in the case where the recipient is out-of-coverage or otherwise temporarily unavailable this will require non-guaranteed message caching by the IM server. However this does not require the sender to specify specific Time-to-Live on a message. 

		 

		 

		 

		 

		 



		MU-4

		[OMA1]

		Support for multiple active conversations with a user or group (a user may be in multiple groups) 

		 

		 

		 

		 

		 



		MU-5

		[OMA1]

		Ability to start and stop conversations 

		 

		 

		 

		 

		 



		MU-6

		[OMA1]

		Ability to detect when users leave a conversation

		 

		 

		 

		 

		 



		MU-7

		[OMA1]

		Ability to view a chat history of a current conversation

		 

		 

		 

		 

		 



		 

		 

		 

		 

		 

		 

		 

		 



		MT-1

		[OMA1]

		The ability to alert/notify to another user; messages may not be delivered immediately for one of the following (non-exhaustive) reasons:

		 

		 

		 

		 

		 



		

		

		       Intended recipient is unresponsive

		 

		 

		 

		 

		 



		

		

		       Capabilities of recipient mobile device

		 

		 

		 

		 

		 



		MT-2

		[OMA1]

		Ability to provide non-delivery notification 

		 

		 

		 

		 

		 



		MT-3

		[OMA1]

		Ability to maintain message sequencing and synchronization to preserve the order of a conversation or message flow.

		 

		 

		 

		 

		 



		MT-4

		[OMA1]

		The service must support message content types in addition to plain-text 

		 

		 

		 

		 

		 



		 

		 

		 

		 

		 

		 

		 

		 



		MO-1

		[OMA1]

		The ability to inter-work with other IM services particularly those based on widely accepted standardized protocols.

		 

		 

		 

		 

		 



		MO-2

		[OMA1]

		Ability to filter service based overall traffic type ( message/presence etc. ) based on at least the following criteria, on a per account basis:

		 

		 

		 

		 

		 



		

		

		       message size

		 

		 

		 

		 

		 



		

		

		       traffic volume

		 

		 

		 

		 

		 



		

		

		       number of messages

		 

		 

		 

		 

		 



		

		

		       type of content 

		 

		 

		 

		 

		 



		 

		 

		 

		 

		 

		 

		 

		 



		GS-1

		[OMA1]

		The ability of the IM server to authenticate a user accessing the IM system; Authentication may be user level authorization or network/device level authorization.

		 

		 

		 

		 

		 



		GS-2

		[OMA1]

		The ability of the user to confirm the identity of a user in the following cases:

		 

		 

		 

		 

		 



		

		

		       A user initiating a message

		 

		 

		 

		 

		 



		

		

		       A user accessing profile data (from the perspective of managing policy)

		 

		 

		 

		 

		 



		

		

		       A user initiating privacy policy changes

		 

		 

		 

		 

		 



		

		

		In the case of anonymous users the act of confirmation provides an indication that the user’s assigned identity the only available information.

		 

		 

		 

		 

		 



		 

		 

		 

		 

		 

		 

		 

		 



		GS-3

		[OMA1]

		Support anonymous user registration

		 

		 

		 

		 

		 



		GS-4

		[OMA1]

		Protection against denial-of-service, infiltration, and other attacks on the system 

		 

		 

		 

		 

		 



		GS-5

		[OMA1]

		Transport level security must be available to the user for IM Traffic ( messages, management commands, presence data etc.) between IM Client and IM Server, in cases where the transport has an established security mechanism. 

		 

		 

		 

		 

		 



		GS-6

		[OMA1]

		It should be possible for the user to be assured that the IM message is received by the intended recipient. This may be achieved for example by explicitly requesting that the receiving user is authenticated at the application or transport level.

		 

		 

		 

		 

		 



		

		

		Note in implementation this requirement is superseded by the service provider’s privacy policy. 

		 

		 

		 

		 

		 



		GS-7

		[OMA1]

		Individual Application level security for message exchange and presence data.

		 

		 

		 

		 

		 



		 

		 

		 

		 

		 

		 

		 

		 



		GM-1

		[OMA1]

		Alignment and compatibility with the OMA architecture 

		 

		 

		 

		 

		 



		GM-2

		[OMA1]

		Support  for standardized markup language 

		 

		 

		 

		 

		 



		GM-3

		[OMA1]

		The ability to operate on a non-persistent connection (may require synchronization and message caching)

		 

		 

		 

		 

		 



		WSI-1

		[OMA1]

		The IMPS WSI must be conformant with the OMA Web Services Framework.

		 

		 

		 

		 

		 



		WSI-2

		[OMA2]

		It must be possible to use IM and Presence WSI’s together

		 

		 

		 

		 

		 



		WSI-3

		[OMA2]

		The IMPS WSI must be technology neutral.

		 

		 

		 

		 

		 



		WSI-4

		[OMA2]

		WSI must allow for different attribute schemes 

		 

		 

		 

		 

		 



		WSI-5

		[OMA2]

		WS consumer must be able to send IM messages to an Instant Inbox in the WS provider IM system using WSI.

		 

		 

		 

		 

		 



		WSI-6

		[OMA2]

		WS consumer must be able to receive messages sent to its Instant Inbox by a Sender in the WS provider IM system using WSI.

		 

		 

		 

		 

		 



		WSI-7

		[OMA2]

		WS consumer must be able to receive either all IM messages sent to its Instant Inbox or a maximum number of messages, where the WS consumer defines the maximum number on a per request basis.

		 

		 

		 

		 

		 



		WSI-8

		[OMA2]

		WS consumer must be able to send one IM message to one Instant Inbox in the WS provider IM system using one SOAP request.

		 

		 

		 

		 

		 



		WSI-9

		[OMA2]

		WS consumer must be able to send one IM message to multiple Instant Inboxes in the WS provider IM system using one SOAP request.

		 

		 

		 

		 

		 



		WSI-10

		[OMA2]

		WS consumer must be able to send separate IM messages to each of multiple Instant Inboxes in the WS provider IM system using one SOAP request.

		 

		 

		 

		 

		 



		WSI-11

		[OMA2]

		WS consumer must send IM messages to the users of an IM service using recipient based addressing.

		 

		 

		 

		 

		 



		WSI-12

		[OMA2]

		WS consumer must be able to send and receive IM messages containing any MIME type using WSI

		 

		 

		 

		 

		 



		WSI-13

		[OMA2]

		The IMPS WSI must conform to the security requirements of the OMA WSF.

		 

		 

		 

		 

		 



		WSI-14

		[OMA2]

		The IMPS WSI must not specify any additional security features outside of the OMA WSF.

		 

		 

		 

		 

		 



		WSI-15

		[OMA2]

		Any security features required by IMPS WSI currently not in OMA WSF must be proposed to and specified in OMA MWS WG for future release of OMA WSF.

		 

		 

		 

		 

		 



		WSI-16

		[OMA2]

		The IMPS WSI must conform to the charging features of the OMA WSF.

		 

		 

		 

		 

		 



		WSI-17

		[OMA2]

		The IMPS WSI must not specify any additional charging features outside of the OMA WSF.

		 

		 

		 

		 

		 



		WSI-18

		[OMA2]

		Any charging features required by IMPS WSI currently not in OMA WSF must be proposed to and specified in OMA MWS WG for future release of OMA WSF.

		 

		 

		 

		 

		 



		WSI-19

		[OMA2]

		The IMPS WSI must conform to the administration features of the OMA WSF.

		 

		 

		 

		 

		 



		WSI-20

		[OMA2]

		The IMPS WSI must not specify any additional administration features outside of the OMA WSF

		 

		 

		 

		 

		 



		WSI-21

		[OMA2]

		Any administration features required by IMPS WSI currently not in OMA WSF must be proposed to and specified in OMA MWS WG for future release of OMA WSF.

		 

		 

		 

		 

		 



		WSI-22

		[OMA2]

		The IMPS WSI must optimise the amount of messages needed to use the WSI.

		 

		 

		 

		 

		 



		WSI-23

		[OMA2]

		The IMPS WSI must make use of the WSI predictable to the WS consumer

		 

		 

		 

		 

		 



		WSI-24

		[OMA2]

		Only WS consumer can initiate a service request

		 

		 

		 

		 

		 



		WSI-25

		[OMA2]

		WS consumer must be able to determine how time-critical its operations are, and control the frequency of the service requests accordingly.

		 

		 

		 

		 

		 



		WSI-26

		[OMA2]

		The IMPS WSI must be conformant with the platform related requirements of OMA WSF.

		 

		 

		 

		 

		 



		WSI-27

		[OMA2]

		The IMPS WSI must follow the guidelines regarding execution environment neutrality in [EENCR].

		 

		 

		 

		 

		 



		WSI-28

		[OMA2]

		It must be possible to use the same user id for presence and IM over the WSI in case IM and Presence WSI’s are both implemented.

		 

		 

		 

		 

		 



		WSI-29

		[OMA2]

		WS consumer must be able to send IM messages to an Instant Inbox in the WS provider IM system using WSI.

		 

		 

		 

		 

		 



		WSI-30

		[OMA2]

		WS consumer must be able to receive messages sent to its Instant Inbox by a Sender in the WS provider IM system using WSI.

		 

		 

		 

		 

		 



		WSI-31

		[OMA2]

		WS consumer must be able to receive either all IM messages sent to its Instant Inbox or a maximum number of messages, where the WS consumer defines the maximum number on a per request basis.

		 

		 

		 

		 

		 



		WSI-32

		[OMA2]

		WS consumer must be able to send one IM message to one Instant Inbox in the WS provider IM system using one SOAP request.

		 

		 

		 

		 

		 



		WSI-33

		[OMA2]

		WS consumer must be able to send one IM message to multiple Instant Inboxes in the WS provider IM system using one SOAP request.

		 

		 

		 

		 

		 



		WSI-34

		[OMA2]

		WS consumer must be able to send separate IM messages to each of multiple Instant Inboxes in the WS provider IM system using one SOAP request

		 

		 

		 

		 

		 



		WSI-35

		[OMA2]

		WS consumer must send IM messages to the users of an IM service using recipient based addressing

		 

		 

		 

		 

		 



		WSI-36

		[OMA2]

		WS consumer must be able to send and receive IM messages containing any MIME type using WSI

		 

		 

		 

		 

		 



		PP-1

		[3GPP IM] 6.1.b

		“Within the capabilities of networks and terminals, the user shall have a consistent experience regardless of the access network e.g. 3GPP systems, fixed networks, the Internet.”

		 

		 

		 

		 

		 



		PP-2

		[3GPP IM] 6.1.c

		“Immediate messaging shall support a minimum set of functionality for message delivery, management and filtering to ensure interoperability between different terminals and networks.”

		 

		 

		 

		 

		 



		PP-3

		[3GPP IM] 6.1.d

		“Immediate messaging shall be able to support the ability of the recipient’s network to take into account the recipient’s terminal capabilities. In addition, the originating network/terminal may also be able to take into account recipient’s terminal capabilities. Specifically the recipient’s terminal capabilities that may be taken into account at a minimum include:
1) Display capabilities (including screen size, number of colours, number of lines of text, etc)
2) Media content types supported (Audio, Video etc)
3) Media content formats supported (JPEG, GIF, etc)
4) Media Storage capacity
5) Encryption/Security mechanisms supported”

		 

		 

		 

		 

		 



		PP-4

		[3GPP IM] 6.1.e

		“Immediate messaging should be able to take into account the availability and changes of the state of availability of the terminal. Immediate messaging shall be able to make use of the Presence Service, if provided by the network.”

		 

		 

		 

		 

		 



		PP-5

		[3GPP IM] 6.1.g

		“It shall be possible to send and receive immediate messages without prior establishing a messaging session.”

		 

		 

		 

		 

		 



		PP-6

		[3GPP IM] 6.2.a

		“Content size shall not be limited by technology.”

		 

		 

		 

		 

		 



		PP-7

		[3GPP IM] 6.2.b

		“It shall be possible to carry different media including text, images, video and audio within a single message. Media types shall be MIME encoded.”

		 

		 

		 

		 

		 



		PP-8

		[3GPP IM] 6.2.d

		“Content formats shall be defined so that interworking with 3GPP and Internet messaging solutions is facilitated.”

		 

		 

		 

		 

		 



		PP-9

		[3GPP IM] 6.2.e

		“It shall be possible to compose message of either a single medium (e.g. voice) or multi-media (e.g. voice and video). The IMS Messaging service shall be able to support a request for media sequencing.”

		 

		 

		 

		 

		 



		PP-10

		[3GPP IM] 6.3.a

		“The IMS service provider shall be able to enable/disable message delivery and submission.”

		 

		 

		 

		 

		 



		PP-11

		[3GPP IM] 6.3.b

		“Immediate messaging shall be able to support a request from the user to enable/disable message delivery.”

		 

		 

		 

		 

		 



		PP-12

		[3GPP IM] 6.3.d

		“Immediate messaging shall allow an IMS service provider to configure Immediate messaging environment e.g. in such a way that submitted and/or incoming Immediate messages of a particular user are stored in a network based repository.”

		 

		 

		 

		 

		 



		PP-13

		[3GPP IM] 6.4.a

		“Message delivery shall be immediate i.e. messages are transported by the IMS system to the recipient’s terminal (without notifications) subject to message filtering settings defined by the recipient or by the recipient’s IMS service provider.”

		 

		 

		 

		 

		 



		PP-14

		[3GPP IM] 6.4.b

		“Messages shall not be stored by the network. If supported by the recipient’s network as an application option messages may be stored in the recipients network.”

		 

		 

		 

		 

		 



		PP-15

		[3GPP IM] 6.4.c

		“It shall be possible for the sender to receive delivery acknowledgements (success/failure) for sent messages.”

		 

		 

		 

		 

		 



		PP-16

		[3GPP IM] 6.5.a

		“It shall be possible for a sender to request to persistently store a sent Immediate message in a network based repository at the time of sending if the IMS service provider provides such application level service.”

		 

		 

		 

		 

		 



		PP-17

		[3GPP IM] 6.5.b

		“Immediate messaging shall be able to support a request from a user to retrieve messages that are stored in a network based repository.”

		 

		 

		 

		 

		 



		PP-18

		[3GPP IM] 6.5.c

		“Immediate messaging shall be able to support a request from a user to delete messages that are stored in a network based repository.”

		 

		 

		 

		 

		 



		PP-19

		[3GPP IM] 6.5.d

		“Immediate messaging shall be able to support a request from a user to forward one or more messages that are stored in a network based repository to another destination.”

		 

		 

		 

		 

		 



		PP-20

		[3GPP IM] 6.5.e

		“Immediate messaging shall be able to support a request from a user to view the list of messages and message related attributes, such as sender, recipient, subject and date/time, in a network based repository.”

		 

		 

		 

		 

		 



		PP-21

		[3GPP IM] 6.5.f

		“Immediate messaging shall be able to support a request from a user to upload one or more Immediate messages into a network based repository for persistent storage.”

		 

		 

		 

		 

		 



		PP-22

		[3GPP IM] 6.6.a

		“It shall be possible for the recipient to see the public ID of the sender of the message unless the sender has requested to hide it.”

		 

		 

		 

		 

		 



		PP-23

		[3GPP IM] 6.6.b

		“It shall be possible for the sender of the message to request to hide its public ID from the recipient (anonymous sender).  The sender’s public ID shall not be delivered to the recipient. The capability of public ID hiding is an IMS service provider and legislation issue and it may or may not be available. If the service is not available the message shall not be delivered to the recipient.”

		 

		 

		 

		 

		 



		PP-24

		[3GPP IM] 6.7.a

		“It shall be possible to define specific message treatment based on following criteria:
1) sender address (including anonymous senders)
2) message size
3) message class (e.g. advertisement, private....)
4) message priority
5) message content type (e.g. video, audio....)
6) message content format (e.g. mpeg, jpeg....)
7) message type (e.g. immediate message, deferred delivery message)
8) message subject
9) availability of the recipient
10) additional criteria maybe possible but are outside the scope of this document..”

		 

		 

		 

		 

		 



		PP-25

		[3GPP IM] 6.7.a

		“It shall be possible to specify the following message treatments in a filter:
1) Block the delivery of the message content.
2) Store the message content and notify recipient.
3) Store the message content for a specific time or until the recipient requests delivery. 
4) Store and push the message content to recipient when available.
5) Redirect the message to another address.
6) Additional treatments maybe possible but are outside the scope of this document.”

		 

		 

		 

		 

		 



		PP-26

		[3GPP IM] 7. 2.f

		“It shall be possible for the administrator of a messaging session to control who is allowed to participate in the messaging session.”

		 

		 

		 

		 

		 



		PP-27

		[3GPP IM] 7.1.f

		“It shall be possible for the subscribers to join to a session e.g. chat room.”

		 

		 

		 

		 

		 



		PP-28

		[3GPP IM] 7.1.g

		“It shall be possible for the subscribers to leave a session e.g. chat room.”

		 

		 

		 

		 

		 



		PP-29

		[3GPP IM] 7.1.h

		“It shall be possible to send a message to all the participants of a messaging session without specifying the individual participant’s addresses or using a message delivery list.”

		 

		 

		 

		 

		 



		PP-30

		[3GPP IM] 7.1.i

		“It shall be possible to invite new participants to the existing messaging session.
1) The invitations shall be semi permanent i.e. it is not required that invitee will act immediately.
2) It shall be possible to cancel the invitation by the inviter.
3) It shall be possible for the inviter to define the validity period of the invitation.
4) It shall be possible for the invitee to see the originator of the invitation unless the inviter has required hiding his public ID.
5) It shall be possible for the inviter to define the messaging session to which the invitation is made.
6) It shall be possible for the invitee to identify the messaging session to which he was invited.”

		 

		 

		 

		 

		 



		PP-31

		[3GPP IM] 7.1.j

		“It shall be possible for the recipient of the message to identify from which messaging session the message came from (for both public and private messages).”

		 

		 

		 

		 

		 



		PP-32

		[3GPP IM] 7.1.k

		“It shall be possible for the recipient to identify the sender (unless the sender has required hiding its public ID) of the message in addition to the messaging session from which the message came from.”

		 

		 

		 

		 

		 



		PP-33

		[3GPP IM] 7.1.l

		“It shall be possible for the sender to send a private message for a selected recipient.”

		 

		 

		 

		 

		 



		PP-34

		[3GPP IM] 7.1.m

		“It shall be possible for the recipient to determine if the message was send as a private message within a messaging session.”

		 

		 

		 

		 

		 



		PP-35

		[3GPP IM] 7.1.n

		“It shall be 
ossible for the subscriber to request the message session properties e.g. list of active members.”

		 

		 

		 

		 

		 



		PP-36

		[3GPP IM] 7.1.o

		“It shall be possible for the subscriber to automatically receive updates containing the changes in message session properties e.g. change in the list of active members.”

		 

		 

		 

		 

		 



		PP-37

		[3GPP IM] 7.1.q

		“It shall be possible for a subscriber in an IMS Messaging session to request and to receive an indication of when user is entering a message (“Is typing”). This request may apply to a specific user or users in the same session. 
Subject to privacy requirements, the corresponding indications will identify the persons who are entering a message.”

		 

		 

		 

		 

		 



		PP-38

		[3GPP IM] 7.2.d

		“It shall be possible for IMS service provider to configure messaging session environment e.g. in such a way that all incoming IMS Messages are stored in a network based repository.”

		 

		 

		 

		 

		 



		PP-39

		[3GPP IM] 7.2.e

		“It shall be possible for an authorized user or an IMS service provider enable session based messaging (e.g. create chat room) and thus become an administrator of messaging session.” 

		 

		 

		 

		 

		 



		PP-40

		[3GPP IM] 7.2.g

		“It shall be possible for the IMS service provider or administrator of a messaging session to disable messaging session (e.g. close a chat room). “

		 

		 

		 

		 

		 



		PP-41

		[3GPP IM] 7.2.h

		 “It shall be possible for the administrator of the messaging session (to set properties related to the messaging session (e.g. the chat room name, topic, maximum number of active users).”

		 

		 

		 

		 

		 



		PP-42

		[3GPP IM] 7.3.a

		“It shall be possible for a participant to request to persistently store a sent Session Based Message or all messages associated with a session in a network based repository if the IMS service provider provides such application level service.”

		 

		 

		 

		 

		 



		PP-43

		[3GPP IM] 7.4.c

		“It shall be possible for the sender to use nickname when sending messages.
In case of nickname the recipient shall only be able to see the nickname but not the real address from which the message came from. It shall be possible to use nicknames for public and private messages. It shall be possible for the recipient to reply to the message sent with a nickname.”

		 

		 

		 

		 

		 



		PP-44

		[3GPP IM] 7.4.d

		“It shall be possible for a member of an IMS Messaging session to disable the reporting of the indication that they are entering a message (“Is Typing”) on a per session basis.”

		 

		 

		 

		 

		 



		PP-45

		[3GPP IM] 8. 

		“It shall be possible to use a single address to identify the recipient. The single address shall be either a SIP URL, a network address identifier (NAI as defined in RFC2486 [3]) or a MSISDN.”

		 

		 

		 

		 

		 



		PP-46

		[3GPP IM] x.x.x

		“It should be possible for the IMS Messaging subscriber to send/receive messages to/ from subscribers of 3GPP defined messaging services (SMS, EMS, MMS). Optionally, it should be possible to send/receive messages to/from users of fixed Internet messaging service (e.g. SMTP and SIMPLE based services).”

		 

		 

		 

		 

		 



		PP-47

		[3GPP IM] 10

		“IMS Messaging shall be able to support various charging models, including:
a) sender only pays
b) both sender and recipient pay their respective charges for message delivery
c) recipient pays
d) sender pays for reply message on a per message basis in deferred delivery messaging type. “

		 

		 

		 

		 

		 



		PP-48

		[3GPP IM] 10

		“IMS Messaging shall be able to support different charging approaches:
a) volume based charging
b) QoS based charging
c) service based charging
d) number of messages sent and/or received
e) offline charging or/and online charging.” 

		 

		 

		 

		 

		 



		PP-49

		[3GPP IM] 10

		“IMS Messaging shall be able to support various charging mechanisms. The following charging characteristics may be considered:
a) message content type and length
b) roaming conditions
c) indication of charging
d) prepaid subscriptions
e) time when the message is sent
f) time when the message is delivered
g) message origin and destination
h) access network employed
i) the charging information shall describe the amount of data sent and received to and from the external data network” 

		 

		 

		 

		 

		 



		PP2-1

		[3GPP2 IM] [security 1]

		“The IM service shall have the ability to authenticate and authorize a user when they access the IM system”

		 

		 

		 

		 

		 



		PP2-2

		[3GPP2 IM] [security 2]

		“The IM service shall have the ability to positively determine the identity of a subscribing or contacting user”

		 

		 

		 

		 

		 



		PP2-3

		[3GPP2 IM] [security 3]

		“The IM service shall support protection against denial-of-service, infiltration, and other attacks on the system.”

		 

		 

		 

		 

		 



		PP2-4

		[3GPP2 IM] [security 4]

		“The IM service shall support IM delivery in a secure manner.”

		 

		 

		 

		 

		 



		PP2-5

		[3GPP2 IM] [security 5]

		“The standardized IM service shall comply with specific local, national, and regional privacy regulations.”

		 

		 

		 

		 

		 



		PP2-6

		[3GPP2 IM], [accounting 1]

		“IM services shall support accounting usage records on a chat session and/or message basis.”

		 

		 

		 

		 

		 



		PP2-7

		[3GPP2 IM], [accounting 2]

		“The IM shall support prepaid and post paid accounting.”

		 

		 

		 

		 

		 



		PP2-8

		[3GPP2 IM], [operator requirements 1]

		“The IM server shall support the capability to allow a user to access the service regardless of the access device (e.g. laptop, cell phone, PDA, etc.)”

		 

		 

		 

		 

		 



		PP2-9

		[3GPP2 IM], [operator requirements 2]

		 “The IM server shall support the capability to provision, control and administer user accounts”

		 

		 

		 

		 

		 



		PP2-10

		[3GPP2 IM], [operator requirements 3]

		“The IM server shall support the capability to correlate user accounts with subscriber identities for billing and policy management”

		 

		 

		 

		 

		 



		PP2-11

		[3GPP2 IM], [operator requirements 4]

		“The IM server shall support the capability to monitor service activity.”

		 

		 

		 

		 

		 



		PP2-12

		[3GPP2 IM], [operator requirements 5]

		“The IM server shall support the capability to control and manage inter-operator domain and intra-operator domain traffic.”

		 

		 

		 

		 

		 



		PP2-13

		[3GPP2 IM], [operator requirements 6]

		“The IM server shall support the capability to maintain message sequencing.”

		 

		 

		 

		 

		 



		PP2-14

		[3GPP2 IM] [operator requirements 7]

		“The service shall support messages with any content type.”

		 

		 

		 

		 

		 



		PP2-15

		[3GPP2 IM], [operator requirements 8]

		“The IM shall support the capability to notify the client on new chat requests.”

		 

		 

		 

		 

		 



		PP2-16

		[3GPP2 IM], [operator requirements 9]

		“The IM service shall be able to interoperate with other IM services using relevant IETF standards (per the IETF interoperability model).”

		 

		 

		 

		 

		 



		PP2-17

		[3GPP2 IM], [operator requirements 10]

		“The IM server shall support the capability to control message size, length, number of messages, and type of content on a per user/subscription basis.”

		 

		 

		 

		 

		 



		PP2-18

		[3GPP2 IM], [operator requirements 11]

		“The IM server shall support the capability to control IM traffic load on the network through mechanisms such as controlling data rate, the size of each message and throttling the number of incoming/receiving messages for some period;  this control shall be able to be performed system wide.”

		 

		 

		 

		 

		 



		PP2-19

		[3GPP2 IM], [operator requirements 12]

		“The IM solution shall support internationalization character set.”

		 

		 

		 

		 

		 



		PP2-20

		[3GPP2 IM], [operator requirements 13]

		“The network shall be capable of forwarding and receiving immediate messages.”

		 

		 

		 

		 

		 



		PP2-21

		[3GPP2 IM], [operator requirements 14]

		“The network shall be capable of interworking with other messaging services.” 

		 

		 

		 

		 

		 



		PP2-22

		[3GPP2 IM] [user requirements 1]

		“Users shall be able to provide alternative contact information (e.g. Another phone #, NAI, etc.)”

		 

		 

		 

		 

		 



		PP2-23

		[3GPP2 IM], [user requirements 2]

		“The IM services shall support the ability to block messages to and from particular users and/or user defined lists.”

		 

		 

		 

		 

		 



		PP2-24

		[3GPP2 IM], [user requirements 3]

		“A user shall be able to create his own alias to hide his identity.”

		 

		 

		 

		 

		 



		PP2-25

		[3GPP2 IM], [user requirements 4]

		“A user may have multiple Aliases for one account.”

		 

		 

		 

		 

		 



		PP2-26

		[3GPP2 IM], [user requirements 5]

		“Message recipient shall be able to add the sender’s contact information to their address book”

		 

		 

		 

		 

		 



		PP2-27

		[3GPP2 IM], [user requirements 6]

		“Address books may be stored in the network or in the device.”

		 

		 

		 

		 

		 



		PP2-28

		[3GPP2 IM], [user requirements 7]

		“The user shall be able to specify a communication address to which messages or notifications would be sent if the user is not logged into the IM service.”

		 

		 

		 

		 

		 



		PP2-29

		[3GPP2 IM], [user requirements 8]

		“The user shall be able to specify a device to which they would be notified if not logged in the IM service.”

		 

		 

		 

		 

		 



		PP2-30

		[3GPP2 IM], [user requirements 9]

		“If the recipient is not available or off-line, the IM service shall be able to forward the message to other messaging service to deliver the message when the user is available before the message expiration.”

		 

		 

		 

		 

		 



		PP2-31

		[3GPP2 IM], [user requirements 10]

		“If a message is non-deliverable, an error message may be returned to the sender, e.g., message addressed to an invalid destination.”

		 

		 

		 

		 

		 



		PP2-32

		[3GPP2 IM], [user requirements 11]

		“The operator shall be able to block the error messages returned to the senders due to invalid or blocked destination, especially if there is an IM server failure that results in numerous error messages being sent to the user.”

		 

		 

		 

		 

		 



		PP2-33

		[3GPP2 IM] [user requirements 12]

		“An immediate message shall have a configurable expiration time. If the sender does not specify the expiration time, the default expiration shall be used.” 

		 

		 

		 

		 

		 



		PP2-34

		[3GPP2 IM] [user requirements 13]

		“The messages shall be stored until the expiration time is expired.”

		 

		 

		 

		 

		 



		PP2-35

		[3GPP2 IM], [user requirements 14]

		“The user shall be able to reply to a sender, multiple recipients, or the user defined list”

		 

		 

		 

		 

		 



		PP2-36

		[3GPP2 IM] [user requirements 15]

		“A user shall be able to generate immediate messages with any content type.” 

		 

		 

		 

		 

		 



		PP2-37

		[3GPP2 IM] [user requirements 16]

		“The user shall be able to send a message to a recipient, multiple recipients, or the user defined list.”

		 

		 

		 

		 

		 



		PP2-38

		[3GPP2 IM], [user requirements 17]

		“The service shall have the capability to associate IM accounts (e.g. as identified by an NAI) with a user and a chat session.”

		 

		 

		 

		 

		 



		PP2-39

		[3GPP2 IM], [user requirements 19]

		“The service shall have the ability to provide a default profile for the user that is enabled upon registration. In the absence of a client supplied profile, the service shall behave as though a default profile has been supplied”

		 

		 

		 

		 

		 



		PP2-40

		[3GPP2 IM], [user requirements 20]

		“The service shall support the user to have chat sessions with one or more users.”

		 

		 

		 

		 

		 



		PP2-41

		[3GPP2 IM], [user requirements 21]

		“The service shall support the user to invite additional users to a group chat session.”

		 

		 

		 

		 

		 



		PP2-42

		[3GPP2 IM], [user requirements 23]

		“There shall be support for multiple simultaneous chat sessions with a user or group (a user may be in multiple groups).”

		 

		 

		 

		 

		 



		PP2-43

		[3GPP2 IM], [user requirements 24]

		“There shall be the ability to terminate chat session.”

		 

		 

		 

		 

		 



		PP2-44

		[3GPP2 IM], [user requirements 25]

		“There shall be a method to detect when other users have left the conversation.”

		 

		 

		 

		 

		 



		PP2-45

		[3GPP2 IM], [user requirements 26]

		“The user may have the ability to store and view a chat session history”

		 

		 

		 

		 

		 





�AP: chairman to get clarification from IMPS actors on these three requirements
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