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1 Reason for Contribution

The reason for this contribution is threefold:

· We believe that the definition of ‘Policy Enforcement’ can be aligned better with the IETF definition of ‘policy enforcement’ to avoid conflicting definitions in IETF and OMA and that this can be done with little effort.

· We believe the definitions can be simplified.

· We believe that the ‘callable usage pattern’ picture can be better aligned with the definitions and that this can be done with little effort.

2 Summary of Contribution

To align the PEEM definition of Policy Enforcement with the IETF definition of Policy Enforcement, to prevent conflicting definitions.  

Modification of Figure 3.

3 Detailed Proposal

The following definitions have been defined in the PEEM RD (section 3.2, 8th of September version):

	Policy Action
	Action (e.g. invocation of a function, script, code, workflow, …) that is associated to a policy condition in a policy rule and that is executed when its associated policy condition results in "true" from the policy evaluation step.

	Policy Enforcement1
	The process of policy evaluation and policy execution.

	Policy Engine
	A logical entity that evaluates a policy or policies.  

	Policy Evaluation
	Determination of whether the policy rules results in “true”

	Policy Execution
	Execution of the action associated to the policy condition selected by policy evaluation


(footnote to the table)1: IETF policy enforcement supports two models for policy execution logic: 1) enforce all policies that apply to the request 2) enforce policies that apply to a request according to a priority order (i.e. if a high priority policy apply to the request, lower priority policies of the same type will not be enforced). 

When checking the IETF policy definitions (RFC3198) we notice the following:

IETF policy definition for policy enforcement

  policy enforcement =  The execution of a policy decision.

IETF by no means implies that Policy Evaluation is part of Policy Enforcement. Thus, in order to prevent confusion and forestall resistance because of conflicting definitions, we propose to align the PEEM definition of Policy Enforcement with the IETF definition of Policy Enforcement:

Policy Enforcement: The process of policy execution.

Then, we feel that ‘the process of policy execution’ means just as much as ‘policy execution’. 

Following this reasoning our proposal is to put the definition for Policy Execution directly in the definition of Policy Enforcement:

	Policy Enforcement
	Execution of the action associated to the policy condition selected by policy evaluation


Notice that this proposal is in line with the IETF definition of Policy Enforcement.

This now obsoletes the definition of Policy Execution in the PEEM RD. Also we have checked IETF RFC3198 (IETF policy definitions) for a definition of Policy Execution (Logic) and didn’t find it. Thus it is our proposal to remove Policy Execution from the PEEM RD:

The phrase “Policy Execution” is used only in two other occasions in the PEEM RD:

1. in the footnote #1 in the definitions section, we propose to modify this text in the following way: “IETF policy enforcement supports two models: 1) enforce all policies that apply to the request 2) enforce policies that apply to a request according to a priority order (i.e. if a high priority policy apply to the request, lower priority policies of the same type will not be enforced”. 
2. Under Figure 3, we propose to PAKA: SIMPLIFY modify this text in the following way: Note, a request can be for Policy enforcement only, Policy Evaluation only, or for both.
With regard to Figure 3 (callable PEEM usage pattern) we notice that the request to the PEEM enabler is named ‘Request for policy enforcement’. We think that in general PEEM enabler implementations -in a callable usage pattern- will rather be queried for Policy Evaluation because the PEEM box in the Figure 3 may be regarded an instance of a Policy Engine (definition: A logical entity that evaluates a policy or policies), and also see for example SMS spam prevention use case in the RD. 

However, we would not want to prevent the PEEM enabler to be queried for policy enforcement as well. We therefore suggest to expand the request in Figure 3 in the following way “Request for policy evaluation and/or enforcement”):


This modification does not impact the rest of the RD.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommended proposals to be incorporated in the PEEM RD.
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