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1 Reason for Contribution

This contribution provides Oracle’s comments for the formal review of the GPM RD (OMA-RD-GPM-V1_0-20060405-D)
2 Summary of Contribution

Formal review of GPM RD.
3 Detailed Proposal

	ID
	Open Date
	Edit
	Section
	Description
	Status

	O-1
	
	
	1
	Source: Oracle
Form: IC
Is it correct that per the first paragraph the scope is only about end-users of OMA enabled services (i.e. Permissions Target) and therefore not target enablers or resources in general. What about applications not directly related to a specific enabler?
	Status: OPEN

<provide response>

	O-2
	
	
	1
	Source: Oracle
Form: IC
The second paragraph speaks of service enablers. This is in contradiction with the issue raised in O-1
	Status: OPEN

<provide response>

	O-3 
	
	
	1
	Source: Oracle
Form: IC
In second paragraph, based on first paragraph, the sentence finishing by which can be used by other OMA service enablers should in fact mention resources instead.
	Status: OPEN

<provide response>

	O-4
	
	
	1
	Source: Oracle
Form: IC
We do not understand paragraph 3 of this section. Authorization and permission are synonymous in the industry. If a distinction is indeed expected, it should be explained. The definitions in section 2 and nothing in the RD text allows understanding that distinction. On that basis, we believe that that sentence is either unclear and need explanation here or a reference to an explanation elsewhere or it is incorrect and should be removed. 

Most probably the term permission alone but instead should be always qualified explicitly as “permission to access or communicate attribute”. 
	Status: OPEN

<provide response>

	O-5
	
	
	1
	Source: Oracle
Form: IC
In paragraph 4, the statement “The scope of this RD is focused on user permissions checking” is not correct English or at least meaningless. We suggest to change into something like “The scope of this RD is focused on determining if user attribute can be accessed or communicated by”
	Status: OPEN

<provide response>

	O-6
	
	
	1
	Source: Oracle
Form: IC
In paragraph 5, most of the notions mentioned here are not self explanatory:

· What are broad authorization functions?

· What is the large variety of communicating entities across layer

· What is the meaning of the sentence?

We believe that correctly qualifying permission as proposed as resolution to O-4 may eliminate the need for paragraph 5 that is essentially not  understandable.
	Status: OPEN

<provide response>

	O-7
	
	
	2.2.
	Source: Oracle
Form: IC
Dictionary is not tractable on OMA public web site. We realize this issue is for all documents, but nobody seems to have raised the issue earlier. This must be fixed once and for all.
	Status: OPEN

<provide response>

	O-8
	
	
	3.2
	Source: Oracle

Form: IC

Style is mixed up (bold and character style)
	Status: OPEN

<provide response>

	O-9
	
	
	3.2
	Source: Oracle

Form: IC

Administrator is a generic term. Definition used here is purely GPM specific and not adequate as generic definition. We recommend that either the definition be brought to Dictionary and generalized or that here and throughout the document we use the term GPM administrator instead of administrator.
	Status: OPEN

<provide response>

	O-10
	
	
	3.2
	Source: Oracle

Form: IC

The same issues as raised in O-19 applies to:

· Ask Request

· Ask Target
· Context
· Delegate (Isn’t it defined in Dictionary?)
· Target Attributes
· Target attribute requester
· Target attribute consumer
· Target notification
· Target request
· Target response
· Validity response
Most are met with different definitions for other OMA enablers.

As / if the definitions are GPM specific they must be qualified with “GPM” in front (e.g. target GM response).

This is to be updated throughout the RD
	Status: OPEN

<provide response>

	O-11
	
	
	3.2
	Source: Oracle

Form: IC

The definition of administrator is using unconventional terminology for what in the industry would be assigning roles (what can be done) and scopes (one what) or permissions (without qualifications). A lot of the document would gain clarity f conventional terminology and concepts were used instead of reinvented or used differently.
	Status: OPEN

<provide response>

	O-12
	
	
	3.2
	Source: Oracle

Form: IC

Ask Target: why not just say any principal that receives an ask request?
	Status: OPEN

<provide response>

	O-13
	
	
	3.2
	Source: Oracle

Form: IC

Ask Request: Isn’t it typically what is called request for approval. Why not say request for approval for a GPM operation (or for attribute release). Why use equiry (not defined elsewhere)
	Status: OPEN

<provide response>

	O-14
	
	
	3.2
	Source: Oracle

Form: IC

Context is unclear. How does it differ from attributes? Is it context of permission target, target attribute requester or actual context where GPM is deployed / used. This is to be clarified.
	Status: OPEN

<provide response>

	O-15
	
	
	3.2
	Source: Oracle

Form: IC

The definition of permissions rule is not an English sentence. It should not be based on example but be a crisp definition. We also recommend that it be consistent with the definition of policy and policy rules in PEEM. We believe it should match policy, not policy rules. The current definition does not convey that.
	Status: OPEN

<provide response>

	O-16
	
	
	3.2
	Source: Oracle

Form: IC

In the definition of Permissions Management, the concept of management rights is not defined. 
	Status: OPEN

<provide response>

	O-17
	
	
	3.2
	Source: Oracle

Form: IC

In the definition of Permissions Management, the concept of priority of permissions rules is not defined.
	Status: OPEN

<provide response>

	O-18
	
	
	3.2
	Source: Oracle

Form: IC

In the definition of Permission management delegate, the concept of management function is not defined.
	Status: OPEN

<provide response>

	O-19
	
	
	3.2
	Source: Oracle

Form: IC

We are concerned that the definition of pseudonyms is overlapping but not necessarily aligned with the notion of identity and anonymization used for identity management. Has this been checked with MWS WG for consitency? Refer to O-10 and consider also adding text somewhere to relate to identity management related enablers and definitions.
	Status: OPEN

<provide response>

	O-20
	
	
	3.2
	Source: Oracle

Form: IC

We do not understand the definition. Attributes as used in this document are governed by anything, not by GPM. GPM does not set, determine attributes. It only relates to who can access these attributes when using GPM and the permission to access or communicated is handled by GPM… The definition should be changed to reflect that it relates to whatever information is associated to a principal. 

Depending on the disposition of  O-1 these attributes are also restricted to the ones that relates to users of OMA enabled services (i.e. not attributed related to enablers or network resources)…

Due to the current definition of attribute, any parameter returned by a function call (e.g. a request to an enabler) would qualify… This relates to subsequent significant scope comments.
	Status: OPEN

<provide response>

	O-21
	
	
	3.2
	Source: Oracle

Form: IC

Derivative is not defined except by an example.  It is not clear what it is and how it relates to attributes. Its introduction seems to change the scope of GPM? Is this stored in a resource, provided by a service, provided in answer to a request to another enabler?
	Status: OPEN

<provide response>

	O-22
	
	
	3.2 
	Source: Oracle

Form: IC

If derivative is not constrained, then we have an additional issue with section 1: paragraph 2 and 3 would be in direct contradiction with this. If indeed scope is broader use cases and requirements are to be revisited. If it is not careful, one should carefully revisit of the definition and notions of derivatives here and throughout the document. Indeed this would simply be the definition of authorization to access or  communicate anything that results or imply a request to a resource...
	Status: OPEN

<provide response>

	O-23
	
	
	3.2
	Source: Oracle

Form: IC

The definition of validity period is unconventional. Typically this is called time out etc… Also the definition (use of wait) has strong technical and architectural implications that should not be done in an RD: GPM acts work synchronously only and that the process is blocking.
	Status: OPEN

<provide response>

	O-24
	
	
	4.2.1
	Source: Oracle

Form: IC

Second paragraph. The discussion is a architecture discussion not material for the RD. it should be re-phrased or removed. In particular, nothing in the discussion motivates that statement “This means that PEEM could evaluate policies for both authorisation rules which first determine if Requesters are allowed to access a service enabler, and permissions rules which determine the extent to which the Requester can access individual target attributes. In the latter case, when using the PEEM enabler in the proxy usage pattern, the GPM enabler is delegated to evaluate the permissions rules based on the user permissions rules that it manages. When PEEM is used in the callable usage pattern, it may be applied to evaluate the permissions rules to determine a decision.” Indeed, this is a choice that has not been made and at the minimum an at least as valid choice (for an RD discussion0 is the case where PEEM simply performs the GPM functions and GOM permissions rules are say PEEM policies. 
The text is to be removed or introduce text to discuss that presents on equal footing the second option.
	Status: OPEN

<provide response>

	O-25
	
	
	4.2.1
	Source: Oracle

Form: IC

Third paragraph. The discussion is a architecture discussion not material for the RD. Nothing in the document or in the section motivates such a statement. It is in any case an assessment to be done at architecture or specification stage. We do not agree with the analysis. In fcat there are no reasons why PEEM policies are not just what need to be done to implement / support / specify GPM. There is particular nothing that allows to state that GPM is more focused or more able at expressing anything. PEEM policies can express any combination of condition and action and supports delegation, management and evaluation/ enforcement in callable and proxy mode. These cover all the stated requirements in the document. As this paragraph is not motivated, not agreed, in our opinion factually incorrect it should be removed. It is not good practice to provide statements on other OMA enablers that are at best subjective. This section is to be removed.
	Status: OPEN

<provide response>

	O-26
	
	
	4.2.2
	Source: Oracle

Form: IC

Considering the discussion in this section, one would expect here or elsewhere considerations or requirements on how this should relate to presence and location (i.e. do you want to manage the presence an location permissions or not? Do you plan to offer an alternative for these enablers to rely on? Will you deal with potential risk of conflicting information etc… Some discussions on the resulting requirements should be captured.
	Status: OPEN

<provide response>

	O-27
	
	
	4.2.2
	Source: Oracle

Form: IC

Why future tense and statement like “it is expected that the requirements from the GPM enabler will expand…”? We are at review time, don’t we know now if they do or not?
	Status: OPEN

<provide response>

	O-28
	
	
	5.1
	Source: Oracle

Form: IC

The use case describes the notion of information request to an enabler. How is it distinguished with any other request to the enabler? Is this determination done by the enabler? How does the enabler distinguish a request for information about the principal (attributes) from another operation that affects / relates to the principals? If a request to the enabler implies that enabler to request / delegate to another resource or enabler how does the enabler know that this will involve attributes and what attribute will be involved. If it knows, won’t we automatically have multiple enablers asking about the same request to GPM (i.e. different permission requesters for a same operation…). The use case seem not to consider these aspects an not other use case discusses this.

We suggest that assumptions and requirements to address be captured in section 5.1.7.  Requirements do not seem to address this. Therefore we suggest that the problem should be re-considered and new requirements considered.
We understand that use cases are informative and all do not need to be captured in RD per RD guidelines. However these seem fundamental issues that have been overlooked.
	Status: OPEN

<provide response>

	O-29
	
	
	5.1
	Source: Oracle

Form: IC
Another issue not discussed is what happen if multiple enabler are invoked by the same application for the same attribute. What are the assumption and resulting requirements? They seem missing. 

We understand that use cases are informative and all do not need to be captured in RD per RD guidelines. However these seem fundamental issues that have been overlooked.
	Status: OPEN

<provide response>

	O-30
	
	
	5.3
	Source: Oracle

Form: IC

The use case does not seem consistent with the definitions and explanations provided up to now in the document: the rules do not relate to accessing attributes or communicating such attribute but about sending contact to a user. This is rather an authorization to make a request to an enabler (push / messaging). This seems to violate the scope statements, definitions raised earlier. It does not match the notion of derivative that one might construed based on earlier text and definitions. It emphasizes the concern raised for example in O-22. 
We understand that use cases are informative and all do not need to be captured in RD per RD guidelines. However these seem fundamental confusions with the scope of the enabler.

In fact one may wonder if use cases 5.1 and 5.2 are not working without such issues just because the enabler request amounts to a request to access user attributes, but even in these cases these are just enabler request.

On this basis, we believe that GPM encompasses the functions of a generic authorization enabler. If it is the case WID, scope, use cases and requirements are to be accordingly scrutinized at the light of that observation.
	Status: OPEN

<provide response>

	O-31
	
	
	5.4
	Source: Oracle

Form: IC

Steps 12 and 13 in figure 4 has similar issues as the ones raised in O-30. Again it is not an issue of accessing or communicating attributes but checking if a particular operation is authorized.
	Status: OPEN

<provide response>

	O-32
	
	
	5.5 
	Source: Oracle

Form: IC

Steps 1 in figures 4, 5 and 6 is not realistic. In typical application determination of what are the enablers that may required “GPM” depends on the logic of the application. Many combinations of which enablers may be involved exist. It is unrealistic to expect that i) the list is in general capturable as described ii) The list will be made available.  Realistic cases should assume that determination of what is needed is dynamic or should be supported. Again none of these cases are discussed and analysis is missing in an operational requirement / assumption sections. As a result the requirements do not actually reflect these issues. 

We understand that use cases are informative and all do not need to be captured in RD per RD guidelines. However these seem fundamental issues that have been overlooked.
	Status: OPEN

<provide response>

	O-33
	
	
	5.5
	Source: Oracle

Form: IC

We question the assumptions figure 7 and 8. Definitively the case f figure 7 will rarely result into having the application notifying its dependencies. We again believe that many issues are overlooked including third party providers including relying on multiple “operators/SPs”, conflicting rules, roaming dimension etc… We do not find any analysis of the assumptions and operational assumption nor do we see requirements resulting from a detailed analysis of the issues above. We would ike the analysis to be done and reflected at least in requirements or an illustration of how the requirements are actually handling these issues.
	Status: OPEN

<provide response>

	O-34
	
	
	6
	Source: Oracle

Form: IC

We would like to see the requirements resulting from analyses of O-28,O-29, O-32 and O33 added to the section or a discussion that show that indeed the issues raised by these comments are taken care of. As we are not GPM experts we can’t offer a proposal at this stage butw e do not see how they are addressed.
	Status: OPEN

<provide response>

	O-35
	
	
	HLF1
	Source: Oracle

Form: IC

It should say shall enable or support not allow.  This is not an issue of “authorizing” but “enabling”
	Status: OPEN

<provide response>

	O-35
	
	
	HL-1
	Source: Oracle

Form: IC

Are we sure that any permission is suitable to this? Should it qualify that this is when this is the intention of the administrator of GPM (and may be others).

We may want to therefore allow setting if it is the case or not.
	Status: OPEN

<provide response>

	O-36
	
	
	HL-2
	Source: Oracle

Form: IC

We note that this is limited to the access and usage of the target attributes; not other request to enablers. This requirements and the others do not support use case 5.3 as raised in O-30.
We recommend broadening the requirement to authorization to make any request to a resource, nothing that this wil always be about a target principal anyway. This however will require addressing the broader issues raised in O-30 and others.
	Status: OPEN

<provide response>

	O-37
	
	
	HL-2
	Source: Oracle

Form: IC

Similar issue as O-36.
	Status: OPEN

<provide response>

	O-38
	
	
	HL-5
	Source: Oracle

Form: IC

This requirement seems to step outside the scope of OMA and GOM. A service provider should be able as part of the administration steps to decide how updates are handled and what policies / approach to follow when delays take place (i.e. wait, query the change, be notified of the change etc…) The requirement should rather identify all these options and require that GPM must support / enable them and let the administrator decide.

In any case the SHALL should be changed to a MAY.
	Status: OPEN

<provide response>

	O-39
	
	
	HLF-7
	Source: Oracle

Form: IC

Editorial: Delegate thathas  => that has 
	Status: OPEN

<provide response>

	O-40
	
	
	HLF-2 
	Source: Oracle

Form: IC

Is it just different rules or *any* rules? We believe that to accommodate any application and any possible use and situation *any* rule should be supported…
	Status: OPEN

<provide response>

	O-41
	
	
	HLF-10
	Source: Oracle

Form: IC

Shouldn’t there be a way to ensure that such notification takes place via rules? At least there must be requirements about how this is managed and who is responsible for this? Is it captured in the permission rules? Is it part of the GPM management? What are the requirements?
	Status: OPEN

<provide response>

	O-42
	
	
	HLF-11
	Source: Oracle

Form: IC

There are no reasons to limit this requirement to end users. This should apply to any principal / resource.
	Status: OPEN

<provide response>

	O-43
	
	
	HLF-12
	Source: Oracle

Form: IC

Can’t we just say that it MUST be possible to inform a Permission manager of his role and management permission or limitations. If you want also to inform when changes can not be applied, you need another requirements on error.
	Status: OPEN

<provide response>

	O-44
	
	
	HLF-13
	Source: Oracle

Form: IC

Per discussion above how is a request for one or multiple attributed distinguished from another request that does not get attributes? Due to the current definition of attribute, any parameter returned by a function call (e.g. a request to an enabler) would qualify… We suggest that the requirement be carefully re-visited in conjunction with the definition of attriute and scope issues raised earlier.
	Status: OPEN

<provide response>

	O-45
	
	
	HLF-14
	Source: Oracle

Form: IC

Change allow to support or enable
	Status: OPEN

<provide response>

	O-46
	
	
	HLF-15
	Source: Oracle

Form: IC

Requirement is unclear. Ask, grant Deny are not defined. What does it relate to. The requirement, if prescribing such specific things must also explain the arguments / context for these action verbs (e.g. grant to acces an attribute, grant to communicate an attribute, .. what else?). Are these combined?
	Status: OPEN

<provide response>

	O-47
	
	
	HLF-16
	Source: Oracle

Form: IC

Similar comment to O--46
	Status: OPEN

<provide response>

	O-48
	
	
	HLF-18
	Source: Oracle

Form: IC

There MUST a requirement on who is responsible for that: GPM? Rules? And how it is managed? Is it part of GPM management?
	Status: OPEN

<provide response>

	O-49
	
	
	HLF-21
	Source: Oracle

Form: IC

This requirement is imprecise. What does it mean? Is this a management requirement If such it should be identified and clarified as such. Is it about ways to relate to it and associated it to some criteria etc? How is it motivate. Isn’t it assuming particular design that may not be justified at this level? We would remove this requirement.
	Status: OPEN

<provide response>

	O-50
	
	
	HLF-22
	Source: Oracle

Form: IC

Are we sure that the use of context matches the definition in 3.2?
	Status: OPEN

<provide response>

	O-51
	
	
	HLF-23
	Source: Oracle

Form: IC

Is this a management step? Is this captured in permission rules? Requirement must be clarified.
	Status: OPEN

<provide response>

	O-52
	
	
	HLF-24
	Source: Oracle

Form: IC

Why is this limited to rules created on his behalf not al rules?
	Status: OPEN

<provide response>

	O-53
	
	
	HLF-25
	Source: Oracle

Form: IC

Clarify which principal(s) is referred to in second part of the requirement.
	Status: OPEN

<provide response>

	O-54
	
	
	HLF-27
	Source: Oracle

Form: IC

Unreadable… Recommendation: rephrase to say that it MUST be able to apply any combination of rules that relates to the attribute request and context.
	Status: OPEN

<provide response>

	O-55
	
	
	HLF-28
	Source: Oracle

Form: IC

Is this a management step? Is this captured in permission rules? Requirement must be clarified.
	Status: OPEN

<provide response>

	O-56
	
	
	HLF-29
	Source: Oracle

Form: IC

Unclear, define network applications
	Status: OPEN

<provide response>

	O-57
	
	
	PermType-1
	Source: Oracle

Form: IC

Unreadable… Recommendation: rephrase to state permission rules to specify what enablers can be access or communicated and in what context.
	Status: OPEN

<provide response>

	O-58
	
	
	PermType-3
	Source: Oracle

Form: IC

Isn’t it  stage to ask the permission manager (or delegate) to worry about the service enabler when most of the time the user just worries about the attribute, not the enabler. Typically they don’t know about them… We understand that administrator / service provider may know about the service enabler. We recommend splitting and rephrasing to address.
	Status: OPEN

<provide response>



	O-59
	
	
	PermType-4
	Source: Oracle

Form: IC

Is this a management step? Is this captured in permission rules? Requirement must be clarified.  
	Status: OPEN

<provide response>



	O-60
	
	
	PermType-5
	Source: Oracle

Form: IC

Is this a management step? Is this captured in permission rules? Requirement must be clarified.  
	Status: OPEN

<provide response>



	O-61
	
	
	PermType-6
	Source: Oracle

Form: IC

Rephrase to state that GPM must able to update permission rules? Why is this in section on permission types? It should be moved to elsewhere
	Status: OPEN

<provide response>



	O-62
	
	
	PermType-7
	Source: Oracle

Form: IC

Is this a management step? Is this captured in permission rules? Requirement must be clarified. Why is this in section on permission types? It should be moved to elsewhere
	Status: OPEN

<provide response>



	O-63
	
	
	PermType-12
	Source: Oracle

Form: IC

We are concerned that the term context here may not be aligned wit the definition in 3.2. is it?
	Status: OPEN

<provide response>



	O-64
	
	
	PMF-3
	Source: Oracle

Form: IC

Define prioritizing permission rules
	Status: OPEN

<provide response>



	O-65
	
	
	PMF-3
	Source: Oracle

Form: IC

Define management rights. Is this a management step? Is this captured in permission rules? Requirement must be clarified
	Status: OPEN

<provide response>



	O-66
	
	
	PMF-4
	Source: Oracle

Form: IC

Clarification needed: define or relate to roles in PMF-1
	Status: OPEN

<provide response>



	O-67
	
	
	PMF-5
	Source: Oracle

Form: IC

Clarification needed: A combination or any combination. We believe it should say any combination.
	Status: OPEN

<provide response>

	O-68
	
	
	PMF-7
	Source: Oracle

Form: IC

Clarification needed. What is the meaning of multiple outcome? The requirement seems to imply design assumptions not appropriate for an AD. We suggest to say that permission rules MUST allow expressing any desired permission response.
	Status: OPEN

<provide response>

	O-69
	
	
	PMF-8 and PMF9
	Source: Oracle

Form: IC

Clarification needed between roles and rights. Definition needed.  Are these requirements overlapping, complementary or repetitive?
	Status: OPEN

<provide response>

	O-70
	
	
	PMF-10
	Source: Oracle

Form: IC

Define management right
	Status: OPEN

<provide response>

	O-71
	
	
	PMF-11
	Source: Oracle

Form: IC

This requirement seems confused and is confusing. It does not seem to taken into account common practices. Administrator conflicts are not issues. A unique role may exist as super administrator but multiple principals should be able to get it! Roles and principal are different concepts! Please reconsider the requirement.
	Status: OPEN

<provide response>

	O-72
	
	
	Ask-1
	Source: Oracle

Form: IC

Are you sure? It should be a SHALL support b ut be left to choices. Then is this a management step? Is this captured in permission rules? Requirement must be clarified
	Status: OPEN

<provide response>

	O-73
	
	
	Ask-2
	Source: Oracle

Form: IC

Clarification needed: assignment should be done by who? Is this a management step? Is this captured in permission rules? Something else?
	Status: OPEN

<provide response>

	O-74
	
	
	Ask-3
	Source: Oracle

Form: IC

Define priority? Is it related to permission rule priority or different? Is this a management step? Is this captured in permission rules? Something else? Requirement must be clarified
	Status: OPEN

<provide response>

	O-75
	
	
	Ask-4
	Source: Oracle

Form: IC

Define priority? Is it related to permission rule priority or different? Is this a management step? Is this captured in permission rules? Define / explain taking precedence, it is absolutely not clear in such context. Requirement must be clarified. 
	Status: OPEN

<provide response>

	O-76
	
	
	Ask-5
	Source: Oracle

Form: IC

Clarify what information.
	Status: OPEN

<provide response>

	O-77
	
	
	Ask-6
	Source: Oracle

Form: IC

Define ask and always or explain. It can be a normative statement to be guessed from a use case, especially considering the issues that are with some of the use cases I this document.
	Status: OPEN

<provide response>

	O-78
	
	
	Ask-10
	Source: Oracle

Form: IC

What does it mean? Isn’t it trivial that the validity field will have an argument at least? Clarify what is required.
	Status: OPEN

<provide response>

	O-79
	
	
	Ask-11
	Source: Oracle

Form: IC

We believe that this should be left to the service provider administrator or other principal to decide this if they want so. 

Please update to convey this.

Then is this a management step? Is this captured in permission rules? Something else?
	Status: OPEN

<provide response>

	O-80
	
	
	Ask-12
	Source: Oracle

Form: IC

Shouldn’t there be other impact also (like instead of being notified being refused access to attribute etc…)? Requirements should be clarified or an addition requirement should be provided.
	Status: OPEN

<provide response>

	O-81
	
	
	Ask-13
	Source: Oracle

Form: IC

Clarify the notion of giving permission to a certain extent. That is not a concept that is clear or defined…
	Status: OPEN

<provide response>

	O-82
	
	
	Ask-14
	Source: Oracle

Form: IC

Is this a management step? Is this captured in permission rules? Something else? 
	Status: OPEN

<provide response>

	O-83
	
	
	2nd Ask -12
	Source: Oracle

Form: IC

Editorial should be Ask-15
	Status: OPEN

<provide response>

	O-84
	
	
	2nd Ask -13
	Source: Oracle

Form: IC

Editorial should be Ask-16
	Status: OPEN

<provide response>

	O-85
	
	
	2nd Ask -13
	Source: Oracle

Form: IC

EditorialL rue => rule
	Status: OPEN

<provide response>

	O-86
	
	
	DEL-2
	Source: Oracle

Form: IC

Define right and relate to roles and permissions
	Status: OPEN

<provide response>



	O-87
	
	
	DEL-1 to DEL 7
	Source: Oracle

Form: IC

Is this a management step? Is this captured in permission rules? Something else?
	Status: OPEN

<provide response>

	O-88
	
	
	SEC-6
	Source: Oracle

Form: IC

Interesting that the permission target is not logged. It should be added. More importantly a requirement should be added stating that it should be possible to log whatever the administrator / SP wants to log
	Status: OPEN

<provide response>

	O-89
	
	
	SEC-7
	Source: Oracle

Form: IC

Clarify:

· Are lay implications to be captured as permission

· Is there magic to otherwise take into account
· What else?
· Is this a management step? Is this captured in permission rules? Something else?
	Status: OPEN

<provide response>

	O-90
	
	
	CHARG-1
	Source: Oracle

Form: IC

We do not understand why and what this means? Explain what information about charging and when. How does it relates to permission rules? Is this a management step? Is this captured in permission rules? Something else?

We recommend removing this requirement
	Status: OPEN

<provide response>

	O-91
	
	
	ADMIN-2
	Source: Oracle

Form: IC

Why is it restricted to different values? Just  state that we can combine in any desired way any permission rule that apply to a request. Anything else is restricted or technology specific.
	Status: OPEN

<provide response>

	O-92
	
	
	USAB-3
	Source: Oracle

Form: IC

Clarify explain outcome and explain activation.
	Status: OPEN

<provide response>

	O-93
	
	
	USAB-4
	Source: Oracle

Form: IC

Clarify explain outcome
	Status: OPEN

<provide response>

	O-94
	
	
	Privacy-1
	Source: Oracle

Form: IC

It should rather refer to identity management… This sole requirement is otherwise too restrictive. Otherwise add one on identity management.
	Status: OPEN

<provide response>

	O-95
	
	
	OSR-3
	Source: Oracle

Form: IC

Clarify: explain what is meant by associating. 

Ensure that whatever association means it can be for any other context information – granted that context (or something else) as concept is also to be clarified…
	Status: OPEN

<provide response>

	O-96
	
	
	OSR-4
	Source: Oracle

Form: IC

This requirement is not motivated anywhere! It is absolutely unclear how users or applications would communicate with GPM, why etc… A user may do to manage but not to check permissions. Why? An application or a user does not know the attribute needed to perform a task done by enablers. Only the enablers that are used know that.

We believe that this requirement is confused and recommend removing applications and end user and / or restrict end user to management roles. 

It might be possible to rephrase as GPM must support principals that may be… or may be involved by …
	Status: OPEN

<provide response>

	O-97
	
	
	OSR-5
	Source: Oracle

Form: IC

Similar to O-96. We do not understand what other resource. Plus text so far pointed to calls only by enbalers.

Please limit requirement to enbalers.
	Status: OPEN

<provide response>

	O-98
	
	
	OSR-6
	Source: Oracle

Form: IC

Should be more to Permission type sections? Clarify the requirement. It seems to be a requirement about the expression of the permission rules. Is this a REQ level requirement or a next step of design more suitable to AD?
	Status: OPEN

<provide response>

	O-99
	
	
	OSR-7
	Source: Oracle

Form: IC

Replace variable by argument. This may affect disposition of OSR-6.
	Status: OPEN

<provide response>

	O-100
	
	
	OSR-8, OSR-9, OSR-10
	Source: Oracle

Form: IC

Similar to OSR-7
	Status: OPEN

<provide response>

	O-101
	
	
	OSR-11
	Source: Oracle

Form: IC

Add a requirement to state that it must support any information passed at permission management step.
	Status: OPEN

<provide response>

	O-102
	
	
	OSR-11
	Source: Oracle

Form: IC

Clarify requirement: reflect where? What does it mean?
	Status: OPEN

<provide response>

	O-103
	
	
	OSR-13
	Source: Oracle

Form: IC

Define Telco grade in measurable ways
	Status: OPEN

<provide response>

	O-104
	
	
	OSR-14
	Source: Oracle

Form: IC

Distinguish from SEC-6. Why in different sections?
	Status: OPEN

<provide response>

	O-105
	
	
	OSR-15
	Source: Oracle

Form: IC

Unclear. The concept of sub-set of permission rules reused by other rules? Do you mean rules can be reused or rules can be reused and combined at will / in any possible ways. We recommend the latter
	Status: OPEN

<provide response>

	O-106
	
	
	OSR-16
	Source: Oracle

Form: IC

Unclear. The permission rules are defined by administrator/manager not by requester… Please re-phrase accordingly.
	Status: OPEN

<provide response>

	O-107
	
	
	OSR-18
	Source: Oracle

Form: IC

This requirement is not realistic and out of scope. It is a requirement on applications! Service provider may enforce this, although we doubt, but not GPM. Please rephrase or remove.
	Status: OPEN

<provide response>

	O-108
	
	
	OSR-19
	Source: Oracle

Form: IC

This requirement has the same problem as O-107 for clause A / E for applications and C for requester (again it’s a requirement on requester!!!).

Break into pieces, it’s not understandable.

 Remove clause A, E ad C or re-phrase. Consider dropping D as we do not understand be believe that it is also affected by same issues.
These maybe good business contracts but not OMA enabler requirements.

We recommend removing this requirement or re-phrasing completely to address the issues raised.
	Status: OPEN

<provide response>

	O-109
	
	
	OSR-20
	Source: Oracle

Form: IC

Same issues as O-107 and O-108. Remove requirement or fix to accommodate comments
	Status: OPEN

<provide response>

	O-110
	
	
	OSR-21
	Source: Oracle

Form: IC

Clause B-2 has same issues as O-107, O-108 and O-109 and should be removed. These are not requirements on GPM.
	Status: OPEN

<provide response>

	O-111
	
	
	OSR-21
	Source: Oracle

Form: IC

For clause not covered by O-111: Is this a management step? Is this captured in permission rules? Something else?
	Status: OPEN

<provide response>

	O-112
	
	
	OSR-22
	Source: Oracle

Form: IC

Same issues as O-107, O-108, O-109 and O-110 and should be removed. These are not requirements on GPM.
	Status: OPEN

<provide response>

	O-113
	
	
	OSR-23
	Source: Oracle

Form: IC

Issue related to O-107, O-108, O-109, O-110 and O-112. Application is not requester, enablers are! Requirement should be removed.
	Status: OPEN

<provide response>

	O-114
	
	
	OSR-26
	Source: Oracle

Form: IC

We do not understand the charging statement. 

It seems that this should include any request to any resource based on all wat has been proposed so far in the RD.
	Status: OPEN

<provide response>

	O-115
	
	
	OSR-26/27
	Source: Oracle

Form: IC

Editorial: empty row
	Status: OPEN

<provide response>

	O-116
	
	
	OSR-27
	Source: Oracle

Form: IC

Re-phrase. We do not understand what it says.
	Status: OPEN

<provide response>

	O-117
	
	
	OSR -28
	Source: Oracle

Form: IC

Replace variable by parameters or data
	Status: OPEN

<provide response>

	O-118
	
	
	OSR-32
	Source: Oracle

Form: IC

Implies security requirements that are missing
	Status: OPEN

<provide response>

	O-119
	
	
	All
	Source: Oracle

Form: IC

Editorial: update format to 2006 (e.g. © statement)
	Status: OPEN

<provide response>



	O-120
	
	
	6
	Source: Oracle

Form: IC

Add requirements on how to deal with existing rules (e.g. for presence and locations) and have the enabler interacting. What is expected on the GPM side?
	Status: OPEN

<provide response>



	O-121
	
	
	All
	Source: Oracle

Form: IC

Administrative: A RD in formal review should not be solely in change tracking mode. NO action required.
	Status: OPEN

<provide response>




4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Incorporate in RDRR for formal review of GPM RD and address appropriately as part of disposition of the formal review comments. We will offer to hep addressing if notified when they are discussed. 
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