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1 Description

Description and Objectives of Work to be Undertaken (including Justification and Use Cases):

Persistent Storage defines a means to store and retrieve data objects using storage, e.g. non-volatile memory, available to the WAE User Agent. This work item is driven by Web Application initiatives whose purpose is to enhance client-side content language and programming model. Persistent storage is one of the requirements of Web Application initiatives because it can be used to provide application private storage. Browsing Enhancement (WID-0022) in BAC MAE tries to adopt these initiatives. And this work item is also driven by current market needs to access data objects reside in terminal such as photos, movies, audio files, and so on. Because camera phones and camcorder phones are very popular today, it is desirable to access data objects produced by these phones in web application.

There are few existing technologies to address this issue, but none are complete. [PSTOR] which is standardized in WAP Forum provides URI schemes and Script APIs, but it is incomplete about security. “file://” scheme is widely used in desktop environments, but it is not standardized. File System Object (FSO) in Microsoft Windows Environment provides flexible script APIs to access data objects but it is platform-dependent.

The objective of this work item is to define URI schemes and/or script (ECMAScript and, if justified, WMLScript) APIs to identify data objects to access data objects by web applications. Existing standards should be used as much as possible.
The availability of underlying web application security mechanisms to protect undesired access to data objects is considered a pre-requisite for completion of this WID, this being outside the scope of this WID. Solutions to the identifiable security problems will be a gate to completion of the technical specification creation, some of which are: data protection, i.e. protecting content received into the persistent storage, authorised (including authenticated) access to information by applications, and language view towards security, e.g. for ECMAScript based access to information we need expressable policy for access in ECMAScript.
Architectural work will be taken in the context of WAE and WAP Architecture and necessary architectural material in AD or arch section in the detailed spec form may be produced.
Deliverable(s):

Requirements document for Persistent Storage.

Persistent Storage Specification.

Other Work Items as necessary.

Existing Specifications or Documents Affected:

WAP Persistent Storage Interface [PSTOR]

XHTML MP

ECMAScript MP

Linked Work Items:

Browsing Enhancement (WID-0022)
Potentially Client Side Content Screening Framework as a user of it.

Linked Affected OMA Groups and External For a

Browser and Content Group

2 Impacts

	Service Requirements
	Arch
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Service Impacts:

Support for “Persistent Storage” will impact devices supporting it.

Architecture Impacts:

Relating to secure access to information, isolation and policy


Charging/Billing Impacts:

None

Security Impacts:

PSTOR should provide security features such as identity, access control and data integrity. PSTOR should not violate requirements of other enabler (e.g. DRM).

Privacy Impacts:

None

IOT Impacts:

IOT support for “Persistent Storage” is required.
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3.2 Draft Version 1.0 Revisions

	Date
	Notes

	1 jun 2004
	Initial draft

	18 jul 2004
	Work item includes new functionality

	29 aug 2004
	Work item registered

	30 sep 2004
	Scope of work item is broadened to include web application initiatives.

	15 feb 2005
	Security mechanisms are splitted to another work item.

	21 feb 2005
	New templates applied

	21 mar 2005
	Architectural work defined

	13 April 2005
	Refinement to address comments from R&A – security, add Arch, ensure ECMAScript and possibly WMLScript are the script languages, add potemtial linked item of CSCSF
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