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1 Overview

The OMA Technical Plenary (TP) wishes to thank ITU-R for the request to provide input commenting on the work so far and contributing to its report re “Key technical and operational requirements for access technologies to support IP applications over mobile systems”
The OMA TP comments and contribution are contained in the following section

2 Proposal

1. OMA comments re 293Rev1v2
OMA TP will restrict its comments to Annex A and not the attachments which appear to be descriptions provided by other EOs.

One of the questions posed by the document is “What are the essential technical characteristics needed to support IP applications over mobile systems?”
OMA wishes to point out some of the following considerations found necessary above and beyond addressing a number of the relevant topics raised in the draft document:

· Content adaptation (transcoding) is sometimes necessary between multimedia content types for various reasons including: 

i. limited network bandwidth

ii. limited memory on mobile device

iii. limited number of multimedia formats and codecs supported on mobile device

· IP applications over mobile systems must consider the mechanisms (protocols) by which the application may have content transferred to it. There are two types of mechanisms, the traditional “pull” model whereby an consuming application (client) requests content and the responding application (server) provides the necessary response, e.g. the web browser. There is another method which in OMA terms refers to as 'push', i.e. the server application can push content to the client application without an explicit request. This may occur without explicit prior registration or request from the mobile device. OMA Push entails the following:

i. Client discovery; determination of the physical access point of the application when mobile

ii. Capability negotiation; specific attributes of the IP application in a mobile system

iii. Appropriate physical delivery mechanism; noting that 'push' data bandwidth may be limited dependent on the type of protocol and mobile system infrastructure used to effect the 'push'

iv. Application addressing; providing the push mechanism with the ability to target a mobile system which may have more than one resident application.

The push system within the OMA has a number of standardized content types that have established behaviour in terms of presentation semantics; the majority of these content types are used to inform the application of an external event with sufficient information such that the receiving application can determine whether to take action on that event.

2. Contribution of an overview re OMA’s work in enabling applications over mobile systems.

Introduction
OMA has a vision that “no matter what device I have, no matter what service I want, no matter what carrier or network I’m using,  I can communicate, access and exchange information,”

To achieve this vision and to facilitate the global adoption of mobile data services the members of the Open Mobile Alliance specify market driven mobile service Enabler Releases. Such enabler releases and their specifications ensure interoperability across devices, geographies, service providers and operators.
Service enablers available

The following list of currently available OMA service enablers shows the breadth of the service enabling technology currently available specifically addressing the needs of the mobile user, operator and service provider.

· OMA Billing framework 1.0

· OMA Browsing (latest versions is 2.3)

· OMA Browser Protocol Stack 2.1

· OMA Client provisioning 1.1

· OMA Data Synchronization 1.2

· OMA Device Management 1.2

· OMA Digital Rights Management 2.0

· OMA Domain Name Server 1.0
· OMA Download 1.0
· OMA Email Notification 1.0

· OMA External Functionality Interface 1.1

· OMA Game Services 1.0

· OMA IMS in OMA 1.0
· OMA Instant Messaging and Presence Service (latest version 1.3)
· OMA Mobile Location Protocol 3.1

· OMA Mobile Location Service 1.0

· OMA Multimedia Messaging Service 1.2

· OMA On-Board Key Generator 1.0

· OMA Online Certificate Status Protocol Mobile Profile 1.0

· OMA Presence Simple 1.0

· OMA Push to Talk Over Cellular 1.0

· OMA Secure User Plane Location 1.0

· OMA Standard Transcoding Interface 1.0

· OMA SyncML Common 1.2

· OMA User Agent Profile (latest version is  2.0)
· OMA vObject Minimum Interoperability Profile 1.0

· OMA Web Services V1.1 

· OMA Web Services Network Identity V1.0

· OMA Wireless Public Key Infrastructure 1.0

· OMA XML Document Management 1.0

It is beyond the scope of this overview to describe in detail all of the enablers. All of these enablers are publicly available at http://www.openmobilealliance.org/release_program/index.html. A quick understanding of the enablers may be obtained by looking at the respective Enabler Release Definition (ERELD) document.
In addition there is other work in progress. The publicly available material for this work is also available through http://www.openmobilealliance.org.
Key points related to the question ITU-R 223-1/8

Many of the technical characteristics cited in the Annex A as being necessary to support IP, or in fact any mobile application, impact the services OMA wishes to enabler and thus the relevant characteristics are considered in the OMA enablers listed above, especially those enablers or parts thereof that communicate over the air interfaces of mobile networks. 
The need to support IP is recognised by OMA enablers by using UDP/IP or TCP/IP or, for some, SIP, with its inherent use of IP. 
Issues of efficiency (verbosity of content, compression) are considered in enablers and though the protocol stacks for those enabler that use the protocols contained in the OMA Browser Protocol Stack enabler. Likewise issues re latency are also considered; once again compression, tokenisation and pre-compilation are just techniques that are used. The traditional“ polling” techniques used to check for updates, e.g. email, databases etc, can be wasteful of mobile network resources and add cost, and OMA provides the PUSH enabler to avoid this necessary polling by allowing applications to push updates to the appropriate applications.
Even over bearers where IP is not specified for data use by the originating standards body, e.g. SMS, the OMA Browser Stack provides an adaptation such that the protocol stack considers the use of these bearers as though it was using UDP/IP; thus allowing easy integration with IP based networks through bridging and use by many IP enabled applications.
Security is also recognized as important and OMA specifies security measures above and beyond those security measures provided by the network itself though clearly want to utilize and leverage network appropriate network security capabilities. OMA uses appropriate profiles of transport layer security, certificates and more to achieve the necessary security while striving for interoperability with the internet’s use of such security mechanisms.
Protecting the content once it is available on the device is also addressed through the OMA Digital Rights Management enabler. 

Mobile terminals, rather than full function notebook computers using mobile networks for connectivity, pose additional challenges for applications. Mobile terminals are more constrained re resources, e.g. memory, screen size, processing capabilities etc. compared to notebook and home computers. Mobile terminals usually have constrained man-machine interfaces, e.g. smaller and less definition screens, keyboards, etc. which impact application usability if not appropriately addressed. In order to mitigate such effects OMA enablers have specifically taken these issues into account, e.g. browsing use of appropriate markup languages and navigation, etc. Additionally technology has been specified to allow application servers or intermediaries, such as proxies, to ensure the content is appropriate for a device by examining a profile that describes the devices capabilities, e.g. display capabilities, memory, bearers supported, software capabilities; this technology being the OMA User Agent Profile (UAPROF). Beyond this OMA has specified the Standard Transcoding Interface to allow easy integration of content adaptation into applications, usually servers or proxies, to match the content and device capabilities.
Some of the other enablers provide additional capabilities for applications to utilize. For example location is cited in Annex A as important and OMA has the Mobile Location Profile, Mobile Location Service and Secure User Plane Location enablers to address this requirement. Presence is another capability services, such as instant messaging and push to talk, can utilize. OMA provides the OMA Presence Simple enabler for a stand-alone presence service and provides presence as part of the Instant Messaging and Presence Service enabler. Push to talk is provided through the OMA Push to talk Over Cellular enabler.
Finally mobile devices with constrained capabilities and inherent mass market appeal require a different methodology to provision and manage compared to an office based or home based PC or notebook. OMA therefore has a set of provisioning and device management enablers to ensure the out of the box and experience and longer term customer care is catered for.

Conclusion
The OMA mission to enable interoperable mobile services that are independent of network is being realized by specifying service enablers for the capabilities needed. A significant number have already been defined and additional work is in progress on enhancements and new enablers. The use of IP and the seamless use of IP spanning the mobile and fixed internet, is important in enabling communication between the participating entities in a service, i.e. clients, servers, proxies and others.

3 Requested Action(s)

OMA requests ITU-R to review and consider the comments and contribution re the work of OMA relating to the topic. 
4 Conclusion

OMA TP thanks ITU-R for the opportunity to comment and contribute to their work re “Key technical
and operational requirements for access technologies to support IP applications over mobile systems”. OMA welcomes future dialogue with ITU-R on this and other matters.[image: image1.png]
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