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2. Review Comments

2.1 OMA-RD-CBCS-V1_0-20060405-D
	ID
	Open Date
	Edit
	Section
	Description
	Status

	 001
	 2006-04-20
	
	6.1
	Source: NEC

Form:  INP doc
Requirement label: CBCS-FUNC-022

Requirement: The feedback information about failed screening SHOULD allow the CBCS Service Provider to identify at least the CBCS Subscriber, the Content and the origin of the Content. It MAY contain information about why the CBCS User perceives the Content should not have been delivered as is.

Editorial:

Last sentence does not make any syntactical sense. 
	Status: CLOSED 
RD Editor changed 
“It MAY contain information about why the CBCS User perceives the Content should not have been delivered as is.” 
to

“It MAY contain information about why the CBCS User perceives that the Content should not have been delivered.”

	 002
	2006-04-20
	
	5.7.5
	Source: NEC

Form: INP doc
In Step 4. of this use case the CBCS enabler retrieves information about the characteristics of the content from the content provider. Reliable screening based on this requested information can only be insured, if the content provider is not giving false information. This is a major drawback. The content screening service should not have to rely on information given by the content provider but only on that returned by categorization entities.

Example: avoiding subscription-based content, hidden in original CP’s advertisement

Proposal: add new requirement –

The CBCS Enabler SHALL be able to deny content requests if the categorization information authorized by a Categorization Entity is missing.
	Status: CLOSED 
RD Editor added new requirement number CBCS-FUNC-031 as follows:

“The CBCS Enabler SHALL be able to block content if the categorization information from a Content Categorization Entity is missing.”

Also, Matthias Fäth (KPN) proposed to have the RD specify more explicitly that content can be pre-categorized.  It was agreed to implement his proposal as per document OMA-REQ-CBCS-2006-0054-Pre-Categorized-Content-Requirements, with some minor amendments as described in document OMA-REQ-CBCS-2006-0057-MINUTES_17May2006-CC.


	 003
	 2006-04-20
	x
	3.2 and others

(Editorial)
	Source: NEC

Form:  INP doc
Editorial: usage of capital/non-capital writing

e.g. in  3.2: Authorized principal

e.g. in 5.1.2.1 and other sections

content screening enabler, screening rules, content delivery enablers

e.g. in 5.1.2.2 and other sections

Screening Rules” instead of “screening rules”

Proposal for solution:

align with general rule to use capital letter if definitions exist

	Status: CLOSED 
RD Editor made multiple changes across the entire RD in line with this comment.  Defined terms are always capitalized.

	004
	 2006-04-20
	
	4
	Source: NEC

Form:  INP doc
Suggestion: this section should contain a reference to appendix b.1 where the CBCS actors relationship is described.
	Status: CLOSED
Agreed to add this reference after the 3rd paragraph of the Introduction;
RD Editor added “The informative figure 2 in appendix B.1 illustrates the CBCS actors and their relationships.” as the last sentence of the 3rd paragraph of the Introduction.
 

	005
	2006-04-20
	
	2
	Source: NEC

Form:  INP doc
References to other OMA enablers (e.g. MCC) missing.
	Status: CLOSED
Anett Schülke (NEC) added informative reference to MCC in section 2.2


	006
	2006-04-20
	x
	5.1.2.2
(Editorial)
	Source: NEC

Form: INP doc
1st bullet:

 “The CBCS Service Provider can differentiate its service offer from others,”

“others” should be specified. 

Suggestion: modify to:

“The CBCS Service Provider can differentiate its service offer from other service providers,”


	Status: CLOSED
RD Editor made proposed change to section 5.1.2.2.

	007
	2006-04-20
	x
	5.1.6
	Source: NEC

Form: INP doc
Editorial:

 “If content is blocked in step 2”
Modification proposal:
Should be step 3 from 5.1.5


	Status: CLOSED
RD Editor made proposed change to section 5.1.6.

	008
	2006-04-20
	
	5.2.5

5.3.5
	Source: NEC

Form: INP doc
What happens in step 3 if two Categorization Entities produce contradicting or  different results?
Both UCs do not make any statement to this situation.
	Status: CLOSED
RD Editor changed point 3 under section 5.2.5 to: “The CBCS Enabler makes a decision to block or pass the requested content by applying the screening rules defined by the CBCS Subscriber to the categorization information obtained in step 2 (if any). If the content was not categorized in step 2, or if the screening rules don’t produce a decision, or if conflicting Content Categorization Information was received, the CBCS Enabler will take a default action (block or pass). In this case, the CBCS Enabler may inform the CBCS User that the content he is about to receive may be not suitable for him regarding his CBCS User Profile.”

	009
	2006-04-20
	
	5.3
	Source: NEC

Form: INP doc
Bullet 3, in 5.3.2.2

Content Screening Authority is not mentioned as an actor in 5.3.2
	Status: CLOSED
RD Editor deleted bullet point 3 in 5.3.2.2. 

	010
	2006-04-20
	
	6.1
	Source: NEC

Form: INP doc
Requirement: CBCS-FUNC-003

“ The CBCS Enabler MAY use information from multiple Content Categorization entities’

What happens if two Categorization Entities produce contradicting or different results?
Could the prioritization of categories be an option or would this be described in the screening rules/policies? Should this be mentioned here?
See also comment to UCs in 5.2.5 and 5.3.5


	Status: CLOSED
No change made to requirement CBCS-FUNC-003.  How to deal with conflicting categorization information is considered to be a deployment issue.  

However, informative text was added to the use case in section 5.2 explaining that default Screening Actions may apply when the Enabler receives conflicting categorization information (see comment 008 above).

This comment was considered to be closed with discussion for closing of comment 008.

	011
	2006-04-20
	
	6.1
	Source: NEC

Form: INP doc
Requirement: CBCS-FUNC-16 and CBCS-FUNC-018 cover the same function.
Proposal:

Delete CBCS-FUNC-16


	Status: CLOSED 

RD Editor deleted requirement FUNC-016.

	012
	2006-04-20
	
	6.1.

6.1.6
	Source: NEC

Form: INP doc
Requirement: CBCS-FUNC-026 can conflict with CBCS-PRV-003, as the CP can analyze the even hidden screening rules by different attempt to deliver the content in different categories.

Question for Proposal for solution: Would not FUNC-030 avoid such conflict, and should rather to be changed to SHOULD?


	Status: CLOSED 
RD Editor changed requirement FUNC-026 to: “The CBCS Enabler MUST provide a mechanism to allow authorized principals to review blocked content and/or get informed about Screening Actions. In order to avoid malicious Content Providers from abusing information about Screening Actions, by default a Content Provider SHOULD NOT be an authorized principal to get information about Screening Actions.”

	013
	2006-04-20
	
	3.2
	Source: Telcordia

Form: INP doc
Definition of “Categorization-Based Content Screening User”, reads “The person or the entity, using a device, whose content is subject to categorization based content screening”.  In that sentence “whose content” may be construed as content generated by the user.  Would “The person or the entity, using a device, whose receivable or transmitted content is subject to categorization based content screening” be better?
	Status: CLOSED
RD Editor made proposed change to the definition of Categorization-Based Content Screening User in section 3.2.

	014
	2006-04-20
	
	6.1
	Source: Telcordia

Form: INP doc
FUNC-06 says “The CBCS Enabler SHOULD be able to generate or retrieve content screening criteria”. Not sure what content screening criteria generation means.  
	Status: CLOSED
Comment is considered closed, following the deletion of requirement FUNC-006, according to comment 025 below.

	015
	2006-04-20
	
	6.1
	Source: Telcordia

Form: INP doc
FUNC-08 says “The CBCS Enabler SHALL provide the CBCS Service Provider the ability to create, modify or delete screening rules or delegate any kind of permissions associated with screening rules to authorized principal(s)”.  Any kind of permissions seems rather broadly worded.  Would the following be better? “The CBCS Enabler SHALL provide the CBCS Service Provider the ability to create, modify or delete screening rules or delegate such permissions associated with screening rules to authorized principal(s) “
	Status: CLOSED
RD Editor made change to requirement FUNC-008 as proposed.

	016
	2006-04-20
	
	5.5.1
	Source: Telcordia

Form: INP doc
The use of the defined term content scanning in section 5.5.1 seems inconsistent with its definition.  Content scanning in 5.5.1 attempts to find malicious code rather than “determining the category of the content”.
	Status: CLOSED
It was agreed to modify the text in section 5.5 as proposed in input contribution OMA-REQ-CBCS-2006-0058R01, so as to make the use case in section 5.5 consistent with the definition of “Content Scanning” in section 3.2.

	017
	2006-04-20
	
	6.1
	Source: Telcordia

Form: INP doc
Content scanning in FUNC-17: “The CBCS Enabler MUST offer the Content Scanning as a subscription-based service” appears to have two uses: 1) as defined in section 3.2 and as used in section 5.5.1.  Consistency of this requirement must be verified given the two uses of ‘content scanning’
	Status: CLOSED
This point is considered closed with the resolution of comment 016 above.

	018
	2006-04-20
	
	
	Source: Telcordia

Form: INP doc
IOP-03 reads “The CBCS Enabler MUST be independent of the enablers or protocols used to deliver the content”. I found a definition for independent and it reads “free from external control and constraint”. I assume that the intent of IOP-03 is to convey that the CBCS enabler must not modify enablers or protocols.  In that case, would “Enablers or protocols used to deliver the content MUST NOT be altered by the CBCS enabler” be better?

If that is the intention, then that leads me to the following concern: I had understood CBCS also to take into account pre-categorized content.  The above requirement could prevent that the pre-categorization information is delivered using the content delivery enabler or content delivery protocol.
	Status: CLOSED
It was agreed to merge requirements SYS-004 and IOP-003 into one requirement (numbered IOP-003) which reads:

“The CBCS Enabler MUST NOT impact the functionality of other Enablers and MUST NOT impact protocols used to deliver the content”



	019
	2006-04-20
	
	
	Source: Telcordia

Form: INP doc
SYS-01 (“The CBCS Enabler SHALL be agnostic to the content delivery protocol or enabler.”) appears to conflict with a requirements such as FUNC-11 and 15.  In FUNC-11 is stipulated that for certain enablers or protocols particular screening actions (e.g. informing the user using HTML that the explicitly requested content was found inappropriate) are applicable.  Conversely, these actions may not be applicable (if an inappropriate SMS is intercepted, it may be dropped silently) to other protocols/-enablers.  Hence, the CBCS enabler MAY be agnostic to the content delivery protocol or enabler.
	Status: CLOSED
It was agreed to delete requirement SYS-001, and the RD Editor removed this requirement from the RD.

	020
	2006-04-20
	x
	1
	Source: Ericsson

Form: INP 

Comment: Defined terms are not marked as such in the text. 

Proposal: Modify as below, and repeat for all defined terms as needed throughout the whole RD: 

· Blocking of any kind of content considered “undesirable” for a certain CBCS User according to the Screening Criteria used, including illegal content, unsolicited content, malicious content and inappropriate content.

· Customer-facing warnings: these are words or symbols that are actually part of the content presented to CBCS Users such as a symbol in the corner of the screen, an announcement before a programme starts or a form of words on screen.

· Screening of previously categorized content: in this case the Content Screening Category is defined by content meta-data that is either encoded as part of the content format, or can be requested from an external source.

· Screening of content from Content Providers with whom the CBCS Service Provider has a trusted relationship, and of content with whom the CBCS Service Provider does not have a trusted relationship.

· Screening of content sent from a Content Provider to a CBCS User, from a CBCS User to another User, or from a CBCS User to a server (including the screening of subscriptions to content and screening of service requests)

…

· The specification or standardization of specific Screening Criteria.
…
· Deployment policies for CBCS Service Providers, including which categorization schemes to apply and how, how to define permissions for CBCS Subscribers and CBCS Users, etc.
	Status: CLOSED 

RD Editor made proposed changes to section 1.

	021
	2006-04-20
	x
	1
	Source: Ericsson

Form: INP 

Proposal: Modify as below: 

· Screening of content from Content Providers with whom the Service Provider has a trusted relationship, and of content from Content Providers with whom the Service Provider does not have a trusted relationship
	Status: CLOSED 

RD Editor made proposed change to section 1.

	022
	2006-04-20
	x
	3.3
	Source: Ericsson

Form: INP 

Modify as below: 

SMS: Short Message Service
	Status: CLOSED 

RD Editor made proposed change to section 3.3.

	023
	2006-04-20
	
	4
	Source: Ericsson

Form: INP 

Comment: It has been agreed previously to replace “URL” with “URI”.

Proposal: Modify as below: 

To screen the content, the CBCS Enabler applies screening rules, consisting of screening criteria and screening actions.  Screening criteria are conditions used in content screening, typically including the content category, User Profile, and possibly other parameters such as the sender of the content.  Screening actions determine what to do with the content if the condition is true, and can include decisions like “pass”, “block”, “pass but delete URIs to offensive content”, “ask for parental permission first”, or “pass and warn”.
	Status: CLOSED 

RD Editor made proposed change to section 4.

	024
	2006-04-20
	
	6.1

CBCS-FUNC-005
	Source: Ericsson

Form: INP 

Comment: This requirement is unclear and possibly not needed. Does it mean that CBCS Service Providers are not allowed to use anything else than Screening Rules to determine whether to pass or block content to a CBCS User, and shall they not have the freedom to use whatever means they want for that decision? 

Proposal: Delete or clarify this requirement.
	Status: CLOSED 

RD Editor changed requirement FUNC-005 to: “The CBCS Enabler MUST be able to use Screening Rules to screen content.”

	025
	2006-04-20
	
	6.1

CBCS-FUNC-006
	Source: Ericsson

Form: INP 

Comment: 

· The Screening Criteria used by the CBCS Enabler are not standardized, so how can the CBCS Enabler be required to be able to generate such Screening Criteria? Shall the CBCS Service Provider not be free to choose how to create or insert those, e.g by copy-and-paste from whatever source? 

· There is no requirement for a standardized interface for retrieval of Screening Criteria, so how can the CBCS Enabler be required to be able to retrieve those? 

Proposal: Delete this requirement.
	Status: CLOSED 

RD Editor deleted requirement FUNC-006.

	026
	2006-04-20
	
	6.1

CBCS-FUNC-015
	Source: Ericsson

Form: INP 

Comment: 

· What is meant by "delivery protocol information"? Information about a certain delivery protocol or information received via a certain delivery protocol?

· What is meant by "enabler specific information"? Something that is not received from somewhere else but generated inside the enabler itself? If so, do we need to specify that? Or is it information that is received "from the outside"? If so, what information? 

· Or does this requirement just say that "the CBCS enabler MAY use whatever information it happens to get but we don't require it to request any specific information in addition to what is specified elsewhere"? And if so, do we need to specify this?

Proposal: Delete this requirement.
	Status: CLOSED 

It was agreed to merge requirements FUNC-010 and FUNC-015, and make the resulting requirement more generic, to say that the CBCS Enabler can use any information provided to it (but keeping the example of the origin of a message).

RD Editor deleted requirement FUNC-015 and changed requirement FUNC-010 to: 

“In addition to Content Screening Categories and CBCS User Profiles, the CBCS Enabler MAY use any additional information such as the origin of a message in its Screening Rules.”

	027
	2006-04-20
	x
	6.1

CBCS-FUNC-019
	Source: Ericsson

Form: INP 

Comment: “Screen” is not defined. 

Proposal: Modify as below: 

The CBCS Enabler MUST be able to apply Content Screening to User-originated content (e.g. HTTP requests, SMS).
	Status: CLOSED 

RD Editor made proposed change to requirement FUNC-019.

	028
	2006-04-20
	x
	6.1

CBCS-FUNC-023
	Source: Ericsson

Form: INP 

Comment: “Screen” is not defined. 

Proposal: Modify as below: 

The CBCS Enabler MUST be able to apply Content Screening to content that reaches the device through Bluetooth, Infrared, WiFi, removable media or other mechanisms that cannot be controlled by the CBCS Enabler before the content arrives at the  device 
	Status: CLOSED 

RD Editor made proposed change to requirement FUNC-023.

	029
	2006-04-20
	x
	6.1

CBCS-FUNC-024
	Source: Ericsson

Form: INP 

Proposal: Modify as below: 

The CBCS Enabler SHALL be able to present to the CBCS User information (e.g. parental advice or category) about content not blocked 
	Status: CLOSED 

RD Editor made proposed change to requirement FUNC-024.

	030
	2006-04-20
	x
	6.1

CBCS-FUNC-028
	Source: Ericsson

Form: INP 

Comment: I believe this requirement was clarified in a previous telephone meeting. 

Proposal: Modify as below: 

The CBCS Enabler SHALL be able to apply the same Screening Rules to all devices employed by a CBCS User
	Status: CLOSED 

It was agreed not to change FUNC-028, but add to FUNC-029 the words “the same or different”.
RD Editor changed requirement FUNC-029 to:
”The CBCS Enabler SHALL allow the application of the same or different Screening Rules to different devices employed by a CBCS User”

	031
	2006-04-20
	
	6.1.1

CBCS-SEC-003
	Source: Ericsson

Form: INP 

Comment: We can not require the CBCS Enabler to prohibit a CBCS Service Provider from being able to modify a CBCS User Profile stored at an External Service Provider, but we can state that we have no intention that such a modification shall be possible, to make it clear that we do not require such a prohibiting functionality from the CBCS Enabler. To avoid stating what is not required we can replace this requirement with an added note to CBCS-FUNC-004.  

Proposal: Delete this requirement and add a note to CBCS-FUNC-004 as below: 

The CBCS Enabler MUST allow an authorized CBCS Service Provider to securely retrieve the CBCS User Profile from an External Service Provider. 
Note: The CBCS Service Provider is not intended to be able to modify a CBCS User Profile stored at an External Service Provider.
	Status: CLOSED 

RD Editor deleted requirement SEC-003 and added the following text to requirement FUNC-004:
“(Note: This does not imply that the CBCS Service can modify a CBCS User Profile stored at an External Service Provider.)”

	032
	2006-04-20
	
	6.1.3

CBCS-ADM-004
	Source: Ericsson

Form: INP 

Comment: Do we require the CBCS Enabler to have a standardized functionality to prohibit anybody else than a CBCS Service Provider to do the administration of the CBCS Enabler? 

Proposal: Delete this requirement.
	Status: CLOSED 

RD Editor deleted requirement ADM-004

	033
	2006-04-20
	
	6.1.6

CBCS-PRV-005
	Source: Ericsson

Form: INP 

Comment: We can’t here state requirements on the CBCS Service Provider, and I believe we can’t require the CBCS Enabler to prohibit the CBCS Service Provider from being able to use any information in any specific way, as long as the CBCS Service Provider is allowed to have this information. 

Proposal: Delete this requirement.  
	Status: CLOSED 

RD Editor deleted requirement PRV-005

	034
	2006-04-20
	x
	6.2

CBCS-SYS-004
	Source: Ericsson

Form: INP 

Comment: Is there any purpose with having the parenthesis in this requirement? Is it intended to mean anything else than what it would do without the parenthesis?

Proposal: Delete the parenthesis as follows: 

The interfaces used to access to or interact with the CBCS Enabler from external entities MUST be access technology neutral.
	Status: CLOSED 

RD Editor deleted the parenthesis in requirement SYS-004 as proposed.

	035
	2006-04-20
	
	B.1


	Source: Ericsson

Form: INP 

Comment: It is stated here that the relationship between the CBCS Service Provider and the Content Provider will depend on the delivery mechanisms via which content is requested by or offered to CBCS Users, but the nature of this dependency is not explained. On the contrary, it is stated in CBCS-SYS-001 that “The CBCS Enabler SHALL be agnostic to the content delivery protocol or enabler.”
Proposal: Clarify or delete this statement.
	Status: CLOSED 

RD Editor made the following change to the “CBCS Service Provider – Content Provider” paragraph in appendix B.1:
“The Content Provider is considered the source of the content requested by or offered to the Users through different access services or delivery mechanisms (MMS; WAP/Web browsing, etc.). The relationship between CBCS Service Provider and Content Provider will depend on those delivery mechanisms. This content is screened by the CBCS Service Provider prior to be delivered to the CBCS User.”

	036
	2006-04-20
	
	B1
	Source: Ericsson

Form: INP 

Comment: It is stated here that 

“The communication between the CBCS Service Provider and the Content Categorization Entity can be used to interchange information related with the used categorization scheme (categories included, applied rules for the decision, etc.)” 

whereas the only information that the CBCS Enabler is required to be able to retrieve from a Content Categorization Entity is Content Screening Categories, see CBCS-FUNC-002. 

Proposal: Modify as below: 

The communication between the CBCS Service Provider and the Content Categorization Entity can be used to retrieve Content Screening Categories. This may also be done online regarding a given content (previously categorized or not).
	Status: CLOSED 

RD Editor made change to the “Content Categorization Entity – CBCS Service Provider” paragraph in appendix B.1 as proposed.

	037
	2006-04-20
	
	6.1.6
	Source: AT&T

Form: confcall

Comment: It may be a good idea to include a normative reference to the Privacy Requirements Document.
	Status: CLOSED 

It was agreed not to add a normative reference to the Privacy Requirements Document for two reasons:
· no relevant place was found in the document to call out a reference to the Privacy RD

· it is understood that the (re)use of OMA common functions like Privacy is implicit (OMA process prescribes that common functions must be used wherever applicable)
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