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1 Description   
Description and Objectives of Work to be Undertaken (including Justification and Use Cases):

OMA Presence enabler, while very powerful and flexible, imposes complexity on a presence client (be it presentity or watcher).  The OMA PAG TWG, is in the process of completing a whitepaper (relating to PRS 1.1 Implementation Guidelines) which contains several sub-sections providing recommendations and clarifications regarding the publication and consumption of OMA Presence “raw” data.  Market applications and indeed other OMA enablers would prefer to have in addition to guidelines, intuitive mechanisms for accessing presence managed by an OMA compliant Presence Server.  

Additionally, it is not desirable to have data semantics (as specified by OMA Presence) embedded within a market client application.  For example, a watcher processing presence “raw” data from an OMA Presence Server (PS) must follow prescribed processing steps as outlined by the OMA Presence specification.  Failure by a client to correctly process presence ‘raw’ data may result in an invalid or incorrect assumption being computed on behalf of a presentity.  This could lead to inconsistencies or interoperability issues, particularly as market applications begin to collaborate and make use of multiple points of presence.  

Further, the current OMA Presence enabler does not provide a mechanism to execute common (repetitive logic).  For example, any client application interested in availability of a presentity (i.e. availability relative to a given communication service) would be required to implement identical logic steps in order to interrogate an OMA “raw” presence data, and compute availability of a presentity.  This greatly undermines the practical value of the OMA Presence enabler to market applications and will hinder its acceptance or adoption.  
Issues this Work Item is Aimed to Solve

Work to be undertaken:

This work item proposes to develop a complementary enabler for OMA Presence known as the Presence Access Layer (PAL).  PAL is an enabler that provides access using presence aspects derived from presence information on behalf of an application or enabler.  It will consist of specifying components, such as:

Aspects: logical abstractions related to presence (e.g. ‘willingness’).  Presence aspects may be common to all clients OR may support customization and extensibility on behalf of a presence client.  Presence aspects are independent of the underlying protocol used to access them.

Composite entities/views: aggregation of “raw” presence data or other XDM app-usages.  For example, a ‘Person’ entity abstracts a ‘UserProfile’.  Entities may be common to all clients or extended on behalf of a particular client application.

Policies: mechanism for providing guidelines to PAL.  Policies provide ‘hints’ to PAL on how an enabler or client wishes to treat/interpret specific ‘raw’ presence information.  For example, policy ‘opt-in’ specifies the correct presence element relating to the ‘willingness’ presence aspect for a given client.  Applicable values may include {‘willing’, ‘ignore’}.  Policies may be common to all clients OR may support customization and extensibility on behalf of a presence client.

Common rules: proper selection and sub-setting of ‘raw’ presence elements/parameters based on OMA semantics.  This ensures correct interpretation/transformation (as per OMA specifications) of ‘raw’ presence information into presence aspects to derive consistent and repeatable results.  Rules may be common to all clients or extended on behalf of a particular client application.

Triggers: mechanism for monitoring changes in presence aspects.  A trigger is fired in response to a change in a given presence aspect.  For example, a presence aspect change from ‘available’ to ‘unavailable’ may invoke a trigger within PAL.  Triggers are associated with rules and/or policies related to presence aspect changes.  They are conceptually similar to a database trigger (i.e. at the database table/view level).  It should be noted that triggers may support customization and extensibility on behalf of a presence client application.
Interfaces: establish reference points for PAL clients.  PAL clients may include devices (UEs, including lower tier devices), and/or servers.  
Market Benefits:
PAL provides market benefits including.
· Improved user experience through:

· greater accuracy and consistency of presence-enabled applications making use of presence indicators; 
· applications may incorporate rich presence (e.g. mood, location, etc.) to provide greater functionality;

· applications or services may work collaboratively by invoking PAL logic based on presence indicators.
· Network operators also benefit through: 

· ability to offer new services on behalf of subscribers which has direct impacts on ARPU;
· OTA bandwidth needed to support presence is greatly reduced permitting larger subscriber bases to be supported using OMA PAL vs. OMA Presence;
· investments in legacy devices (UEs) and/or presence enabled services are preserved (i.e. operators may continue to make direct use of OMA Presence, if required).
Expected Market Penetration:
It is clear that the existing OMA Presence specification (through the publication of the OMA Presence Implementation Guidelines white paper) that the barriers to entry for OMA Presence is very high.  Further, it is also known (through the publication of IETF draft-ietf-simple-interdomain-scaling-analysis) that SIP/SIMPLE is not optimal for delivering presence indications over the air (OTA).

Given the simplicity of adding support for PAL presence aspects to existing applications or services, the (previously noted) market benefits to both subscriber and operator, along with the proposal that this work item proceed within the Open Mobile Alliance as part of the Presence and Availability (PAG) TWG, it is expected that this work item will be well received and widely accepted by network equipment providers and network operators throughout the mobile industry.  Further, it is anticipated that the PAL WID will finally make presence more accessible and work fluidly throughout a wider array of mobile services and applications.
Complexity:
PAL offers key benefits that remove impediments to the market adoption of OMA Presence.  Those benefits include:

· Dramatically simplifies the concept of presence on behalf of application enablers;

· Greatly reduces wireless over the air (OTA) bandwidth requirements required to support presence;

· Eliminates repetitive and complex presence calculations on client devices, which reduces processing/storage overheads required to support presence on resource constrained devices;

· Enables the adoption of rich presence and the consumption of presence by individual or collaborating services based on OMA Presence semantics and rules.

Time to Market:
By not undertaking this work, we are leaving client applications on their own, to publish and consume presence documents based solely on the OMA Presence Implementation Guidelines white paper and those clients who may choose to participate in OMA TestFest for OMA Presence IOT.  It is incumbent upon OMA to provide the PAL enabler specification which clearly defines relevant presence aspect indicators, and the underlying rules used to establish those presence indicators based on the OMA Presence Enabler, and relevant sections of the OMA Presence Implementation Guidelines.
Uniqueness:
Defining the relevant and consumable presence aspects based on underlying presence indicators within the OMA Presence enabler is unique within the OMA.  However, there are currently some slight overlaps in terms of scope of work between the OMA Condition Based URI Selection WID (0163) and PAL.  Please see the attached gap analysis document for specific details.  

Further, there are activities occurring outside of OMA which are attempting to simplify OMA Presence.  However, it is important to note that this work is being carried out by a small subset of mobile industry operators and network equipment providers.  On further investigation, these activities are based on narrowing the use of the OMA Presence specification, rather than attempting to address mechanisms for distilling and simplifying the conveyance of presence indications which have existed in the OMA Presence for some time now, and are ready to be incorporated by a suite of presence-aware applications and/or services.
Existing Specifications or Documents Affected:

· OMA Presence 2.0 (RD, AD, TS)

· OMA PDE 1.0 (RD, DDS)

· OMA XDM 2.1 (RD, AD, TS)

Linked Work Items:

W0114 - OMA Presence 2.0

W0114 - OMA PDE 1.0

W0115 - OMA XDM 2.1
W0054 - OMA SIP Push 1.0

W0056 – PEEM 1.0
Potentially:

W0147 - OMA MobAd 1.0
W0098 - OMA PoC 2.1
W0155 - OMA CAB 1.0

W0135 - OMA CPM 1.0
Linked Affected OMA Groups and External Fora

OMA:

· ARC

· REQ

· PAG

· MWG

· PoC

· CD

IETF rfc’s:

· 3863

· 4119

· 4122

· 4479

· 4480

· 4589

2 Planned Deliverables

Enabler Release Package:

 FORMCHECKBOX 

Full life-cycle work flow with specifications (RD, AD, TS, etc) and interoperability testing. 

Reference Release Package:

 FORMCHECKBOX 

RD Package – This is not intended to be part of an enabler.

 FORMCHECKBOX 

AD Package (Includes associated RD, if needed) – This is not intended to be part of an enabler.

 FORMCHECKBOX 

White Paper Package – Informative technical document not associated with an enabler.
 FORMCHECKBOX 

Data Description Package (e.g. Schema, MO) – Data description whose definition is not part of an enabler.
 FORMCHECKBOX 

Other – Describe:_______________________________________________________________
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Service Impacts:

This enabler should define a server side component and potentially a terminal component.

Architecture Impacts:

Impacts to legacy OMA Presence enablers and applications shall be analysed.  It is proposed that PAL would preserve legacy applications or clients wishing to make direct use of OMA Presence.

Further study will be required to determine what role (if any) OMA Location shall play in PAL.

Further study will be required to determine what role SIP push and/or WAP or other SMS/WAP push methods will play in PAL.

Charging/Billing Impacts:

It is expected that this work item may provide an interface to a charging platform depending on market requirements.  

Security Impacts:

It is expected that this work item will follow the same security aspect of the OMA PRS enabler. 

Privacy Impacts:

It is hoped that this enabler will benefit user privacy through the enforcement of OMA PRS data semantics.

IOT Impacts:

Test specifications will be needed as part of this enabler.
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