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1 Description

Description and Objectives of Work to be Undertaken (including Justification and Use Cases):

The current OMA Push enabler supports server-initiated delivery of content to clients, including various OMA Push defined content types, content defined by other OMA enablers, and arbitrary content types. OMA Push is widely deployed, both directly for push-based services and a supporting enabler in the architectures of many other OMA enablers. A key feature of the OMA Push enabler is the ability to adapt to a variety of network/bearer contexts. 
This WI will enhance the OMA Push enabler for additional network/bearer context support, including point-to-multipoint operation over broadcast and multicast bearers, including enhancement of Push Security features and Push Service lifecycle for multipoint Push use cases.
Key use cases can include:

· Delivery of service notices (e.g. informational and emergency) and advertising via OMA Push Service Indication. OMA Push is currently used in the market to deliver such information for mobile browser users, which can require many millions of discrete Push transactions per month.

· Delivery of application-specific content via OMA Push for invocation of application clients, e.g. media players. 

· Delivery of content/transactions for OMA service enablers to large communities of subscribers, e.g. for OMA Dynamic Content Delivery (DCD), OMA Mobile Advertising (MobAd), OMA Device Management (DM), OMA Mobile Broadcast Services (BCAST).
Issues this Work Item is Aimed to Solve

The network/bearer adaptations supported by the OMA Push enabler are currently limited to those supporting point-to-point operation. In situations where the same content/transaction is targeted at multiple devices, this requires duplicated Push server processing and bearer capacity. As deployments of OMA service enablers scale toward large numbers of subscribers and transactions, the efficient use of network resources becomes both a priority and an opportunity. Few efficiency improvements are possible in point-to-point operation, as transactions are typically already optimized (e.g. via content compression). Significant efficiency improvement is thus not possible without expansion to point-to-multipoint operation.
The work is divided into three Work Areas in descending order of priority:

· Push operation in point-to-multipoint environments, e.g. over broadcast and multicast bearers
· Enhancement of Push Security features for Push operation over broadcast and multicast bearers
· Push Service lifecycle for Push operation over broadcast and multicast bearers, e.g. service establishment, configuration, and termination from the Push-enabled application perspective
Market Benefits:

Use of point-to-multipoint bearers when available could significantly reduce the network impact of delivering Push-based services/operations to multiple devices. As networks are evolving toward support of broadcast bearers, and more efficient support of multicast bearers, the expansion of OMA service enablers in these environments is considered a priority. The opportunity to leverage OMA service enablers in converged services environments (e.g. in fixed networks) is further justification. 
Expected Market Penetration:

OMA Push is currently one of the widest deployed and supported OMA enablers. It is expected that as more devices are point-to-multipoint bearer enabled, e.g. supporting networks over which point-to-multipoint bearers can operate, that Operators and other Service Providers will seek to leverage these more-efficient bearers. The growth of point-to-multipoint content delivery could eventually mirror the overall growth in mobile broadcast services, which has been estimated by market forecasters as greater than 60% per year. In fixed network environments, growth in multicast services is expected to be much higher.

Complexity:

This enabler is expected to have no impact on the complexity of services for subscribers, as it will operate below the application layer. Servers and clients would likely have new configuration requirements (e.g. connection/security parameters), although the types of impact necessary have largely already been specified in other OMA enablers, e.g. OMA Push, DCD, and BCAST. Deployment considerations are likely to also be similar to those already addressed by OMA Push, DCD, and BCAST. This enabler is unlikely to require the deployment of new equipment.
Time to Market:

Without the ability to leverage point-to-multipoint operation via a standardized and already-integrated enabler (from the perspective of other OMA enablers), the time to market for new Push-type services in point-to-multipoint environments can be expected to increase significantly, as implementations/deployments deal with the market fragmentation and interoperability issues that would likely to result.
Uniqueness:

OMA Push is currently unique in the features it offers as a generic/reusable service enabler for use by other OMA enablers and for arbitrary application purposes.

A BOF on DM over Broadcast has been initiated, which may require the ability to use OMA Push over point-to-multipoint, since OMA DM leverages OMA Push for device management transaction initiation.
OMA BCAST supports generic file delivery, and this capability is already leveraged by OMA DCD for delivery of DCD transactions over BCAST file delivery sessions. The operation of OMA Push over BCAST would likely be similar, although technical details would differ. BCAST’s ability to support Notifications also has parallels to the capabilities of OMA Push, though the BCAST Notification is intended for purposes specific to OMA BCAST services, and not usable outside BCAST environments. However, use of the BCAST enabler features, e.g. Notifications, should be considered for use in BCAST environments.
Similar to BCAST, Cell Broadcast also supports generic file delivery, and this capability is already leveraged by OMA DCD for delivery of DCD transactions over Cell Broadcast. The operation of OMA Push over Cell Broadcast would likely be similar, although technical details would differ.

Work of this nature is not underway in any external Standards organization.

Existing Specifications or Documents Affected:

OMA Push Architecture

OMA Push Over-The-Air (Push-OTA) Specification
OMA Push Proxy Gateway (PPG) Service Specification

OMA Push Access Protocol (PAP) Specification

Linked Work Items:

There are no other OMA work items dependent upon this work item, and vice versa.
Linked Affected OMA Groups and External Fora

There are no other OMA groups or external fora expected to be impacted by this work item.

However various OMA groups may be interested in leveraging OMA Point-to-Multipoint Push in their enabler specifications, e.g.: BCAST, CD, LOC, MWG, POC, DM. CD will seek the input of these groups throughout the WI timeline. CD will collaborate in particular with BCAST for Push adaptation in BCAST-supporting devices.
2 Planned Deliverables

Enabler Release Package:

 FORMCHECKBOX 

Full life-cycle work flow with specifications (RD, AD, TS, etc) and interoperability testing. 

Reference Release Package:

 FORMCHECKBOX 

RD Package – This is not intended to be part of an enabler.

 FORMCHECKBOX 

AD Package (Includes associated RD, if needed) – This is not intended to be part of an enabler.

 FORMCHECKBOX 

White Paper Package – Informative technical document not associated with an enabler.
 FORMCHECKBOX 

Data Description Package (e.g. Schema, MO) – Data description whose definition is not part of an enabler.
 FORMCHECKBOX 

Other – Describe:_______________________________________________________________
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Service Impacts:

To leverage OMA Point-to-Multipoint Push, other OMA service enablers may optionally use new capabilities that are offered by it, which may include PAP options, Push-OTA enhancements (for clients/applications that directly implement Push-OTA), and options for the interface between clients/applications and the OMA Push Client. However the intent is to enable transparent operation of OMA Push over point-to-multipoint (from the perspective of the Push Initiator and target client/application), where desired by deployments.
Architecture Impacts:

The OMA Push AD will be updated to reflect the new options for network/bearer adaptation.
Charging/Billing Impacts:

None expected.
Security Impacts:

OMA Push includes security features as part of OMA Push 2.2 (Push Security), that are likely to need enhancements for OMA Point-to-Multipoint Push.
Privacy Impacts:

Privacy considerations are addressed through the security features of the OMA Push enabler.
IOT Impacts:

The enabler is expected to be validated in IOP testing.
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