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1. Instructions

Review comments should be collected and aggregated into a single review report.  This will facilitate efforts to resolve issues:

· If the review involves more than one document (e.g. ERP), use a separate table for each document.

· Avoid changing CommentIds once drafts have been published – source of possible confusion.

· The Type column should indicate 'E' for Editorial comment or 'T' for Technical comment

2. Review Information

2.1 OMA Groups Involved

	Name Of Group
	Role
	Invited
	Comments Provided

	Requirements
	Source
	 FORMCHECKBOX 

	

	Architecture
	
	 FORMCHECKBOX 

	

	Security
	
	 FORMCHECKBOX 

	

	IOP
	
	 FORMCHECKBOX 

	

	COM/CAB
	
	 FORMCHECKBOX 

	

	REL
	
	 FORMCHECKBOX 

	

	TP
	
	 FORMCHECKBOX 

	 


2.2 Review History

	Review Type
	Date
	Review Method
	Participating Groups
	Full Document Id

	Comments-only
	2011-04-20 to 
2011-04-26
	R&A
	All
	OMA-TP-2011-0144-INP_WID_0244_MobileSocialNetwork_1.0_for_Review


3. Review Comments
3.1 OMA-WID_0244-MobSocNet-V1_0-20110414-D
No comments were formally posted to the R&A. However, a number of comments from supporting companies were received separately, have been addressed and are included here for transparency:
	ID
	Open Date
	Type
	Section
	Description
	Status

	A001
	28/04/2011
	Q
	
	Source: REQ
Form: F2F in Sorrento (April 2011)
Comment: Clarify “privacy framework” wrt APIs in slide#10

Proposed Change: N.A.
	Status: CLOSED

With “privacy framework” is meant a set of functionalities to control access to information; for network API may rely on Auth4API

	A002
	28/04/2011
	Q
	
	Source: COM CAB
Form: F2F in Sorrento (April 2011)
Comment: Clarify the types of interfaces that are in-scope 
Proposed Change: N.A.
	Status: CLOSED

In slide #5, each of the social networks is intended to be OMA-compliant.

Gatewaying functionality (with proprietary SN): part of the scope although not main driver for standardization

During the gap analysis in WP, we identified relevant OMA enablers as well as initiatives in the web community; one of the initiative is OpenSocial that is relevant for Device API (javascript API to run locally in the browser) and also provides a UNI type of interface (REST protocol ) that can be used by Ajax requests between the browser and the server. This is an example of initiative mentioned as relevant. On the NNI side we identified the OStatus that is an umbrella of different specifications, such as Salmon, or ActivityStreams that is actually an extension of Atom for representing social network activities, and others.

Server-to-server interfaces: there is such interface in the scope of the WID, guaranteeing that users belonging to different OMA-compliant social networks can communicate with each other

	A003
	28/04/2011
	Q
	
	Source: COM CAB
Form: F2F in Sorrento (April 2011)
Comment: Which is the value that OMA may provide?

Proposed Change: N.A.
	Status: CLOSED

A standard interface between client and server, and also enable federation across different providers. Currently, in order to find a friend in Facebook, you need to have a Facebook account; this is one of the limitation that we want to overcome with this activity, so we will not need to have an account on a specific social network to interact with a user of such social network, in a similar way as we are used to do with email service

	A004
	28/04/2011
	E
	
	Source: COM CAB
Form: F2F in Sorrento (April 2011)
Comment: WID name: could a better acronym be found?
Proposed Change: N.A.
	Status: CLOSED

MobSocNet identified as abbreviation

	A005
	28/04/2011
	Q
	
	Source: COM CAB
Form: F2F in Sorrento (April 2011)
Comment: Clarification on how will it be possible to find a user on a specific server

Proposed Change: N.A.
	Status: CLOSED

for example using WebFinger, one of the protocol specification within Ostatus (the most popular currently examined by W3C). WebFinger is an initiative that defines a protocol for discovery; for example if  Alice identity is alice@operator.com, using this protocol an HTTP request  can be issued to a specific path to retrieve a generic descriptor/template to access a second descriptor related to that user (links to profile, activity stream, etc)

	A006
	28/04/2011
	Q
	
	Source: COM CAB
Form: F2F in Sorrento (April 2011)
Comment: Is privacy in the scope?

Proposed Change: N.A.
	Status: CLOSED

Yes it is. For APIs the framework may rely on OMA Auth4API, we will take into account also generic privacy issues as well as part of the federation procedures

	A007
	28/04/2011
	Q
	
	Source: ARC
Form: F2F in Sorrento (April 2011)
Comment: is OMA looking for a protocol to allow interoperability between different social networks?

Proposed Change: N.A.
	Status: CLOSED

yes. Interoperability between social networks is the basis of social network federation to allow end-user to interact across different social networks with *no* need for multiple accounts.

	A008
	28/04/2011
	Q
	
	Source: ARC
Form: F2F in Sorrento (April 2011)
Comment: Some APIs are available by the current Social network providers to permit developer to interact with them. Why OMA need to specify standard APIs for that?

Proposed Change: N.A.
	Status: CLOSED

proprietary “APIs” currently provided by SN providers limit interoperability with clients/devices, time to market (need for implementation & changes for each SN), and user data portability across-SN. Standardization of these interfaces is already partially being addressed by the social web community to overcome these limitations

	A009
	28/04/2011
	Q
	
	Source: ARC
Form: F2F in Sorrento (April 2011)
Comment: A lot of enabler seems be impacted by the WI. Why the abstract interfaces of NGSI are impacted?

Proposed Change: N.A.
	Status: CLOSED

the list was originally coined from the OMA enablers mentioned in the WP. It has been updated to the most relevant ones, organized per thematic area

	A010
	28/04/2011
	Q
	
	Source: ARC
Form: F2F in Sorrento (April 2011)
Comment: It is needed to use both SOAP/REST interface?

Proposed Change: N.A.
	Status: CLOSED

no specific need has been identified at this stage on the exact type of interface for Network APIs.

	A011
	28/04/2011
	Q
	
	Source: ARC
Form: F2F in Sorrento (April 2011)
Comment: From the process point of view, how to deal with new requirements related to all of those enablers?

Proposed Change: N.A.
	Status: CLOSED

this is a general point related to interaction among OMA enablers’ lifecycles; when such requirements are identified, those requirements will be brought to the appropriate WGs by individual companies. It is however expected that a very limited set of formal dependencies will be identified. Instead, “relations” have been identified that may lead to guidelines to be produced on how to interconnect other enablers for achieving additional functionalities (e.g. MSF for search). In case such interconnection require some change on another enabler, the regular OMA process will be followed
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