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1 Description

Description and Objectives of Work to be undertaken (including Justification and Use Cases):

In the effort of BOD-M2M in 2010, the output shows a common understanding that many of the devices currently being deployed in M2M solutions are microcontrollers with limited capabilities (e.g. limited CPU/RAM/battery). This is one of the key challenges in M2M field. There are some more besides this one as introducing as follows
1. Capability-constrained

The following is some typical configuration for M2M devices

	Type 
	Manufacturer 
	CPU 
	FLASH 
	RAM 
	Target usage 

	uPSD3254 
	ST 
	8032 (51)   24/40MHz 
	256KB 
	32KB 
	Industry control, bulinding security,

Household appliances

medical treatment 

	STM32 
	ST 
	ARM Cortex-M3
4~72MHz 
	16KB~1MB 
	4KB~96KB 
	

	MSP430 
	TI 
	16bit RISC
4/8/16/25MHz 
	1KB~256KB 
	128B~18KB 
	Portable instrument，smart sensor 

	Stellaris 
	TI 
	ARM Cortex-M3
8~300MHz 
	1KB~256KB 
	128B~516KB 
	Industry automation, Household appliances

Auto electirc 

	PIC 
	microchip 
	16bit 
16~40MHz 
	0KB~256KB 
	512B~32KB 
	Industry control, 

House security, 

medical treatment 

	Coldfire V2 
	Freescale 
	M68K/Coldfire
	64KB~512KB 
	16KB~64KB 
	

	LPC213x 
	Philips 
	ARM7 
	32KB~512KB 
	8KB~32KB 
	


From the figure, we can see that the process is typically 8-16bit, RAM is in tens of KB and flash is in hundreds of KB.

The reasons why capability constrained M2M devices are deployed in the service can be as follows

From the perspective of cost control, the stakeholders (no matter it is the enterprise of certain industries or operators) will be greatly sensitive to the cost of devices considering the numerous number of M2M devices to be deployed in certain service, 
In the perspective of M2M service features, its main functionality is data collection and remote controlling without complex computing and UI operations, which does not need high capability.

Then there is a requirement on DM for reference. The required flash is 50-100KB and RAM is 300KB, which is too heavy for the mentioned capability constrained M2M devices. In the mean time, some binary protocol only occupies RAM of less than 10KB and Flash of 30KB.

2. Battery Consumption
How to preserve the battery life is key issue to deploy M2M services. The consumption of battery is related to the power needed to receive data and process data. From some survey, compared with solution based on HTTP+XML, some binary protocol can reduce the payload by 63% and improve the efficiency of  Terminal processing consumption by 26%. 
3. Impact on Network Resource
In M2M services, very large numbers of devices may be connected to the communication network simultaneously. Then how to optimize the consumption of network resources is a great challenge to deal with. E.g. how to reduce transmitted data amount? How to manage the best communication means?

4. Multiple Identifiers for M2M Device
A typical M2M device is composed of 2G/3G communication module, SIM, sensors and peripherals,  so IMSI, MSISDN, IP address, IMEI are not suitable for identifying the M2M devices. And It does not always work to use IP address as the identifier of M2M device. One typical case is that M2M devices hide behind NAT equipment and when they are activated, they are allocated a private IP dynamically.

Taken there challenges into consideration, the following requirements of light weight M2M solution can be concluded:

1. Simple Encoding of Common Features
Both the deploying of capability-constrained M2M devices and the optimizing of network resource require light-weight M2M protocol

For example:

· Various kinds of M2M services have common features to be standardized and represented in the way that machine can understand without translation

Common functions (in line with the procedures between device and server)

· Registration of M2M devices

· Common parameters

· Network configuration parameters: e.g. APN/ SMS Access Code/ Application URL

2. Coexistence of Communication Methods
Management of Communication Means
Different requirements of diversified M2M services and network resources require that various communication means co-exist.
And since there are multiple communication methods and each of them is fit for certain characteristics, it is necessary to manage  the connection from server side so that the server is able to choose the best method for M2M devices.
3. Uniqueness of Device Identifier
A new unique Device ID is necessary for addressing and Identification in service layer.

And there should be mechanism and corresponding equipment to translate the device ID to the network number which can be addressed according the corresponding access technology.
Work Areas:

The purpose of this work item is to 
1. Further analyze the requirements of lightweight M2M.

2. Provide a lightweight M2M solution in order to satisfy the requirements. 
Issues this Work Item is Aimed to Solve
This Work Item aims to summarize the requirements of capability constrained M2M devices as well as minimizing the load of communication networks in the service layer.

Then a lightweight M2M solution can be analyzed to satisfy the requirements.

Market Benefits:

Lightweight M2M will provide a solution for capability constrained M2M devices, which will greatly reduce the cost needed in deploying M2M services. And this advantage will greatly benefit every stakeholder of the industry chain.
Moreover, lightweight M2M can minimize the traffic impact on communication network.

Expected Market Penetration:
There is a strong requirement for M2M service. The lightweight M2M solution can greatly enhance the cost control of M2M devices, which is in numerous numbers. And it will play significant role in market penetration.
Time to Market:
Based on the lightweight M2M solution, capability constrained M2M devices can be deployed in a quicker and easier way.
Uniqueness:
BOD-M2M in 2010 has carried out research about the M2M standardization. The final survey among operators and vendors prove that there is a significant need for light weight M2M solution to satisfy the requirement of capability constrained M2M devices. And it proves that there is not a satisfying solution. 
And analyzing the efforts of other SDOs on M2M

· 3GPP

· Focusing on the optimizing in the core network and wireless network for M2M service

· ETSI

· Developing solution based on HTTP

· Has not considered the requirement of capability constrained M2M devices

· IETF

· Focusing on the solution in bearer layer

Existing Specifications or Documents Affected:

No existing specifications documents will be affected.
Linked Work Items:

TBD
Linked Affected OMA Groups and External Fora

2 Planned Deliverables

Enabler Release Package:

 FORMCHECKBOX 

Full life-cycle work flow with specifications (RD, AD, TS, etc) and interoperability testing. 

Reference Release Package:

 FORMCHECKBOX 

RD Package – This is not intended to be part of an enabler.

 FORMCHECKBOX 

AD Package (Includes associated RD, if needed) – This is not intended to be part of an enabler.

 FORMCHECKBOX 

White Paper Package – Informative technical document not associated with an enabler.
 FORMCHECKBOX 

Data Description Package (e.g. Schema, MO) – Data description whose definition is not part of an enabler.
 FORMCHECKBOX 

Other – Describe:_______________________________________________________________
3 Impacts

	Service Requirements
	Arch
	Charging
	Security
	Privacy
	IOT

	Smart Card
	Terminals
	Servers
	Access
	
	
	
	
	

	
	x
	x
	
	
	x
	x
	
	x


Service Impacts:

Terminals: Terminals will be impacted by this work because they have to support lightweight M2M protocol as specified by the work item.
Servers: Servers need to support lightweight M2M protocol as specified by the work item.
Charging/Billing Impacts:

Different charging requirements may be analyzed and these can be implemented as the function of server..
Security Impacts:

TBD
IOT Impacts:

ITO will be affected in terms to interoperable clients and server form different vendors.
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