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1 Reason for Contribution

Document OMA-AD-OSPE-V1_0_5-20050824-D is the latest version of the OSPE AD.
2 Summary of Contribution

This contribution discusses some aspects currently in OMA-AD-OSPE-V1_0_5-20050824-D.
3 Detailed Proposal
3.1 Discussions
3.1.1 Architecture

Section 5.2 in OMA-AD-OSPE-V1_0_5-20050824-D is the latest version of the OSPE AD illustrates the following architecture:

We have the following comments.

For a logical architecture, it seems more appropriate to separate the agents residing on the target resources from the rest.

We are unclear at this stage, of the inner workings of this agent versus the inner working of the rest of the OSPE enabler. It is not motivated at this stage.

Therefore we recommend modifying the logical architecture as follows:  

Figure 1 - Logical Architecture of the OSPE Enabler
As a result the different sub-components, currently identified in architecture picture should rather be identified as functions to be performed by these components rather than as components with particular relations.
The interfaces should also be updated.

Section 3.2 proposes such changes to the OSPE AD.
3.1.2 Other considerations

OSPE defines the I1 interfaces into enabler implementations (interface of the OSPE enabler agent).

The OSPE enabler agent is integrated with the target resource, at implementation. It can therefore be customized to provide additional life cycle management functions relevant to the resource in question. 

OSPE should allow specification of such additional functions for specific enablers and in general support of customizations for resources.

Section 3.2 proposes additional changes to the OSPE AD document to reflect this.

3.2 Proposed CR

5.2 Architectural Diagram
Figure 2 - Logical Architecture of the OSPE Enabler


Figure 2 illustrates OSPE logical architecture and relationship with other entities  

This document will describe in further detail the logical components and interfaces from the OSPE enabler perspective. As shown in Figure 2, the OSPE enabler consists of two logical components responsible for specific functions: 
· OSPE enabler server that provides the functions of  Process Management, Fault & Performance Management, Provisioning, Provisioning Agent, Monitoring Management. , 
· OSPE enabler agent located on target resources (resources managed and monitored via OSPE) that provies the functions of provisioning and monitoring agent. 
As depicted in the Figure 1, support for OSPE will be added to enablers including existing and future ones. 

Only components that have an exposed/supported OSPE interface have been represented in Figure 2. 
The OSPE enabler agent can be integrated within any resource or component that needs to be monitored on managed. It may expose life cycle management methods custom to the target resource. A OSPE enabler server aware of these custom methods may be able to support them and expose them to the requester.
5.3 Functional Components and Interfaces

<< This section describes all of the architecture’s functional components and interfaces. Each of the components should be described in a separate subsection and MUST contain at least the following information:

Name

Description

Responsibility (e.g. what does the component do/perform)

Each component SHOULD have at least one interface that can be used by some other functional component, enabler, application, etc.

All of the interfaces should be described in this section.  The interfaces MUST be described in a language-independent way as required by [ARCH-PRINC].

Each interface description MUST include at least the following information:

Name

Description

Entities in this enabler that will use the interface 

Interface naming convention: The name of an interface consists of one, two, or three characters, followed by a dash, followed by a running number (starting at “1” and counting upwards in steps of 1 for each new interface).  Each work group decides about the character(s) for their interfaces as long as there is no duplication with already existing names (work groups can consult ARCH to confirm).  Interface names should be chosen in an intuitive way to allow easy recognition of the interface (e.g. based on what functionality is communicated over the interface).  Some examples are:

     B-1
B stands for “Browsing”

     POC-5
POC stands for “Push to Talk over Cellular”

     MMS-7
MMS stands for “Multimedia Messaging”
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This section describes the functional components and interfaces identified in Figure 2. 

The following is a list of OSPE functions:

· PROM (Process Management)

· PROV (Provisioning)

· FPM (Fault and Performance Management)

· MM (Monitoring Manager)

· PA(Provisioning Agent)

· MA (Monitoring Agent)

The following is a list of OSPE interfaces:

· OSPE-1: OSPE enabler server interface exposed to requestors
· OSPE-2: OSPE enabler server interface for interaction with the OSPE enabler agent. 

· For a particular enabler, OSPE-2 constitutes its I1 interface [OSE]
· OSPE-2 support generic OSPE functions. For a specific target resource, custom life cycle management method may be defined and also exposed via OSPE-2.
· OSPE-3: OSPE enabler agent for interaction with the OSPE enabler server
Policy can be enforced via PEEM:

· On request from requestor to OSPE enabler,

· On exchanges between OSPE enabler server and OSPE enabler agent.
· 
· 
· 
· 
· 
· 
In addition to OSPE components and interfaces defined in section 5.2, there are other elements represented in Figure 2 for a better understanding of the architectural diagram. The following is a list of other elements identified in Figure 2:

· OSPE requestor: entity that makes requests to the OSPE enabler server. These request may include:

· Provisioning Request:
· The requestor makes request to initiate a configuration of components, applications or services. Provisioning. Requestor needs to be authorized by service provider as ensured by policy enforcement. 

· Process Management Request
· The requestor makes request to deploy, activate/deactivate, modify, upgrade or withdraw components, applications and services. 
· Such request may originate from from service provider’s business operating system or 3rd party service management system.

· Fault & Performance Management Requestor

· The requestor makes request regarding fault & performance management, such as performance data retrieval, fault querying,  and so on. 

· Monitoring Requestor

· The requestor queries the execution status of components, applications or services. Other system can use this information to do further analysis.

5.3.1 Functions


5.3.1.1 Process Management

The “Process Management” function resides in the OSPE mobile enabler server  and provides the mechanism for service provider to design, execute and check the business process during life cycle management of components, applications and services. Based on the mechanism, service provider can design the procedure according to his own requirement. As a part of service life cycle, service subscription needs to be handled by Process Management. 

Besides these, Process Management also needs to assure all the pre-conditions and post-conditions have been fulfilled before /after service provider deploys, activates/deactivates, modifies, upgrades or withdraws components, applications, services and subscriptions. The data dependency and provisioning logic also need to be maintained for next step “Provisioning”. 
5.3.1.2 Provisioning

The  “Provisioning” function resides in the OSPE mobile enabler server and is responsible for configuration and activation/inactivation of components, services and subscriptions.

The “Provisioning ” function receives specific provisioning request from process management or outside system, then invokes provisioning adapting to the particular resource.
5.3.1.3 Fault and Performance Management

The “Fault and Performance Management” function resides in the OSPE mobile enabler server and is responsible for

· Alarm Management, e.g. alarm collection and presentation

· Identifying the resources to be involved in a specific tracing request and choosing the tracing mechanism (e.g. trace token). 

· Monitoring data retrieval, collection and pre-treatment for fault localization (e.g. diagnosis) and performance analysis (e.g. resource usage, bottlenecks, QoS, trend, application response time and availability).

5.3.1.4 Monitoring Manager

The “Monitoring Manager” function resides in the OSPE mobile enabler server and is responsible for invoking monitoring activities (e.g. online status query and offline logs retrieve) on a particular resource. 

5.3.1.5 Provisioning Agent

The Provisioning Agent function resides in the OSPE mobile enabler agent and is responsible for the implementation of configuration in a particular resource (e.g. PEEM, POC enabler, BCAST enabler, charging enabler and so on). 

The Provisioning agent function can be provided separated from a specific enabler or integrated into this enabler. It depends on the choice of vendors or service providers. 
5.3.1.6 Monitoring Agent

The Monitoring Agent function resides in the OSPE mobile enabler agent and is responsible for monitoring, recording and reporting of activities in a particular resource (e.g. PEEM, POC enabler, BCAST enabler, charging enabler and so on) related to a specific service.  

The Monitoring Agent function can be integrated into a specific enabler or realized separately.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend that ARC agrees to the explanations presented in section 3.
We recommend that ARC agrees to the CR to OSPE AD presented in section 3.2.
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