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1 Reason for Contribution

This contribution was submitted as part of an effort to further increase consistency of the OSPE AD.
2 Summary of Contribution

Definitions have been updated in order to reflect their proper use.  The concept of Attribute Qualifier has been introduced in order to specify how applications such as Subscription, SLT and provisioning use and benefit from a single, comprehensive Service representation.  Information related to Service Deployment Instance includes all aspects related to the delivery of the Service in the OSPE.  Information related to the Service Instance includes all aspects related to Service Subscription Provisioning [OSPE RD].  Finally, a section in appendix B was added in order to document a possible realization of the OSPE data model. 
We propose to also update the component definition and only reference its definition in the OMA Dictionary.  Perhaps it should even be considered to remove the component definition from the OSPE AD given the leading sentence of the “Definitions” section.

3 Detailed Proposal

2.2 Informative References

	[TMF]
	“TM Forum Glossary”, TeleManagement Forum™

URL:http://www.tmforum.org/

	
	

	[OMA-DICT]
	“OMA Dictionary”, <doc ref>,URL:http://www.openmobilealliance.org/


3.1 Definitions

For the purposes of the present document, the terms and definitions given in [OMA-DICT] and the following apply:
	Component
	See [OMA-DICT]. 

	Service Package
	A Service Package consists of services grouped under one commercial package or bundle and that is offered to customers (e.g. end-users). [OSPE-RD]

	Service Level Tracing
	Service Level Tracing is the ability to capture and log all relevant information at each component within a service chain, associated with a specific service that is initiated either by an end user or a component. [OSPE-RD]

	Service Life Cycle
	The process a service goes through from idea, to creation, to introduction in the Service Provider environment, to retirement (when a service is removed from the Service Provider environment). [OSPE-RD]

	Tracing
	The mechanism to support tracing of components. This can be achieved by specifying standard component interfaces to handle aspects such as start tracing, stop tracing, and tracing result retrieval.

	Provisioning
	The mechanism to support life cycle of components. This can be achieved by specifying standard component interfaces to handle aspects such as installation, configuration, administration, versioning, etc.

Editor’s note: consider the term ‘configuring’ instead of ‘provisioning’. 

	Subscriber Group
	A group of subscribers that has one grouped subscription to a service or a service package of service provider.

	Catalogue
	A logical collection of information associated with Services Packages, Service Models, Service Deployment Instances, and Service Instances.

	Service Model
	A structured representation of services, and components, Resources, and their interrelations, Inherent Attributes and Service Attributes for a given service.

	Service Attribute
	An attribute that represents an atomic or compound data element associate with the service. A Service Attribute can have zero or more Attribute Qualifiers.

	Attribute Qualifier
	An annotation, optionally attached to Service Attributes, which is semantically understood by specific applications.  The annotation indicates specific usage or functional roles.

	Inherent Attribute
	An attribute independent of any specific service used in the management of service models.

	Service Deployment Instance
	Representation of the aspects associated with the delivery (i.e. from the service installation to the final tests and service activation) of a service in a OMA Service Provider Environment, according to its Service Model.

	Service Instance
	Representation of the aspects associated with Service Subscription Provisioning, according to its Service Model.

	OMA Service Provider Environment
	A system that consists of applications, multiple Resources, and standardized components that are used to construct end-user services. Examples of an OSPE may include an Enterprise network, Mobile network, or Third Party Service Provider.

	Service Subscription Provisioning
	The process that includes all the steps needed in order to fulfil a service subscription request from a user/subscriber. The process may include the following steps: provisioning of information in the end user profile (e.g. traditional settings in the HLR), provisioning of some user information and preferences into a service system, settings in the charging rules for a user, setting for policies to allow request for the user/service, etc. [OSPE RD]

	Resource
	1. A resource is any component, enabler, function or application that can receive and process requests. A Resource is an abstract concept that represents a capability, e.g. a network element, in a Service Provider’s domain [OSE].
2. Resources represent physical and non-physical components used to construct Services. They are drawn from the Application, Computing and Network domains, and include, for example, Network Elements, software, IT systems, and technology components [OSPE RD].


5.3
Description of Components and Interfaces

This section describes the components and interfaces identified in Figure 1. 

OSPE components include:
· OSPE Server
The OSPE Server uses component and service meta-data dealing with dependencies and configuration/provisioning information to execute LCM and SLT functions. Detailed functions include:
· Receiving request and mapping the request into a sequence of individual actions that have been specified by the SP.
· Issuing LCM commands (e.g., start/stop/pause) and/or data configuration request messages to Provisioning Agent to delegate execution.
· Issuing tracing commands (e.g., initiation/termination tracing, marking a service) to Tracing Agent for delegate execution and/or retrieving/receiving tracing information from Tracing Agents.
In addition, the OSPE Server may notify Notification Agents (e.g. representing back office systems).  Changes in OSPE-managed data may be made available through notifications to other resources in the SP environment, who are responsible for managing and/or storing such other data (e.g. to perform changes to their data, when they are notified). For example, when withdrawing a service, OSPE will send out a notification to related enablers or backend systems, announcing the change of service data (service life cycle status), so that the notified enablers or backend systems can take actions for ensuring the post-condition of withdrawing the service is satisfied (e.g., all subscription to this service is cancelled).
· OSPE Agents
OSPE Agents (including Provisioning Agent, Tracing Agent, and Notification Agent) are components that receive (e.g. tracing, provisioning, or notifications) messages and either execute them or delegate execution through I2 interfaces.  Enabler or other resource implementations can be notified, provisioned and/or traced by OSPE by implementing the provisioning and/or tracing agents.
· Service Model, Instances, and Catalogue (SMIPC) (IPA: smi:pʒ)
SMIPC is a component that manages the Service Models, their instances and Catalogue data. OSPE SMIPC manages and possibly stores at least the following data: Service Models and their instances, Service Packages, and partner service provider data.  This data supports OSPE in order to execute at least LCM and SLT.
The following is a list of OSPE interfaces:

· OSPE-1: interface that exposes OSPE’s LCM functions.

· OSPE-2: interface that exposes OSPE’s SLT functions.
Editor’s note: Some overlap in procedures between OSPE-1 and OSPE-2 is expected.  This could be documented as a common part in the AD and TS.

· OSPE-3: interface that provides get and/or set operations for information associated with Service Packages, Service Models, Service Deployment Instances and Service Instances (including their Service/Inherent Attributes).  

Note that OSPE Server may also use OSPE-3 to get or set SMIPC data.
· OSPE-4: interface for the OSPE server to issue a LCM command and/or data configuration request message to Provisioning Agent.
· OSPE-5: interface for the OSPE server to issue a SLT command and/or retrieving/receiving tracing data from Tracing Agent.
· OSPE-6: interface for the OSPE server to issue a notification to Notification Agent.
5.2.1.1 OSPE Server

Editor’s Note: A workflow engine is considered a suitable implementation option to satisfy OSPE requirements such as verifying the many (!) pre- post conditions (e.g. interaction with the Service Subscription component).  It is FFS if such a workflow engine is positioned in the OSPE server or if it is invoking OSPE enabler through OSPE-1, 2 and 3

The OSPE Server provides basic mechanism for service providers to create, design, execute and manage the service LCM and SLT process according to Service Provider’s own requirements.

When receiving a request through the OSPE-1 or OSPE-2 interfaces, the OSPE Server decomposes the request into actions (including provisioning actions, tracing actions, and notification actions) based on Service Provider choices and the dependencies defined by service/component data maintained by the SMIPC component. Provisioning actions, tracing actions, and notification actions are sent to the Provisioning Agent, Tracing Agent, and Notification Agent respectively using interfaces OSPE-4, OSPE-5, and OSPE-6.
5.2.1.2 OSPE Agents

The OSPE Agents receive messages through the OSPE-4, OSPE-5, or OSPE-6 interfaces, and cooperates with target resources to perform the OSPE actions. The following is a list of responsibilities for OSPE agents:

· Provisioning: LCM operations and data configuration actions for target resources;

· Tracing: SLT-related actions and reporting tracing data for target resources;

· Notification: Interacting with target resources for actions based on notification received.

Any of the OSPE Agents can be implemented in the server entities of a target resource, or stand alone and interact with target resources by proprietary or I2 interfaces. Some details of these two implementation types could be found in the informative Appendix C.

5.3.1.3
SMIPC
In order to support the functions mentioned in Section 5.3.1.1 (such as being able to compute the dependencies), the SMIPC syntactically understands the Service Models, and supports registration and management of Service Deployment Instances, Service Instances and Service Packages.  Elements of the Service Model can have Inherent Attributes (for example its life-cycle state, its version, or its location) and/or Service Attributes (for example maximum number of concurrent users).  A qualifier, optionally associated with these attributes, could indicate to applications the role the attribute has.  SLT and Life Cycle Management activities such as Provisioning are example applications.  The SMIPC treats Service Attributes as transparent; it understands the Service Attributes syntactically.

NOTE:
Appendix B contains an informative description of the data model maintained by SMIPC.
5.3.2.3
OSPE-3 (Data management interface for SMIPC)
OSPE-3 is the interface supporting registration and management of service and component related data for SMIPC. The OSPE-3 interface shall support following create, read, update and delete functions:

· Creation and updating of Catalogue data.  Manipulations will be verified for consistency.
· Deletion of Catalogue data.  Manipulations will be verified for consistency with pre-, post conditions.
· Reading of service Catalogue data (including calculating dependencies) by requests and return results.

· In addition, this interface may support permission based access authorization.

Appendix B. OSPE Related Data Model
(Informative)
High level, descriptive model

OSPE manages resource data, component data, service data, service packages, and partner service provider information. 
The OSPE managed data is further configured to include relations with other resources (enablers, backend systems) that need to be configured or notified when OSPE managed data changes. 
A high level OSPE related data model is depicted in Figure 1:there are five elements related to OSPE: Service, Service Package, , partner Service Provider, Component, and Resource. 
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Figure 1 .OSPE data model

The relationships between data managed and/or stored by OSPE are the following:

· Relationship between Service and Service Package:
· A Service Package consists of at least one service;
· A Service belongs to zero or any number of Service Packages;
· A Service may depend on other Services;
· Relationship between Service/Service Package and Service Provider:
· A Service or Service Package is provided by one partner Service Provider;

· An Service Provider has zero or any number of Service/Service Package;
· Relationship between Service and Component:
· A Service should use at least one component in owner Service Provider environment;
· A Component bears any number of Services.
· A Component may depend on other Components;

· Relationship between Component/Service and Resource:

· A Resource can be controlled by any number of Components and Services
· A Resource may depend on other Resources;
Such a generic model supports applications such as Service Level Tracing and Life Cycle Management, but also, for example Subscription.  If needed for the application, elements in the model will be augmented with Service Attributes,  The semantics of these Service Attributes can be understood by applications, for example SLT and Life Cycle Management activities such as Provisioning.

Realization model
· The above high level model could be realized by TeleMagement Forum’s [TMF] Shared Information/Data (SID). The SID is an object oriented information model (abstraction and representation of the elements in a managed environment) and includes definition of the elements’ attributes, methods, constraints, and relationships. The SID is independent of any specific type of repository, software usage, or access protocol.
· The TeleMagement Forum’s SID Business Entity Framework contains eight SID Domains: Market / Sales, Product, Consumer, Service, Resource, Supplier / Partner, Enterprise, and Common Business.  Logically, based on high level descriptions, the OSPE data can be mapped to SID Business Domains.  Such a mapping is presented here:
· Service Provider
maps to
Service and Common Business Domains

· Service Package
maps to
Product, Service, and Resource Domains

· Service
maps to
Product, Service, Resource, and Common Business Domains

· Component
maps to
Product, Service, Resource, and Common Business Domains

· Resource
maps to
Product, Service, Resource, and Common Business Domains
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

ARC to agree the proposed updates to OSPE AD.  Verify that all SMAC terms have been changed into SMIPC in the AD.
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