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1 Overview

OMA wishes to express their thanks to ITU-T Q2/SG13 for the recent liaison COM13-LS161. We are positive to your invitation to participate in a one-day joint activity in Geneva during April. In anticipation of such joint meeting we provide a response to your questions about the OMA Service Environment. 
2 Proposal

Let’s meet in Geneva to discuss the following topics (list is non-exhaustive):

· scope of NGN open service environment activity
· target deliverables

· planned achievement dates

· OMA Service Environment (questions and answers)

· Role of OMA Architecture group in OMA
As input to the meeting we provide answers to your questions about OMA Service Environment (OSE).

Q: OMA capabilities which could meet NGN Open Service Environment requirements (Y.ngnopenenv)

Currently, Question 2 of ITU-T Study Group 13 (Q.2/13) is investigating service and functional

requirements for NGN open service environment. Detailed information about our work program

will be provided during the joint activity. We would hope OMA experts can provide feedback on

how OMA capabilities correspond to ITU-T NGN Open Service Environment requirements.

A: We cannot answer this question as we haven’t seen the NGN Open Service Environment requirements. OMA and ITU-T have a Cooperation Framework in place, that allows the two organizations to share non-confidential documents. In order to be able to best address more detailed questions, could  the ITU-T NGN Open Service Environment requirements, or a reference to a publicly available document, be provided to OMA ARC in advance before the meeting (even in draft form)?

Q: Interaction with 3rd party provider

In NGN, service creation in conjunction with 3rd party provider is one of the important concepts.

Application Network Interface (ANI) represents the channel between NGN and applications which

are allowed to reside in 3rd party provider domain. Q.2/13 would appreciate if OMA provides their

thought about such interaction between network operator and 3rd party provider. In particular, does

OMA think scenarios in which multiple enablers interact each other, some of which are in NGN

domain and some are in the 3rd provider domain. Clarification is also requested regarding the

relation between the I0 plus P interface and an ANI.

A: The OMA Service Environment facilitates interaction within a business domain and between business domains between Applications and Enabler services. Application access from a different domain (i.e., 3rd party provider to an operator) or from the same domain to an enabler is enforced by a Policy Enforcer which amongst others can embody the access control policies of the operator. In the OMA Service Environment model the I0 interface category represents the interface that is exposed by an enabler for an Application (or an other Enabler) to use. When policies are applied to control access by applications (from the same or different business domain) to resources within the Service Provider’s domain, Applications use an I0+P interface model. The P parameter (+P) encompasses additional information (on top of the information in the I0 interface) that may be required (and usually consumed) by the Policy Enforcer. Examples of +P include security credentials or charging tokens. The Policy Enforcer can also play a role for controlling interaction between resources (including resources acting on behalf of subscribers). In OMA the Policy Enforcer may be realized using the OMA PEEM (Policy Evaluation Enforcement and Management) enabler specification..
Reference: http://www.openmobilealliance.org/ftp/Public_documents/ARCH/Permanent_documents/OMA-AD-Service_Environment-V1_0_4-20070201-A.zip
Reference: http://www.openmobilealliance.org/ftp/Public_documents/REQ/permanent_documents/OMA-RD-Policy_Evaluation_Enforcement_Management-V1_0-20050112-C.zip
Reference: http://www.openmobilealliance.org/ftp/Public_documents/ARCH/Permanent_documents/OMA-AD-Policy_Evaluation_Enforcement_Management-V1_0_0-20060625-D.zip
Q: Availability and integrity of I0 interface

Since I0 is used at the interface between an enabler and the Policy Enforcer, should I0 be identified

in every enabler? Has an I0 interface associated with each enabler already been specified? If so,

how does OMA OSE achieve integrity of I0 when a new enabler is added?

A: Please define your meaning of ‘integrity’; until then this is the provisional response: OMA enablers are specifications that can describe interactions with other resources or they can be data specifications. In the first case OMA Service Environment mandates the principles of reuse (section 6 of the OSE AD) that in essence mandate that each enabler should specify one or more I0 interface(s). 
Q: Service coordination among enablers

When an application (e.g. 3rd party provider application) would like to use multiple enablers, how

does OMA OSE propose to resolve conflicts among enablers, if conflicts occur. The conflicts

referred to here are restrictions of service offering if multiple enablers are about to be offered

simultaneously to a single user. Are they resolved at the provisioning phase only, or at the phase

when the application is invoked and in a real-time manner?
A: We are not sure whether we understand the question. If you are referring to service interaction, note that composition of enablers can be done by any application or using the Policy Enforcer. 
Q: Inter-relationship among enablers

Multiple enablers may have common components. Is it a design principle that common components

should be isolated as much as possible from relevant enablers?
A: In essence any enabler can be a common component, this is motivated by the mandatory principles of re-use in section 6 of the OSE AD. In addition to this the Architecture group has defined best practices that encourage the use of interfaces, with the goal to spur reuse. In some cases, enablers are architected to have multiple components; in this case, each of the components must expose an I0 type of interface, and because of that, each component of any enabler can be re-used (e.g. be a dependency) in the realization of some other enabler. The de-composition of an enabler in components is dictated primarily by the need of such a component to have a unique behavior, and expose a well-defined specific I0 interface.
Q: Relationship with SOA
How does OMA OSE relate to basic Service Oriented Architecture concepts?
A: That depends on what your view is of these concepts. 
In general OSE and OSE principles follow SOA design and implementation principles. Indeed, the OSE provides an architecture where enablers can be used as reusable components. The architecture includes the Policy Enforcer to control usage by applications of enablers and between enablers and de facto implementing SOA composition based on policies. In addition the OSE encourages the use of interfaces (facilitating reuse) and a mechanism to comment on enablers that specify its intrinsic function only, which is essential to reuse and SOA composition. 
If you refer to the SOA model of Service Producer, Service Consumer and Service Broker, then in OSE, every enabler implementation is in essence a Service Producer, and may be a Service Consumer. 
A Service Broker specific enabler, with the role of allowing publishing and discovery of other enabler’s service definitions, has not yet been specified, although the idea of having such enabler has been discussed and the OSE is prepared for it. The OSE also discusses explicitly how interface details (I0+P) are communicated to the consumer. Several cases are directly compatible with SOA registration and discovery models. Also the Policy Enforcer can be considered a composition engine.
If you refer to a particular SOA implementation (e.g. using Web Services technology), the answer is that OSE, and all OMA enablers are designed to be technology neutral. In addition, some enablers specifications include additional work describing specific realizations, some using Web Services technology. Also, the OWSER enabler release provides a framework and standards guidance to be followed by other OMA enablers when specifying Web Services realizations consistently with the OSE.In that context the Policy Enforcer can be seen as a Web Service gateway (proxy).
Q: Relationship with Parlay

How does OMA OSE relate to the OSA/Parlay environment?

A: This is described in the Parlay In OSE workitem:
http://www.openmobilealliance.org/ftp/Public_documents/TP/Permanent_documents/OMA-WID_0118-ParlayinOSE-V1_0-20051018-A.zip
The use cases and requirements are described:

http://www.openmobilealliance.org/ftp/Public_documents/ARCH/Permanent_documents/OMA-RD-ParlayinOSE-V1_0_0-20060925-D.zip
The architecture (under construction) is described in:

http://www.openmobilealliance.org/ftp/Public_documents/ARCH/Permanent_documents/OMA-AD-PIOSE-V1_0_0-20070226-D.zip
3 Requested Action(s)

· OMA kindly requests ITU-T Q2/SG13 to consider the answers to the questions about OSE.

· OMA kindly requests ITU-T Q2/SG13 to draft an agenda for the meeting.

4 Conclusion

OMA wishes to express their thanks to ITU-T Q2/SG13 for the recent liaison COM13-LS161 and kindly requests ITU-T Q2/SG13 to provide a response to the actions outlined in section 3.
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