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1 Overview

This liaison statement includes a reply to the incoming liaison: GSMA Access 39 002, dated 21st of June, 2011. OMA ARC thanks GSMA Access Project for their interest in our work and provides the following:
Proposal: 
GSMA is kindly requested to note that: the requirements for GSMA OneAPI V3 received by OMA Architecture via the GSMA liaison statement fall into two categories:
1. Requirements for new APIs

A new API will require the creation of a new WID by 4 supporting companies, OMA Architecture can encourage OMA member companies to do so, but this is a company contribution driven process.

Femto Services API 
It appears that some of the requirements may be fulfilled by extending existing Restful Network APIs; others may need a new Work Item. Once this new WID is approved, since new requirements exist, it is expected that there will be an RD phase, and the GSMA OneAPI requirements forwarded in the liaison can become part of the RD.

Since OMA also has a direct relationship with the Femto Forum, ARC will liaise with this forum to obtain more information. This can be done even prior to the potential approval of a new WID

Availability of such a new API specification depends on the contributions of interested OMA members.
User Context API
Once this new WID is approved, since new requirements exist, it is expected that there will be an RD phase, and the GSMA OneAPI requirements forwarded in the liaison can become part of the RD. Supporting companies should also look into the possible re-use of OMA SUPM 1.0 (which includes a RESTful API).
Also, in the requirements phase, use cases to motivate the proposed user profile queries should be provided. For instance, why does an application need to know whether a user is prepaid or postpaid? Or, why is a special balance check feature needed? In case an application provider would like to understand whether it can charge a user, it could use the reservation mechanisms provided by the payment API. In these scenarios, it is also important to understand who bears the risk of non-payment, and how is this risk mitigated. Some of the queries of subscriber data touch sensitive items such as the user’s address or phone number. The operator is seen by the user as the guard of such data, they should only be given to third parties with explicit user consent. The check whether the customer is of legal age is an example of responsible use of sensitive profile data, providing only the information that is actually needed by the application, rather than exposing the actual age. 

ACR lifecycle API
Once this new WID is approved, since new requirements exist, it is expected that there will be an RD phase, and the GSMA OneAPI requirements forwarded in the liaison can become part of the RD.
Advertising API
Once this new WID is approved, since new requirements exist, it is expected that there will be an RD phase, and the GSMA OneAPI requirements forwarded in the liaison can become part of the RD.

2. Requirements for existing RESTful Network APIs

· Changes in existing RESTful Network APIs require an OMA member company to submit a CR (Change Request) to an existing specification. 
· If agreed, such change will be incorporated in an existing API.
Payment

A charge request can return either 201 Created or 202 Accepted, to accommodate operators who require out of band user authorisation. Requires a CR to RESTful Network API for Payment TS 
OMA ARC is pleased to inform you that this functionality has been provided by the agreed CRs listed below. The CRs will be incorporated into the next revision of the RESTful Network API for Payment.

· http://member.openmobilealliance.org/ftp/Public_documents/ARCH/REST-NetAPI/2011/OMA-ARC-REST-NetAPI-2011-0067R01-CR_Payment_Processing_Status.zip
· http://member.openmobilealliance.org/ftp/Public_documents/ARCH/REST-NetAPI/2011/OMA-ARC-REST-NetAPI-2011-0091R01-CR_Payment_Notification.zip
One of amount, code, or productID must be provided when creating a charge 
· Requires a CR to RESTful Network API for Payment TS, possibly also to Payment xsd. 
· the OneAPI profile will include the ability to query a single transaction (via a GET to the previously created resource URL) 
· Requires a CR to OneAPI 2.0 profile of RESTful Network API

Messaging (SMS/MMS)

SMS

CR required to create SMS request must return a Location header with a URI that can be queried for delivery status

· Currently, the Location header returns the URI of the created SMS request. This URI can be queried to return the information of the request, which includes all information related to that particular SMS request. When only the delivery status is needed, the application must append the string “/statusList” to the URI. The design that a request that creates a resource returns the location of that resource rather than the location of a child resource is consistent with the HTTP RFC, and is used as a pattern throughout the OMA RESTful Network APIs. ARC therefore believes that the proposed change would introduce a deviation from design pattern used throughout the set of OMA RESTful Network APIs, and also from the HTTP RFC (RFC2616).
     
 Messaging (former MMS)

CR required to create SMS request must return a Location header with a URI that can be queried for delivery status

· same as above
Enhancements to all APIs currently in OneAPI 2.0 (and future in OneAPI 3.0):

API version will be mandatory 
· Does NOT require a CR, already part of RESTful Network APIs & profile

XML is supported as a response format and resFormat parameter

· May require a CR to OneAPI 2.0 Profile of RESTful Network API

Make explicit that the path following the host can include further nodes (i.e. after example.com and before the resource pattern)

· Requires CRs to all RESTful Network APIs
· Currently, each definition of the URL variable {serverRoot} has the following description: “server base url: hostname+port+base path. Example: http://example.com/exampleAPI”. Also, each example in the specification includes a base path. OMA ARC had hoped when specifying this that these two items make it sufficiently clear that a base path can be included; however, your question shows it may not. We therefore kindly ask GSMA to provide a suggestion for improvement.
    Additional exception codes to be annotated

· GSMA is welcome to provide proposals; i.e. this requires CRs the affected RESTful Network APIs

    Possible removal of userID from URLs when they are also in the body of the request

· OMA ARC does not yet have a clear opinion on this proposed change; however, it would have fundamental impact. OMA ARC assumes that GSMA hopes to identify the user by using the OAuth information provided. is this correct? Still, the user ID may be needed in environments when authorization is done by different means.
· Note: Some of the requirements point to other for requirements, and OMA may directly liaise with such fora to obtain further information when performing the work. GSMA’s input related to WAC requirements is welcomed by OMA.
2 Requested Action(s)
· The OMA ARC working group would like to ask GSMA to start exchanges on specific requirements
· The OMA ARC working group would like to ask GSMA if new joint conference calls and/or joint workshops are envisioned so that any RESTful Network APIs clarifications may be brought in by OMA ARC to GSMA.
3 Conclusion

· OMA ARC group would like to thank GSMA Access Project for their cooperation.
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