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1. Scope

<< Define as it relates to Open Mobile Alliance Activity.  If it adds clarity, define what is not in the scope.  DELETE THIS COMMENT >>

2. References

The policy for reference lists is:

1.
OMA documents listed should have at least one approved version – draft-only docs should not be referenced.  Exception exists for documents that will be approved with or after the referenced doc is approved (may be part of same enabler package).  In short – approved docs should not reference unapproved docs.

2.
When a reference is made to an OMA specification, then Open Mobile Alliance with the TM symbol (™) should be used in the description.

3.
The name + version (no date) for OMA specifications are generally sufficient – dates should be used only if there is a specific reason to limit the usage.

4.
For references to WAP Forum docs, dates should not be included as DID's for the old WAP Forum specifications are enough and the reference description should refer to WAP Forum™.

5.
References to other affiliate docs should similarly provide sufficient information to uniquely determine the needed document and should provide the appropriate source information.

6.
The URL for OMA material (new OMA and affiliate) should always be http://www.openmobilealliance.org (an exception is OMNA that is reached through http://www.openmobilealliance.org/tech/omna)

Models to use


[REFLABEL]
<General Model> “Ref Title”, Ref information (source, date, id),
URL:http//<ref-source>/ 


[OMADOC]
<OMA Model> “OMA Document Title”, Open Mobile Alliance™, OMA‑<docname>{‑<version>}, URL:http//www.openmobilealliance.org/ 

If there are no entries in the table – enter ‘none’ to be clear.
DELETE THIS COMMENT

2.1 Normative References

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1, URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. November 1997, URL:http://www.ietf.org/rfc/rfc2234.txt

	
	

	
	<< Add/Remove reference rows as needed! >>


2.2 Informative References

	
	

	
	<< Add/Remove reference rows as needed! >>


3. Terminology and Conventions

3.1 Conventions

<< If doc includes normative material keep the next two paragraphs.  DELETE THIS COMMENT >>

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<< OR if doc is informative just keep the next line.  DELETE THIS COMMENT>>

This is an informative document, which is not intended to provide testable requirements to implementations.

<< If needed, describe or declare using appropriate normative references the additional conventions that are used.  DELETE THIS COMMENT >>

3.2 Definitions

<< Add definitions in new rows of the following table as needed.  DELETE THIS COMMENT >>

	Term 1
	Definition

	Term 2
	Definition

	
	


3.3 Abbreviations

<< Add abbreviations as needed to the following table.  DELETE THIS COMMENT >>

	OMA
	Open Mobile Alliance

	xxx
	xxx

	
	


4. Introduction

<< From a market perspective...  

· What can you do with this specification?

· What problem does this solve?

· How can this specification be applied?

· Consider the target audience and provide deployment examples as possible.

DELETE THIS COMMENT >>

5. Sections As Needed

<<Sections for the normative specification text.  Fill in as needed.  The following validates the styles used for the headers.  DELETE THIS COMMENT >>

5.1 Example Level 2

<text>

5.1.1 Example Level 3

<text>

5.1.1.1 Example Level 4

<text>
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Figure 1: Example Figure

	
	Column 1
	Column 2

	Row 1
	Grid 1,1 data
	Grid 1,2 data

	Row 2
	Grid 2,1 data
	Grid 2,2 data


Table 1: Example Table

Appendix A. Change History
(Informative)

<< The following is a model of a revision table.  DELETE THIS COMMENT >>

A.1 Approved Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version –or- No previous version within OMA

	
	
	


	
	
	



A.2 Draft/Candidate Version <current version> History

<< This section is available in pre-approved versions – it should be removed in the actual approved versions.  DELETE THIS COMMENT >>

	Document Identifier
	Date
	Sections
	Description

	Draft Versions

OMA-TS-OSPE-V1_0-20060810-D
	10 Aug 2006
	All
	

Initial Baseline
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Appendix B. Static Conformance Requirements
(Normative)

The notation used in this appendix is specified in [IOPPROC].

The following is a model of a set of SCR tables.  DELETE THIS COMMENT

B.1 SCR for XYZ Client

	Item
	Function
	Reference
	Status
	Requirement

	XYZ-C-001
	Something mandatory
	Section x.y
	M
	(XYZ-C-001 OR XYZ-C-003) AND
 XYZ-C-002

	XYZ-C-002
	Something optional
	Section x.y
	O
	

	XYZ-C-003
	Dependencies on ZYX
	Section x.y
	M
	ZYX:MCF

	XYZ-C-004
	Dependencies on ZYX
	Section x.y
	O
	ZYX:OCF


B.2 SCR for XYZ Server

	Item
	Function
	Reference
	Status
	Requirement

	XYZ-S-001
	Something mandatory
	Section x.y
	M
	XYZ-S-001 OR XYZ-S-002 OR XYZ-S-003

	XYZ-S-002
	Something optional
	Section x.y
	O
	

	XYZ-S-003
	Dependencies on ZYX
	Section x.y
	M
	ZYX:MSF

	XYZ-S-004
	Dependencies on ZYX
	Section x.y
	O
	ZYX:OSF


Appendix C. Informational
The material in this appendix illustrates the type of information that might be maintained by an implementation of the OSPE server. It is not mandated by the specification.

6. Service Model


OSPE manages resource data, component data, service data, service packages, and partner service provider information. The OSPE managed data further includes relations with other resources (enablers, backend systems) that need to be configured or notified when OSPE managed data changes.
Figure 1 which is shown below describes the OSPE Service Model and its relations:
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Figure 2:  OSPE Service Model

The relations between each data are described in OSPE AD Appendix B. 

6.1 Service Provider Data

The service provider data contains the service provider’s reference identity, name, and its related information. This data is used to provide additional information for the service management process. 

Since the service provider data has no dependency with other data, the OSPE will not check the dependency for the registration of service provider data. 

The following table shows the content of service provider data. The "Present" column indicates whether the element is always or sometimes.
	Data Element
	Present
	Description

	Service Provider ID
	Always
	This data element indicates the Service Provider’s reference ID

	Name
	Always
	This data element indicates the name of Service Provider

	Description
	Sometimes
	This data element indicates the description of Service Provider


Table 2: Service Provider Data Structure

Editor’s Notes: The additional attributes will be added by further contributions.
6.1.1 Service Provider ID

This element provides a unique identity for the Service Provider. The OSPE MUST make sure the identity is unique within the OSPE’s domain.

6.1.2 Name

This element provides the name of Service Provider. It’s used to give a human friendly identity for the Service Provider. This element is not restricted to unique identity.

6.1.3 Description

This element provides an arbitrary text for the description of Service Provider.

6.2 Service Data

The service data contains service provider’s reference identity, service identity, service name, etc. This data is used to calculate the dependency of each service to fulfil LCM and SLT. The OSPE manages the relation between service data and other data (i.e. service provider data, service component data) by the identity of those data. Such as the service provider data and the service data is associated with the identity of service provider.

Since the service data is related with service provider’s data through service provider ID, the OSPE MUST check the dependency while the service data been added and/or updated. When a service is registered into OSPE, the OSPE will check if the service already exists or not. If the related data of service provider has not been registered, the OSPE will refuse to register the service data and return an error to indicate the reason. 

The following table shows the content of service data. The "Present" column indicates whether the element is always or sometimes.
	Data Element
	Present
	Description

	Service ID
	Always
	This data element indicates the Service reference ID

	Related Service Provider ID
	Always
	This data element indicates the related Service Provider’s ID

	Related Service Component ID
	Always
	This data element indicates the related service component ID

	Related Service ID
	Sometimes
	This data element indicates the related service ID

	Name
	Always
	This data element indicates the name of Service

	Description
	Sometimes
	This data element indicates the description of Service

	Status
	Always
	This data element indicates the life cycle state of Service


Table 3: Service Data Structure

The service may use at least one component in owner service provider environment. To reduce the redundant data during the implement time, the service component data structure may use the same method as service package data structure.
6.2.1 Service ID

This element provides a unique identity for the Service. The OSPE MUST make sure the identity is unique within the OSPE’s domain.

6.2.2 Related Service Provider ID

This element is used to refer a service provider’s data for the service. The OSPE MUST make sure the ID exists in OSPE.

6.2.3 Related Service Component ID

This element is used to refer a service component data which is used by service. The OSPE MUST make sure the identity referenced service component data exist in OSPE. The service data may contain more than one identity of related service component.

6.2.4 Related Service ID

This element is used to refer a service data which is used by service. The OSPE MUST make sure the ID exists in OSPE.

6.2.5 Name

This element provides the name of Service. It’s used to give a human friendly identity for the Service. This element is not restricted to unique identity.

6.2.6 Description

This element provides an arbitrary text for the description of Service.

6.2.7 Status

This element indicates the life-cycle status of Service. OSPE may use this data to check the service precondition for the LCM or SLT. 

The value of status is referred from the description of LCM in OSPE RD document which is list below:

	Values
	Description

	LCS_INITIAL
	Initial status

	LCS_TESTING
	Testing status

	LCS_ACTIVE
	Active status

	LCS_INACTIVE
	Inactive status

	LCS_WITHDRAW
	Withdraw status


Table 4: Status Value

6.2.8 Relations

The following figure shows the relations between Service Data and Service Provider Data.
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Figure 3: Relations between Service Data and Service Provider Data

The figure 3 shows relations between Service Data and Service Component Data.

[image: image5.png]Service ID

Related Senvice Service Component
Component ID ID

. Service
Service Data Component

Data





Figure 4: Relations between Service Data and Service Component Data

The figure 4 shows relations between Service Data and Service Package Data.
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Figure 5: Relations between Service Data and Service Package Data

6.3 Service Package Data

Service Package provides a way to put a service together and act as a new service with common properties. The service package data indicates which service belongs to service package and the properties of service package. 
The following table shows the suggested core data structure of service package data. The "Present" column indicates whether the element is always or sometimes.
	Data Element
	Present
	Description

	Service Package ID
	Always
	This data element indicates the Service Package reference ID

	Related Service Provider ID
	Always
	This data element indicates the related Service Provider ID

	Related Service ID
	Always
	This data element indicates the identity of contained service.

	Name
	Always
	This data element indicates the name of Service Package

	Description
	Sometimes
	This data element indicates the description of Service Package


Table 5: Service Package Data Structure

The service package MUST contain at least one service, normally two or more services. Using table 4 to describe the service package may waste storage space (i.e. if the service package contain 5 services, the name and description may store 5 times in database). The following two tables show how to reduce the storage space without changing the data element.

	Data Element
	Present
	Description

	Service Package ID
	Always
	This data element indicates the Service Package reference ID

	Related Service Provider ID
	Always
	This data element indicates the related Service Provider ID

	Name
	Always
	This data element indicates the name of Service Package

	Description
	Sometimes
	This data element indicates the description of Service Package


Table 6: Service Package Data Structure

Table 5 is used to describe the basic properties of service Package while Table 6 is used to indicate the relations of service package and service.

	Data Element
	Present
	Description

	Service Package ID
	Always
	This data element indicates the Service Package reference ID

	Related Service ID
	Always
	This data element indicates the identity of contained service.


Table 7: Service Package Data Structure

6.3.1 Service Package ID

This element provides a unique identity for the Service Package. The OSPE MUST make sure the identity is unique within the OSPE’s domain.

6.3.2 Related Service Provider ID

This element is used to refer a service provider’s data for the service package. The OSPE MUST make sure the identity referenced data exist in OSPE. 

6.3.3 Related Service ID

This element is used to refer a service data which is belongs to service package. The OSPE MUST make sure the identity referenced service data exist in OSPE. The service package data may contains more than one related service identity.

6.3.4 Name

This element provides the name of Service Package. It’s used to give a human friendly identity for the Service Package. This element is not restricted with unique identity.

6.3.5 Description

This element provides an arbitrary text for the description of Service Package.

6.3.6 Relations

The following figure shows the relations between Service Package Data and Service Provider Data.
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Figure 6: Relations between Service Package Data and Service Provider Data

6.4 Service Component Data

Service Component is the functional entities of the service and is responsible for a particular set of functionality and associated information.  The service component data indicates the relations between service and service component. The status information is also provided by service component data, it consist of service component identity, related service identity, status, etc.

The following table shows the information to be maintained for service component data. The "Present" column indicates whether the element is always or sometimes.
	Data Element
	Present
	Description

	Service Component ID
	Always
	This data element indicates the Service Component’s reference ID

	Name
	Always
	This data element indicates the name of Service Component

	Description
	Sometimes
	This data element indicates the description of Service Component

	Status
	Always
	This data element indicates the status of Service Component

	Provision Interface
	Sometimes
	This data element indicates the URL of provision Interface

	Tracing Interface
	Sometimes
	This data element indicates the URL of tracing interface

	Notification Interface
	Sometimes
	This data element indicates the URL of notification interface

	Related Service Component ID
	Sometimes
	This data element indicates the related service component ID.

	Related Resource ID
	Sometimes
	This data element indicates the related resource identity.


Table 8: Service Component Data Structure

6.4.1 Service Component ID

This element provides a unique identity for the Service Component. The OSPE MUST make sure the identity is unique within the OSPE’s domain.

6.4.2 Name

This element provides the name of Service Component. It’s used to give a human friendly identity for the Service Component. This element is not restricted with unique identity.

6.4.3 Description

This element provides an arbitrary text for the description of Service Component.

6.4.4 Status

This element indicates the life-cycle status of Service Component. OSPE may use this data to check the service component precondition for the LCM or SLT. 

The value of status is referred from the description of LCM in OSPE RD document which is list below:

	Values
	Description

	LCS_INITIAL
	Initial status

	LCS_TESTING
	Testing status

	LCS_ACTIVE
	Active status

	LCS_INACTIVE
	Inactive status

	LCS_WITHDRAW
	Withdraw status


Table 9: Status Value

6.4.5 Provision Interface

This element provides the URL of Provision interface of Service Component for OSPE. The Provision interface is used by OSPE Server to issue a LCM configuration and data configuration request to service component.
6.4.6 Tracing interface

This element provides the URL of Tracing interface of Service Component for OSPE. The Tracing interface is the interface for sending tracing commands to and retrieving/receiving tracing data from service component.
6.4.7 Notification Interface

This element provides the URL of Notification interface of Service Component for OSPE.  The Notification Interface is used by OSPE to issue a notification request to service component.

6.4.8 Related Service Component ID

This element is used to refer a service component data which is used by service component. The OSPE MUST make sure the identity referenced service component data exist in OSPE.

6.4.9 Related Resource ID

This element is used to refer a resource data for the service component. The OSPE may use Resource ID to find the related resource and sending notification message to it. The OSPE MUST make sure the identity referenced data exist in OSPE. 

6.4.10 Relations

The following figure shows the relations between Service Component Data and Resource Data.
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Figure 7: Relations between Service Component Data and Resource Data

6.5 Resource Data

Resources represent physical and non-physical components used to construct Services. They are drawn from the Application, Computing and Network domains, and include, for example, Network Elements, software, IT systems, and technology components [TMF]. For OSPE, the resource is the entities that may involve in the process of LCM or SLT but not belongs to the service component of service. When an action is performed by OSPE for a service, the resource is required to receive a notification from OSPE and will gives a proper response. OSPE may consider the response as a reference for the next step or ignore it.

The resource data is used by OSPE to get the URL of notification interface and then sending notification request. Its contain resource identity, name, notification interface, etc.

The following table shows the suggested core data structure of service data. The "Present" column indicates whether the element is always or sometimes.
	Data Element
	Present
	Description

	Resource ID
	Always
	This data element indicates the Service Provider’s reference ID

	Name
	Always
	This data element indicates the name of Service

	Description
	Sometimes
	This data element indicates the description of Service

	Notification Interface
	Always
	This data element indicates the URL of notification interface

	Related Resource ID
	Sometimes
	This data element indicates the related Resource ID


Table 10: Resource Data Structure

6.5.1 Resource ID

This element provides a unique identity for the Resource. The OSPE MUST make sure the identity is unique within the OSPE’s domain.

6.5.2 Name

This element provides the name of Resource. It’s used to give a human friendly identity for the Resource. This element is not restricted with unique identity.

6.5.3 Description

This element provides an arbitrary text for the description of Resource.

6.5.4 Notification Interface

This element provides the URL of Notification interface of Service Component for OSPE.  The Notification Interface is used by OSPE to issue a notification request to service component.

6.5.5 Related Resource ID

This element is used to refer a related resource data for the resource. The OSPE MUST make sure the identity referenced data exist in OSPE. 
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