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1. Scope
(Informative)

The Service User Profile Management (SUPM) enabler provides a central point to access and manage the data related to Service User Profile, with which OMA enablers or other resources can read and update those data in order to support contextualization and personalization of the User’s telecommunication services.

This document provides the architecture of the SUPM enabler. This document describes how principals can access and/ or manage the Service User Profile data (e.g. interrogating some of the user’s services preferences), and how they indicate which data they want to access/manipulate using the SUPM enabler.

This architecture is defined for this enabler to support the requirements described in the Service User Profile Management Requirements Document [SUPM-RD].
2. References

2.1 Normative References

	[OSE]
	“OMA Service Environment”, Open Mobile Alliance™,
URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997,
URL:http://www.ietf.org/rfc/rfc2119.txt 

	[SUPM-RD]
	“OMA Service User Profile Management Requirements”, Open Mobile Alliance™,

 OMA-RD-Service_User_Profile_Management-V1_0, URL:http://www.openmobilealliance.org/

	[OMA-CAB-AD]
	“OMA Converged Address Book”, Open Mobile Alliance™, OMA-AD-CAB-V1_0, URL: http://www.openmobilealliance.org/

	[OMA-CBCS-AD]
	“OMA Categorisation based Content Screening Framework”, Open Mobile Alliance™, OMA-AD-CBCS-V1_0, URL: http://www.openmobilealliance.org/

	[OMA-CPM-AD]
	“OMA Converged IP Messaging”, Open Mobile Alliance™, OMA-AD-CPM-V1_0, URL: http://www.openmobilealliance.org/

	[OMA-GSSM-AD]
	“OMA General Service Subscription Management”, Open Mobile Alliance™, OMA-AD-GSSM-V1_0, URL: http://www.openmobilealliance.org/

	[OMA-SUPL-AD]
	“OMA Secure User Plane Location”, Open Mobile Alliance™, OMA-AD-SUPL-V3_0, URL: http://www.openmobilealliance.org/

	[OMA-PRS-AD]
	“OMA Presence SIMPLE”, Open Mobile Alliance™, OMA-AD-Presence_SIMPLE-V2_0, URL: http://www.openmobilealliance.org/

	[OMA-XDM-AD]
	“OMA XML Document Management”, Open Mobile Alliance™, OMA-AD-XDM-V2_1, URL: http://www.openmobilealliance.org/

	[3GPP-UDC-TS]
	3GPP TS 23.335-900 “3rd Generation Partnership Project; User Data Convergence (UDC); Technical realization and information flows, URL: http://www.3gpp.org


2.2 Informative References

	[OMADICT]
	“Dictionary for OMA Specifications”, Version 2.7, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_7, URL:http://www.openmobilealliance.org/


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	Principal
	See [OMADICT]

	Resource
	See [OMADICT]

	Service
	See [OMADICT]

	Service Provider
	See [OMADICT]

	Service User Profile
	See [SUPM-RD]

	User Profile
	See [OMADICT]

	User
	See [OMADICT]

	User’s Characteristic Description Information
	See [SUPM-RD]


3.3 Abbreviations

	AD
	Architecture Document

	OMA
	Open Mobile Alliance

	SUPM
	Service User Profile Management


4. Introduction
(Informative)

The Services User profile Management (SUPM) is an enabler whose objective is to offer to resources and enablers the possibility to get data related to the users and their services that these resources/enablers need for being able to personalise and contextualise those services that they want to deliver.

SUPM acts as a middle-man between resources offering user services (for example being recommended a program in correspondence with the preferences of the user, combined with its current location) and the network applications, enablers, and/or any data repository managing existing User-related information.

The SUPM enabler allows an authorised principal to manipulate Services User Profile Management data, i.e. any element or group of element belonging to a managed set of information related to a User that may be used to create personalized and contextualized services. The set of information may include both static and dynamic information.The SUPM enabler supports requests to read/update/create/delete Service User Profile data.  .  
To do so, the SUPM enablers obtains the data from the applications, enablers and data repositories and applies the necessary transformation and/or aggregation  to handle requested operations.

Consequently, SUPM allows the authorized principal to manipulate the user data that it needs in order to personalize and contextualise a service for a given user. For example, to use the gender and age of the user, as well as his interests in gaming, and current device capabilities in order to personalise a game downloading service restricted to games in accordance with the Gender/Age/Device Capabilities/Type of Games. 

This document defines the functional components and the interfaces of the SUPM enabler, thus providing its architecture, in alignment with the requirements that have been captured in the Services User Profile Management Requirements Document [SUPM-RD]. 

4.1 Version 1.0

This architecture document covers all requirements [SUPM-RD] of SUPM V 1.0.
5. Architectural Model

Service Providers require to personalise and contextualise the services they offer. To do so, the applications and/or other resources implementing the services need to access user-related information (some only reading and some writing it) - each of them with different rights to manage/use the information

Service Providers already today have lots of user-related information stored in multiple repositories using different technologies (e.g., flat files, relational databases, LDAP).  This information can be static or dynamic; managed by Service Providers, users and/or other principals; explicitly specified by someone or computed (e.g., based on user data or user actions):

-  related to the user himself, the services he uses, the preferences he has  (often static type) 

-  related to the current situation of the user, such as location, presence, current device capabilities (often dynamic type)

-  related to User’s Characteristic Description Information (often computed type)

Service Providers and their resources would benefit from having a unique logical mechanism for providing easy access to the Service User Profile information, not tied to the physical technology used to access the user’s information.

So SUPM provides access to existing information. It uses the existing interfaces to manage/use that information without making copies, duplication, and without changing the existing interfaces.  This avoids disruption to existing Service Provider operations, even if the Service Provider may not be able to identify all the resources that manage/use this information.

SUPM defines standardized names and optional presentation formats for information items that can be accessed via SUPM interfaces.

SUPM may need to transform the data (coming from the requestor or going back to the requestor) between the requestor’s specified formats and the stored (in Service Providers repositories) formats. 

5.1 Dependencies

The SUPM enabler SHALL support being able to expose data elements (subject to their availability in the deployment) defined by following OMA Enablers. 

•Converged Address Book [OMA-CAB-AD]

•Categorization based Content Screening [OMA-CBCS-AD]

•Converged IP Messaging [OMA-CPM-AD]

•XML document management technology: XDM Enabler as described in  [OMA-XDM-AD]

NOTE: SUPM enabler may expose data elements in a different format as the one defined in the referenced specifications. 

The SUPM enabler SHALL support being able to expose generic data elements (subject to their availability in the deployment) that may be retrieved from various data sources. Depending on the deployment architecture SUPM may optionally use interfaces defined in following specifications:

•General Service Subscription Management [OMA-GSSM-AD]

•User Data Convergence (UDC):   [3GPP-UDC-TS]

•Secure User Plane Location [OMA-SUPL-AD]

•Presence Enabler as described in [OMA-PRS-AD]

Where the SUPM Enabler interacts with other OMA Enablers, it should follow the principles of [OSE].
5.2 Architectural Diagram

The following figure represents the SUPM architecture, showing the SUPM interface and the SUPM component.
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Figure 1 – SUPM Enabler Architectural Diagram

SUPM enabler is composed of a single component. The role of this component is to:

· be the single contact point for data consumer requests to access and manage Users related data
· process all requests including potential transformation and/or consolidation of data from different data sources

NOTE: In some deployment scenario, several instances of this component may exist.
5.3 Functional Components and Interfaces/reference points definition
5.3.1 SUPM Component Description
This component allows a data consumer to read, update, create, or delete Service User Profile data.  If needed,  this component may perform some data transformation (for data to be presented in a given way), as well as some data consolidation (grouping of data).

To perform its role, the SUPM component executes the following features:

· Analysis and validation of the request: decodes the request in terms of which data elements are to be accessed, and what operation is to be performed on those data elements
· For each data element, determine where the data is stored, performs the requested operation, and captures any resulting information to be returned to the data consumer.  The format of the data may have to be changed between the incoming request, where it is actually stored, and the outgoing response.
Note that sometimes it is needed to collect some data element before determining where and how to access other data elements.
Note that in the implementation, SUPM Component could cache the Service User Profile data retrieved from different data sources. The cached Service User Profile data should be kept consistent and how to achieve this is out of scope of SUPM enabler.
5.3.2  SUPM-1 Interface

This interface provides the entry point to SUPM enabler for data consumers.
It operates in real-time, following a request/response model.
The request contains the following information related to the operation to be performed:

· Identification of the user 

· Type of operation: read/update/create/delete
· Identification of the set of data 
5.4 Security Considerations

FFS pending discussions with ARC SEC SWG.
Appendix A. Change History
(Informative)

A.1 Approved Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version –or- No previous version within OMA

	OMA-xxyyz-V1_0-20021001-A
	01 Oct 2002
	Initial document to address the basic starting point

   Ref TP Doc# OMA-TP-2002-1234-xxyyzForApproval

	OMA-xxyyz-V1_1-20030405-A
	05 Apr 2003
	description of changed

   Ref TP Doc# OMA-TP-2003-0321-xxyyzV1_1forApproval


A.2 Draft/Candidate Version <current version> History

	Document Identifier
	Date
	Sections
	Description

	Draft Versions

OMA-AD-SUPM-V1_0


	30 Sept 2009
	all
	Submission of plan = baseline AD,  to allow INP and CRs to refer to sections Numbers.

Incorporates input to committee:

   OMA-ARC-SUPM-2009xxxxxxxxx SUPMxxxx

	
	18 Nov 2009
	1, 2.1, 3.2, 4, 4.1, 5, App C
	OMA-ARC-2009-0340R01-INP_SUPM_AD_section1_Scope.doc

OMA-ARC-2009-0341R01-INP_SUPM_AD_2_1_NormativeReferences.doc

OMA-ARC-2009-0344R01-INP_SUPM_AD_section3_2_Definitions.doc

OMA-ARC-2009-0345R03-INP_SUPM_section4_Intro_Version1_0.doc

OMA-ARC-2009-0346R02-INP_SUPM_AD_section5_INTRO_ArchitecturalModel.doc

OMA-ARC-2009-0346R02-INP_SUPM_AD_section5_INTRO_ArchitecturalModel.doc

OMA-ARC-2009-0347R01-INP_SUPM_AD_section4_1_version_content.doc

	
	2 Dec 2009
	all
	OMA-ARC-2009-0388-INP_SUPM_ArchitecturalModel_drawing_inPPT;

OMA-ARC-2009-0389-INP_SUPM_appendixC_drawing_inPPT;

OMA-ARC-2009-0391R01-INP_SUPM_explanations_figure1;

OMA-ARC-2009-0392R01-INP_SUPM_features
OMA-ARC-2009-0393-INP_SUPM_supm1_interface

	
	30 Dec 2009
	all
	OMA-ARC-SUPM-2009-0003-CR_Align_Terminology;

OMA-ARC-ServUserProf-2009-0007R01-CR_Definitions;

OMA-ARC-ServUserProf-2009-0014R01-CR_adding_references___section_2;

OMA-ARC-ServUserProf-2009-0016-CR_Update_section_4.1;

OMA-ARC-ServUserProf-2009-0020-CR_updating_5.3.2;

OMA-ARC-ServUserProf-2009-0021-CR_Security_inputs_in_section_5.4.

	
	13 Jan, 2010
	all
	OMA-ARC-ServUserProf-2009-0001R01-CR_Data_Operation_Flow;

OMA-ARC-SUPM-2009-0006R03-CR_Section_5_introductory_part;

OMA-ARC-ServUserProf-2009-0008R02-CR_Descriptors_are_used_over_SUPM_1;

OMA-ARC-ServUserProf-2009-0013R01-CR_Changes_to_section_1__scope;

OMA-ARC-ServUserProf-2009-0018R01-CR_Update_section_5.1;

OMA-ARC-ServUserProf-2009-0019R01-CR_Changes_in_5.3.1.

	
	14 Jan, 2010
	all
	OMA-ARC-SUPM-2009-0015R01-CR_Update_Introduction__section_4;

OMA-ARC-SUPM-2009-0017R02-CR__adding_dependencies___section_5.1;

OMA-ARC-SUPM-2010-0001-CR_Fix_Appendix_C;
OMA-ARC-SUPM-2010-0003R01-CR_Store_Functionality.


Appendix B. Flows (informative)
B.1 Data Operation Call Flow


[image: image3]
Figure 2 - Data Operation Call Flow
This call flow is triggered by Data Consumer’s internal execution logic. 
1. Data Consumer decides what operation to perform, and collects the related information. This step is out of scope of the SUPM Enabler.
2. Data Consumer sends Service User Profile data operation request to the SUPM Component. This message includes the following parameters:
a) Identifier of Data Consumer, for example, service identifier
b) Identifier of the user whose profile to be operated on
c) Requested operation type, for example, query/update/create/delete
d) Other information
3. SUPM Conponent performs the access control for the Data Consumer. Authentication, integrity, and encryption/decryption are out of scope of this enabler.
4. SUPM Component performs the operation for the identified Service User Profile data. SUPM Component uses the Service User Profile Data Model to determine where the actual data specified in the request resides, and its format.  
5. SUPM Component returns back the result of the operation to the Data Consumer.
Appendix C. Deployment Diagram (informative)

The following figure presents a more detailed diagram of the enabler
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Figure 3 – SUPM Deployment Diagram
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