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1 Overview

This Liaison statement is a response to the Liaison statement S3-101444 in which 3GPP informs OMA about the start of the work on “Security aspects of Integration of Single Sign-On (SSO) frameworks with 3GPP networks”.
2 Proposal

OMA ARC SEC welcomes that 3GPP now works on a solution for SSO functionality that also functions without GBA, addressing a requirement from OMA. OMA ARC SEC requests 3GPP to keep us updated on the progress of the work, because OMA may be interested in using the result in the context of our specification. Would you kindly inform us about the planned timeline of this activity?
OMA ARC SEC wishes to inform 3GPP SA2 that it has finalized the work on the Application Layer Common Security functions Enabler Release, which has been published as Candidate Enabler Release under http://www.openmobilealliance.org/Technical/release_program/sec_cf_v1_1.aspx 

Under the SEC_CF 1.1 work item, no specification activities are planned in OMA in the field of Application Layer Security, apart from essential bugfixes to the SEC_CF 1.1 Enabler in case issues should be found in future reviews or IOP tests. OMA is open to profile new mechanisms for delegated authentication in a new version of the SEC_CF enabler, which would require defining a new work item for such activity. From the timing perspective, this fits well as OMA can now wait for the outcome of the 3GPP work.
So far, OMA has not discussed the terminal impact of Delegated Authentication because the only technology currently referenced by OMA is GBA, where the impact on the terminal is standardized in 3GPP. We acknowledge however that any new scheme must also take into consideration a standardized way to deliver the key material to the terminal, in order to reach wide market acceptance. 

3 Requested Action(s)

OMA ARC SEC requests 3GPP SA3 to keep us updated on the progress of the work on “Security aspects of Integration of Single Sign-On (SSO) frameworks with 3GPP networks”, and on the planned time schedule.
4 Conclusion

OMA ARC SEC wishes to thank 3GPP in advance for their efforts to provide us the requested information, and is looking forward to continued exchange and good co-operation. 
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