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1 Reason for Contribution

OMA-ARC-2004-0071 was presented to the ARCH London interim meeting (end of March 2004). The meeting agreed that there is good text in this IC, however it needs some restructuring and rewording in order to be included into the OSE.
2 Summary of Contribution

The text presented in this IC resulted from an informal drafting session during the London interim meeting and further discussion in Munich and from later discussions. 
3 Detailed Proposal

3.1 Enabler Implementations and Deployments

An enabler implementation can invoke any standardized functions such as authentication or charging that it needs to satisfy the specifications.  For example, if a specification requires an enabler implementation to perform differently based on end user preferences or settings, then it is essential that such end user information be protected and accessible only by authorized entities.  The enabler implementation can accomplish this required operation (e.g., authorization) either by: 

1. implementing the operation itself, 
2. performing the policy evaluation and enforcement itself by invoking a separate (modular) implementation that does the required operation (provided by the same vendor or a different one).  Case (2a) makes use of a constrained policy evaluation and enforcement mechanism where the vendor supplying the enabler implementation determines which operations (i.e., policies) the enabler implementation invokes (i.e., there is a built-in, non-changeable selection of policies to be evaluated/enforced).   Case (2b) has a full policy evaluation and enforcement mechanism that allows the service provider to determine which operations (i.e., policies) the enabler implementation invokes
3. 
4. delegating the invocation to a policy evaluation and enforcement entity that will invoke a separate (modular) implementation that do the required operation.  

To summarize the distinctions between these choices, for (case 1) the implementation of the operations is done in the enabler implementation, for (case 2) the implementation invokes other separate components to perform the operations [in this way, all enabler implementations in the deployment can use the same operation implementations and therefore reduce the silo effect], and for (case 3) the implementation invokes a separate component to do the policy evaluation/enforcement [which itself will invoke separate components to perform the operations].

Cases (1) and (2a) map to the OSE Policy Enforcer described earlier and correspond to the current "silo" situation.  Cases (2b) and (3) conform to the OSE Policy Enforcer and EPEM enabler which are key elements of the OSE target architecture.
3.2 

In a similar vein, the service provider deploying enabler implementations has multiple options.  

· For those implementations using method (1) above, the service provider can allow each implementation to independently perform functions like authorization.

· For those implementations using method (2a or 2b) above, the service provider can deploy the separate (modular) implementations of functions required by the enabler implementations.  

· For those implementations using method (3) above, the service provider can deploy a policy enforcement implementation and any separate delegated implementations to perform functions like authentication, authorization, charging, etc.  

Both of these viewpoints represent possible migration paths from the current situation illustrated by case (1) or case (2a) to the preferred situation of case (2b) or (3). 
3.3 





3.4 Implications on Enabler Specification Writers

OMA principles and the Architecture RD state that enabler specifications should reuse existing specifications when possible.  This approach includes reuse of existing OMA enabler specifications whenever possible (e.g., re-use of presence and group management enablers by the PoC enabler).  Enabler specifications must specify how to interface to (i.e., invoke) the enabler’s functions.  
Any requirements or features that are not intrinsic to an enabler should not be specified within the enabler's specification.  An enabler's specification should only specify the intrinsic functionality required to fulfull its actual function  .
For example, some enablers require having an identifier for the requesting entity.  The requirement to perform the enabler's function is actually that there be a way to distinguish one requestor from another, not actually that the requestor's identity be verified using any particular mechanism (e.g., password, certificate, biometrics).  The need to authenticate the requestor is a policy statement under the control of a service provider, not actually required to perform the function of the enabler.   Therefore the authentication process is outside the scope of the enabler specification, either implemented as a value-add by the enabler implemention or left to the policy enforcer enabler.  

.

.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss, improve (if necessary) and include section 3.1 in a new migration Appendix called "Enabler Implementations and Deployments" and  section 3.2 text into the OSE specification section 6.4.5.2 (Controlled Exposure of Enablers and Resources) .
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