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1 Reason for Contribution

The chapter on migration in the current OSE draft is not consistent. The content is actually targeted towards Policy Enforcement (PE), but the text sometimes is more general.
2 Summary of Contribution

Make the text consistent, i.e. focussed on PE.
3 Detailed Proposal

7.1 Enabler Implementations and Deployments

An enabler implementation can invoke any standardized function such as authentication, charging, or group management that it needs to satisfy its specifications (principle of delegation and reuse). Some of these function invocations may be triggered by a policy. The enabler implementation can accomplish those policy triggered function invocations (e.g., authorization) either by: 

· Implementing the operation itself;

· Performing the policy evaluation and enforcement itself by invoking a separate (modular) implementation that does the required operation (provided by the same vendor or a different one).  Case (2a) makes use of a constrained policy evaluation and enforcement mechanism where the vendor supplying the enabler implementation determines which operations (i.e., policies) the enabler implementation invokes (i.e., there is a built-in, non-changeable selection of policies to be evaluated/enforced).   Case (2b) has a full policy evaluation and enforcement mechanism that allows the service provider to determine which operations (i.e., policies) the enabler implementation invokes;

· Delegating the invocation to a policy evaluation and enforcement entity that will invoke a separate (modular) implementation that do the required operation.

To summarize the distinctions between these choices, for (case 1) the implementation of the operations is done in the enabler implementation, for (case 2) the implementation invokes other separate components to perform the operations [in this way, all enabler implementations in the deployment can use the same operation implementations and therefore reduce the silo effect], and for (case 3) the implementation invokes a separate component to do the policy evaluation/enforcement [which itself will invoke separate components to perform the operations].

Cases (1) and (2a) map to the OSE Policy Enforcer described earlier and correspond to the current "silo" situation.  Cases (2b) and (3) conform to the OSE Policy Enforcer and EPEM enabler which are key elements of the OSE target architecture.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Note that the section numbering should be 9.2. It will change when inserting the text due to automated numbering.
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