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1 Reason for Contribution

Document OMA-ARC-2004-0171-OSE-Mapping-Derived-Interfaces was originally submitted for discussion. 

Contributions 172, 200 and 209 and 229 provided some comments to the previous contribution.

This R01 of IC 229 tries to summarize the agreements reached on the issue (after Arch cc of July the 6th)

2 Summary of Contribution

This IC proposes some changes on the OSE spec in order to reflect some considerations on interface mapping. 

3 Detailed Proposal

3.1 General considerations on “network abstraction” and “backend systems abstraction” 

In general, functions available on a service layer (from operators point of view) tend to be classified into two: 

· A- Functions that are the core of the services to be delivered, upon which the business is created. These functions are built on the capabilities that an operator may offer (location, messaging, etc.), and are the building blocks of services delivered to customers 

· B- Business support functions: all those functions that are created in order to support the business, this is: if I want to sell, I need to charge, if I want to charge, I need to know to whom (authentication), I need to store customer information, profiles, build an O&M infrastructure, monitor the quality I’m delivering, I need subscription management, subscriber management, Services and End User Life Cycle management in general, etc.

“A” functions represent to us an “abstraction” layer with regards the underlying networks. 

“B” functions represent to us an “abstraction” layer with regards the backend systems (BSS and O&M).

Presenting the current architecture picture and text description into our company, it is somehow easy to believe that the “I0s” represent the “A” functions (abstracting underlying networks), and that “I1s” represent “B” functions (“B” functions contained in the EE abstracting the backend systems).

However, it seems that the intended interpretation of the current architecture design is not such (for example: Execution Environment is not supposed to be the placeholder for the mentioned business support functions, but an environment for pure software life cycle management, process monitoring, etc.). In that case, the author proposes to add some clarifying text into the OSE, to further avoid those misunderstandings.

Additionally, the author believes it’s better to leave the “interface mapping” discussion for the next release of the OSE spec.

Some changes are proposed onto the text of the last agreed OSE version, some other are proposed on the last agreed Interface definition text from the Bangkok Architecture meeting.

3.2 Proposed modifications on OSE spec (based on text and numbering on OMA-ARC-2004-0237-Updated-version-of-OSE-following-Bangkok-meeting)
5.2.8 Service Provider Execution Environment

A full service lifecycle model for services have been defined by the TeleManagement Forum [TMF], and mapped to the eTOM (extended Telecommunications Operations Map). This mapping is defined in an abstract way, which can be adapted to any deployment environment. In accordance Architectural Principle #2 (see [ARCHPRIN]), OMA should re-use this model. 
NOTE: The following is a simplified model that forms a framework for the detailed description of the service life-cycle model, which is achieved by mapping the high-level model onto the eTOM.
The high-level model of the service life cycle contains the following operations/phases:

· Develop;

· Sell;

· Provide;

· Bill;

· Service;

· Report;

· Modify/Exit

For further information on TMF and mapping to the eTOM and the SID (Shared Information/Data model) of the TMF, see [TMF].

Within this scope, the Service Provider Execution Environment provides support for software life-cycle management functions. Such functions may be used during the service life-cycle phases defined by TMF
The Service Provider Execution Environment is an element in the OSE. This execution environment or platform logically encompasses various functions such as process monitoring, software life cycle management, system support (e.g. thread management, load balancing and caching), operation, management and administration that allow the Service Provider to control enablers. The functions within the Service Provider Execution Environment may not be directly exposed to applications, however they may be directly invoked by enabler implementations and resources can rely on these functions and may assume that the functionality of the Service Provider Execution Environment is available. Software Life cycle management includes a set of functions of the Service Provider Execution Environment and can be implemented as a separate enabler, or it may be distributed over several enablers.

Then, in the Service Provider environment, certain software life-cycle management functions are needed to provide basic support to the enabler implementations. 

The software life-cycle management functions include but are not limited to:

· Creation

· Software Deployment

· 
· Software Management:

· Process Activation & deactivation (e.g. actuation)

· Dependency management

· Upgrade

· Removal

· Fault Management (e.g. logging and SNMP traps)

· Performance management (e.g. measuring)

Appendix B. Deriving an OMA Service Environment architecture
The OSE architecture contains a set of interfaces that are specified by OMA. The Architecture requirements document [ARCHREQ] implies the need for a set of interfaces. These interfaces could be implemented in various ways, e.g. as one component (software module) for each interface, one single component implementing all interfaces, or a mixture of these two options.

The following interfaces are derived from the Architecture requirements document [ARCHREQ]. Each interface is cross-referenced to one or several Architecture requirements.
Derived OMA Architecture Interface:
The OSE architecture contains a set of interfaces that are standardized in OMA. The Architecture requirements document [ARCHREQ] implies the need for a set of interfaces. These interfaces could be implemented in various ways, e.g. as one component (software module) for each interface, one single component implementing all interfaces, or a mixture of these two options.

The following interfaces are derived from the Architecture requirements document [ARCHREQ]. Each interface is cross-referenced to one or several Architecture requirements, as described in Appendix B.

1. Interface for operations and management (1)

2. Interface for the discovery of service enablers (14)

3. Interface for the registration of service enablers (19)

4. Interface for the discovery of services (17)

5. Interface for the registration of services (18)

6. Interface for discovery of conditions for the use of service enablers (16)

7. Interface towards a policy management mechanism (21)

8. Interface to provision services, service enablers and user parameters (6)

9. Interface for subscription management (17)

10. Identity management mechanism associating device identification (13) with federated identity (14)

11. Interface to network exposing network characteristics (9)

12. Interface to charging (3) (to gather accounting and charging information (3))

13. Interface to authentication function (11)

14. Interface to authorization function (10)

15. Interface from authorization function to charging enabler (and the reverse)) (10)

16. A method to connect between identity (12), authorization (12), and authentication (12) components, e.g. cookies or other session tokens

Policy (constraints) in all interfaces

Access to “back-end systems” (charging (4), accounting (4), payment(4), provisioning (7), Operations & Management , etc.); this can be  realized by interfacing these through a component, and using the standard OMA interfaces between the enabler and the component.
Editor’s note: A mapping between these interfaces and the interface categories listed in following chapter may be provided in future OSE releases
3.3 Proposed modifications on OSE spec (based on text on OMA-ARC-2004-0227R01-edited_2_OMA-ARC-2004-0225-LATE-I--Interface-Definitions).

I0 is the category of interface to an enabler's intrinsic functions.  I0 interfaces are either specified or referenced by OMA. I0 interfaces are exposed to applications and enablers when no policies are applied.

I0+P is the category of interfaces that results from the application of policies to the enabler I0 interface. (See the definition of Parameter P for more information.)  This category is the interface exposed to applications and enablers when policies are applied.

I2 is the category of interfaces used by enablers to describe how to invoke an underlying resource's function.  Such interfaces are not defined by OMA.
I1 is the category of interfaces between enablers and the SP execution environment (e.g., software life cycle management, process operation and monitoring, etc.).  The I1 interfaces may be specified
 by OMA.

P is an additional set of parameters resulting from the application of policies to the interface of category I0.
I0 may encompass interfaces to what in some areas are called “service building blocks” like location and messaging, as well as to traditional  “business support functions” like subscriber management.
I2 may encompass interfaces to underlying networks (i.e. mobile operator’s network) as well as to backend resources (i.e. BSS, O&M)
Further elaboration on I0 and I2 interfaces may be provided in future versions of the OSE.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Proposal is to accept modifications pointed out in chapters 3.2 and 3.3 on this contribution.
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