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1 Reason for Contribution

Recently OMA TP approved the first version of the OSE. its socialization and it’s impacts on WGs developing enabler architectures in underway.

One of the main issues that some of the WGs have identified is the fact that they are unable to correctly identify the terminal in the OSE, when mapping their enabler architecture into the OSE (arch. pictures, flows, etc.). Examples so far include location group, multimodal, etc..

The current approved version of OSE provides no guidance at all regarding this issue, apart from a number of very vague sentences saying that the OSE model also applies to the terminal, which is clearly not enough.

This document proposes to further explore the need to clearly identify the terminal in the OSE, with the following aims:

· Make the terminal and its architecture more distinctive in the OSE

· Include guidance in the OSE about how to use the terminal in the model, so that working groups can map their AD work (architecture, flows, etc.) into the OSE model.

· To help, being more concise in terminal aspects, in solving some of the IOP problems that exist with the very large number and variety of devices that exist on the market.
2 Summary of Contribution

Contribution proposes to enhance the OSE by identifying, exploring and providing more guidance on terminal aspects.

Some initial thoughts and contents for discussion are also included in this document.

3 Detailed Proposal

As stated in several parts throughout the OSE, there are no assumptions about where applications, enablers, etc. reside. Some will reside in the Service Provider’s network, some other’s on the terminal, etc.

Thus, it is somehow implied that the terminal has the same Conceptual Model as the one appearing in the OSE, meaning that the terminal may have its own enablers, applications, policy enforcer, Execution Environment, etc.

The Picture below illustrates a possible representation of this.
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However, in order to properly apply this model, there is a set of issues that need to be tackled:

1. One model for all (( The Service Provider Label and the “Instantiation” approach. Do we want to apply this same OSE model to the terminal? Or do we want to create a specific model for the terminal?

If we apply the same model then there is a need to determine the implications in saying that the OSE model is the same as the terminal, e.g. the OSE model is “labeled” as being in the “Service Provider Domain”, the terminal then belongs to the Service Provider’s domain. Is that acceptable to everybody? In some cases it may be true (terminal customized by operators, in where some enablers and applications are in fact managed by him), in some others may be not (free terminals, or PCs using PCMCIA cards)

One possible way to proceed is to class the existing OSE model simply as “OSE model” (i.e. delete the “Service Provider domain”) and then introduce the idea of  “instantiation of the OSE model”, so that we would be talking about instantiation of the OSE model in an operator’s network, and instantiation of the OSE model in the terminal, giving, in this way, a place to introduce all the particularities that the OSE model may have on each instantiation, without the problem of the “Servide Provider Domain” label.

2. “Yellow Arrow: communications from/to the terminal”: As illustrated above the yellow arrow symbolizes the communications between the terminal and, for instance, some Service Provider’s service resources at the network side.

Different OMA working groups have struggled in trying to find the way to show this “yellow arrow” in their flows between the functions of their enablers. They also need to not only illustrate the yellow arrow but also mention the type of transport (e.g. IP, WLAN etc) used to support the yellow arrows.

In the current OSE, a “blue arrow” is depicted that says “To Resources in operator, terminals, ….”. This implies that there is a communications path between the Service Provider domain and the terminals. 

However, this “blue arrow” has been designated as the category of interface called “I2” interfaces, which as agreed is out of scope of OMA. This is actually a problem because there are communication paths between terminal and network that may be within OMA scope (e.g. take SUPL example). This means that it is not correct to map such interface in the “blue arrow”. Considering this, there are inconsistencies in OMA where some OMA WGs map their I0 interfaces to the “yellow arrow” and other WGs use I2 interfaces, with different understanding and implications regarding things like policy enforcement. 

This clearly shows the importance in the Architecture group providing clarification to this issue

3. SIM card: Being an element of such importance in the Mobile Operator’s business, a way should be found to show the SIM card in the architecture of the terminal. Of course, we should not consider the SIM only, but other identity modules that could exist (NAM, RUIM, USIM, etc.). Is the SIM just a set of enablers/applications/security data, etc. or does it need a separate logical entity in the model?

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Recommendation is to discuss the issues as described in section 3 and agree on the best way in clarifying the terminal in the OSE.

One propose is:

Creating a specific section/chapter in OSE for the terminal and to populate with outcome of discussion.

Contents to be considered in such section could be:

· Logical model for the terminal, including brief description and considerations about each logical block within the terminal

· Considerations about the SIM card as well as other identity modules (RUIM, USIM, etc).

· Considerations about how to show communications/interactions to/from the terminals.

· Flow examples taken from a couple of chosen OMA ADs.
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