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1 Reason for Contribution

Document OMA-ARC-2005-0050R01-OSE_next_steps was agreed in principle at the Frankfurt meeting. An action item was given to propose a plan and way forward.
2 Summary of Contribution

The contribution initiates activities to address this action item by proposing:
· Items to be addressed via comments / use cases / requirements passed to other WGs

· Items to be addressed via WIDs

· Items to be addressed via ARCH activities

The contribution discusses the proposal and plan, topic by topic.

3 Detailed Proposal

3.1 Activities required to complete the OSE
Following the agreed proposal in document OMA-ARC-2005-0050R01-OSE_next_steps, we identify the following tasks of interest:

· Enablers:

· Security enabler
· Charging enabler

· PEEM enabler

· Registration / discovery enabler

· User profile enabler

· Device profile enabler

· Determination of other potentially essential enablers
· Models:

· PE functionality

· OSE and terminals

· IMF

· OSPE
3.2 Security enabler
3.2.2 Status

SEC WG is working on a security enabler as described in OMA-WID_0097-SEC_CF-V1.0-20040614-D  and presented to ARCH in OMA-ARC-2005-0072-Questions-for-Common-Security-Enablers-Discussion.

OMA-ARC-2005-0108-AnswersToSEC offered ARCH WG answers to the questions from SEC WG on a security enabler.

Based on a quick review of the SEC permanent document area, it seems that no SEC RD is currently available.

3.2.3 Motivation for consideration here

A security enabler compatible with the OSE is essential to the realizations and deployments of the OSE.

3.2.4 Next steps for ARCH WG
The architecture working group should help define the key use cases and requirements to address in the context of the OSE.

The SEC WG is best equipped to cover most common security use cases and requirements for a security enabler and therefore select an optimal design point. This includes support for:

· Authentication (including single sign-on)
· Authorization for service

· Confidentiality

· Integrity

· Non-repudiation
· Signatures

However, it is important to make sure that this includes and integrates with the OSE as envisaged by ARCH and the other new enablers defined within the OSE. To that effect, several use cases and requirements should be defined by ARCH WG.
3.2.4.1 Use cases / requirements

3.2.4.1.1 Usage with PE functionality
The PE layer processes messages to, from and among OSE entities. Messages aimed at a target are processed by the components that achieve the PE functionality. The PE functionality may then itself rely on delegation to other components of policy evaluation or execution steps. 
It is critical that the components that achieve PE and the components that may perform delegated functions be only able to access the information (parameter, request details, end point identity and address etc…) that they need to know. This is especially important if some of these components may exist in different domains.

3.2.4.1.2 Usage within IMF

Within IMF, the identity of the different entities involved in any exchange of data may be “managed”
. 
As a result, authentication and authorization enabler must be able to function with managed identities. Examples of such flows are described in OMA-ARC-2005-0038R03-IMF-AD-proposal. Such flows must not compromise confidentiality and integrity of the exchanges.

Non-repudiation and signature must also be supported when identity are managed.
3.2.4.1.3 Usage with PEEM

As identified in the approved PEEM RD, the PEEM enabler may be used in proxy mode and in callable mode.
In proxy mode, the use cases and requirements are equivalent to section 3.2.3.1.1. In callable mode, requests are expected to be formulated for the PEEM enabler. So, it is not expected that there are confidentiality issues between the requester and the PEEM enabler implementation. When PEEM delegates a task to another entity, it must be possible to guarantee integrity and confidentiality. However, these are expected to be conventional enabler implementation-to-enabler implementation secure communication requirements.
3.3 Charging enabler

3.3.2 Status

MCC WG is working on a charging enabler: 

· OMA-RD_Charging-V1_0-20041116-D is not yet approved

· OMA-AD_Charging-V1_0-20050322-D  is in development 

3.3.3 Motivation for consideration here

A charging enabler compatible with the OSE is essential to the deployment of OSE realizations by service providers.
3.3.4 Next steps for ARCH WG
The architecture working group should help define the key use cases and requirements to address charging in the context of the OSE.

The MCC WG is best equipped to cover most common use cases and requirements for a charging enabler and therefore selecting an optimal design point. 
However, it is important to make sure that this includes and integrates with the OSE as envisaged by ARCH and the other new enablers defined within the OSE. To that effect, several use cases and requirements should be defined by ARCH WG. 
3.3.4.1 Use cases / requirements

3.3.4.1.1 Mediated charging transaction management
Charging is a function that may be delegated by the components that achieve the PE functionality (e.g. PEEM enabler implementation). In such cases, requests may be passed to the charging enabler implementation (as would be passed any other charging request from other enabler implementations or applications). This seems covered in the latest draft of the charging AD (OMA-AD_Charging-V1_0-20050322-D).
However, at the difference of other functions that can be delegated by PE, charging may require multiple correlated exchanges based on the evolution of the execution of the target enabler implementation. For example success or failure of the target function may require:
· Freeing a reserved charge

· Cancelling a committed charge

while success may imply:

· Commitment of a reserved charge

· Update of a reserved charge (increased or decreased)

· Charging of a specific amount.
This kind of use cases has implications on:
· Functionality that must be supported by PE (Not of concern for Charging enabler):

· Ability to correlate exchanges (request, response) to a same “charging” transaction.

· Charging enabler:

· Ability to handle correlated charging delegations
· Ability to perform charging action based on info passed by PE and expressed as specified by policy: 

· Requester

· Target

· Request

· Passed parameters / arguments
Another use case would for example an enabler implementation or service who determines as it executes what to charge and must check on-going success of the charge or reservation. 

Implications:

· The components used to achieve the PE must have the ability to react to asynchronous messages and correlate them to a same “charging” transaction (not relevant to charging enabler).

· The charging enabler must have the ability to correlate (provide necessary interface or capability – TBD) between the transaction messages received from different requesters (PE and target enabler implementation/service).

3.3.4.1.2 Issues
A quick inspection of the charging AD (OMA-AD_Charging-V1_0-20050322-D) may not address these issues and use cases yet. 

ARCH should help clarify the O-CTF function introduced in the AD and determine if it is indeed part of PE / PEEM. This would be true only if the O-CTF function is expressible and executable as policies (instead of the statement in the current AD that “the O-CTF could utilize policies and the triggering of charging and authorization could in that case be seen as policy enforcement”).
3.3.4.2 Additional considerations

Based on the two use cases mentioned in section 3.3.3.1.1, one may want to consider additional issues: 
· Can the charging enabler support correlation and management of transactions taking place outside the OSE (i.e. at the level of the network or resources driven by the OSE). A typical example is reversing a charge that involves charge for service and charge for network traffic associated to the service.

· Can the correlation / transaction information be formalized by charging enabler to allow CRM (e.g. selective credits to subscribers) or settlement (e.g. among service providers that may have provided the service for roaming users).
3.4 PEEM Enabler

3.4.2 Status

ARCH is working on a charging enabler. RD is approved. A WID update was approved and work on the PEEM AD has started.
3.4.3 Motivation for consideration here

The PEEM enabler is the OMA enabler that can be used to achieve the PE functionality.
3.4.4 Next steps for ARCH WG

The PEEM enabler should support the PE / PEEM considerations described in section 3.2.3.1 and 3.3.3.1.
3.5 Discovery / Registration Enabler

3.5.2 Status

No working group is working on discovery and registration; beyond UDDI in OWSER 1.0.

3.5.3 Motivation for consideration here

A discover / registration enabler compatible with the OSE is needed to facilitate wide development and deployment of applications by (third party) application developers and service providers that leverage service provider’s assets; one of the main motivation for the OSE. 
3.5.4 Next steps for ARCH WG

3.5.4.1 Enabler details

In the context of the OSE, it is essential for application developers and third party service providers to provide an enabler that describes how to bind to available enablers.
The enabler would provide registration discovery and access to the interface (including addresses) of the enablers.
WS registration and discovery mechanisms are expected to provide conformant WS realizations of this enabler.
3.5.4.2 Action items
The ARCH WG should put together a WID to initiate work on a discovery and registration enabler.

The use cases should include OSE / PE / PEEM derived use cases and requirements

3.5.4.3 Use cases / requirements

OSE / PE / PEEM include use case 5.10 in the PEEM RD (interaction with register and Discover).
In addition, the enabler should provide:

· Mechanism for registration and management of the interfaces

· Mechanisms to tailor discovery result to requester (possibly in conjunction with PE / PEEM)

3.6  User/Principal Profile Enabler

3.6.2 Status

No working group is working on user / principal profile enabler. Some work has been undertaken by other industry activities like 3GPP.
3.6.3 Motivation for consideration here

A user/principal profile enabler compatible with the OSE is essential to the development and deployment of enablers and services compatible with mobile requirements like roaming and identity managements. 
3.6.4 Next steps for ARCH WG

ARCH WG should put together a WID to initiate work on user / principal profile enabler. 

3.6.4.1 Use cases / requirements

As introduced in OMA-ARC-2005-0038R03-IMF-AD-proposal, it is expected that in the context of the OSE and IMF, it is useful to provide an enabler that stores/maintains attributes for a particular principal identity.

Roaming consideration (See for example PEEM RD) also require to be able to expose such capabilities outside any particular domain.

Other use cases and usages should be considered as part of this work.

3.7 Device Profile Enabler

3.7.2 Status

No working group is working on device profile enabler.

Discussions on the topic have been initiated at the W3C mobile web initiative. However, there are no clear immediate follow up plans.

3.7.3 Motivation for consideration here

A device profile enabler is needed to facilitate wide development and deployment of applications by (third party) application developers and service providers that optimize the user experience.
3.7.4 Next steps for ARCH WG

ARCH WG should evangelize and initiate with DM and BAC WGs a WID on device profile enabler. This work should also encompass liaison and coordination with other activities like those at W3C, IETF and 3GPP. 
Detailed use cases and usages should be considered as part of this work.
3.8 Other enablers essential to complete OSE
3.8.2 Next steps for ARCH WG

The ARCH WG may consider additional enablers needed to complete the OSE.
3.8.3 Criteria

To be an enabler needed to “complete the OSE”, it must be essential to:

· Realization and / or deployment of the OSE

· Development and deployments of services 

This is not to say that enablers that solely support specific services are not critical; but their motivation is not to complete the OSE and therefore should be driven by other OMA constituencies.
3.9 Models essential to completion of the OSE

The following sections discuss additional models that will also contribute to completing the OSE. They may result into additional enablers.

3.9.2 Policy Enforcer

3.9.2.1 Status

In OSE v1.0, a distinction is established between policy enforcer functionality and PEEM enabler.
Currently, ARCH discussions are focus on the role of PE and differences between PE and PEEM enabler.

3.9.2.2 Next steps for ARCH WG

The ARCH WG should better detail in the OSE v2.0:
· The role and functionality of the PE and requirement to conform to the OSE model

· How PEEM can achieve the OSE, but is not the only way to do so

3.9.3 OSE and Terminals

3.9.3.1 Status

The OSE v1.0 states (section 5.2.1): “The OSE Architecture does not specify where architectural elements (e.g. applications, enablers, etc.) reside. For example, the architectural elements may reside in a Mobile Operator’s network, or on mobile terminals.

Thus, throughout this document, the OSE conceptual model also applies to a user terminal.”
Discussions within the ARCH group seemed to indicate that this statement is not clear to all.

3.9.3.2 Next steps for ARCH WG

The ARCH WG should better detail in the OSE v2.0 how the OSE applies can apply to any domain, in particular terminals.

A section explicitly devoted to terminal should be added.

3.9.4 IMF

3.9.4.1 Status

IMF RD has been completed and approved. ARCH is starting and AD work.

MWS also developed a NI RD and NI support in OWSER 1.0. MWS developed a NI AD for OWSER 2.0.

OMA-ARC-2005-0038R03-IMF-AD-proposal has started to illustrate how IMF can be supported with basic flows in the OSE.

3.9.4.2 Next steps for ARCH WG

The ARCH WG should complete analysis of the IMF and OSE, starting from work presented in OMA-ARC-2005-0038R03-IMF-AD-proposal. 

Enablers discussed in sections 3.2 and 3.6 are expected to support the IMF. ARCH should determine any other enabler if needed.

ARCH must work with MWS to ensure that the OWSER NI developed by MWS is a conformant WS realization of IMF.

3.9.5 OSPE

3.9.5.1 Status

OSPE RD is reaching completion.

3.9.5.2 Next steps for ARCH WG

The ARCH WG should review OSPE to ensure that it provides requirements for a framework to associate I1 interfaces to all OSE enablers.
The ARCH WG should consider picking up responsibility for the OSPE AD after completion of the OSPE RD.
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5 Recommendation

We recommend that ARCH agrees to endorse the plan described in section 3.
































































































� Managed identities refers to the fact that principal’s identities may be manipulated as described by IMF RD (e.g. anonymized, masked identities, etc…)
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