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1 Reason for Contribution

The purpose of this contribution is to continue discussions on the Requirements for the Registration/Discovery enabler.  

These use cases will help derive some of the basic Requirements for this enabler.

2 Summary of Contribution

The use case illustrates how the Registration enabler is populated and how information is retrieved from it.  The use cases below will show different scenarios in how to use the Registration/Discovery enabler relative to obtain interface information, and how the PE can introduce policy information.
3 Detailed Proposal

As with IC 0141, we start with figure 4 from the OMA OSE Version 1.0 as the basic model for deriving these Use Cases and Requirements.
As with the other OMA enablers, this Registration/Discovery enabler is optional in any deployment.  As explained in the OSE, requestors can determine how to access enablers (or other resources in an OMA domain) in multiple ways, either using an automated mechanism like the Registration/Discovery enabler, or using other methods.  One method is simply for a domain to manually convey the interface requirements (I0+P) for each resource in its domain (case 1b in the figure below).  Alternatively, the Registration/Discovery enabler can provide an automated mechanism to uncover the I0+P interface that will be required to access a domain’s resource.  The Registration/Discovery enabler can provide the interface specification of a target enabler (i.e., I0+P) back to an implementer at design time of an application (case 1a); in this case, the implementer can hard-code the requisite interface into the application.  Also, the Registration/Discovery enabler can be used at application execution time to determine the interface of a target enabler (case 1c); in this case, the implementer can (among other choices) using tooling to dynamically generate the requisite interface, or can write explicit code to generate a dynamic interface.
These different approaches trade off simplicity of developing an implementation versus the each of changing an application when the interface for a target enabler changes.   For example, cases 1a and 1b are easy to implement because the enabler interface (I0+P) is known and can be explicitly code; however, it becomes quite difficult to change the application if the domain owner changes policies that will affect the interface used by the application.  On the other hand, case 1c may be much harder to implement (depending on how much tooling support is available), but if a domain’s policies change, the application will not need to be changed at all.
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Figure 4 (Section 7.2 of OSE Version 1.0)

1.0 Introduction

The “Registration/Discovery” enabler provides an interface that can capture and also return information about how to invoke enabler implementations or applications.  The information can be used by developers at design time to later access those enabler implementations or applications, or can be used at run-time to access those enabler implementations or applications.  The Registration/Discovery enabler implementation can store information about enabler implementations or applications that are in the same domain as the Registration/Discovery enabler implementation, or in a different domain.  
There will be no restriction on the type of meta-data to be captured or returned by the Registration/Discovery enabler.  
The intent is that the Registration/Discovery enabler can be implemented using a wide range of techniques and technologies, including DNS, UDDI, LDAP, etc.

2.0 Use Cases

These use cases illustrate the use of the Registration/Discovery enabler both to store information about enabler implementation X and to retrieve it.  The use cases progress from the use of no policies by the domain owner to various levels of dynamic policy changes.
2.1 Registering discovery information

2.1.1 Short Description

This use case describes how information is provided to the Registration/Discovery enabler implementation about enabler implementation X.  The domain owner has defined no policies that apply to how to access enabler implementation X.
2.1.2 Actors

A Service Provider that owns the OMA Registration/Discovery enabler, and publishes information about enabler implementation X, either its own enabler implementation or a 3rd party enabler implementation.

Service Provider administrator(s) who will supply interface information about the enabler implementation X being registered.

An enabler implementation X that will supply information about how to access itself.

2.1.3 Pre-conditions

The SP administrator and enabler implementation X are authorized by the Service Provider to register information to the Registration/Discovery enabler implementation.

2.1.4 Post-conditions

The enabler implementation X interface information has been stored in the Registration/Discovery enabler implementation, available to any program wanting to access the X enabler implementation.

2.1.5 Normal Flow

1. The Service Provider deploys a new OMA enabler implementation called X

2. The Service Provider configures the enabler implementation X (e.g., providing address of the Registration/Discovery enabler implementation)

3. The enabler implementation X sends a request containing its interface information (i.e., I0) to the OMA Registration/Discovery enabler implementation.  This request is processed by the PE before it reaches the Registration/Discovery enabler implementation; per the pre-conditions listed above, the request is acceptable and is passed by the PE to the Registration/Discovery enabler implementation.

2.1.6 Alternative Flow

Step 3 in the Normal Flow is replaced by “The SP administrator sends the interface information for enabler implementation X to the OMA Registration/Discovery enabler implementation.”

2.2 Registering discovery information
2.2.1 Short Description

This use case describes how information is provided to the Registration/Discovery enabler implementation about enabler implementation X.  Policies may be defined by the domain owner before or after the I0s for enabler implementations are registered in the Registration/Discovery enabler implementation.
2.2.2 Actors

A Service Provider that owns the OMA Registration/Discovery enabler, and publishes information about enabler implementation X, either its own enabler implementation or a 3rd party enabler implementation.

Service Provider administrator(s) who will supply interface information about the enabler implementation X being registered.

An enabler implementation X that will supply information about how to access itself.

2.2.3 Pre-conditions

The SP administrator and enabler implementation X are authorized by the Service Provider to register information to the Registration/Discovery enabler implementation.

2.2.4 Post-conditions

The enabler implementation X interface information has been stored in the Registration/Discovery enabler implementation, available to any program wanting to access the X enabler implementation.
2.2.5 Normal Flow

1. The Service Provider deploys a new OMA enabler implementation called X
2. The Service Provider configures the enabler implementation X (e.g., providing address of the Registration/Discovery enabler implementation)
3. The Service Provider sets its PE policy information.  No policies have any effect on messages destined for the I0 interface for enabler implementation X.
4. The enabler implementation X sends a request containing its interface information (i.e., I0) to the OMA Registration/Discovery enabler implementation.  This request is processed by the PE before it reaches the Registration/Discovery enabler implementation; per the pre-conditions listed above, the request is acceptable and is passed by the PE to the Registration/Discovery enabler implementation.
5. The Service Provider updates the PE policy information, some of which affects how to process messages destined for enabler implementation X (and therefore again changes the I0+P for X)
2.2.6 Alternative Flow 1
Step 4 in the Normal Flow is replaced by “The SP administrator sends the interface information for enabler implementation X to the OMA Registration/Discovery enabler implementation.”
2.2.7 Alternative Flow  2

Step 3 in the Normal Flow is replace by “The Service Provider sets the PE policy information, some of which would affect how to process messages destined for the I0 interface for enabler implementation X (but the I0 for enabler implementation X has not yet been registered to the Registration/Discovery enabler implementation).”
2.3 Discovering Registered Information
2.3.1 Short Description

This use case describes how interface information related to enabler implementation X can be discovered at development time by developer who is implement software that needs to access X 
2.3.2 Actors

A Service Provider that owns/deploys the OMA Registration/Discovery enabler which contains interface information about enabler implementation X, either its own enabler implementation or a 3rd party enabler implementation.

An application implementation called Z will retrieve interface (i.e., I0+P) information about enabler implementation X.

2.3.3 Pre-conditions

The Service Provider’s Registration/Discovery enabler implementation has already been populated with interface information pertaining to enabler implementation X.

An application implementation Z is configured with the address of the Registration/Discovery enabler implementation.

The application implementation Z is authorized to access information about X from the Registration/Discovery enabler implementation.. 

2.3.4 Post-conditions

Application implementation Z has interface (i.e., I0+P) information about how to access enabler implementation X.
2.3.5 Normal Flow

1. The Service Provider updates the policy information, some of which affects how to process messages destined for enabler implementation X 

2. Application implementation Z sends “discovery” request to the Registration/Discovery enabler implementation to find out the interface information for enabler implementation X
3. The Service Provider’s PE applies appropriate policies to the incoming discovery request  from Y and then forwards that message to the Registration/Discovery enabler implementation based on pre-conditions.
4. The Registration/Discovery enabler implementation returns interface information (I0+P) about enabler X to application/enabler implementation Z
5. The Service Provider PE applies appropriate policies to the outgoing discovery response destined for application/enabler implementation Z
2.3.6 Alternative Flow
The alternative flow illustrates the P parameters being added to the interface information by PE.  Steps 4 and 5 of the normal flow should be replaced.
4. The Registration/Discovery enabler implementation returns interface information (I0) about enabler X to application/enabler implementation Z

5. The Service Provider PE applies appropriate policies to the outgoing discovery response destined for application/enabler implementation Z, enhancing the interface information for enabler X to include the domain’s policies resulting in I0+P that may be dependent on the requestor or other factors.
2.4 Discovering Registered Information

2.4.1 Short Description

This use case describes how interface information related to enabler implementation X can be discovered at execution time by an application or enabler that needs to access X.
2.4.2 Actors

A Service Provider that owns/deploys an OMA Registration/Discovery enabler implementation which contains interface information about enabler implementation X, either its own enabler implementation or a 3rd party enabler implementation.

An application/enabler implementation called Y that needs to access enabler implementation X.

2.4.3 Pre-conditions

The Service Provider’s Registration/Discovery enabler implementation has already been populated with interface information pertaining to enabler implementation X.

Application/enabler implementation Y is configured with the address of the Registration/Discovery enabler implementation.

Application/enabler implementation Y is authorized to access information about X from the Registration/Discovery enabler implementation.. 

2.4.4 Post-conditions

Application/enabler implementation Y has interface information about how to access enabler implementation X.

2.4.5 Normal Flow

1. The Service Provider updates the PE policy information, some of which affects how to process messages destined for enabler implementation X 

2. Application/enabler implementation Y sends “discovery” request to the Registration/Discovery enabler implementation to find out the interface (i.e., I0+P) information for enabler implementation X

3. The Service Provider’s PE applies policies to the incoming discovery request from Y and then forwards that message to the Registration/Discovery enabler implementation based on the pre-conditions
4. The Registration/Discovery enabler implementation returns interface (i.e., I0+P) information about enabler X to application/enabler implementation Y

5. The Service Provider PE applies appropriate policies to the outgoing discovery response destined for application/enabler implementation Y

2.4.6 Alternative Flow

The alternative flow illustrates the P parameters being added to the interface information by PE.  Steps 4 and 5 [I can’t fix Word to get it right] of the normal flow should be replaced.
6. The Registration/Discovery enabler implementation returns interface information (I0) about enabler X to application/enabler implementation Z
7. The Service Provider PE applies appropriate policies to the outgoing discovery response destined for application/enabler implementation Z, enhancing the interface information for enabler X to include the domain’s policies resulting in I0+P that may be dependent on the requestor or other factors..
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Authors kindly request ARC to use these use cases to develop a WID to work on a Discovery enabler.
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