OMA-ARC-2005-0220-CR-OSEv101-section5-clean-up_LATE [image: image1.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# OMA-ARC-2005-0220-CR-OSEv101-section5
Change Request



Change Request

	Title:
	OMA-ARC-2005-0220-CR-OSEv101-section5-clean-up_LATE
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA Architecture

	Doc to Change:
	OMA-Service-Environment-V1_0_1-20050523-A.doc

	Submission Date:
	06 06 2005

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Serafin Arroyo, Siemens AG,  serafin.arroyo@siemens.com

	Replaces:
	n/a


1 Reason for Change

Some small typos have been found and some additional wording is proposed to avoid possible misunderstandings to be included in the text.

· Section 5.1.2: small typo.  “Examples of OSE domain include: an SP domain, a terminal domain, or an enterprise domain.”  
· Section 5.1.4: small typo. “New enablers can be introduced into any OSE_domain”

· Section 5.2.1: deletion of Service, avoiding maybe misunderstandings and aligned to OMA-DIC.

· Section 5.2.5, addition of terminal domain in text according to figure 1.

· Section 5.2.6: small typo. “for the convenience of the reader”

· Section 5.2.8: addition of Policy Enforcer (PE) in the text for clarification.

2 Impact on Backward Compatibility

No issue
3 Impact on Other Specifications

No issue.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree the proposed changes and update properly version 101. 

The changes agreed should be also applied to version 2.

6 Detailed Change Proposal

5. The OSE Architecture

5. Architecture requirements and principles

…

5. Intrinsic functionality

…

5. Delegation and reuse of enablers

Enabler specifications should reuse existing specifications where possible. This approach includes the reuse of existing OMA enabler specifications whenever possible (e.g. reuse of presence and group management enablers by the PoC enabler). Enabler specifications must specify how to interface to (i.e. invoke) their functions.

As a result of enabler specifications reusing other enabler specifications, the vertical silo problem can be reduced. The integration of new applications and enablers into  an OSE domain can be simplified. Examples of OSE domain include: an SP domain, a terminal domain, or an enterprise domain.  Enabler implementations may reuse other enablers located in either the same  OSE domain or across different OSE domains.

An enabler implementation can invoke any standardized function, such as authentication or group management, that it needs to satisfy its intrinsic functions defined in its specifications.
5. Protection of enablers and resources

…

5. Extensibility

In any OSE domain, implementations of the OMA enablers expose standard interfaces for application and enabler use. These enabler implementations connect to the actual resources present in the OSE domain. Through this abstraction, it is possible to add or modify the underlying resources without affecting the interface exposed by the enabler implementations (and therefore without affecting the applications), something that is especially important when using multiple vendors, supporting different network technologies or relying on different providers.

New enablers can be introduced into any OSE domain by developing an enabler implementation that may connect to an underlying resource in that domain.

The enabler’s interfaces are offered by the enabler implementations for use by applications or other enabler implementations. The interfaces follow the OMA specifications and they are technology specific realizations of the specified interfaces (e.g. web services, Java).

The enabler's interface(s) can be registered with the (proposed) discovery enabler to allow applications to dynamically bind to the destination enabler.

One way of controlling access to enablers is to use policies. Policies can be loaded dynamically for policy evaluation and enforcement to protect the enabler.

When required, Policy definitions may help in extensibility by using the delegation mechanism.

Life cycle management interfaces are expected to provide support for upgrade of enablers when new releases are installed and deployed.

5.  Architectural Model

…

5. Enabler

The enabler (or its long form Service Enabler) architecture element is pervasive in OMA because enablers are the primary products of OMA (e.g. Enabler Releases and Enabler Packages). An enabler should specify one or more public interfaces.

Examples of OMA enablers include Location or Device Management.

The term enabler is formally defined in [OMA-DICT] but is copied here for the convenience of the reader:

Enabler - A technology intended for use in the development, deployment or operation of a Service; defined in a specification, or group of specifications, published as a package by OMA.
5. Enabler implementation

…

5. Interfaces

…

5. Enabler interface bindings

…

5. Resources

A Resource in this document is an architecture element that represents a capability in a Service Provider’s domain or terminal domain. In the OSE, an enabler implementation may directly invoke or access a resource.

5. Applications

The term Application is formally defined in [OMA-DICT] but is copied here for the convenience of the reader:

Application: An implementation of a related set of functions that perform useful work, often enabling one or more services. It may consist of software and/or hardware elements.

Applications are identified as an element in the OSE because they are a primary means for initiating and consuming an enabler. For example an application may directly invoke an enabler implementation to deliver a service.

Applications may be located anywhere in a service environment including a mobile terminal.

5.  Execution Environment

…

5. Policy Enforcer

The Policy Enforcer (PE) is an OSE architectural element that provides a policy-based management mechanism to protect resources from unauthorized requests and to manage the use of these requests for instance through appropriate charging, logging and enforcement of user privacy or preferences.  Please refer to section 5.2 for the deployment aspect of the OSE architecture.

The Policy Enforcer function allows the domain owner to extract and separate their policy rules from architectural elements. The OSE architecture does not describe how the PE is realized. The PE may be realized in several ways, one of which is the PEEM enabler.

The OSE architecture also manages the procedures applied between enablers and applications that reside either in the same environment or across different environments.
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