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1 Reason for Contribution

A few opportunities for improvement where identified when creating the next version of the CBCS AD.
2 Summary of Contribution

· Following e-mail comments, updates are made against some of the flow diagrams.  The updates clarify that the Content Categorization Component interaction is not mandatory.
· In addition, legends are added to the flow figures where needed.

· Made a dashed line solid in Figure 4.

· Finally, it is proposed to clarify that all sections and appendixes, except “Scope” and “Introduction”, are normative.
3 Detailed Proposal

3.1
Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.




5.5
Flows

Figure 1 shows the content categorization component. Any resource may use the CBCS-2 interface to request a content categorization (flow #1), and may then anticipate a result carrying the categories that the content is associated with (flow #2). In the case of the CBCS enabler, the content screening component interacts with the content categorization component via CBCS-2.
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Figure 1 Logical flow for the Content Categorization callable usage pattern

The Content Screening Component can be applied in the callable usage pattern (see Figure 2) and/or proxy usage pattern (see Figure 3). 
When observing the logical flow for the Content Screening Component callable usage pattern (Figure 2) it should be noted that typically the end user would not request a content screening. Also note that interaction with other resources and the content categorization component is optional.
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Figure 2 Logical flow for the Content Screening Component callable usage pattern
The Content Screening Requestor uses CBCS-1 to send a request for content screening to the Content Screening Component (flow #1). Upon reception of the content screening request the Content Screening Component may or may not interact with Other Resources (flow #2 and #3) and this may be decided through processing of screening rules. As an example the Content Screening Component may interact with a system to resolve the identity of the end user (which was for example sent in flow#1 to the Content Screening Component). The Content Screening Component then requests categorization of the content to the Content Categorization component (flow #4) by means of CBCS-2. The Content Categorization component determines the categories and returns the result (flow #5). The Content Screening component continues processing the content screening policies and returns (flow #6) the outcome to the content screening requestor.
As mentioned before, the CBCS enabler can also be applied in proxy usage pattern (see Figure 3). 

In Figure 3 the content producer sends content (e.g. requests or responses that carry content) to the consumer. That content is intercepted by the Content Screening component (flow#1). Flow #2, #3, #4 and #5 are similar to the ones explained for the callable usage pattern. The Content Screening component continues processing the content screening policies and makes a decision to allow/amend/block the request sent by the content receiver. When that request is allowed to continue, the Content Screening Component sends on the request to the content consumer (flow #6). 
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Figure 3 Logical flow for the Content Screening Component proxy usage pattern

In the Screening Rules management flow the management requestor issues a request for Content Screening Rules Management (flow #1 in Figure 4) to the Content Screening component, through the PEM-2 interface. Upon reception of the request the Content Screening component identifies the type of Screening Rules management request (e.g. create, delete, view, modify), executes the appropriate function and returns the results to the Management requestor (flow #2).
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Figure 4 Management of Screening Rules

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree on the changes as proposed in the detailed proposal and implement those in the CBCS AD.
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